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Introduction

This contribution advances the solution for the handling the problem of the PCC system caused by the MAPSUP issue.
Discussion

1. Problem Statement
In the MUPSAP Scenarios, the most important point is to identify the different PDN connections for the same APN in the LMA, meanwhile the identification of the different IP-can session in the PCC system is also the key point for the MUPSAP issue. The current agreement on the identification of the PDN connection in the LMA is to use the PDN connection ID (In 3GPP system PDN connection is bear ID, in non 3GPP system the PDN connection ID is out of scope of this paper) .But the method for the PCC system to identify the IP-can session and associate the IP-CAN session with the Gateway control session is still FFS. In this paper, we discuss the solution to settle this issue.
1.1 Solution in the 3GPP system
In the 3GPP system, when the BBERF sends the message of Gateway control establishment request to the PCRF, the BBERF will carry the Bear ID, NAI, APN , Serving Gateway address and RAT to the PCRF. The PCRF will use the Bear ID to decide the requisition is caused by the new establishment of PDN connection or a handover in the 3GPP system. If it is caused by the new establishment, the PCRF will use the Bear ID to tag the each of the Gateway control session. If it is caused by the handover of internal 3GPP system, the PCRF will use the Bear ID to find which Gateway control session needs to be modified. The message of PBU also carries the bear ID to the LMA, so the PCEF in the LMA can provide the PCRF with the parameter of Bear ID, when sending the message of IP-CAN session establishment request or IP-CAN session modification. So the PCRF can also use the Bear ID to tag or locate the IP-CAN session just as the Gateway Control session. At this point, the Gateway control session and the IP-CAN session also can be associated together by the Bear ID.
1.2 Solution in the non 3GPP system

The solution in the non 3GPP system is basically the same as the solution in the 3GPP system. In the non 3GPP system, the PCRF will use the PDN connection ID to tag and locate the Gateway control session and the IP-CAN session. But the definition of PDN connection ID in the non 3GPP system is out of the research scope of this paper.
1.3 Solution in the scenarios of handover between 3GPP system and non 3GPP system 

In these scenarios the PCRF must firstly distinguish the scenarios of the handover between the access systems firstly. The method of distinguishing the handover between the access systems is discussed below:
When the BBERF in the MAG send the Gateway control session establishment message to the PCRF, this message will carry the parameter of NAI, APN, PDN connection ID, RAT, and the address of MAG. If the handover between the access systems happens, the parameter of RAT and the address of MAG will change, and then the PCRF can identify this handover by the changing of the two parameters .If the internal access system handover happens, the parameter of the address of MAG will change, but the RAT will not change. 
After the PCRF confirm the handover is the astride access systems handover, the PCRF must provide the BBERF with the new Qos rules in the new access system network, so the PCRF must generate the Qos rules for the BBERF based on the one IP-CAN session of the several IP-CAN sessions with same APN established in the previous access system before handover. As the description of the principle for the handover behaviour in the MAPSUP Scenarios, the sequence of the handover will not influence the handover procedure .So the PCRF can select anyone of the IP-CAN sessions in the previous access system as the basement to generate new Qos rules in the new access system .After the PCRF generates the new Qos rules and returns it to the BBERF in the message of Gateway control session establishment acknowledgement, the BBERF can get the IP address(IPV4) or HNP(IP V6)of the PDN connection from the message .Then when the MAG sends the PBU message to the LMA, the MAG must send the PBU message with the parameter of the IP address (IP V4)or HNP(IP V6)which is get by the BBERF previously. Then the LMA can use the IP address(IP V4) or the HNP (IPV6) in the PBU message to send to the PCRF in the message of IP-CAN session modification request. The PCRF can use the IP address or HNP to find which IP-CAN session needs to be modified. At this point, the IP-CAN session has been associated with its Gateway Control session.
The detailed procedure of this method is showed in the figure 1 
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  Figure 1: Handover from Non 3GPP system to 3GPP system
Conclusion

The method described in this paper can settle the problem of astride access systems handover of the MUSAP issue, compared with the other methods, using this method can minimize the handover Latency time and reduce the interaction message between the BBERF and PCRF.
Proposal

It is proposed to agree in the solution principles discussed in this paper as working assumption for MUPSAP WI.
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