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Abstract of the contribution:  This paper discusses about possibility for P-GW (PCEF) to establish IP-CAN session establishment before sending RADIUS Access-Request
1. INTRODUCTION
In the current specification (TS23.203), it is not clarified when exactly when IP-CAN session establishment procedures take place especially when PMIP-S5/S8 models are used and P-GW connects to external PDN server (e.g. AAA). This paper clarifies that there's a case P-GW (PCEF) needs to perform IP-CAN session establishment procedure before RADIUS access request procedure takes place.  This paper also clarifies the missing mechanisms in TS23.203.
2. DISCUSSION
2-1: Discussion on the Timing Issues

In TS29.061 [1], there are some vendor specific parameters which can be carried over Access Request message. With PMIP based S5/S8 (the off-path model), some of these information need to be retrieved from PCRF, and the following table lists such parameters.
Table 1: RADIUS Access Request Vendor Specific Parameters 
which needs to be sent from PCRF in case of PMIP based S5/S8 [1]
	Parameters
	What is it?

	3GPP-GPRS-Negotiated-QoS-Profile
	For P-GW, it represents the QoS profile for the EPS bearer and the authorized APN-AMBR.

	3GPP-Charging-Characteristics
	For P-GW, it contains the charging characteristics for the IP-CAN bearer.

	3GPP-RAT-Type
	Indicate which Radio Access Technology is currently serving the UE


These parameters existed and have been in use since Release 4 (for the purpose of GGSN - PDN interworking), and they are expected to be used even with EPC (P-GW). 

These parameters are sent from the P-GW to AAA server in ACCESS REQUEST message, which is the very first message towards the AAA server.  Thus it is required that the P-GW (PCEF) retrieves the information from PCRF, before it sends ACCESS REQUEST message.
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Figure 2-1: Proposed timing of IP-CAN session establishment

Proposal 1:  It is proposed to clarify the above timing issue and missing parameters in TS23.203

2-2: Discussion on the Missing Functionalities

When IP-CAN session establishment takes place before IP allocation by the external PDN using AAA, and when QoS/RAT Type based authentication and IP allocation happens in one shot, there is a problem as shown below:
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Figure 2-2-1: Problem when IP-CAN establishment is taken place before IP address allocation procedures by external PDN server
As figure 2-2-1 shows, when P-GW establishes IP-CAN session with PCRF (using Diameter CC-Request command), the PCRF cannot be informed of UE IP address because it is not allocated yet.  And current specification does not specify how P-GW notifies the IP address, especially the IPv6 prefix.  The proposed information flow is shown below in Figure 2-2-2.
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Figure 2-2-2: Proposed information flow
Proposal 2:  It is proposed to (clearly) specify event trigger for IPv6 prefix allocation

3. CONCLUSION
This paper discussed a case where IP-CAN session establishment takes place before P-GW performing authentication procedures with AAA server, and clarified the missing functionality to achieve this.  It is proposed that SA2 agree to clarify the above-mentioned aspects (timing issue, missing parameters, and unclear event trigger for IPv6 allocation) in TS23.203 based on the related CR S2-093083.
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