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1
Introduction

This paper summarizes the agreements of Sa2#72 on the continuation of the MAPSUP WI. 

In order to simplify the solution and reduce the impacts to the system, it was agreed that the scope of the work is limited to the case when all PDN connections to the same APN uses the same access network and are moved together to a new access network during handovers. This scope limitation is consistent with and adds to the limiting assumptions in release 8 concerning multiple connections to the same APN. The agreed MAPCON work item explicitly relies upon the decision taken on the MUPSAP work item with respect to handling of multiple connections to the same APN. 

The next section summarizes the agreed technical solution and lists a couple of open issues. The technical solution details and reasoning can be found in S2-092768.

2
MAPSUP solution principles

The technical solution for MAPIM consists of two mechanisms: one mechanism for PMIP based S5/S8 and for S2a/S2b interfaces. These mechanisms are independent and they can be deployed independently.
If we have a PDN connection identity, this PDN connection identity is only valid within a single access system. 
The PDN GW must correctly handle the PDN connection ID upon inter system mobility. The access technology type in the PBU can disambiguate PDN connection IDs if these 'collide' - where for example an EPS bearer ID is indistinguishable from a non-3GPP access 'PDN Connection ID.'
2.1
Solution for PMIP based S5/S8

The basic concept of the solution is to use the EPS bearer ID of the default bearer over PMIP based S5/S8 to identify a PDN connection of a user, i.e., the MN-ID, the APN and the EPS bearer ID will identify a PDN connection over PMIP based S5/S8. This is used for each connection over PMIP-based S5/S8, not only ‘additional PDN connections’ to the same APN.

During the creation of a new PMIP tunnel over S5/S8, the SGW sends the EPS bearer ID of the default bearer to the PDN GW in eg. a new PMIP information element. In order to be able subsequent operations of the established PDN connections both the SGW and the PGW shall store the EPS bearer ID. The extension of PMIP signalling with EPS bearer ID of the default bearer is also used to check if the PGW supports this feature, i.e., a Rel-9 SGW will recognize during the establishment of the 1st PDN connection to the given APN if the PGW supports to establish more than one PDN connection to the given APN. 
 It is FFS if a new PMIP information element is needed or an existing PMIP information element can be used to transfer the EPS Bearer ID.
The PGW will use the EPS bearer ID of the default bearer to decide if a PBU requests the establishment of a new PDN connection or a handover of an existing PDN connection in the following way:

· If the UE has a PDN connection with the given EPS bearer ID then the PBU shall be a request to handover the PDN connection within the 3GPP system with SGW change.

· If the UE has at least one PDN connection to the given APN via a non-3GPP access network then the PBU shall be a request to handover a PDN connection to the given APN from a non-3GPP access network. The assumption that a new PDN connection via a 3GPP access cannot be established before moving all existing PDN connections to that APN to the 3GPP access is valid due to the agreed scope limitation. As the UE shall move all the PDN connections to the given APN to the 3GPP access, there is no need to create a mechanism that enables that the UE selects an arbitrary PDN connection to be established for the given APN. It is required that the UE distinguish which PDN connection has been re-established, however the mechanism is FFS. 

· If the UE has no PDN connection to the given APN then the PBU shall be a request to establish a new PDN connection.

In the other cases the general PBU handling shall be used and mismatching APN and EPS bearer ID shall be considered an error case.

In this solution no impact to the UE, the MME, and the SGSN has been identified.

The impacts on PCC, specifically how to differentiate the PDN connections to the same APN over Gxc, are FFS.

2.2
Solution for S2a/S2b

The basic assumption of the solution is that the signalling between the UE and the MAG function in the non-3GPP access network allows the differentiation of PDN connections to the same APN, i.e. the APN itself is not used to identify the PDN connection anymore. This can happen via the introduction of a new information element; e.g., a number that is similar to the EPS bearer ID. In case of Trusted non-3GPP access network this information is transferred between the UE and the MAG in an access technology specific manner, which is out of the scope of 3GPP. In case of Untrusted Non-3GPP access networks the IKEv2 session itself identifies the PDN connection unambiguously.
It is FFS if a new PMIP information element is needed or an existing PMIP information element can be used to transfer the PDN Connection ID.

The MAG shall send the PBU according to the current specification. The PGW decides if a PBU requests the establishment of a new PDN connection or a handover of an existing PDN connection in the following way:

· If the UE has at least one PDN connection to the given APN via a 3GPP access network then the PBU shall be a request for a HO from a 3GPP access network of a PDN connection to that given APN. The assumption that a new PDN connection via a non-3GPP access network cannot be established before moving all existing PDN connections to that APN to the non-3GPP access is valid due to the agreed scope limitation. As the UE shall move all the PDN connections to the given APN to the non-3GPP access, there is no need to create a mechanism that enables that the UE selects an arbitrary PDN connection to be established for the given APN. During the HO the PGW shall remove the stored EPS Bearer ID of the PDN connection as it is not valid anymore.

· Note: the subsequent PMIP messages include the home network prefix or the IPv4 address and this together with the APN is used to identify the PDN connection

· If the UE has no PDN connection to the given APN then the PBU shall be a request to establish a new PDN connection.


Note in case of S2c the PDN connection are differentiated based on the HoA used between the UE and the PGW, thus no additional mechanism is needed to support multiple PDN connections to the same APN.

It is FFS how the MAG can check if the PGW supports multiple PDN connections for a given APN. 
It if FFS for intra-technology handover, whether there is context transfer required between the MAGs in order to allow the MAGs to support multiple PDN connections to the same APN, or whether the UE supplies information to the MAG to distinguish between PDN connections. This is a non-3GPP access specific consideration.
Disconnection for S2a requires the UE to signal to the MAG a particular PDN connection so that the MAG can initiate the PBU (MNID, HNP, APN, lifetime=0) message to the MAG to unambiguously terminate the connection.
The impacts on PCC, specifically how to differentiate the PDN connections to the same APN over Gxa, are FFS.
3
Proposal

It is proposed to agree in the solution principles of section 2 as working assumption for MUPSAP WI.
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