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This contribution proposes a solution for managing CSG memberships of hybrid mode CSGs that does not affect mobility management signalling.
6.3.7
Architectural issue – Open and hybrid access mode H(e)NB support
6.3.7.1
Description
There are three modes for H(e)NBs for Rel-9, namely:

-
Closed access mode: H(e)NB operates as a CSG cell.

-
Hybrid access mode: H(e)NB operates as a CSG cell where at the same time, non-CSG members are allowed access.
-
Open access mode: H(e)NB operates as a normal cell, i.e. non-CSG cell. 
The following issues among others need to be considered in which the different access modes of a H(e)NB impact the NAS procedures for the UE namely:

-
Indicating the access mode to other network entities: Network entities use the CSG ID of the CSG cell to perform operations like access control at a CSG cell. The network entity performing these operations are already required to know the CSG ID of the H(e)NB to function correctly. What needs to be understood is how the access mode is also communicated to these entities?

-
Manual CSG selection and UE Allowed CSG list management: The following requirements related to hybrid CSG cells have been agreed by SA1:

-
Manual and automatic CSG selection applies to Hybrid access mode H(e)NBs, however only the CSG handling during manual selection is detailed by stage 1 so far 
-
Upon registration the network shall indicate whether the UE is a member of the CSG. If the UE is a member of the CSG, the UE shall add the CSG identity to the User CSG list, unless that identity is already present in the list.
Without hybrid mode there is a unique implicit indication with any mobility management transaction between UE and network whether an accessed CSG is allowed for the UE or not. However any UE is allowed to access hybrid mode cells. Therefore compared to closed mode CSG management additional clarification and/or functions are needed to manage CSG entries in the UE list when hybrid mode is used.
From access control point of view hybrid mode and open mode are comparable, both allow access for any UE. The difference is preferred resource allocation for CSG members on hybrid mode cells. It is probably not needed for the UE to know from its allowed CSG list that it is entitled to preferred resource allocation. The CSG entry seems more intended to prefer selection of that cell when available. For non-members this is not specifically clarified by stage 1 but obviously not intended as these do not store the CSG ID on UE list. Some further clarification might be needed on how non-members will select a hybrid mode CSG cell, e.g. whether manual selection has to be performed always again to select a hybrid mode CSG as a non-member.
6.3.7.2
Solutions
6.3.7.2.1
Solution 1: Indicating the access mode to other network entities
Network entities use the CSG ID of the CSG cell to perform operations like access control and paging optimization for the CSG cell. The network entity performing these operations is already required to know the CSG ID of the H(e)NB to function correctly.

If the access mode (closed/hybrid/open) is communicated along with the CSG ID, then the network entity will know how to treat the H(e)NB appropriately. A H(e)NB in open access mode does not have a CSG ID and only needs to communicate the access mode.

For example, for performing access control, the network entity will know whether to check if the CSG ID of the H(e)NB is in the UE’s subscription data based on the reported mode of the H(e)NB. For closed mode the network entity needs to perform access control based on the CSG ID, while for open or hybrid access mode this check is not needed.
6.3.7.2.2
Solution 2: Manual CSG selection and UE Allowed CSG list management

For open access mode, the H(e)NB will not advertise a CSG ID so there is no impact on CSG list management. 

For hybrid access mode, we propose to define a new accept cause value to indicate whether the UE is a member of the CSG advertised by the hybrid cell for attach and location area updating procedures (LAU/RAU/TAU). The MME, MSC/VLR or SGSN includes the accept cause in the NAS signalling response to indicate that the UE is a member of a CSG cell. The UE then updates the User CSG list based on the specified accept cause value if it is not already present in the CSG list.
What happens when the CSG cell was automatically selected ? There is no difference in Attach/RAU/TAU when it is caused by manual or automatic selection. Service Request has no accept message for E-UTRAN, so differentiation is not possible.
Editor’s note: It is FFS whether a UE’s knowledge that it is a member of a CSG impacts any UE behaviour, and therefore whether this new cause value is needed.
6.3.7.2.3
Solution 3: UE Allowed CSG list management

It is proposed to add/remove hybrid mode CSGs only by OTA/OMA DM to/from the UE list of allowed CSGs. Any UE is allowed to access the hybrid mode cell so that lack of an entry in the list does not prevent access. The main difference between members and non-members is in service provision by the network, which does not require the CSG ID on the UE list. It needs to be known to H(e)NB when it performs admission control. UEs with a (hybrid mode) CSG entry on the allowed CSG list do obviously a preferred selection in idle mode. Some more clarification for hybrid mode by stage 1 may be needed as obviously also non-member UEs shall somehow select hybrid mode CSGs, which is not further detailed so far.
The CSG ID of the hybrid mode cell needs to be indicated network internally from H(e)NB to MSC/SGSN/MSC for charging purposes. And the UE’s subscribed hybrid mode CSGs needs to be indicated from CN node to H(e)NB for differentiated admission control. The CSG mode needs to be indicated by H(e)NB to CN node to suppress CSG access control.
The advantage of this solution is that hybrid mode CSG support can be introduced without upgrading the large number of cases of successful mobility management signalling scenarios between UE and network for differentiating whether it is CSG related or not. In addition there are even more cases of mobility management error and reject situations that in combination with confirmation or denial of CSG membership would create an extensive number of cases to be implemented and tested.
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