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Abstract of the contribution: this paper clarified that the SCC AS not only performs Ut functionalities on behalf of the UE, but also behaves as an Authentication Proxy (AP) to the AS according to TS 24.173.
Discussion

TS 24.173 (TS24.623) and TS 33.222 define an Authentication Proxy (AP) that can be used to authenticate the UE using XCAP for manipulating services in the IMS when the UE accesses to the TAS via Ut reference point over IP-CAN. 
When using I1 referent point for managing Communication Services related information, upon receiving the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message, the SCC AS may adopt the AP (Authentication Proxy) behaviour to the TAS to by inserting an X‑3GPP‑Asserted‑Identity header field  indicating an authenticated user identity. In that way, it avoids the TAS authenticating the XCAP/HTTP request.
A full or a stand alone AP function may not be suitable for such authentication over I1 reference point as a protocol definition based upon XCAP is not used over the I1 interface for communication service settings modifications (see TR 23.883 Clause 6.4.2) and also the UE may not be registered in the IMS domain and thus has no IMS authentication key for manipulating supplementary services. 
As an AP, the SCC AS shall authenticate the service request. On one hand, the SCC AS shall authenticate the PUI(s) included in the I1 protocol by checking whether the PUI(s) is/are under the same user’s subscription with MSISDN/IMSI from the VMSC/HSS. In the other hand, the SCC AS shall check whether the PUI(s) is (are) authorised with the service of management of communication services related information.
Proposal
This contribution proposes to make the following changes to TR 23.883.

Begin Change 
6.4.2
Alternative 1: Using I1

NOTE 1:
At this stage it is assumed that the I1 reference point is used for the service control signalling and communication setting modifications signalling between the ICS UE and the SCC AS.

NOTE 2:
At this stage it is assumed that when I1 is available, procedures for Managing Communication Services related Information can be used, if the TAS accepts communication service settings via I5.

NOTE 3:
At this stage it is assumed that a protocol definition based upon XCAP is not used over the I1 interface for communication service settings modifications.
The following figure provides an example flow for Managing Communication Services related Information, when using ICS UE with I1. The I5 reference point between the SCC AS and the AS is used to manage communication services related information on the AS. 

Editor’s Note 1: The I5 reference point still needs to be described in the architecture. The architecture is FFS. The I5 reference point may be renamed. Some initial properties of the I5 reference point are exemplified in this clause. This clause is revisited when the architecture matures.
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Figure 6.4.2-1: Managing Communication Services related Information – using I1

1.
ICS UE initiates management of communication services related information. The ICS UE encodes in one or more CS protocol (e.g. USSD for systems based on TS 24.008 [6]) messages sufficient information for the SCC AS to use capabilities defined for the Ut reference point as defined in TS 24.173 [3] for Managing Communication services related information and sends it to the SCC AS. One or more Public User Identities under the same user subscription are included in the CS protocol messages and the default PUI is MSISDN if no PUI is included.
2.
Standard VMSC procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the Home network.
3.
Standard HSS procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the associated service node

4.
The SCC AS terminates the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) messages. The SCC AS translates the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message contents for the purpose of Managing Communication services related information to corresponding capabilities of the Ut reference point as defined in TS 24.173 [3] for Managing Communication services related information. Also, the SCC AS behaves as an Authentication Proxy (AP) to the AS according to TS 24.173 [3].

Note 1:   If one or more Public User Identities are included in the CS protocol, the SCC AS shall check whether the PUI(s) is/are under the same user’s subscription with MSISDN before the SCC AS uses the PUI(s) as user identities to initiate management of communication services related information to the AS. If there is no Public User Identity included in the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) messages, the SCC AS uses MSISDN from VMSC/HSS as an user identity to initiate management of communication services related information to the AS.

Note 2:   The SCC AS shall also check whether the PUI(s) is/are authorised with the service of management of communication services related information.
5.
The AS generates a response to the SCC AS.

6.
This step consists of a standard service node procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the HSS, a standard HSS procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the VMSC, and a standard VMSC procedure to communicate the CS protocol (e.g. USSD for systems based on TS 24.008 [6]) message to the ICS UE.

Editor’s Note 2: It is FFS whether the translation function in SCC AS is generic for Managing Communication Services related information for any IMS speech service, or whether it is limited to Multimedia Telephony Service.

Editor’s Note 3: It is FFS whether low bit rate transport bearers such as USSD are appropriate to manage large settings documents where the messaging content has to be segmented into more than one USSD messaging component within the USSD dialogue. The use of USSD sub-dialogues may not be appropriate for message segmentation.. 
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