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Abstract of the contribution:

This contribution proposes to add the definitions for ACLfilter and ACL profile to 3GPP TR 23.848.

Introduction

The terms ACL filter and ACL profile are used within the TR, but they are not defined anywhere. This could lead to misunderstandings if they are interpreted to mean different things. This contribution proposes to define these two terms.
In addition, to improve readability and/or to adhere to the drafting guidelines in 3GPP TR 21.800, additional editorial changes are proposed.
	*** PROPOSED CHANGE ***


3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Access Control List (ACL): Static or dynamic list that stores information of allowed/forbidden interconnected peers (remote domains/networks/parties).

ACL filter: The logical function in the IBCF that determines whether to allow or deny a session.
ACL profile: It is a handle for a set of ACL rules. These ACL rules are usually related, and can be applicable to, for example,all incoming sessions, all outgoing sessions, all incoming sessions from a particular IP address all outgoing sessions to a set of AoRs, etc.
Inbound Session: Session originated in another IMS or SIP network, routed into the considered IMS network through IMS border entities.

Inbound Traffic: Data traffic associated with an Inbound or Outbound Session, flowing into the considered IMS network through IMS border entities.

Lawful Interception (LI): Interception of telecommunications traffic and related information in modern telecommunications systems due to laws of individual nations and regional institutions, and sometimes licensing and operating conditions. It has to be noted that lawful interception shall always be done in accordance with the applicable national or regional laws and technical regulations as specified  in TS 33.106 [13].
Outbound Session: Session routed to another IMS or SIP network through IMS border entities.,

Outbound Traffic: Data traffic associated with an Inbound or Outbound Session, flowing out of the considered IMS network through IMS border entities.
	*** END OF PROPOSED CHANGE ***






