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Abstract of the contribution: This contribution discusses the function of the HNB GW which performs the UE access control of a specific HNB and makes a modification.
1
Discussion

While UE accessing the H(e)NB system, H(e)NB for hybrid or close access mode shall perform the access control as the following requirement in TS 22.220:

- When the H(e)NB is configured for hybrid access mode, it shall be possible for the H(e)NB to provide services to:

- its associated CSG members, and

- subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.

- When the H(e)NB is configured for closed access mode, only users that belong to its associated CSG shall be able to obtain services. 

As agreed, HNB GW may perform the access control for pre-release 8 UE. For this purpose, the relationship between UE and HNB(s) needs to be downloaded from a database which can be located with the CSG membership server or HMS.

2
Proposal

Agree to include the modification for access control in TR 23.830 as in the text proposal below.

************************** BEGINNING of CHANGES ****************************

4.2.2.2
Access control

-
For pre-release 8 UEs, access control for UE shall be performed in HNB GW and optionally in HNB.
-
If the release 8 SGSN/MSC/VLR receives a NAS request message from the HNB GW together with an indication that the request is from a release 8 UE, the SGSN/MSC/VLR shall perform access control for UE during corresponding attach, detach, service request, RAU and location update procedures.
Editor’s note: Operators may choose to use the “pre-release 8 access control” for release 8 UEs.

Editor’s note: Access control solution for HNB/HNB GW connected to pre-release8 core network is FFS.

-
In case of HNB GW perform the access control, the HNB GW shall acquire the relationship between UE and HNB(s) for access control from a database. 
Note: The logical entity where the database located is FFS.
-
The release 8 UE shall be notified of the cause of rejection by the network if it is not allowed to access a CSG cell.

Note: For pre-release 8 UEs, proper existing rejection cause should be used to reject the UE if it is not allowed to access a CSG cell.

-
When a CSG ID which is not included in the UE’s Allowed CSG List is manually selected by the user, a RAU or location update procedure via the selected CSG cell shall be triggered immediately by the UE to allow the SGSN or MSC/VLR to perform CSG access control.
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