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Introduction

This contribution proposes the call flow procedures for Solution B of MAPIM. And the procedures are based on the content of TR 23.861 v1.0.0.

Proposal

The following new text is proposed to be added to the TR 23.861 v1.0.0.

* * * First Change * * * *

7.2.2 
Solution B: IP flow mobility based on PCC for Network Based Mobility Management Procedures

7.2.2.1
Additional Simultaneous PDN Connectivity over Different Access 
********************************
7.2.2.2
Additional access Procedure to the PDN connection 
********************************
7.2.2.3
UE initiated IP flow mobility
7.2.2.3.1 General
This section is related to the case that the UE initiates IP flow mobility from one access to another when the UE is simultaneously connected to the same PDN via two access networks. And this section includes the scenario of S2a for non-3GPP access and GTP-based S5/S8 and PMIP-based S5/S8 for 3GPP access.
In this scenario, one or more IP flows are moved from one access to another access. 

Here lists three scenarios for the IP Flow mobility:

Scenario 1: IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/S8.

Scenario 2: IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with PMIP based S5/S8.

Scenario 3: IP flow mobility from 3GPP access with GTP or PMIP based S5/S8 to non-3GPP access with PMIP based S2a.

7.2.2.3.2 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/S8

For this scenario, firstly, the UE initiates the dedicated bearer request procedure for the IP flows that need to be moved in the 3GPP access network,after the dedicated bearer is established/modified, the hPCRF will initiate the dedicated bearer deactivation/modification procedure in the non-3GPP access network.
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Figure 7.2.2.3.2 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/S8
1. The UE is simultaneously connected to the same PDN via both a 3GPP and a non-3GPP access network. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the non-3GPP access.
2. The UE decides to move some IP flows from non-3GPP access to 3GPP access. The UE sends a Request Bearer Resource Modification to the MME and then MME sends the same message to S-GW to request the dedicated bearer allocation to move the IP flow(s) from non-3GPP access network to 3GPP access.
3. The S-GW sends Request Bearer Resource Modification to the P-GW.
4. The PDN GW interacts with PCRF using IP-CAN session modification procedure to trigger the appropriate PCC decision. The PCRF checks whether the service requested by UE exists in the non-3GPP access or not. If the service requested by UE exists in the non-3GPP access, and the PCRF allows the movement of this service from non-3GPP access to 3GPP access, then the PCRF triggers dedicated bearer activation/modification in 3GPP access and the dedicated bearer deactivation/modification in non-3GPP access (the dedicated bearer deactivation /modification can be executed after step 8) . If the service requested by UE does not exist in the non-3GPP access, the PCRF will treat this requested service as a new service and initiates the dedicated bearer activation/modification procedure in 3GPP access network only in the 3GPP access network.
5. The P-GW sends Create Dedicated Bearer Request to the S-GW to trigger the 3GPP access network to allocate the resource for the new service.
6. Dedicated Bearer Activation Procedure is initiated, which can be referred to Steps 3-10 of TS 23.401, section 5.4.1.
During the dedicated bearer activation/modification procedure, the UE is informed which bearer will be used to transport the uplink IP flow(s) that has(have) been moved to the 3GPP access.

7. The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Dedicated Bearer Response message.

8. The PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not, allowing the completion of IP CAN Session Modification procedure.
9. The PCRF sends a Gateway Control and QoS Rules Provision to the non-3GPP access network to trigger the dedicated bearer deactivation/modification for the service that has been moved to 3GPP access.
10. A dedicated bearer deactivation/modification procedure is triggered by the enforcement of the received policy rules, which can be referred to TS 23.402, section 6.6.1.
11. The non-3GPP GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure started in step 9.
Optionally, if all the services has been moved away or deleted in the non-3GPP access network, the non-3GPP access of the PDN connection will be removed after this step.
7.2.2.3.3 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with PMIP based S5/S8

For this scenario, firstly, the UE initiates the dedicated bearer request procedure for the IP flows that need to be moved in the 3GPP access network, after the dedicated bearer is established/modified, the hPCRF will initiate the dedicated bearer deactivation/modification procedure in the non-3GPP access network 
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Figure 7.2.2.3.3 IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with PMIP based S5/S8
A.1 The Serving GW initiates the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [7]. The PCRF checks whether the service requested by UE exists in the non-3GPP access or not. If the service requested by UE exists in the non-3GPP access, and the PCRF allows the movement of this service from non-3GPP access to 3GPP access, then the PCRF triggers dedicated bearer activation/modification in 3GPP access and the dedicated bearer deactivation/modification in non-3GPP access (the dedicated bearer deactivation/modification can be executed after step B.1). If the service requested by UE does not exist in the non-3GPP access, the PCRF will treat this requested service as a new service and initiates the dedicated bearer activation/modification procedure only in the 3GPP access network..
B.1 The Serving GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not thus completing the GW Control and QoS Rules Provision procedure started in step A.1.
B.2 The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [7]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in TS 23.203 [7]
7.2.2.3.4 IP flow mobility from 3GPP access with GTP or PMIP based S5/S8 to non-3GPP access with PMIP based S2a

For this scenario, firstly, the UE initiates the dedicated bearer request procedure for the IP flows that need to be moved in the non-3GPP access network, after the dedicated bearer is established/modified, the hPCRF will initiate the dedicated bearer deactivation/modification procedure in the non-3GPP access network. 
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Figure 7.2.2.3.4 IP flow mobility from 3GPP access with GTP or PMIP based S5/S8 to non-3GPP access with PMIP based S2a
12. The UE is simultaneously connected to the same PDN via both a 3GPP and a non-3GPP access network. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the non-3GPP access.
13. The UE decides to move some IP flows from 3GPP access to non-3GPP access, and optionally decides to deactivate some IP flows from the 3GPP system. The UE initiates the non-3GPP specific Bearer Resource Modification procedure to move the IP flow(s) from 3GPP access network to non-3GPP access.
14. The non-3GPP GW initiates the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [7]. The PCRF checks whether the service requested by UE exists in the 3GPP access or not. If the service requested by UE exists in the 3GPP access, and the PCRF allows the movement of this service from 3GPP access to non-3GPP access, then the PCRF triggers dedicated bearer activation/modification in non-3GPP access and the dedicated bearer deactivation/modification in 3GPP access. If the service requested by UE does not exist in the 3GPP access, the PCRF will treat this requested service as a new service and initiates the dedicated bearer activation/modification procedure only in the non-3GPP access network.
15. Dedicated Resource Request Procedure can be referred to Network-initiated dynamic policy control procedure in Trusted Non-3GPP IP Access for S2a in section 6.6.1, TS 23.402.
During the dedicated bearer activation/modification procedure, the UE is informed which bearer will be used to transport the uplink IP flow(s) that has(have) been moved to the non-3GPP access.

Steps 5-7 describe the dedicated bearer deactivation/modification procedures for the scenario of PMIP based S5/S8 in 3GPP access network, for the GTP based S5/S8, the procedure can refer to section 5.4.2.1 and 5.4.3 in TS23.401.
16. The PCRF sends a Gateway Control and QoS Rules Provision to S-GW to trigger the dedicated bearer deactivation/modification for the service that moved to non-3GPP access.
17. Dedicated Bearer deactivation/modification Procedure are described in TS 23.402 [5], clauses 5.4.4 and clauses 5.4.4.
18. The S-GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure started in step 5.

Optionally, if all the services has been moved away or deleted in the 3GPP access network, the 3GPP access of the PDN connection will be removed after this step which can be referred to TS 23.402, section 5.6.2.1
7.2.2.4
UE initiated Removal of one access from the PDN connection 
7.2.2.4.1 General
This section is related to the case that the multiple access is removed from one access network when the UE is simultaneously connected to the same PDN via more than one access network. 
In this scenario, for some reasons, e.g. loss of coverage, or the UE’s battery is in low power, UE will not be able to connect to the P-GW via multiple accesses and should terminate one access, the UE will remove one access from the PDN connection. Certainly, if the UE has some services and does not want to abandon the services in that access, the UE will initiate the IP flow mobility procedures which can be referred to section 7.2.2.3 firstly, then UE will operate the procedure of removal of one access from the PDN connection which is described in this section.
7.2.2.4.2 UE initiated Removal of 3GPP access from the PDN connection (GTP-based)
In this scenario, the UE removes the 3GPP access and remains connected only to the non-3GPP access.
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Figure 7.2.2.4.2 UE initiated Multiple access Removal from 3GPP access (GTP-based)

19. The UE is simultaneously connected to the same PDN via both a 3GPP and a non-3GPP access network. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the non-3GPP access.
20. The UE decides to remove the 3GPP access. The UE sends a Detach Request to the MME and then MME sends the delete bearer request message to S-GW initiate the removal of 3GPP access procedure.
21. The S-GW sends delete bearer request to the P-GW to delete the GTP tunnel with P-GW. The P-GW will find that there is still an access in non-3GPP access network, so P-GW will only delete the GTP tunnel with S-GW and still remain the binding with non-3GPP access, the IP address that is allocated to UE is still valid
.
22. The PDN GW initiates the IP-CAN session modification procedure with PCRF. The PDN GW shall include the information of access network. 
Editor's Note:
what is the information of access network and how the Multi Access is indicated to the PCRF is FFS.
23. The PDN GW acknowledges with Delete Bearer Response.
24. Detach Procedure can be referred to TS 23.401, section 5.3.8.2 Steps 3, 11-14.
25. Because the PCRF has refreshed the PCC policy based on the event that UE disconnects from 3GPP access, the PCRF sends a Gateway Control and QoS Rules Provision to the non-3GPP access network to push the new PCC policy.
26. Non-3GPP access enforces the new PCC policy.
27. The non-3GPP GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure started in step 7
7.2.2.4.3 UE initiated Removal of 3GPP access from the PDN connection (PMIP-based)
In this scenario, the UE removes the 3GPP access and remains connected only to the non-3GPP access.
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Figure 7.2.2.4.3 UE initiated Multiple access Removal from 3GPP access(PMIP-based)

A.1  The S-GW initiates the Gateway Control Session Termination Procedure as specified in TS 23.203 [7]. 
A.2  The S-GW sends PBU with lifetime=0 to the P-GW to delete the PMIP binding with P-GW. The P-GW will find that there is still an access in non-3GPP access network, so P-GW will only delete the binding relationship with S-GW(MAG) and still remain the binding with non-3GPP access, the IP address that is allocated to UE is still valid.
A.3  The PDN GW initiates the IP-CAN session modification procedure with PCRF. The PDN GW shall include the information of access network. 
Editor's Note:
what is the information of access network and how the Multi Access is indicated to the PCRF is FFS
A.4  The PDN GW responds to the Serving GW with the result of the PDN connection release with Proxy Binding Update Acknowledgement.
7.2.2.4.4 UE initiated Removal of non-3GPP access from the PDN connection(S2a PMIP-based) 
In this scenario, the UE removes the non-3GPP access and remains connected only to the 3GPP access.
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Figure 7.2.2.4.4 UE initiated Multiple access Removal from non-3GPP access(S2a PMIP-based)

28. The UE is simultaneously connected to the same PDN via both a 3GPP and a non-3GPP access network. The UE is exchanging some IP flows through the 3GPP access and some other IP flows through the non-3GPP access.
29. The UE decides to remove the non-3GPP access. The UE interacts with non-3GPP access GW to initiate the removal procedure of non-3GPP access network from the PDN connection.
30. The BBERF in non-3GPP GW initiates the Gateway Control Session Termination Procedure with PCRF as specified in TS 23.203 [7].
31. The non-3GPP GW sends PBU with lifetime=0 to the P-GW to delete the PMIP binding with P-GW. The P-GW will find that there is still an access in 3GPP access network, so P-GW will only delete the binding relationship with non-3GPP MAG and still remain the binding with 3GPP access, the IP address that is allocated to UE is still valid.
32. The PDN GW interacts with PCRF to trigger the appropriate PCC decision. The PDN GW shall include the information of access network. 
Editor's Note:
what is the information of access network and how the Multi Access is indicated to the PCRF is FFS

33. The PDN GW responds to the Serving GW with the result of the PDN connection release with Proxy Binding Update Acknowledgement.
34. Non-3GPP access network operates the specific Detach Procedure which is out of this scope..
Steps 8-10 describe the policy enforcement procedures for the scenario of PMIP based S5/S8 in 3GPP access network, for the GTP based S5/S8, the procedure can refer to section 5.4.3 in TS23.401.
35. Because the PCRF has refreshed the PCC policy based on the event that UE disconnects from non-3GPP access, the PCRF sends a Gateway Control and QoS Rules Provision to the 3GPP access network to push the new PCC policy. 
36. 3GPP access enforces the new PCC policy.
37. The S-GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the GW Control and QoS Rules Provision procedure started in step 8.

7.2.2.5
Network-initiated Dynamic PCC
7.1.1.5.1
Network-initiated Dynamic PCC in non-3GPP access
If dynamic PCC is deployed, the procedure given in Figure 7.1.1.5.1.-1 is used by the PCRF to provision rules to the Trusted non-3GPP IP access and for the Trusted non-3GPP IP access to enforce the policy by controlling the resources and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP access is not within the scope of this specification.
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Figure 7.1.1.5.1-1: Network-initiated dynamic policy control procedure

This procedure concerns both the non-roaming and roaming case. In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The UE is attached to the PDN GW via LTE access and trusted non-3GPP access simultaneously.

2.
The PCRF receives the session information of new service, makes the policy decision and determines the IP flow is transfer through trusted non-3GPP access. The PCRF make this decision based on the characteristic of the service, the characteristic of access networks the UE multi attaching and the operator policy

3.
The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [7] by sending a message with the QoS rules and Event Trigger information to the Trusted non-3GPP access network..

4.
The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, ,for e.g. initiate a dedicated bearer activation, modification or deactivation, if supported. The details of this step are out of the scope of this specification.

5.
The Trusted Non-3GPP IP Access responds to the PCRF indicating its ability to enforce the rules provisioned to it in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step A.1.

6.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [7]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in TS 23.203 [7]. In this procedure PCRF shall indicates the PCC Rules are associated with Trusted Non-3GPP Access.

NOTE:
Step 6 may occur before step 3 or performed in parallel with steps 3‑5 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [7].
7.2.2.5.2
Network-initiated Dynamic PCC in 3GPP access
The procedure is similar to that in clause 7.1.1.5.1
* * * First Change ends* * * *
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