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1
Introduction

The agreements on access control for UEs accessing via HNB/HNB GW is:

· For non-CSG capable UEs, access control for HNB shall be performed by HNB GW and optionally by HNB.
· For CSG capable UEs, access control for HNB shall be performed by SGSN/MSC/VLR, which requires updating SGSN/MSC/VLR with CSG access control function.

As a HNB network may be deployed before the SGSN/MSC/VLR is updated to Release 8 it should be possible to connect such a HNB network to a legacy (pre-Release 8) core network. 
This contribution discusses the issue of supporting legacy CN for HNB and corresponding solutions.
2 Issue description
As outlined in the current TS 25.467, access control for CSG capable UEs is performed by the core network, and the HNB GW should always accept a CSG capable UE’s registration request and assign a context ID in the response. 
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If the HNB GW is connected to a pre-R8 core network, the legacy CN node will not perform access control for CSG capable UEs. Then there is no access control in step 11 at all. So in this scenario neither the HNB GW nor CN node performs access control. Thus a rogue UE announcing it is CSG capable can access any HNB which is connected to a pre-R8 CN node. 
3 Discussion and solution
There are three possible HNB deployment scenarios as following:

· Use case 1: All the CN nodes which the HNB GW are connected to are release 8;

· Use case 2: All the CN nodes which the HNB GW are connected to are legacy;

· Use case 3: The CN nodes which the HNB GW are connected to include some legacy CN nodes and some release 8 CN nodes.

As it is described in section 2, in use case 2 and 3, when the HNB GW connects to a legacy (pre-Rel8) CN, the CN will not perform UE access control, so the HNB GW should perform access control for all UEs. This requires that the HNB GW take the CN node release version into account when decide whether to perform access control for a CSG capable UE.

Because the HNB GW performs NAS node selection for a UE when the HNB GW connects to a SGSN/MSC pool, this access control issue is linked with an additional issue, i.e. selecting a NAS node with proper release version.
The following solution is based on the reasonable assumption that the HNB/HNB GW can be configured (e.g. via management system) with the version of the CN nodes which the HNB GW is connected to.
If the CN node version information configured in the HNB/HNB GW indicates pre-R8 CN, the HNB/HNB GW ignores the UE’s CSG capability and considers all UEs as non-CSG capable and performs access control.
If the CN node version information configured in the HNB/HNB GW indicates mixed pre-R8 and R8 CN, the HNB-GW selects a R8 CN node based on configured information and let the selected CN node perform access control for a CSG capable UE.
If the CN node version information configured in the HNB/HNB GW indicates R8 CN, the selected CN node performs access control for a CSG capable UE.

4 Proposal
It is proposed to add the following content to TR 23.830.
Start of the change

6.2.x
Architectural issue – HNB support for legacy CN
6.2.x.1
Description
As outlined in the current TS 25.467, access control for CSG capable UEs is performed by the core network, and the HNB GW should always accept a CSG capable UE’s registration request and assign a context ID in the response.
There are three possible HNB deployment scenarios as following:

· Use case 1: All the CN nodes which the HNB GW are connected to are release 8;

· Use case 2: All the CN nodes which the HNB GW are connected to are legacy;

· Use case 3: The CN nodes which the HNB GW are connected to include some legacy CN nodes and some release 8 CN nodes.
If the HNB GW is connected to a pre-R8 core network, the legacy CN node is not required to perform access control for CSG capable UEs. So in this scenario, if the HNB GW/HNB does not perform CSG access control, a rogue UE announcing it is CSG capable can access any HNB which is connected to a pre-R8 CN node.
6.2.x.2
Solutions
6.2.x.2.1
Solution1

The following solution is based on the reasonable assumption that the HNB GW can be configured (e.g. via management system) with the version of the CN nodes which the HNB GW is connected to.

If the CN node version information configured in the HNB GW indicates pre-R8 CN, the HNB GW performs access control for all UEs including CSG capable UEs and non-CSG capable UEs.
NOTE:
This also allows flexibility for operators to use the same access control solution for CSG capable UEs as for non-CSG capable UEs by configuration.
If the CN node version information configured in the HNB GW indicates mixed pre-R8 and R8 CN, e.g. the SGSN is updated to R8 with CSG function, but the MSC/VLR is still pre-R8. There are two possible alternatives:

· Alternative 1: The HNB-GW selects a R8 CN node based on configured information and the selected CN node performs access control for a CSG capable UE.
· Alternative 2: If the selected CN node is R8, the selected CN node performs access control for a CSG capable UE; if the selected CN node is pre-R8, the HNB GW performs access control for CSG capable UE.
If the CN node version information configured in the HNB GW indicates R8 CN, the selected CN node performs access control for a CSG capable UE.
6.2.x.3
Evaluation
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