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1. Requirements

Location continuity in the context of the handover of an emergency call means the ability to continue to provide location estimates to a PSAP following a handover – e.g. ability to provide an initial location estimate and subsequent updated location estimates.
When handovers are considered in the broad context of supporting emergency calls in both CS and PS domains, using 3GPP and non-3GPP access networks, and with both control plane (CP) and user plane (UP) location solutions, the number of distinct handover possibilities becomes significant. In particular many (though not all) combinations from among the following choices of source and target attributes would have to be considered and potentially supported.

· Source access network type: E-UTRAN, UTRAN PS, UTRAN CS, GERAN CS, HRPD, 1xRTT
· Target access network type: E-UTRAN, UTRAN PS, UTRAN CS, GERAN CS, HRPD, 1xRTT
· Source Location Solution: 3GPP CP solution for GERAN, UTRAN and E-UTRAN; 3GPP2 CP solution for 1xRTT; OMA SUPL
· Target Location Solution: 3GPP CP solution for GERAN, UTRAN and E-UTRAN; 3GPP2 CP solution for 1xRTT; OMA SUPL
Note that the one subset of combinations that does not need to be considered here is where the source and target networks are both in the CS domain. In this special case, location continuity is already supported by both the existing 3GPP and existing 3GPP2 CP solutions (for intra-3GPP and intra-3GPP2 CS handovers) and need not be considered here except to remark that following SRVCC handoff from the PS to CS domain, location continuity for subsequent handoff within the CS domain could be already supported by these solutions.

To find a solution or solutions for the remaining combinations (e.g. those applicable to SRVCC in Rel-9 or to PS-PS handover for EPS and GPRS), it is seen as worthwhile to look for solutions that apply to all possible handover cases or at least to as many as possible.
Because it is not yet known which restrictions (simplifications) will be agreed for Rel-9 and what additional flexibility may be added in a later release, the evaluation here considers all possibilities. This results in solutions that are very general but also contain impacts that may not be needed in Rel-9. It is shown how these general solutions can be simplified in Rel-9 without sacrificing forward compatibility.
2. Outline of Possible Solutions

Figure 1 illustrates some of the key entities on the source and target network sides that could support location in the context of a handover using SRVCC from E-UTRAN to either UTRAN or GERAN. Entities that interact directly with one another are shown connected by lines and different color lines indicate interactions associated with 3 types of location solution: OMA SUPL on the source side (blue); a possible control plane solution for E-UTRAN on the source side (red – this is alternative #2 in TR 23.891 though any of the other alternatives in this TR could have been used); and the existing 3GPP CP solution defined in TS 23.271 on the target side (green). Note that on the source side, the 2 location solutions shown are alternatives only one of which would be used for any one emergency call.
Figure 2 provides a similar illustration for handover using SRVCC from E-UTRAN to 1xRTT. In this case the alternative location solutions on the source side are the same as in Figure 1, while the location solution on the target side is the 3GPP2 control plane solution defined in ANSI J-STD-036 (and in which the PDE, or Position Determining Entity, corresponds to a 3GPP SMLC or SAS and the MPC, or Mobile Position Center, corresponds to a 3GPP GMLC).
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Figure 1 – Location related entities and interactions for SRVCC handoff from E-UTRAN to UTRAN or GERAN
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Figure 2 – Location related entities and interactions for SRVCC handoff from E-UTRAN to 1xRTT

Figures 1 and 2 illustrate the following common properties that apply to all handover cases:
· Except for HRPD access, there is always a serving node in the source access network and a serving node in the target access network that are instrumental in both handover and location support and that can be an MME, SGSN, MSC server or 1xRTT MSC (depending on the type of access network). Note that in the case of the 1xRTT MSC, the location and handover support could be made to appear to apply, from the perspective of the 1xRTT MSC, to a 1xRTT originated emergency call in order to avoid impacting the 1xRTT MSC. It would be the function of the 1xCS IWS to perform the necessary interworking and this will limit the solutions that can be used for location continuity.
· There is always a location server associated with the source side and a location server associated with the target side that are instrumental in supporting a location solution on either side and that can be a GMLC, MPC or SUPL E-SLP (depending on the type of access network and the particular location solution). Furthermore, if the same location solution is used on both sides, it is possible that the same location server may also be used on both sides.

· The location servers on the source and target sides need to interact with a common LRF that provides the interface to the PSAP. The LRF would have been assigned when the emergency call was initially originated in the PS domain as described in TS 23.167. In the case of CS origination and SRVCC handover support in a later release from CS to PS, a possibly necessary part of the solution for call origination would be the assignment of an LRF – e.g. by the E-CSCF on the outgoing call leg from the E-SCC AS.
Additional illustrations of these common properties can be found in the various PS to PS handover procedures for EPS described in TR 23.891.
In order to support location continuity for an emergency call following handover, a solution needs to enable the following requirements:

(a) removal of the source location server (GMLC, MPC or E-SLP) if different from the target location server;
(b) assignment of a target location server (GMLC, MPC or E-SLP) if different from the source location server;
(c) in the case of a target CP location solution, provision of the target location server with the identity (e.g. IP address or E.164 address) of the target access node (e.g. MME, SGSN, MSC server, 1xRTT MSC) and possibly the target cell ID;
(d) in the case of a target SUPL location solution where SUPL is not used on the source side, provision of the E-SLP with means to access the UE – e.g. means to support UDP/IP or SIP Push transfer of the initial SUPL INIT message from the E-SLP to the UE – and possibly additional means to support mutual authentication.

(c) will enable subsequent location of the UE using the CP MT-LR LCS procedure whereas (d) will enable the SUPL 2.0 location procedure for an emergency call. These can be used for obtaining initial and/or updated location estimates. The PS-NI-LR procedure currently defined to support initial location for GPRS in TS 23.271 is not necessarily supported following handover to the UTRAN PS domain by (a) to (d) because the new target access node (e.g. SGSN) will not necessarily know whether a PS-NI-LR was already performed by the source side. Support for this could be added or alternatively could be omitted since the new target location server (GMLC or E-SLP) can obtain location itself (without the need for an NI-LR) and will be generally aware that a handover has taken place.
To support (a) to (d), four alternative solutions are described here – and include possible location continuity in a later release for CS to PS handover with SRVCC. All solutions assume that a network employs a single LRF but potentially multiple location servers (GMLCs, MPCs, E-SLPs) to support emergency calls that originate in or may get handed over to the PS domain. An extended solution that supports multiple LRFs is provided later as well as a simplification that supports a single LRF and at most one location server of each type (GMLC, MPC and/or E-SLP).
3. Solution 1

Solution 1 is restricted to handovers between 3GPP access types and applies to cases where a CP solution is used on the source side and a CP or UP (SUPL) solution on the target side. It is illustrated in Figure 3 which shows only the key elements involved in location continuity for handover. 
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Figure 3 – Location Continuity Solution 1

The key steps in this solution are as follows.

1. The source MME, SGSN or MSC server transfers the address of the source GMLC to the target MME, SGSN or MSC server when handover starts if a CP location solution was used on the source side. The transfer would occur in the first message sent from the source to the target node – e.g. GTP Forward Relocation Request in the case of 3GPP PS to PS handover or SRVCC PS to CS Request in the case of E-UTRAN to UTRAN/GERAN SRVCC handover.
2. The target MME, SGSN or MSC server transfers the UE identity and its address to the source GMLC indicated in step 1 after handover is complete. The transfer could employ a MAP Subscriber Location Report in the case of a target SGSN or MSC server or some equivalent of this in the case of an MME.
3. If the source GMLC will be the target GMLC, steps 3-5 can be skipped. Otherwise, the source GMLC updates the LRF with information on the handover – e.g., provides the UE identity and the target MME, SGSN or MSC server address.

4. The LRF determines a target GMLC (a) or new E-SLP (b) and, if this is different to the source location server, provides it with information about the UE and target MME, SGSN or MSC server.

5. The LRF removes the source GMLC if not the same as the target location server.
The following restrictions and disadvantages apply to this solution:
(a) It does not support handover to or from 1xRTT.

(b) It does not support cases where SUPL is used on the source side but a CP solution is needed on the target side (e.g. as in handover using SRVCC from E-UTRAN to UTRAN/GERAN CS)
4. Solution 2

Solution 2 is not expected to apply to handover from 1xRTT though it can apply to handover to 1xRTT and applies to cases where a CP solution is used on the source side and a CP or UP (SUPL) solution on the target side. It is illustrated in Figure 4.
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 Figure 4 – Location Continuity Solution 2

The key steps in this solution are as follows.

1. The source MME, SGSN or MSC server transfers the UE identity and the identity (e.g. address) of the target MME, SGSN, MSC server or 1xRTT MSC to the source GMLC after handover is complete. The transfer could employ a MAP Subscriber Location Report in the case of a source SGSN or MSC server or some equivalent of this in the case of a source MME.
2. If the source GMLC will be the target GMLC, steps 2-4 can be skipped. Otherwise, the source GMLC updates the LRF with information on the handover – e.g., provides the UE identity and the target MME, SGSN, MSC server or 1xRTT MSC address.
3. The LRF determines a target GMLC or MPC (a) or target E-SLP (b) and, if this is different to the source location server, provides it with information about the UE and the target MME, SGSN, MSC server or 1xRTT MSC.
4. The LRF removes the source GMLC if not the same as the target location server.

The following restrictions and disadvantages apply to this solution:
(a) It would not support handover from 1xRTT (assuming a 1xRTT MSC must not be impacted).

(b) It does not support cases where SUPL is used on the source side but a CP solution is needed on the target side (e.g. as in handover using SRVCC from E-UTRAN to either GERAN/UTRAN CS or 1xRTT)
(c) It may require that that the target serving node can determine the target GMLC or MPC (e.g. from configuration information) if a subsequent handover from the target side occurs before the target location server assigned by the LRF has sent a location request for the UE to the target serving node. 

(d) The procedure is not robust with consecutive handovers
The reason for (d) is the target serving node (e.g. SGSN or MME) does not know when step 1 has been completed – e.g. may instigate handover to a subsequent serving node before the GMLC and LRF have been updated according to steps 1, 2 and 3. This could produce updates of the LRF and location servers that occur in the wrong order resulting in erroneous information. 
5. Solution 3

Solution 3 applies to cases where a CP or UP (SUPL) solution is used on the source side and a CP solution on the target side and is illustrated in Figure 5. Unlike solutions 1 and 2, this appears applicable to 1xRTT on either the source or target sides.
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 Figure 5 – Location Continuity Solution 3

The key steps in this solution are as follows.

1. The target MME, SGSN, MSC server or 1xRTT MSC determines (e.g. via configuration data or a DNS query) a target GMLC or MPC and transfers its identity (e.g. address) to this entity during handover or when handover is complete. The transfer could employ a MAP Subscriber Location Report in the case of a target SGSN or MSC server, some equivalent of this in the case of a target MME or an ANSI-41 Origination Request (ORREQ) in the case of a target 1xRTT MSC. Because the target MME, SGSN, MSC server or 1xRTT MSC will be associated with and interacting with the target GMLC or MPC to support location later, the signalling in step 1 can possibly reuse existing capability with little or no additional impact. 

In the case of a target 1xRTT MSC, the UE and 1xCS IWS could originate a 1xRTT emergency call from the perspective of the 1xRTT MSC as part of handover (similar to origination of a normal call for handover according to TS 23.216). This will then cause the 1xRTT MSC to query an MPC (the target MPC) as part of normal 1xRTT emergency call origination (as defined in J-STD-036). The MPC can then return routing ESRK or ESRD number, which can be set by the MPC to the E-STN-SR. As part of the normal emergency call setup according to J-STD-036, the 1xRTT MSC would then route the call to returned E-STN-SR which would thereby transfer the call (via an MGCF) to the E-SCC AS as required to complete the VCC procedure.
2. The target GMLC or MPC determines whether it is also the source GMLC or MPC – e.g. by looking for a call record for the UE. If the target and source location servers are the same, the rest of this step and steps 3-4 can be skipped. Otherwise, the target GMLC or MPC updates the LRF with information on the handover – e.g., provides the target MME, SGSN, MSC server or 1xRTT MSC address and the UE identity to the LRF.
3. The LRF removes the source E-SLP (a) or source GMLC or MPC (b) if not the same as the target location server.
The following restrictions and disadvantages apply to this solution:
(a) It does not support the case where SUPL is used on the target side but a CP solution is used on the source side (e.g. as in PS to PS handover from E-UTRAN to HRPD)

(b) It requires that the target MME, SGSN, MSC server or 1xRTT MSC can determine the target GMLC or MPC (e.g. from configuration information).

However, unlike solution 2, the procedure can be robust with consecutive handovers because the target serving node controls both the updating of the location servers in step 1 and the subsequent handover. Assuming step 1 is acknowledged by the target GMLC/MPC after step 2, the target serving node can wait until this acknowledgment is received before instigating further handover if the further handover is needed after step 1 but before the acknowledgment is received. And if the further handover is needed before step 1 occurs, the target serving node can skip steps 1-3 and allow the new target serving node to perform the update (again according to solution 3), which will hide the first handover from the location servers and LRF and make it appear as if the only the subsequent handover had occurred.
6. Solution 4

Solution 4 is restricted to handovers between 3GPP access types only, applies to PS to CS handover and (possibly later) to CS to PS handover with SRVCC and is illustrated in Figure 6. In this scenario, the E-SLP shown in Figure 6 will be on just one side – source or target – but not on both.
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 Figure 6 – Location Continuity Solution 4

The key steps in this solution are as follows.

1. The target MSC server includes its identity (e.g. address) in the SIP INVITE (or ISUP IAM sent via an MGCF) sent to (or towards) the E-SCC AS. In the case of an ISUP IAM, the existing ESRK or ESRD parameter could be used to carry this address for networks in North America.

2. The E-SCC AS includes the MSC server identity in the SIP INVITE sent to update the remote leg.
3. The E-CSCF is able to retrieve the MSC server or 1xCS IWS identity and provides this to the LRF.
4. The LRF determines and updates a target GMLC (a) or target E-SLP (b) with information concerning the UE and target MSC server.
5. The LRF removes the source E-SLP (a) or source GMLC (b) if not the same as that on the target side.
The following restrictions and disadvantages apply to this solution:
(a) It does not seem to apply to handover to/from 1xRTT.

(b) The solution impacts many entities – e.g. target MSC server, E-SCC AS, E-CSCF, LRF and source and target location servers
(c) The solution is only applicable to SRVCC handover and not to PS to PS handover as the latter is transparent to IMS (e.g. does not necessarily involve an E-SCC AS).
7. Combined Solution
Solutions 1 and 4 seem to have too many restrictions and disadvantages to be worth considering further.
Solution 2 could be adequate if handovers will not need to be supported involving use of SUPL on the source side and a CP location solution on the target side and if SRVCC support of handover from 1xRTT to E-UTRAN is not needed later. But the former condition is probably too restrictive because it means that SUPL could not be used as a location solution for IMS emergency calls whenever SRVCC is supported to enable handover to the CS domain.
Solution 3 could be adequate if handovers will not need to be supported involving use of SUPL on the target side and a CP solution on the source side. In Rel-9, this restriction can only apply to cases of PS to PS handover and thus may not be significant because SUPL can always be used then on both sides. Possibly the most significant exception then would be handover from E-UTRAN to HRPD by an operator who wants to use the 3GPP CP solution for E-UTRAN but SUPL for HRPD (given that there is no 3GPP2 CP location solution yet for HRPD). As this exception may be important to some operators, solution 3 also needs to be allowed.
It is thus proposed to combine solutions 2 and 3 and give preference to solution 3 when either solution is possible due to its greater robustness with consecutive handovers. The combined solution is shown below and again assumes that a network employs a single LRF but potentially multiple GMLCs. Note that the solution does not deal with support (e.g. re-origination) of an emergency call MT-LR following handover though it is possible that parts of this procedure could be extended to help support this. The solution below allows for 2 variants:

(a) Only the LRF maintains a location record for the UE throughout the duration of an emergency call and emergency IP connection with location servers (GMLC, MPC, E-SLP) having a location record only while obtaining a location for the UE at the request of the LRF

(b) The current location server and the LRF maintain location records for the UE during an emergency call and during an emergency IP connection.

The solution allows for the possibility that an IMS emergency call may not always be established while an emergency IP connection exists – i.e. that there may be periods when a call is released or has not yet been established. To support this, it is assumed that the LRF would maintain a location record for the UE throughout the duration of the emergency IP connection. The E-CSCF can keep the LRF informed of the status of the emergency call – i.e. whether established or released. This will then enable support, where required by local regulation, for location retrieval by a PSAP after an IMS emergency call has been released (e.g. the LRF knows whether and for how long a call may have been released and can locate the UE if needed).
Steps 9 to 12 of the solution could also be performed when a UE first obtains an emergency IP connection in the IP-CAN (e.g. when the UE first obtains an emergency PDN connection) in order to provide the location server and LRF with the initial serving node address. Steps 3 to 6 of the solution could be performed when an emergency IP connection was released - to inform the LRF that it can release the location record for the UE.
The solution can be considerably simplified if a single physical entity supports both the LRF and all GMLC, MPC and E-SLP functions for one operator. In this simplified case, steps 4, 5, 7, 8, 10, 11, 13, 14 would become internal interactions and would not need to be explicitly defined as in the figure below.
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Figure 7 – Combined Location Solution
1. The source serving node (MME, SGSN or MSC server) may transfer an indication of whether or not steps 3 to 8 will be performed to the target serving node (MME, SGSN, MSC server or 1xCS IWS) when handover of the UE from the source to the target sides begins. The transfer would occur in the first message sent from the source to the target serving node – e.g. in a GTP Forward Relocation Request in the case of 3GPP PS to PS handover or SRVCC PS to CS Request in the case of E-UTRAN to UTRAN/GERAN SRVCC handover.

2. The rest of the handover procedure occurs as defined in TS 23.401 for handover where EPS is used on the source or target sides, or TS 23.060 for handover where GPRS is used on both sides, or TR 23.870 and TS 23.216 for handover from EPS or UMTS to the CS domain using SRVCC.

3. If a user plane location solution (e.g. OMA SUPL) will be used on both the source and target sides, no updating of the location server (E-SLP) and LRF is needed and steps 3 to 14 are skipped. Otherwise, if a control plane location solution will be used on the target side, steps 9 to 13 are performed in preference to steps 3 to 8 (for robustness reasons). If steps 9 to 13 will not be performed and a control plane location solution is used on the source side, steps 3 to 8 are performed. In this case once handover is complete, the serving source node sends a Location Update (e.g. MAP Subscriber Location Report in the case of GPRS) to the source location server (e.g. GMLC) containing the identities of the UE and the target serving node (MME, SGSN, MSC Server or 1XRTT MSC).
4. The source location server updates the LRF with the identities of the Target Serving Node and UE. The source location server and LRF will have previously been associated either when the call originated or following the last handover in the case of variant (b) above.

5. The LRF finds the location record for the UE – e.g. that was created when the UE emergency call was originated and the LRF was assigned by the E-CSCF (as described in TS 23.167). Based on the target serving node indicated in step 4 and the associated RAT (e.g. whether LTE, UMTS, GSM, 1xRTT), the LRF determines the location solution to be used on the target side and the target location server (GMLC, MPC or E-SLP). The LRF then acknowledges the update in step 4 and for variant (b) indicates whether the source location server will continue as the target location server (i.e. is the same as the target location server). If the LRF finds no location record for the UE, it means that the emergency call was not yet established through the E-CSCF and that this is the first notification to the LRF of the emergency IP connection. In this case, the LRF establishes a new location record for the UE and includes in it the identity of the target serving node. Steps 7 and 8 may then be skipped.
6. The source GMLC acknowledges the Location Update in step 3 and then for variant (b) either removes its location record for the UE if the target location server will be different or updates its location record for the UE with the target serving node identity received in step 3 if it will now act as the target location server.
7. For variant (a), steps 7 and 8 are omitted. For variant (b), if the target location server is not the same as the source location server, the LRF transfers to the target location server (GMLC, MPC or E-SLP) the UE identity and either the identity of the target serving node (MME, SGSN, MSC Server or 1xRTT MSC) for control plane location or the UE IP address for a user plane location solution. Other information may also be transferred – e.g. target RAT type if known, last UE location estimate.
8. The target location server creates a location record for the UE containing the information received in step 11 and may send an acknowledgment to the LRF.

9. If steps 3 to 8 were skipped (as optionally indicated by the source serving node in step 1 or as indicated by configuration information in the target serving node) and the operator has configured use of control plane location on the target side, the target serving node determines the target location server (GMLC or MPC) – e.g. based on configuration information in the target serving node – and sends it the identities of itself and the UE.

10. For variant (b), the target location server verifies if it already has a location record for the UE in which case it is already the source location server and just needs to update the location record with the target serving node identifier. Steps 13 and 14 are then skipped and the remainder of this step and step 11 may be skipped. For variant (a) or if the target location server does not find a location record for the UE, it creates a location record for the UE for variant (b) and stores the information received in step 9. The target location server then sends an update to the LRF containing the UE and target serving node identities. 
11. The LRF updates its location record for the UE with the target location server identity and may send an acknowledgment to the target location server. If the LRF finds no location record for the UE, it means that the emergency call was not yet established through the E-CSCF and that this is the first notification to the LRF of the emergency IP connection. In this case, the LRF establishes a new location record for the UE and includes in it the identity of the target serving node. In this case the LRF may inform the target location server for variant (b) to remove any location record for the UE and may skip steps 13 and 14.
12. The target location server acknowledges the message in step 9 
13. For variant (a), steps 13 ands 14 are omitted. For variant (b), if the target location server differs from the source location server, the LRF indicates this to the latter.

14. The source location server removes its location record for the UE.

15. At some later time, the LRF may need a location estimate for the UE – e.g. because of a request from the PSAP. The LRF then requests a location estimate from the target location server (GMLC, MPC or E-SLP) which then instigates a control plane MT-LR or user plane MT-LR depending on the location solution to obtain a location estimate which is returned to the LRF. Control plane MT-LR is described in TS 23.271 and TR 23.891 whereas a user plane MT-LR may follow the network initiated procedures defined for SUPL 2.0.
8. Extension to Multiple LRFs and Subsequent Emergency Calls
If a network is partitioned such that different LRFs serve different geographic portions of the network or different sets of cells or different routing areas or tracking areas, then the correct updating of the location server and LRF with changes in serving node due to handover becomes more difficult. Furthermore, if emergency IP connections are maintained for periods when there is no emergency call in order to allow an emergency call at some later time, then the updating becomes still more difficult. In this situation, each serving node can still be mapped (or homed) to a single location server which can in turn be mapped (or homed) to a single LRF. Hence the procedure in Figure 7 can still be used but the LRF that is contacted in steps 4 and 10 may not be the LRF that is currently assigned to support the emergency call by the E-CSCF. Further, if no emergency call is ongoing when handover of an emergency IP bearer occurs, there may be no LRF assigned for location support. 
In order to resolve this and avoid adding too much extra impact, it is proposed to create a Central Location Register (CLR) that acts something like an HLR/HSS in maintaining location related information for UEs that have emergency IP bearers (e.g. emergency PDP context or emergency PDN connection). The information that might be stored for each UE in the CLR could comprise: UE identity (e.g. IMSI or IMEI), current serving node identity (e.g. MME or SGSN), current RAT type, last provided location estimate. 

The procedure in Figure 7 could then be reused from the perspective of the serving nodes with the difference that the updates in steps 3 and 9 would be directed to the CLR – simply by configuring the address of the CLR in every serving node. So the serving node would not experience any extra impact in moving from the restricted procedure in Figure 7 to the extended procedure. In fact, the impacts to the serving nodes can be reduced by simplifying the conditions for updating of the CLR.
However, the LRF assigned by an E-CSCF to support location for any emergency call would now need to query the CLR to discover the current serving node for the UE whenever a location estimate for the UE was needed. The LRF could then determine which location solution and which location server would be suitable to obtain the location based on the type of current serving node and the associated RAT. This is an extension of variant (a) in section 7. A more detailed procedure is shown below which supports both initial assignment of an emergency IP bearer (by executing steps 5 and 6 only) and handover. For release of an emergency IP bearer, the current serving node could update the CLR (by executing steps 5 and 6) to remove the UE location record.
If there is just one LRF and the CLR function resides in the LRF (or in the same physical entity as the LRF function), then steps 7 and 8 become internal to the LRF (or to the physical entity in which the LRF resides) and can be removed. This provides a simpler solution for a single LRF than that in section 7. 
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Figure 8 – General Location Solution for Multiple LRFs
1. Handover typically begins with some initial handover message from the source serving node (MME, SGSN or MSC server) to the target serving node (MME, SGSN, MSC server or 1xCS IWS). This initial message would be a GTP Forward Relocation Request in the case of 3GPP PS to PS handover or SRVCC PS to CS Request in the case of E-UTRAN to UTRAN/GERAN SRVCC handover.

2. The rest of the handover procedure occurs as defined in TS 23.401 for handover where EPS is used on the source or target sides, or TS 23.060 for handover where GPRS used on both sides, or TR 23.870 and TS 23.216 for handover from EPS or UMTS to the CS domain using SRVCC.

3. If there is a target serving node, steps 3 and 4 can be skipped as they add no value. Otherwise, if there is no target serving node (e.g. as in handover to HRPD), the source serving node sends a Location Update (e.g. MAP Subscriber Location Report in the case of GPRS) to the CLR containing the identities of the UE and Target Serving Node (MME, SGSN, MSC Server or 1XRTT MSC), the target RAT type if not implied by the target serving node identity and any location estimate the source serving node may have.

4. The CLR creates a record for the UE if there is none or updates any existing record with the information received in step 3 and may return an acknowledgment to the source serving node.
5. The target serving node if there is one sends the CLR the identities of itself and the UE and the target RAT type if not implied by the target serving node identity.

6. The CLR creates a record for the UE if there is none or updates any existing record with the information received in step 5 and may return an acknowledgment to the target serving node.

7. When the LRF needs a location estimate for the UE (e.g. due to a request from a PSAP), it sends a query to the CLR with the UE identity (e.g. IMSI or IMEI). Note that steps 7 and 8 could be skipped if the LRF already has the current serving node and current RAT type from a previous query – but in this case, the LRF must be prepared for a location failure if the UE has moved and would then need to execute steps 7 and 8 again.
8. If the CLR has a location record for the UE it returns the identity of the current serving node, the current RAT type and any location estimate it may have.

9. If a location estimate was returned in step 8 and is sufficient for the request, the remaining steps are skipped. Otherwise, the LRF determines the location solution appropriate to the current serving node and RAT type (e.g. SUPL or a control plane solution) and determines an appropriate location server (e.g. E-SLP, GMLC or MPC) and sends a location request to this server containing the UE identity and one or both of the serving node identity and UE IP address.

10. The location server obtains the UE location by invoking either a control plane MT-LR procedure (e.g. as defined in TS 23.271 or TR 23.891) or a network initiated user plane (e.g. SUPL) procedure.

11. The location server returns the resulting location estimate to the LRF which may then provide this to a PSAP.
9. Conclusions and Recommendations
The solutions evaluated here have considered PS to PS handovers as well as PS to CS and CS to PS handover using SRVCC and have allowed for 3GPP and 3GPP2 IP-CANs.

If Rel-9 can be assumed to support only one LRF and at most one location server of each type in any network to support emergency calls in the PS domain, then the simplified version of the solution in section 7 will suffice.
If Rel-9 can be assumed to support only one LRF but may need more than one location server of each type in any network to support emergency calls in the PS domain, then the more general solution in section 7 is possible – either the variant (a) or the variant (b) or possibly both. Alternatively, the solution in section 8 could be used with the CLR as part of the LRF.
If Rel-9 must allow for multiple LRFs and multiple location servers of each type in any network to support emergency calls in the PS domain, then the most general solution in section 8 is suggested.

It should be noted that all 3 solutions can appear identical from the perspective of the serving nodes (e.g. MME, SGSN) and hence migration from the more restricted to the more general solutions need only impact the location servers, LRF and (if used) CLR.
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