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Abstract of the contribution: This document provides some reflections on the OMR study. 
Introduction
The current study on OMR has started to address a number of solutions for OMR, and a number of technical requirements have as well been agreed. However, the real service requirements, as well as the assumptions of how the network in which OMR should be used have never been discussed in any detail. An initial discussion on the assumptions of the interconnects have been discussed, but there are still open questions of what model will be the most commonly used and need to be addressed by OMR. Furthermore, the internal topology and configuration of the operators' network also need to be taken into account. 
The study has so far left quite a number of questions open for discussion that would need to be resolved (some probably by SA1) before focusing on evaluating any technical solutions in detail. This includes:

-
Should only the use case of optimization of the media between two "IMS" UEs be supported, or should it also be between an "IMS" UE and a "CS" UE? It could be noted that at least in the near time future, the majority of the calls can be expected to be broken out to CS. A solution only focusing on OMR between two IMS "UEs" may therefore have little impact in a real deployment, as the majority of the calls would need to be routed to the MGCF in the Home NW. 

-
Local breakout scenario with P-CSCF/IMS ALG in the home network? Currently, any invocation of the IMS access gateway would require home routing in such scenario and thereby limit the usefulness of an OMR solution. 
-
In order to use OMR, is there a requirement that the operators should still be able to protect their media nodes with an IBCF/TrGW, or is it acceptable that all media nodes where the media could potentially be terminated (also in home network) are directly accessible by any other media nodes the operator wishes to apply OMR with?

-
Interaction with Interconnect study and requirements. A number of requirements between the different studies appear to be in contradiction to each other, and an analysis would be needed to sort out such contradictory requirements and provide a recommendation on what features of the Interconnect that can be used together with OMR. Such as strategies for when to anchor media (e.g., due to transcoding or security), how interactions with resource admission control is done (see below). 
-
How would resource admission control be handled on the interconnect when the destination network is not known in advance (i.e., before the session is being setup and the optimized path has been found)? 

-
Security and LI. An LS to SA3/SA3-LI has already been sent to start up such discussion. 

-
Charging and accounting. How will charging and accounting be ensured in an OMR scenario? 

The above would need to be considered to ensure that the study works on a set of requirements that are acceptable as a long term way forward.
Analysis

Taking some of the above questions, and applying to the current solutions in the TR (assume the base algorithm), the following observations can be made. 

Protecting the internal nodes and the topology of the network is important, and many operators therefore deploy the IBCF/TrGW to protect the topology and police any incoming media towards nodes within its network. Hence, for all media traffic that will need to terminate within the operators network (e.g., MRFP, MGW etc), the IBCF/TrGW must anchor the media (also in the originating home network). The problem with the currently proposed solutions is that the decision to anchor the media needs to be done on the session initiation. At this time, it is not known to the IBCF (or any other), where the call will be routed, i.e., if it will end up in a node in the originating home network (e.g., MRFP or MGW), and thereby needs to be anchored, or whether it will be routed to another IMS network, in which case the OMR procedures could be applied. Hence, the solution requires that in order to work, the operator need to expose all media nodes to any other network it would like to provide OMR with. It is highly questionable if this is a desired property in reality as this also would imply that a security attack in one network could spread to all other networks and their respective media nodes. 

The current proposals would not solve the optimization of an "IMS" UE calling a "CS" UE. This is due to that you have to go to the MGCF/MGW in the home network for the breakout to CS. 
The current proposal assumes that UE and the nodes are not using ICE. For an operator both deploying e.g., mobile and cable access, this may not be an assumption that is easy to fulfil. 

Another potential issue may how an ALG that does not support OMR will behaves and makes the decision of anchor media. It should be noted that an ALG that does not support OMR, may still forward the OMR information. Hence, ALGs later in the chain may, based on inaccurate information, take the decision to apply OMR. This could then result in that while the last OMR capable ALG in the chain that anchors the media believe it has a connection with the ALG x in network x, it will have a connection (if possible) with ALG y in network y. This problems is related to how the networks are configured and the interconnect as well. 
The above is only an example list of questions and problems that exist (and there are most likely more), but it all results from the fact that both the stage 1 and stage 2 requirements are not fully clear on what the study is trying to achieve. 
Conclusion
The current requirements and use cases for OMR are not fully clear, including the stage 1 scenarios. The study has produced a number of solutions, which could, depending on what the real requirements and assumptions of underlying networks are, be questioned if they really work. It is believe that to continue the study, there is a real need to agree on what scenarios needs to be supported, the requirements (not only technical), and the assumptions that can be made both of the internal networks and the interconnect networks. 
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