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Abstract of the contribution: This contribution discusses the architectural issues around policy and resource admission control.
Introduction
TR 23.848 currently identifies the support for new candidate functionality like:
-
Service Level Agreement enforcement related features:

-
Resource admission control, according to Service Level Agreement (SLA) agreed between involved parties.

-
Authorization of network resources after a successful admission control procedure.

-
End-to-End QoS management related features:

-
Policy control.

-
Support for the packet marking of Inbound/Outbound Traffic.
-
Media policing of Inbound/Outbound Traffic based on static and dynamic policies (e.g. bandwidth control).
-
Load Balancing and Routing management related features: 

-
Selection of the TrGW to be used, based on the load of each TrGW.
-
IMS Emergency calls support, handling and prioritization.

-
Regulatory related features:

-
Priority service support. 
The TR also provides two alternative approaches on in which Functional entities the above functionality can be hosted.

However, as far as we have been able to identify, no real analysis have been performed on what a network may look like at the network borders and what it really is we apply the different functionalities for.

Organisation of interconnects at the IP-layer
There is a multitude of ways that interconnects can be accomplished and built, but a very common approach would be that each operator network is built on an IP infrastructure of its own, and that the IMS operators would interconnect on IP-level using Border gateway router capable of running e.g. BGP-4.

I.e. on IP-level the normal situation is not that the control-plane or user plane FEs like the IBCF or TrGW directly terminates the IP interconnect to another network, but that would normally be done using the Border Gateway router.
This Border gateway router would then normally have the capability to via one or more physical or logical IP-links connect to several other network operators or carriers, hosting one or more Border gateway routers.
Internally in each network you may have several Border Gateway routers, not only for capacity or redundancy reasons but also for the reason of creating different point or sites for interconnects. Also the IMS border Nodes may be arranged in a multitude of manners. The TrGW may for example be located together with a particular point or site of interconnect, where their “NNI-side” IP addresses may be limited to advertisement over BGP-4 from the Border Gateway routers at the same site of interconnect. The IBCF may also be organised in the same manner, but they may also be organized such that they are located “centrally” in the network such that their NNI-Side IP addresses are advertised by the Border Gateway routers at many or all sites of interconnect.
All this allows for a large flexibility on how the networks and interconnects can be organized
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In the figure above an example of how interconnects can be organised from IMS A to other IMS networks B and C and to a carrier network X, In this example each pipe could be considered as an individual interconnect
What should Policy and resource admission relate to
Before deciding how to handle different kind of functionalities, we believe it is important to discuss what the different functionality relates to.
Based on the new functionalities identified in clause 7.2 of 23.848v0.4.0, the following analysis is made

	Item
	Functionality
	Information 
organised per
	Comment

	a)
	Resource admission control
	Interconnect
	Admit/reject calls based on requested and available resources on the selected Interconnect

	b)
	Policy control.
	Interconnect
	Run policies that applies in general for any interconnect and policies that are particular to individual interconnects

	c)
	Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the TrGW
	Interconnect
	Based on general Policies and policies per Interconnect

	d)
	Selection of the TrGW to be used, based on the load of each TrGW.
	TrGW
	Load on TrGW may depend on multitude of factors, Load from the external side (Izi) and load from Internal side (Mb). Also load on internal processing resources e.g. due to transcoding and other functions executed may need be considered. 

Cannot be managed on a per Interconnect basis, but need be managed on a per TrGW basis.

	e)
	IMS Emergency calls support, handling and prioritization.
	Interconnect
	Based on information that can be managed per interconnect.


From the analysis provided in the Table we can see that of the listed functionalities item a) b) c) and e) rest on information that can be stored and managed on a per interconnect basis.

Information relating to functionality d) on the other hand cannot be stored and managed on a per Interconnect basis, but need to be managed on a per TrGW basis.

Conclusion and Proposal
The above discussion and analysis has shown that decision relating to policy and resource control are associated to the selected Interconnect. 
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It has also been shown that data related Policy and resource control cannot easily be organized in a way that simply relates to TrGWs, but rather relate to the interconnects. It has also been discussed that those Interconnects normally are established between Border Gateway Routers in the interconnected network, and that they aggregate traffic to and from multiple TrGWs.

This does not of course preclude that a TrGW can be used to effectuate policy and QoS decision for the media sessions that are allocated to it. On the contrary, the TrGW is the natural entity to effectuate such functionality for individual media sessions, However functionalities relating to the aggregate of media sessions over an interconnect, cannot be handled on a per TrGW basis.
The above analysis has also shown that the information needed to perform selection of TrGW is of a quite different nature and not at all related to the handling of resources and policies for the interconnects. This also implies that adding a policy function between the IBCF and the TrGW will not solve the policy and resource admission control problems necessarily, as these functionalities will not be directly handled by the TrGW.
We believe that this analysis provides some important information to be considered during discussion on where and how different functionalities are located and addressed, and should be used for evaluation of different architectural choices.
It is further proposed to include the following in TR 23.848:
Begin Change
7.2
Policy Control related features

7.2.1
Alternative 1

7.2.1.1
Functional split

The IBCF and TrGW are enhanced in order to split these features between these two functional entities.

New functions hosted by the IBCF:

-
Resource admission control

-
Policy control.

-
Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the TrGW
-
Selection of the TrGW to be used, based on the load of each TrGW.
-
IMS Emergency calls support, handling and prioritization.

New functions hosted by the TrGW:

-
Media policing of Inbound/Outbound Traffic: apply directives from IBCF

7.2.1.2
Description

The current architecture is kept. The functionality for policy and resource control is showed explicitly in Figure to show the functional division. It should also be noted that the policy and resource control may need to control other functions such as a border gateway router. This is however outside the scope of 3GPP to define such functionality. 
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Figure 7.2.1.2-1: 3GPP IMS interconnection architecture with policy control clarified
7.2.2
Alternative 2: addition of a functional entity for policy control
7.2.2.1
Functional split

New functions hosted by the IBCF:

-
IMS Emergency calls / Priority service support and handling.

Functions hosted by the new policy control functional entity:

-
Resource admission control

-
Policy control.

-
Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the TrGW
-
Selection of the TrGW to be used, based on the load of each TrGW.
-
Prioritization, based on directives from IBCF.
New functions hosted by the TrGW:

-
Media policing of Inbound/Outbound Traffic: apply directives from the policy control functional entity

7.2.2.2
Description

A new functional entity is added between the IBCF and the TrGW, thereby splitting the Ix reference point into two reference points: Ix-1 and Ix-2, as shown in Figure 7.2.2.2-1. 

Editor’s Note: The name of this functional entity is FFS.

Editor’s Note: The names Ix-1 and Ix-2 are subject to re-consideration.
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Figure 7.2.2.2-1: 3GPP IMS interconnection architecture with new functional entity for policy control

The policy control functional entity is responsible for mapping requests received from the IBCF on to configuration requests to be sent to the TrGW, taking into account operator-specific policy rules and inter-operator service level agreement (SLA) data. 

It encompassed the following functions:

-
Resource admission control;

-
Policy control, providing directives to the TrGW for packet marking or media policing of Inbound/Outbound Traffic, based on static and dynamic policies;
-
Selection of the TrGW to be used, based on the load of each TrGW;
7.2.3
Analysis
Based on the new functionalities identified in clause 7.2, the following analysis is made

	Item
	Functionality
	Information 
organised per
	Comment

	a)
	Resource admission control
	Interconnect
	Admit/reject calls based on requested and available resources on the selected Interconnect

	b)
	Policy control.
	Interconnect
	Run policies that applies in general for any interconnect and policies that are particular to individual interconnects

	c)
	Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the TrGW
	Interconnect
	Based on general Policies and policies per Interconnect

	d)
	Selection of the TrGW to be used, based on the load of each TrGW.
	TrGW
	Load on TrGW may depend on multitude of factors, Load from the external side (Izi) and load from Internal side (Mb). Also load on internal processing resources e.g. due to transcoding and other functions executed may need be considered. 

Cannot be managed on a per Interconnect basis, but need be managed on a per TrGW basis.

	e)
	IMS Emergency calls support, handling and prioritization.
	Interconnect
	Based on information that can be managed per interconnect.


From the analysis provided in the Table it is concluded that the listed functionalities item a) b) c) and e) rest on information that can be stored and managed on a per interconnect basis.

Information relating to functionality d) cannot be stored and managed on a per Interconnect basis, but need to be managed on a per TrGW basis.
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Figure 7.2.3.1-1: 3GPP IMS interconnection architecture with new functional entity for policy control

The decision related to policy and resource admission control is associated to the selected Interconnect. 

The data related Policy and resource control cannot easily be organized in a way that simply relates to TrGWs, but rather relate to the interconnect. The Interconnects are normally established between Border Gateway Routers in the interconnected network, and that aggregate traffic to and from multiple TrGWs.

This does not of course preclude that a TrGW can be used to effectuate policy and QoS decision for the media sessions that are allocated to it. On the contrary, the TrGW is the natural entity to effectuate such functionality for individual media sessions, However functionalities relating to the aggregate of media sessions over an interconnect, cannot be handled on a per TrGW basis.
This also implies that adding a policy function between the IBCF and the TrGW will not solve the policy and resource admission control problems necessarily, as these functionalities will not be directly handled by the TrGW.
End of Changes
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