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Abstract of the contribution: This contribution discusses the issue when a emergency attached UE moves to a normal area and how to perform normal attach.
1. Introduction
Some reasons will result in a UE to the emergency attached status. One is there is no roaming agreement for a roaming UE, e.g. the visited PLMN is not allowed. Another is the UE enters in restricted area, e.g. restricted tracking area or restricted target cells. Or maybe the UE is not allowed for EPS services, e.g. no subscription. 
If the reason is the area restriction, it shall be possible for the UE to return to normal attach status if it moves out of the restricted area. For examples, the UE may move out the restricted tracking area, or may find another PLMN which is allowed for the UE to access. It is necessary for an emergency attached UE to perform normal attach in above cases, so that the UE could return to normal attach and get normal services.
But currently, for an emergency attached UE, it is not clear that whether the UE will immediately try to change it’s status to normal attach when it moves to a new tracking area, or a new cell, or find a new PLMN. And the attempt may be fail if the UE still enters a new restricted area, and this frequent attempt will increase the power consume of the UE. 
2. Network Reject cause
When the normal attach request from the UE is rejected by the network, the network should indicates reject reason in the EMM cause value which is specified in TS24.301 section 5.5.1.2.5. The typical EMM causes used for reject are listed below:
#3

(Illegal UE);
#6

(Illegal ME);

#7

(EPS services not allowed);

#8

(EPS services and non-EPS services not allowed);

#11
(PLMN not allowed);

#12
(Tracking area not allowed);

#13
(Roaming not allowed in this tracking area);
#14
(EPS services not allowed in this PLMN);

#15
(No suitable cells in tracking area);

If the UE receives EMM causes listed above except #3, the UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED.
For EMM cause #11, the UE shall store the PLMN identity in the "forbidden PLMN list". For EMM cause #12, the UE shall store the current TAI in the list of “forbidden tracking areas for regional provision of service”. For EMM cause #13, the UE shall store the current TAI in the list of "forbidden tracking areas for roaming". For the EMM cause #14, the UE shall store the PLMN identity in the "forbidden PLMNs for GPRS service" list. For the EMM cause #15, the UE shall store the current TAI in the list of "forbidden tracking areas for roaming". 
If the receives EMM cause #11 / #13 / #14, the UE shall perform a PLMN selection according to 3GPP TS 23.122. 
Such EMM causes are also used in the TAU Reject / Service Reject / Detach Request.

3. UE stored lists of restriction
When receiving the EMM cause from the network which indicates the current PLMN or the current tracking area is not allowed to access, the UE should store the PLMN identity or the tracking area identity in it’s restriction list.
For example, in specification TS 24.301, section 5.3.2, the list of forbidden tracking areas in the UE are described as following:
The UE shall store a list of "forbidden tracking areas for roaming", as well as a list of "forbidden tracking areas for regional provision of service". These lists shall be erased when the UE is switched off or when the USIM is removed, and periodically (with a period in the range 12 to 24 hours). 

In S1 mode, the UE shall update the suitable list whenever an ATTACH REJECT, TRACKING AREA UPDATE REJECT, SERVICE REJECT or DETACH REQUEST message is received with the EMM cause "roaming not allowed in this tracking area", "tracking area not allowed", or "no suitable cells in tracking area".

Each list shall accommodate 40 or more TAIs. When the list is full and a new entry has to be inserted, the oldest entry shall be deleted.

It implies the UE stores the PLMN identity or TAI which is indicated forbidden by the Attach Reject / TAU Reject / Service Reject / Detach Request, but does not get the restricted tracking area list from the network. (The list may be all of the restricted area, all of the un-restricted area, or only the situation near the current area.). It means that the UE could not know whether the new tracking area which is not in its list of "forbidden tracking areas" is forbidden or not.
4. Ping-Pang between normal attach and emergency attach
If the UE moves to a new tracking area, the UE doesn’t know whether the new tracking area is forbidden, but it will send a TAU request to the network. If the UE is in normal service mode but the new tracking area is a forbidden one, the TAU will fail. If the UE is in limited service mode, the network will make sure that the TAU will success, whether the new tracking area is a forbidden one or not, as discussed in TR23.869. So the UE in limited service mode could not judge whether the new tracking area is a forbidden one by the TAU response from the network. 

So there is no trigger point for the limited service mode UE to try normal attach when it moves to a new tracking area, or finds a new PLMN. 
In this case, whether the UE should immediately performs detach emergency attach and do normal attach is not specified. The same issue applies to when the UE moves and finds a new PLMN.
If the UE decides to perform normal attach immediately, the ping-pang switch between emergency attach and normal attach may appear in certain case.

Suppose the following scenario what will happen. The UE is first emergency attached in a restricted tracking area, after the emergency call it enters idle mode. Afterwards, the UE moves to the neighboring non restricted tracking area, it tries normal attach. Soon it moves back to the restricted tracking area and have to be emergency attach. It will cause the ping-pang switch between emergency attach and normal attach. The same issue appears in the case when the UE moves on the border of allowed access and forbidden access PLMNs.
The key point to avoid this ping-pang phenomenon is to make sure when the UE enters a new tracking area, it will not performs status change immediately.
There are some possible ways may improve this problem: 
1) For avoiding the Ping-Pang switching, if the UE moves from restricted tracking area to non restricted tracking area, the UE could start a timer and change its state from emergency attach to normal attach when the timers expires.
2) If the MME receives the TAU from the UE which implies the UE moves from restricted tracking area to non restricted tracking area, the MME could adjust the detach timer to avoid the ping-pang. 
5. Proposal
It is proposed to discuss and confirm the following issues: 
1) Whether an emergency attached UE would try normal attach when it moves to a new tracking area from a forbidden one, or finds a new PLMN.
2) Whether some mechanisms should be studied to avoid the ping-pang switching when the UE moves on the border of forbidden area and non forbidden area.
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