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Abstract of the contribution: In order to illustrate architectural Alternative 3 in TR 23.832, this paper provides an information flow for Registration of CS UE in IMS within the HNB coverage.
Proposal 

Add the the following figure and text to TR 23.832, “IMS Aspects of Architecture for Home NodeB”.

Begin Change

6.3
Alternative 3: Interworking of IMS at HNB

6.3.x
Information Flows

6.3.x.1
Registration of CS UE in IMS 

6.3.x.1.1
Overview

In order to use IMS network to provide the services for the CS UE within the HNB coverage, the HNB shall register the the CS UE in IMS when the UE attaches the CS network. 
6.3.x.1.2
Information Flow 
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Fig. x.1.2-1 Registration of CS UE in IMS
1.  HNB performs Registration procedure to the HNB-GW per 3GPP TS 25.467.
2.  UE initiates CS update location and HNB performs the UE Registration to the HNB-GW per 3GPP TS 25.467 and the CS update location procedures are executed via the MSC Server enhanced for HNB and HSS (including HLR) and/or previous VLR with standard procedures.
3.  Upon successful CS Attach, the HNB requests IMS Access Authorization from the HNB-GW by providing necessary identifying information for HNB and UE, e.g., HNB Identity, IMSI, etc. 
4.  The HNB-GW forwards the request over Hi to a RADIUS server in the HSS. 
5-7.  The HSS grants the authorization and stores the session-associated IP address after verifying one or more of the following criteria, as established by operator policy:

· IMS based HNB subsystem is applicable to the user;

· the user has been authenticated by the CS Core Network; 

· the CS Attach has been performed through the HNB requesting the IMS Access Authorization.

8-9. HNB initiates IMS Registration including HUA IP address as the contact address and IMSI derived IMPU. It does not include the authorization header. HNB-GW forwards the Register request to IMS. 

Note: The HNB-GW implements measures to prevent IMS SIP signalling from an HNB that has not performed a successful IMS Authorization Request procedure.

10. Completion of IMS registration procedures. Execution of IMS AKA is bypassed for this registration event. 
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10.       Completion of IMS Registration procedures.


1. HNB GW authenticates the HNB and the connection between the HNB and HNB-GW is established.
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