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Abstract of the contribution:

The present document discusses the various alternatives for supporting non-optimized handover between 3GPP and non-3GPP accesses for limited service state UEs which do not have a valid IMSI. It also compares the alternatives and proposes a way forward.
Discussion:

This problem has been stated in TR 23.869 as follows:

“5.5.1
Key Issue 1: Availability of APN and PDN GW address in limited service mode for network based handovers

5.5.1.1
Description

When a UE performs an attach with the EPS, the HSS stores an APN and PDN GW identity for the UE.  However, when the UE is in limited service mode and does not have a validated IMSI, it will not have a record in the HSS.  This information is needed for handover to HRPD access because the PDN GW identity is retrieved from the HSS/3GPP AAA Server when the UE attaches to the non-3GPP access”
There are 3 possible solutions for this problem:

Solution 1: Statically configured P-GW address information at MME and AGW

This involves statically configuring the P-GW IP address or range of IP addresses at the MME to be used only when serving limited service mode UEs which aren’t authenticated. The same configuration will also apply in AGW on non- 3GPP access. There can be two statically configured P-GWs for providing redundancy. In case one P-GW fails the other will take over. Hence, MME/AGW will first try one and then if it fails will try to contact another.

While this is the simplest solution requiring least standardization effort it has following disadvantages:

1. Reduces the flexibility of the system as P-GW can’t be chosen dynamically using P-GW selection function

2. No load balancing is possible on this particular P-GW
3. Another problem with static configuration is that it defies the load-balancing performed for the resolution of emer APN in the normal case. i.e. when the UE is Limited Service Mode then the MME needs to follow special rules based on the static list of pre-allocated P-GWs to resolve the emer APN, compared to the case of serving non-limited service mode UEs where the normal APN resolution procedures will be applied.
4. It may fail in certain scenarios as follows:

Scenario 1
1. Suppose UE is connected in 3GPP access and makes an emergency all. The call is a long one may be 5 minutes. MME will choose first P-GW. Assuming this is unavailable due to some reason (e.g. maintenance), it will choose second P-GW. 

2. While UE is still connected in 3GPP access, the first P-GW becomes available.


3. Handover occurs; the AGW on non-3GPP access will try to contact the first P-GW as it is statically configured to do so. Since this P-GW is available, the request goes to it. But this is not the same P-GW which was chosen by 3GPP access.


Scenario 2
Another scenario for UEs which are in the middle of geographical region is as follows:
1. UE in the middle makes an emergency call and the P-GW allocated to the “East coast” P-GW is selected by the MME.

2. UE moves towards West coast and therefore connects to P-GW in west coast. The call will fail. Operators will have to consider additional configuration aspects to solve this problem like deploying P-GWs which will be serving overlapping areas. 

Solution 2:  Using specialized database having the same interfaces as HSS
This method proposes to have a single specialized database which will have IMEI based storage. This database will be shared between both 3GPP and non-3GPP accesses. During attach IMEI based information will be stored in source access and retrieved in another access. This method has following disadvantages:
1. This requires IMEI based storage and indexing. It is much easier to fake IMEI and hence its use is discouraged.
2. Requires logic at MME and AGW to know which database should be used in particular scenario of emergency call.
3. It will not work between 3GPP and other non-3GPP accesses as other non-3GPP use device id which is different than IMEI. 

4. It will not work for inter PLMN scenarios because the database information can’t be shared.

Solution 3: Using DHCP mechanism to convey P-GW FQDN to UE

This procedure will be as follows:

1. The FQDN is provided by the P-GW directly to the UE. The FQDN is configured on P- GW such that the FQDN can be resolved to P- GW IP address using DNS mechanisms (similar to how P- GW ID is resolved).

2. UE requests P-GW FQDN using DHCP. The UE sends a DHCP request any time before HO. The P- GW responds back with the FQDN corresponding to the APN for which the connectivity has been established.

3. Upon HO to target access, UE sends the FQDN to the network. The FQDN either sent instead of the Emergency APN or as decoration to the emergency APN. We prefer sending it as a decoration.

4. Once the FQDN is obtained by the target network, the network can resolve the FQDN to P-GW IP address.
Advantages:

1. Simple method which doesn’t impact existing signaling

2. Since UE is supplied with FQDN of P-GW and this can be configured to be resolved by only network entities, this avoids any potential security threat.

3. DHCP and DNS protocol behavior is well understood and proven.

4. It doesn’t impact handover timing.
5. The signaling involved is asynchronous which can be done by UE anytime before actual handover starts.

PCO can also be used to convey FQDN of P-GW to UE. DHCP is better than PCO based approach due to following reasons:
1. DHCP requires no change to any existing procedures, the information does not need to be carried 'in band' with control protocol information

2. DHCP is commonly used to distribute connection configuration values to an IP enabled network client and is easily extensible for this purpose. It is preferable to use DHCP in the future rather than adding additional PCO mechanisms.

3. DHCP supports both a client request / server response and a server notify method, so in the future it will be possible to provide information using either mode. PCOs only 'piggy back other messages' - DHCP is asynchronous to other message exchanges

4. There is no PCO from the non-3GPP access. PCO from the non-3GPP access would require access-dependent signalling, which entails an arbitrary standardization process (and delay or risk) whereas DHCP is already supported by all accesses and is therefore preferable

Conclusion:

It is proposed to clarify with SA1 whether the limitations imposed by solution 1 for the support of limited service mode UEs compared to authenticated UEs are acceptable or SA2 needs to work and choose a more elaborate solution like Solution 2 or 3.

The authors of this contribution volunteer to draft such an LS in case the way forward is agreed.
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