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1
Scope

The objective of this document is to analyse and identify enhancements needed in the current 3GPP IMS interconnection architecture driven by the needs that new business models/service delivery scenarios impose at the interconnection points of the IMS operators.

The present document primarily covers network to network interconnection as main objective and addresses the issues related to both control and user plane functionalities including:

-
signalling treatment,
-
numbering/naming/addressing,
-
IP interworking,
-
policy management,
-
e2e QoS,
-
transcoding,
-
security,

-
charging.

The purpose of this document is to formulate architectural solutions for the enhanced functionalities identified to cover all IMS operators' needs in this widespread environment. These solutions should be applicable for an IMS operator in a common IMS environment (i.e. regardless the access being used) as well as for direct and indirect interconnection paradigms. Finally, the best solution/s should be agreed and impacted normative work in 3GPP identified to update current 3GPP specifications with the output of this work.
	*** PROPOSED CHANGE ***


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
ACL
Access Control List

AF
Application Function

DoS
Denial of Service
IBCF
Interconnection Border Control Function
I-BGF
Interconnection-Border Gateway Function
II-NNI
Inter-IMS Network to Network Interface

IMS ALG
IMS Application Level Gateway
IPX
IP Packet eXchange

LI
Lawful Interception
NGCN
Next Generation Corporate Networks

NGN
Next Generation Networks

NNI
Network to Network Interface

RACS
Resource and Admission Control Subsystem
SPDF
Service-based Policy Decision Function
THIG
Topology Hiding Inter-network Gateway
TrGW
Transition Gateway
	*** PROPOSED CHANGE ***


4.2
3GPP Release 8

This sub-clause describes the current 3GPP model for IMS interconnection purposes. This model is deeply described in 3GPP TS 23.228 [2] and 3GPP TS 29.165 [3]. The related architecture (i.e. logical entities and interfaces) is depicted in Figure 4.2-1.
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Figure 4.2-1: 3GPP IMS interconnection architecture
The interconnection model comprises IBCF and TrGW logical entities. The IBCF is located at the control plane, handling signalling; the TrGW is located at the user plane, handling IMS media flows. The control interface between them is named Ix; H.248 profile for Ix is definedin 3GPP TS 29.238 [4]. Current functionalities for both logical entities are described in 3GPP TS 23.228 [2].
	*** PROPOSED CHANGE ***


4.3
ETSI-TISPAN Release 2

This sub-clause describes the current TISPAN model for IMS interconnection purposes. This model is described in 3GPP TS 23.506 [5] and 3GPP TS 23.517 [6]. The related architecture (i.e. logical entities and reference points) is depicted in Figure 4.3-1.
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Figure 4.3-1: TISPAN IMS interconnection architecture
The interconnection model comprises IBCF, RACS (SPDF and C-RACF functions) and I-BGF logical entities. The IBCF is located at the control plane, handling signalling; the I-BGF is located at the user plane, handling IMS media flows. The RACS (SPDF) acts as a policy and resource allocation control function between the service and transport planes. The presence of a policy function at this point is one of the main different between 3GPP and TISPAN architectures. Current functionalities for IBCF and I-BGF are indicated in 3GPP TS 23.517 [6] and ETSI ES 282 001 [7], respectively.

The reference points between them are:

-
Gq’ between the IBCF and the SPDF. It is used for requesting transport plane resources and admission control for fixed broadband access networks. It is a Diameter based reference point [8].
-
Ia between the SPDF and the I-BGF. It is used to request services. It is a H.248 based reference point for controlling Border Gateway Functions (see ETSI ES 283 018 [9]).
The table below summarizes the I-BGF tasks.

Table 4.3-1: List of I-BGF tasks

	· opening and closing gates (i.e. packets filtering depending on "IP address / port")

· packet marking for outgoing traffic

· policing of incoming traffic

· resource allocation for upstream and downstream traffic

· usage metering

· allocation and translation of IP addresses and port numbers (NAPT)

· interworking between IPv4 and IPv6 networks (NAPT-PT)

· media transcoding




	*** PROPOSED CHANGE ***


5
Overview. Example Service Delivery Scenarios
Editor’s note: This chapter to describe whole interconnection environment that it is proposed to be addressed. Once explained, to deep case-by-case interconnection scenarios in order to result functionalities needed.
5.1
Introduction

This section provides an overview of the IMS interconnection environment intended to be addressed in this TR. This will establish a guide to drive the work and focus on concrete scenarios to be treated. A graphical representation of it is depicted in Figure 5.1-1.
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Figure 5.1-1: IMS interconnection ecosystem
Main area of interest is:

-
IMS to IMS interconnection (IMS interworking and roaming)
Other area of interest should be IMS to non-IMS interconnection, including:
-
IMS to corporate networks interconnection; 

NOTE:
This aspect could be impacted by the current work ongoing in TISPAN, about NGCN-NGN(IMS) interface implementation.
-
IMS to non-IMS service providers interconnection (e.g. H.323 based, SIP-I or IETF SIP based domains).
General requirements for IMS interconnection are contained in 3GPP TS 22.228 [10] and 3GPP TR 22.893 [11]. Legacy functions (i.e. functions already existing) and new IMS border functions identified in this TR shall be applicable in a common IMS environment (i.e. being useful for both fixed and mobile IMS operators).
Thus, it should achieve a complete and harmonized set of functionalities at the border of the IMS operator network for both direct and indirect interconnection schemes:

-
Direct interconnection: the interconnection  between parties/networks is established without any intermediate agents/carriers (e.g. by means of a leased line or using VPNs (Virtual Private Networks)); this is likely to be  the case for national traffic.

-
Indirect interconnection: the interconnection link between parties/networks is established through intermediate agents/carriers (e.g. by means of an IPX Proxy, see GSMA PRD IR.34 [12]); this is likely to be the case for international traffic, in order to save CAPEX and OPEX costs.

Although new functions for IMS interconnection could result from analysis of the scenarios in the next sub-clauses mentioning a specific service, it does not mean precluding other IMS services. In fact, these new functions should be aimed to enable all type of IMS services in a worldwide ecosystem.
	*** PROPOSED CHANGE ***


5.2
Inter-Operator IMS interworking/Roaming

5.2.1
Scenario 1: Conference service

Figure 5.2.1-1 depicts the provision of a conference service, following the same principles as 3GPP TS 24.605 [15] and 3GPP TS 24.147 [16]. UE#1 has created a conference and invites UE#2 to it by sending a REFER request. UE#1 and UE#2 belong to different IMS operators. Transcoding might also be provided by an MRFC/MRFP in the IMS Operator B domain, or via the MRFC/MRFP that provides the conferencing service.
The flow has been simplified to facilitate its understanding. The flow does not show the 100 Trying responses. The rest are simplified in one line, marking with a black point in the intersection with each functional entity line the functional entitys which treat them (the path of the responses).

3GPP TS 24.147 [16] subclause A.4.4.1contains a complete description of messages applicable to this scenario. The explanations below Figure 5.2.1-1 details the main steps, focussing on the behaviour at the interconnection functional entities.
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Figure 5.2.1-1: CONF call with REFER interworking at the AS. UE#1 and UE#2 belong to different operators

1.
UE#1 creates a conference and learns the conference URI allocated for this conference.

2~10.
UE#1wants to join UE#2 to the conference, for this purpose it sends a SIP REFER request towards the AS/MRFC. The AS/MRFC sends a SIP NOTIFY request to indicate that the AS is processing the REFER request.

11~12.
The AS/MRFC sends a SIP INVITE request to the user who is indicated in the Refer-To header of the REFER method. The INVITE includes a SDP offer with all the codecs applicable for the media of this conference (e.g. H.263 for video and AMR for voice). The S-CSCF forwards the request to the operator’s exit point to reach UE#2.

13~14.
At the reception of the SIP INVITE, the IBCF can apply the current functionalities indicated in 3GPP TS 23.228 [2]. The related procedures are detailed in 3GPP TS 24.229 [17]. As an operator option, the IBCF could apply the following functionalities:

-
Access Control List management procedures, to avoid communication with forbidden networks and DoS protection mechanisms.

-
Security features: message size verification of SIP signalling, lawful interception if needed (IMS Operator A in accordance with the applicable national or regional laws).

-
Admission control functions (e.g. control of established number of sessions/current bandwidth consumed) are applied, according to SLA agreed between IMS operators. Normally, these are only applied at the ingress to the IMS Operator B domain.
-
If priority service is supported (i.e. containing an authorised Resource-Priority header), the IBCF applies procedures corresponding to the Resource-Priority header field value.

-
If congestion is detected in the link or there are routing policies to be applied for the interconnected network, load balancing and routing mechanisms can be applied. 

-
Topology hiding will normally be provided at the egress of the IMS Operator A domain.  Codecs may also be appended to the SDP offer at the IBCF of the IMS Operator A domain
15.
The initial SIP INVITE request arrives to the IMS Operator B domain. Same procedures (both current and new) as stated in steps 13~14, can be applied by the IBCF in the terminating side. Topology hiding is not normally performed at the ingress of the IMS Operator B domain.
16~18.
The INVITE arrives to the UE#2.

19~21.
The UE#2 responds with a 183 Session Progress with the SDP response (with the codecs selection; if UE#2 selects an IBCF codec, transcoding will be necessary). The P-CSCF authorizes the resources for this session. The 183 Session Progress is forwarded towards the IBCF.
22~24.
When it crosses the IBCFs, same procedures as identified in steps 13~15 can be applied. Additionally, the IBCFs can apply the following functionality:

-
QoS authorization and resource reservation, and to generate policies to be installed in the transport plane. 
-
Allocation of transcoding resources, media address and codecs changes in SDP, and necessary communication with UE#2 and MRFC.
25~26.
The 183 Session Progress is forwarded towards the AS/MRFC.

27~37.
The AS/MRFC sends the PRACK method (without an SDP offer because there are no changes in the media characteristics). It starts the reservation procedures for the resources needed in the MRFP. The PRACK method is forwarded towards UE#2. UE#2 acknowledges the PRACK request with a 200 OK. No specific mention to IBCF procedures in steps 30~32, they can be the same as indicated in steps 13~15.

38~47.
The AS/MRFC sends the UPDATE request to UE#2 when the resource reservation is completed. UE#2 acknowledges the UPDATE request with a 200 OK. No specific mention to IBCF procedures in steps 30~32, they can be the same as indicated in steps 13~15.

48.
The MRFC initiates a H.248 interaction to connect through the multimedia processing for UE#2 in MRFP.

49~51.
UE#2 sends a 200 OK final response to the initial INVITE. The P-CSCF approves the QoS resources. The 200 OK is forwarded towards the IBCF.

52~54.
When it cross the IBCFs, same procedures as identified in steps 13~15 can be applied. Additionally, the IBCFs can apply the following functionalities:

-
Approval of the resources reserved and to install the policies in the transport plane..

-
At this moment, the IBCF can open a CDR to record the charging information related (per 3GPP TS 23.228 [2]).

55~64.
The 200 OK is forwarded towards the AS/MRFC. The AS/MRFC responds to the 200 OK with and ACK request.

65~68.
The AS/MRFC sends a NOTIFY request to inform that the referred party has joint the conference. UE#1 responds with a 200 OK.

69.

The media path is now established. The TrGWs involved can apply the current functionalities indicated in 3GPP TS 23.228 [2]. Additionally the TrGWs may  apply the following functionalities:

-
Dynamic pin-holing: opening/closing gates on a session-by-session basis, discarding packets that don’t match any data flow filter.

-
Resource allocation and bandwidth reservation (per IP flow) for inbound/outbound traffic.
-
Media policing of inbound/outbound traffic based on static and dynamic policies (e.g. bandwidth control).

-
Packet marking of traffic to ensure an adequate treatment of traffic flows.

-
Resource (e.g. QoS) monitoring: providing a real-time evaluation of network performance and giving parameters for SLA verification.

-
Resource reporting and CDR generation: the TrGWs open charging records to assure a correct billing to the served user. The QoS approved in the UNI side could be different from the QoS applied in the interconnection side. The user experience depends of the QoS possible in each network side, so the charging records must take into account the real QoS provisioned.

-
Capacity, based on routing policies and status of the network, to use the best path for media flows between the interconnected networks.

	*** END OF CHANGES ***
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