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1st Change

5.4
Dedicated Bearer Procedures for E-UTRAN Access with PMIP-based S5/S8

5.4.1
General

The procedure given in Figure 5.4.1-1 applies to all dedicated resource allocation operations for E-UTRAN which are triggered by PCRF, with the only exception of MME-initiated Dedicated Bearer Deactivation procedure which is covered in clause 5.4.5.3 The procedure initiated by the S‑GW in the E-UTRAN differ for each case.

The procedure described in Figure 5.4.1-1 shows only the steps, due to PMIP based S5/S8, that are different from the GTP variant of the procedure given in TS 23.401 [4].
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Figure 5.4.1-1: Dedicated Resource Allocation Procedure, UE in Active Mode

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

If dynamic policy provision is not deployed, the steps shown in the figure are not taken. Instead, a configured static policy may be applied.

A.1)
The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules and Event Trigger information to the S‑GW.

Steps between A.1 and B.1 are described in TS 23.401 [4], clauses 5.4.{1, 2.1, 3, 4.1}.

NOTE:
For a PMIP‑based S5/S8, before procedure steps (step 3 of TS 23.401 [4], clause 5.4.1), the PCRF sends a PCC decision provision (QoS policy) message to the S‑GW and not to the P‑GW as donefor GTP‑based S5/S8. The S‑GW uses this QoS policy to determine that traffic flow(s) shall be aggregated to or removed from an active bearer. The S‑GW generates the UL TFT and updates the EPS Bearer QoS to match the aggregated set of traffic flows. The S‑GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, UL TFT) message to the MME.

B.1)
The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not thus completing the Gateway Control and QoS Rules Provision procedure started in step A.1.

B.2)
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step B.2 may occur before step A.1 or performed in parallel with steps A.1‑B.1 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5.4.2
Dedicated Bearer Activation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in Step A.1 of figure 5.4.1-1 above results in the Serving Gateway to decide to activate a dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 applies for this case. On receiving message A.1, the Serving GW decides that a new bearer needs to be activated, the Serving GW uses this QoS policy to assign the EPS Bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see TS 23.401 [4] clause 4.7.3. The Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.1 by sending a Create Dedicated Bearer Request message (EPS Bearer QoS, UL and DL TFT, S1 TEID) to the MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this case as well. The steps between A.1 and B.1 are described in TS 23.401 [4], clause 5.4.1.

5.4.3
Bearer Modification with Bearer QoS Update

5.4.3.1
PCC Initiated Bearer Modification with Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of Figure 5.4.1-1 above results in the Serving Gateway to decide to modify the QoS of an already existing bearer, this procedure is applied. QoS modification may result in a bearer modification in the E-UTRAN access.

The procedure depicted in Figure 5.4.1-1 applies to this case as well. On receiving message A.1, the Serving GW uses this QoS policy to determine that traffic flow(s) shall be aggregated to or removed from an active bearer. The Serving GW generates the UL and DL TFT and updates the EPS Bearer QoS to match the aggregated set of traffic flows. The Serving GW then follows the procedure shown in TS 23.401 [4], clause 5.4.2 by sending the Update Bearer Request (EPS Bearer QoS, UL and DL TFT) message to the MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1 and B.1 are described in TS 23.401 [4], clause 5.4.2.1.

5.4.3.2
HSS-Initiated Subscribed QoS Modification

The HSS Initiated Subscribed QoS Modification for a PMIP-based S5/S8 is depicted in Figure 5.4.3.2-1.
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Figure 5.4.3.2-1: HSS-initiated Subscribed QoS Modification

A.1.
The Serving GW initiates the Gateway Control and QoS Rules Request Procedure with the PCRF as specified in TS 23.203 [19]. The S‑GW provides the updated default EPS Bearer QoS for the default bearer to the PCRF and the PCRF responds with updated QoS rules. The PCRF makes a PCC decision as a result of the Gateway Control and QoS Rules request and provides the updated QoS Rules to the Serving GW.

A.2.
The PCRF initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to updates the rules in the PDN GW.

After Step A.1, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.2.1 by sending the Update Bearer Request message to the MME. The procedure is completed when the Serving GW receives a Update Bearer Response from the MME in Step 10 of TS 23.401 [4] clause 5.4.2.1.

B.1.
The Serving GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the Gateway Control and QoS Rules Provision procedure started in step A.1.

B.2.
The PCRF executes the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update the PCC rules in the PDN GW.

NOTE:
Step B.2 may be performed in parallel with steps A.1‑B.1 if acknowledgement of resource allocation is not required at the PCRF to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5.4.4
Dedicated Bearer Modification without Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of figure 5.4.1-1 above results in the Serving Gateway to decide to only update the set of TFTs corresponding to an already existing dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 applies to this case as well. On receiving message A.1, the Serving GW uses this QoS policy to determine that traffic flow(s) shall be aggregated to or removed from an active dedicated bearer. The Serving GW generates the UL TFT and determines that no update of the EPS Bearer QoS is needed. The Serving GW then follows the procedure shown in TS 23.401 [4], clause 5.4.3 by sending the Update Bearer Request (UL and DL TFT) message to the MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1 and B.1 are described in TS 23.401 [4], clause 5.4.3.

5.4.5
Dedicated Bearer Deactivation

5.4.5.1
PCC-initiated Dedicated Bearer Deactivation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of figure 5.4.1-1 above results in the Serving Gateway to decide to deactivate an existing dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 applies to this case as well. On receiving message A.1, the Serving GW uses this QoS policy to determine that a dedicated bearer needs to be deactivated, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.4 by sending the Delete Bearer Request message to the MME. If the S‑GW determines that the default bearer needs to be deactiveated, the S‑GW follows the procedure specified in clause 5.6.2.1.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1 and B.1 are described in TS 23.401 [4], clause 5.4.4.1.

5.4.5.2
Void

5.4.5.3
MME-initiated Dedicated Bearer Deactivation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the procedure defined in TS 23.401 [4], clause 5.4.4.2 for -MME initiated dedicated bearer deactivation.
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Figure 5.4.5.3-1: MME-initiated Dedicated Bearer Deactivation

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.4.5.3-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Before Step A.1. the procedure shown in TS 23.401 [4], clause 5.4.4.2 is followed and the Serving GW receives a Request Bearer Deactivation message from the MME.

A.1)
The Serving GW decides to deactivate the bearers and initiates the Gateway Control and QoS Rules Request Procedure with the PCRF as specified in TS 23.203 [19]. The Serving GW informs the PCRF about the deleted QoS Rules.

A.2)
The PCRF initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to updates the rules in the PDN GW. The PCC rules provide the PDN GW with information required to enforce the remaining dedicated resource allocation policy, after removing PCC rules corresponding to the QoS rules deactivated by step A.1.

After step A.1, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.4.2 by sending the Delete Bearer Request message to the MME. The Serving GW does not need to wait for step A.1 to complete to proceed with the deactivation of bearers with the MME. The procedure is completed when the Serving GW receives a Delete Bearer Response from the MME in Step 8 of TS 23.401 [4], clause 5.4.4.2.

5.5
UE-initiated Resource Request and Release

This clause is related to the case when UE-initiated resource request and release is supported, and it is utilized for the PMIP-based S5/S8 traffic flow aggregates.

In the non-roaming case, vPCRF will not be involved.
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Figure 5.5-1: UE-initiated resource request/release with PMIP-based S5/S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.5-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1.
The Serving GW initiates the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [19]. The Serving GW provides the content of the Traffic Aggregate Description (TAD) and the requested QoS change to the PCRF as an Event Report. The PCRF makes a PCC decision as a result of the Gateway Control and QoSRules request and provides the updated QoS Rules to the Serving GW.

Steps between A.1 and B.1 are described in TS 23.401 [4], clauses 5.4.1, 5.4.2 and 5.4.3 for resource allocation/modification or clause 5.4.4.1 for resource deactivation. Based on the QoS policy rules, the Serving GW decides whether to initiate a dedicated resource allocation activation or dedicated resource allocation modification (with or without QoS update).The Serving GW uses this QoS policy to assign the EPS Bearer QoS, i.e. it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.7.3 of TS 23.401 [4] and sends the appropriate message to the MME.

B.1.
The Serving GW indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the Gateway Control and QoS Rules Provision procedure started in step A.1.

B.2.
The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update the PCC rules in the PDN GW.

NOTE:
Step B.2 may be performed in parallel with Steps A.1‑B1 if acknowledgement of resource allocation is not required at the PCRF to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

5.6
Multiple PDN Support with PMIP-based S5/S8

5.6.1
UE requested PDN connectivity

The UE requested PDN connectivity procedure for an E-UTRAN is depicted in figure 5.6.1-1. The procedure allows the UE to request for connectivity to a PDN including allocation of a default bearer. In this procedure, the UE is assumed to be in active mode. Proxy Mobile IP is used on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a PMIP network into a GTP network the procedure as described in clause 5.10.2 of TS 23.401 [4] applies.

When PMIP-based S5/S8 is used, at most one PDN connection per APN is supported. If the UE requests a PDN connection for an APN for which the UE already has an active PDN connection, the MME shall reject the PDN connectivity request.

The procedure is also used for the re-establishment of existing PDN connectivity after the UE performed the handover from non-3GPP accesses for the first PDN connection by the Attach procedure. The UE triggers the re-establishment of existing PDN connectivity after the handover by providing a Request Type indicating "Handover" as specified in TS 23.401 [4].
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Figure 5.6.1-1: UE requested PDN connectivity with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.6.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

For UE request additional PDN connectivities to PDNs when connected to 3GPP access network with PMIP-based S5 or S8, the IP address is not available after step A1, steps in (Alt A) are performed after step A.1, excluding steps in (Alt B). The step in (C) is performed only when the UE establishes additional PDN connectivity with a PDN it is not already connected to, excluding step (D).

For re-establishment of existing PDN connectivity after the UE performed the handover from non-3GPP accesses, the steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2-A.4 are executed or steps B.1-B.3. In order to execute the alternative (Alt B), the IP addresss of the UE needs to be available after step A.1. The IP Address(es) of the UE is received in step A.1, if dynamic policy provisioning is deployed.

In case the IP address(es) of the UE is available after step A.1, (Alt B) provides lower jitter for dual radio handovers. In case the IP address(es) of the UE is not available after step A.1, (Alt A) shall be used.

For re-establishment of existing PDN connectivity after the UE performed the handover from non-3GPP accesses, the following also applies:

-
In step A.2/B.1 the Serving GW sets the Handover Indicator to "handover".

-
The step in (D) and step B.2 are performed only when the UE re-establishes PDN connectivity after a handover. The steps in (D) correspond to the PCEF-Initiated IP‑CAN Session Modification procedure specified in TS 23.203 [19].

-
In step A.4/B.3, the UE Address Info shall contain the IP address the UE obtained during PDN connectivity establishment for this PDN over the non-3GPP access.

The steps A.1‑A.4 correspond to steps C.1‑C.4 in clause 5.2-1.

The steps B.1-B.3 correspond to steps A.2, A.3b, A.4.

5.6.2
PDN Disconnection

5.6.2.1
UE, MME or S‑GW initiated PDN Disconnection

When GTP-based S5 or S8 is used the procedure described in clause 5.10.3 of TS 23.401 [4] applies for the UE or MME initiated PDN disconnection. The PMIP variant of this procedure is specified below. In addition, if the default bearer belonging to a PDN connection is to be deactivated by the S‑GW, e.g. due to un-successful modification of QoS of default bearer that was triggered by PCRF interaction, the S‑GW deactivates all bearers belonging to the PDN connection using the following procedure.
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Figure 5.6.2-1: UE, MME or S‑GW initiated PDN disconnection Procedure for PMIP-based S5/S8

Steps A.1 to A.4 are described in clause 5.3. For the case of S‑GW initiated PDN disconnection, which corresponds to PDN GW initiated bearer deactivation procedure of clause 5.4.4.1 of TS 23.401 [4], the procedure starts from step A.1 and there are no steps corresponding to box (B) of figure 5.4.4.1-1 of TS 23.401 [4].

5.6.2.2
PDN-GW-initiated PDN Disconnection

The default bearer and all the dedicated resource allocations associated with the PDN address are released in this procedure.
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Figure 5.6.2.2-1: PDN GW initiated PDN Disconnection Procedure for PMIP-based S5/S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.6.2.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1.
The PDN GW sends a Binding Revocation Indication (PDN address) message to the Serving GW as defined in draft-ietf-mext-binding-revocation [35].


Steps between A and B are described in clause 5.4.4.1 of TS 23.401 [4], using the indication that all bearers belonging to the given PDN address shall be released.

B.1.
The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The S‑GW provides the information to enable the PCRF to uniquely identify the IP‑CAN session. This results in the removal of the Gateway Control session in S‑GW.

B.2.
The Serving GW returns a Binding Revocation Acknowledgement message to the PDN GW.

NOTE:
Step B.2 may occur before steps B.1 since the Serving GW need not wait for terminating the GW Control Session with the PCRF before acknowledging the Binding Revocation.

5.7
Handover and Tracking area Update Procedures for PMIP-based S5/S8 Interface

5.7.1
Intra-LTE TAU and Inter-eNodeB Handover with Serving GW Relocation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with MME and Serving GW change procedure defined in TS 23.401 [4], clause 5.3.3.1 as well as Inter-eNodeB Handover with CN Node Relocation described in TS 23.401 [4], clause 5.5.1.2.

In case of a Serving GW relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control Session with the PCRF in step B.
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Figure 5.7.1-1: Intra-LTE and Inter-eNodeB Handover with Serving GW Relocation

This procedure concerns both the non-roaming (S5) as in Figure 4.2.1-1 and roaming case (S8) as in Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout as in Figure 4.2.3-4, the vPCRF also forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Target Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19]. As part of the procedure the Serving GW informs the PCRF of the new RAT type. The PCRF sends information to the Serving GW enabling bearer binding and other behavior.

NOTE 1:
The Target Serving GW preserves the Bearer Binding that have already been established by the Source Serving GW. To enable this the EPS Bearer ID, UL TFT and DL TFT is transferred before Step A as follows: across S10 in Forward Relocation Request and across S11 in Create Bearer Request. The Event Triggers indicate to the Serving GW under what conditions to report events to the PCRF.

NOTE 2:
The PCRF provides to the Target Serving GW the QoS rules which were active at the Source Serving GW before the handover. Any change of the QoS rules is performed via an additional QoS Rule Provision Procedure after the handover.

A.2)
The new Serving GW performs a PMIPv6 Proxy Binding Update (MN NAI, Lifetime, Access Technology Type option, APN, GRE key for downlink traffic, Additional Parameters) message in order to re-establish the user plane as a result of the Serving GW relocation. The MN NAI identifies the UE for whom the message is being sent. Within Access Technology Type option an indication for RAT (E-UTRAN) type is set; an indication for handover between MAGs for the same interface is also set. The APN disambiguates which PDN this message refers to. The additional parameters may include protocol configuration options and other information.

A.3)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Serving GW. The UE Address Info includes one or more IP addresses. The Additional Parameters may contain protocol configuration options and other information.

Steps between A.3 and B.1 are described in TS 23.401 [4], clauses 5.3.3.1 and 5.5.1.

B.1)
The old Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Serving GW ceases to perform Bearer Binding and associated policy controlled functions.

5.7.2
TAU/RAU or Handover between GERAN A/Gb Mode or UTRAN Iu Mode and E-UTRAN

In case of inter-RAT TAU/RAU or handovers, the Serving GW may or may not be relocated. The PMIP based S5/S8 variants procedure steps for inter-RAT TAU/RAU or handover without Serving GW relocation is shown in Figure 5.7.2-1 and those corresponding to a change of Serving GW is shown in Figure 5.7.2-2.

The procedures in this clause correspond to the following Figures in TS 23.401 [4]:

-
Figure 5.3.3.2-1 [UTRAN Iu mode to E-UTRAN] Tracking Area Update.

-
Figure 5.3.3.3-1E-UTRAN to UTRAN/GERAN RA Update.

-
Figure 5.3.3.6-1 E-UTRAN to GERAN A/Gb mode Routeing Area Update.

-
Figure 5.5.2.1.3-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase.

-
Figure 5.5.2.2.3-1: UTRAN Iu mode to E-UTRAN Inter RAT HO, execution phase.

-
Figure 5.5.2.3.3-1: E-UTRAN to GERAN A/Gb mode Inter RAT HO, execution phase.

-
Figure 5.5.2.4.3-1: GERAN A/Gb mode to E-UTRAN Inter RAT HO, execution phase.

The procedure also applies to Figure 5.5.1.1.2-1 "X2-based handover without Serving GW relocation". The User Location Information IE may be received by the Serving GW from the MME. In this case the Serving GW forwards this information to the PDN GW by means of this procedure.

In TS 23.401 [4], the clauses corresponding to Figure 5.7.2-1 and Figure 5.7.2-2 cover both the case of Serving GW relocation and no Serving GW relocation. In case of no Serving GW relocation, Steps (A) in the above figures are between the un-changed Serving GW and the PCRF and the Steps (B) in those figures do not apply, as shown in Figure 5.7.2-1. In case of Serving GW relocation, Steps (A) in the above figure are between the target Serving GW and the PCRF and the Steps (B) is between the source Serving GW and the PCRF, as shown in Figure 5.7.2-2.

In case of no Serving GW relocation, the S‑GW signals the change of RAT to the PCRF. In addition, if the Serving GW has recieved the User Location Information IE from the MME, this information is also sent to the PCRF. If PCC rules provided to the PDN-GW have changed, the PCRF updates these rules at the PDN-GW. The PCRF sends the RAT Type change or User Location Information to the PDN GW.

The user plane already exists between the Serving GW and the PDN GW and remains unchanged. In case of RAU or handover to 2G/3G, user plane routing is assumed to proceed over the S4 interface towards the S2/S3 SGSN. When an inter-RAT TAU occurs, the enhanced packet core may signal this event to the PDN GW, for example to inform the PDN GW of a RAT type change. In the case of a PMIP-based S5 and S8, an Update Bearer Request is not sent from the Serving GW to the PDN GW. Instead, the PCRF in the HPLMN reports the change of event. The PCRF signals any change in the policy resulting from the event to the PDN GW, provisioning updated policy and charging rules.

In case dynamic PCC is not deployed, a change of RAT type will not be signalled to the PDN GW using PMIP based S5/S8 interfaces, if no change of Serving GW has occurred.
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Figure 5.7.2-1: Inter-RAT TAU/RAU or Handover without Serving GW relocation

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW informs the PCRF about the change of RAT type and UE Location Information IE (if this has been received from the MME preceding step A) by initiating the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [19].

A.2)
The PCRF updates the PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as specified in TS 23.203 [19] if the PCC rules have changed based on the RAT type reported by the Serving GW in step A.1. Further, the hPCRF notifies the PDN GW of the change in RAT and the UE Location Information IE (if this has been received from the MME preceding step A).


Step A.2 may be initiated before A.1 completes.

The following procedure describes inter-RAT TAU/RAU or Handover in the case of Serving Gateway relocation for PMIP-based S5/S8.
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Figure 5.7.2-2: Inter-RAT TAU/RAU or Handover with Serving GW Relocation

This procedure concerns both the non-roaming (S5) as in Figure 4.2.1-1 and roaming case (S8) as in Figure 4.2.1-2. In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout as in Figure 4.2.3-4, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps in the procedure are not applied.

A.1)
The Target Serving Gateway initiates a Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19] and informs the PCRF of the new RAT type and UE Location Information IE (if this has been received from the MME preceding step A).

NOTE:
The PCRF provides to the Target Serving GW the QoS rules which were active at the Source Serving GW before the handover. Any change of the QoS rules is performed via an additional QoS Rule Provision Procedure after the handover.

A.2)
The PCRF sends an updated policy to the PDN GW by initiating the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19]. This contains any effected PCC rules and Event Triggers resulting from the preceding step that may require enforcement or event reporting to be performed by the PDN GW. The UE Location Information IE is also sent to the PDN GW from the PCRF (if this has been received from the MME preceding step A).

A.3)
The Target Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type option, APN, GRE key for downlink traffic, Additional Parameters) message in order to re-establish the user plane as a result of the Serving GW relocation. The MN NAI identifies the UE for whom the message is being sent. Within Access Technology Type option an indication for RAT type is set; an indication for handover between MAGs for the same interface is also set. The APN disambiguates which PDN this message refers to. The additional parameters may include protocol configuration options and other information.

A.4)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Target Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Target Serving GW. The UE Address Info includes one or more IP addresses. The Additional Parameters may contain protocol configuration options and other information.

Steps between A.4 and B.1 are described in the clauses of TS 23.401 [4], containing the figures referenced in Figure 5.7.2-1 above.

B.1)
The old Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF, as specified in TS 23.203 [19]. The S‑GW provides information to enable the PCRF to uniquely identify the IP‑CAN session. This results in the removal of the Gateway Control session in S‑GW.

5.8
ME Identity Check Procedures for PMIP-based S5/S8

ME identity check by the MME in case of PMIP-based S5/S8 is performed as defined for GTP-based S5/S8, see clause 5.3.2.1 (E-UTRAN Initial Attach procedure) of TS 23.401 [4].

No ME identity check support is specified on the S5/S8 reference point.

5.9
UE-triggered Service Request for PMIP-based S5/S8

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the UE-triggered Service Request procedure defined in TS 23.401 [4], clause 5.3.4.1, for the case where the RAT Type reported in the Service Request has changed compared to the last reported RAT Type.
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Figure 5.9-1: UE-triggered Service Request for PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.9-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW informs the PCRF about the change of RAT type by initiating the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [19].

A.2)
The PCRF updates the PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as specified in TS 23.203 [19] if the PCC rules have changed based on the RAT type reported by the Serving GW in step A.1. Further, the hPCRF notifies the PDN GW of the change in RAT.


Step A.2 may be initiated before step A.1 completes: Once the hPCRF receives the event report from the Serving GW as part of step A.1, the hPCRF may complete step A.1 and initiate step A.2 in any order..

5.10
PMIP-based S5/S8 procedures for GERAN/UTRAN over S4

5.10.1
General

This clause presents the PMIP-based S5/S8 procedures equivalent to the GTP-based procedures presented in TS 23.060 [21] for interworking. The differences required for interpretation of the PMIP-based S5/S8 procedures in other clauses of this specification are clarified below.

If PCC is not deployed, only default bearers may be provided for UE connection to a PDN. This is described fully in the PMIP-based S5/S8 procedures refered to in clause 5.10. Secondary PDP context requests are not supported in this case.

Bearer-specific parameters sent along S4 are not forwarded to the PDN GW or PCRF in many cases. Bearers terminate in the Serving GW when PMIP-based S5/S8 has been deployed. Though EPS bearer identifier information is not relevant to the PCRF or PCEF in these cases, some bearer-oriented parameters must be forwarded to the PCRF for authorization and so that the PCRF will generate the correct corresponding PCC rules to send to the PDN GW for enforcement.

5.10.2
GPRS procedures that update the PDN GW

Several procedures employing GTP-based S5/S8 includes an "Update Bearer" exchange, initiated by the Serving GW, responded to by the PDN GW. The equivalent interaction for a PMIP-based S5/S8 is shown in figure 5.7.2-1.

The following procedures in TS 23.060 [21] will make use of the procedure shown in this specification, clause 5.7.2 to signal RAT change as determined by the SGSN. Aside from the new RAT type, no additional parameter must be sent as an event report by the Serving GW to the PDN GW by means of the PCRF (as described in TS 23.203 [19]).

The procedure in clause 5.7.2 refers directly to procedures in TS 23.401 [4], while the procedures described here in support of S4 refer to clauses in TS 23.060 [21]. The following clarifications to the procedure in clause 5.7.2 must be considered to interpret clause 5.7.2:

-
6.13.1.1.2:
Iu mode to A/Gb mode Intra-SGSN Change using S4


Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (A1) in TS 23.060 [21], clause 6.13.1.1.2, figure 52-2.

-
6.13.1.2.2:
A/Gb mode to Iu mode Intra-SGSN Change using S4


Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (A1) in TS 23.060 [21], clause 6.13.1.2.2, figure 53-2.

-
6.13.2.1.2:
Iu mode to A/Gb mode Inter-SGSN Change using S4


Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.13.2.1.2, figure 54-3.

-
6.13.2.2.2:
A/Gb mode to Iu mode Inter-SGSN Change using S4


Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.13.2.2.2, figure 55-3.

5.10.3
UE allocated resources

The UE (or the SGSN on behalf of the UE) requests resources in several procedures in TS 23.060 [21]. The procedure described in clause 5.5 of this specification provides the PMIP-based S5/S8 describes UE-initiated resource request, modification and release. This procedure, with the additional clarification given below, will support the following procedures shown in TS 23.060 [21].

In each case, the SGSN provides a Bearer identifier (the LBI) over S4. The bearer binding performed by the Serving GW is in this case constrained to either reject or modify (increase or decrease the resource assigned to) the indicated bearer. The Serving GW shall not provide a different bearer as a result of the PDP Context Activation or Modification procedures.

There are two modes of operation, indicated to the Serving GW by the SGSN in the BCM parameter.

-
For "mixed-mode", the procedures in GERAN/UTRAN are very similar to those in E-UTRAN. The only difference is constrained bearer binding behaviour as described in the previous paragraph.

-
For "UE-only mode", additional support is required in the PCRF to calculate the effective total QoS allocation that applies to each bearer.

-
9.2.2.1A:
A PDP Context Activation using S4


Steps A.1 to A.5 of the procedure in clause 5.6.1 occur instead of the steps shown in the box (A1) in TS 23.060 [21], clause 9.2.2.1A, figure 64a.


The BCM parameter, received by the Serving GW from the SGSN, is sent to the PCRF and a BCM parameter is returned from the PCRF as an additional IE in step A.1.


One connection per APN is supported. In case the UE requests a PDP context (effectively an additional PDN connection) for an APN for which the UE already has an active PDN connection, the SGSN shall reject the PDN connectivity request.

-
9.2.2.1.1A, Figure 66a:
Secondary PDP Context Activation Procedure, PDP Creation Part using S4


Step A.1 of the procedure in clause 5.5 corresponds to the steps described in the box (A1) in TS 23.060 [21], clause 9.2.2.1.1A, figure 66a.


In step A.1, additional IEs are required by the PCRF and PDN GW in order properly assign QoS rules and prepare the dedicated bearer. The TFT and EPS Bearer QoS (excluding ARP) IEs received from the SGSN by the S‑GW over S4. These parameters are then forward to the PCRF as described in clause 5.5.

-
9.2.2.1.1B, Figure 66b:
Secondary PDP Context Activation Procedure, PDP Update Part, using S4


Steps B.1 and B.2 of the procedure in clause 5.5 corresponds to the steps described in the box (B1) in TS 23.060 [21], clause 9.2.2.1.1B, figure 66b.


In step A.1, additional IEs are required by the PCRF and PDN GW in order properly assign QoS rules and prepare the dedicated bearer. These include the TFT and QoS IEs received from the SGSN by the S‑GW over S4.

-
9.2.3.3A: MS-Initiated EPS Bearer Modification Procedure using S4, Request Part


The procedure step in TS 23.060 [21], clause 9.2.3.3A, figure 72c, step B corresponds with step figure 5.5-1 (of this specification), step A.1, with one difference - before step A.1, step A of the procedure in TS 23.060 [21], clause 9.2.3.3A, step A occurs. The following information elements may be sent, depending on the Bearer Control Mode and scenario:

-
In the case of "mixed-mode" the TFT is always present. The TFT and the requested EPS Bearer QoS (excluding ARP) are forwarded to the PCRF in step A.1.

-
In the case of "UE-only" operation, the Serving GW fowards the requested EPS Bearer QoS (excluding ARP) and TFT to the PCRF. The TFT may not be present. In this case, the Serving GW shall send the QoS rules currently associated with the bearer that is to be modified.


Additional information elements include the PTI and RAT type, as described in TS 23.060 [21].

-
9.2.3.3B: MS-Initiated EPS Bearer Modification Procedure using S4, Execution Part


The procedure step in TS 23.060 [21], clause 9.2.3.3B, figure 72d, step A corresponds with step figure 5.5-1 (of this specification), step A.1, with one difference - after step A.1, step A of the procedure in TS 23.060 [21], clause 9.2.3.3B, step B occurs. The following information elements may be sent, depending on the Bearer Control Mode and scenario:


Upon bearer allocation - IMSI, LBI, PTI, QoS, TFT, RAT type, Protocol Configuration Options, serving network identity, CGI/SAI, CGI/SAI/RAI change support indication;


Upon bearer release - IMSI, LBI, PTI, TFT, RAT type, Protocol Configuration Options, serving network identity, CGI/SAI, CGI/SAI/RAI change support indication

-
9.2.3.3C MS-Initiated EPS Bearer Modification Procedure using S4, Response Part


The procedure step in TS 23.060 [21], clause 9.2.3.3A, figure 72c, step C corresponds with step figure 5.5-1 (of this specification), steps B.1 and B.2, with one difference - before step B.1, step A of the procedure in TS 23.060, clause 9.2.3.3C occurs. The Serving GW indicates to the PCRF the result of the resource allocation. This may result in additional interaction with the PDN GW (see TS 23.203 [19]).


Information elements for Bearer allocation - EPS Bearer QoS, TFT, APN AMBR, Protocol Configuration Options, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required:


Upon bearer release - Cause.

5.10.4
Network allocated resources

Network entities may request resources by means of off-path signalling to support PMIP-based S5/S8. This is defined in clause 5.4.1. The following procedures in TS 23.060 [21] employ this procedure:

-
9.2.2.3A:
Network Requested PDP Context Activation Procedure using S4


Step A.1 of the procedure in clause 5.4.1 occurs instead of the steps shown in the box (A1) in TS 23.060 [21], clause 9.2.2.3A, Figure 69c. Steps B.1 and B.2 of the procedure in clause 5.4.1 correspond to the box (B1).

-
9.2.3.1A:
SGSN-Initiated EPS Bearer Modification Procedure, Request Part


The SGSN may modify parameters associated with a PDP Context. The SGSN sends a request, as is shown in TS 23.060 [21], clause 9.2.3.1A. The Serving GW performs a "Gateway Control and QoS Rules Request-begin" exchange with the PCRF including the following information elements: , PTI, EPS Bearer QoS, APN AMBR, RAT type, Trace Reference, Trace Type, Trigger Id, OMC Identity, serving network identity, CGI/SAI/RAI change support indication, DTI.


The PCRF will respond to the Serving GW with the following information elements: PTI, EPS Bearer QoS, APN AMBR, RAT type, Trace Reference, Trace Type, Trigger Id, OMC Identity, serving network identity, CGI/SAI/RAI change support indication, DTI. The PCRF may interact with the PDN GW (refer to TS 23.203 [19]).


See clause 5.5 of this specification, figure 5.5-1, step A.1, with one difference - figure 5.5.1 refers to TS 23.401 [4], whereas for the purposes of the SGSN-Initiated EPS Bearer Modification, Request Part, before A.1 occurs, TS 23.060 [21], clause 9.2.3.1A, step A occurs; after figure 5.5-1, step A.1 occurs, TS 23.060 [21], clause 9.2.3.1A, step D takes place.

-
9.2.3.1B: SGSN-Initiated EPS Bearer Modification Procedure, Respone Part


The SGSN returns the result of the QoS assignment to the PDN GW. The Serving GW performs a Gateway Control and QoS Rules Request-end exchange with the PCRF including only the result of the allocation of resources. The PCRF may interact with the PDN GW (refer to TS 23.203 [19]).


See clause 5.5 of this specification, figure 5.5-1, steps B.1 and B.2, with one difference - figure 5.5.1 refers to TS 23.401 [4], whereas for the purposes of the SGSN-Inidiated EPS Bearer Modification, Reply Part, before B.1 occurs, TS 23.060, clause 9.2.3.1B, step A occurs; after figure 5.5-1, step B.2 occurs, TS 23.060 [21], clause 9.2.3.1B, step D takes place. Information elements include PTI, EPS Bearer QoS, APN AMBR, RAT type, Trace Reference, Trace Type, Trigger Id, OMC Identity, serving network identity, CGI/SAI/RAI change support indication, DTI.

-
9.2.3.2A:
PDN GW-Initiated EPS Bearer Modification Procedure


Step A.1 of the procedure in clause 5.4.1 occurs instead of the steps shown in the box (A1) in TS 23.060 [21], clause 9.2.3.2A, Figure 71c. This message includes the following information elements PDN Address Information, Bearer QoS, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required, TFT, Protocol Configuration Options.


Steps B.1 and B.2 of the procedure in clause 5.4.1 correspond to the box (A2). This message indicates whether the resource allocation was successful. This message may result in additional interaction with the PDN GW (refer to TS 23.203 [19]).

5.10.5
UE released resources

The UE may release dedicated resources by means of off-path signalling to support PMIP-based S5/S8 deployments, as shown in clause 5.5.

-
9.2.4.1A:
MS- and SGSN Initiated Bearer Deactivation using S4


Steps A.1, B.1 and B.2 of the procedure in clause 5.5 occur instead of the steps shown in the box (A1) in TS 23.060 [21], clause 9.2.4.1A, figure 74a.

5.10.6
PDN GW released resources

The PDN GW may release resources by means of off-path signalling to support PMIP-based S5/S8 deployments as shown in clause 5.4.1. The following procedures in TS 23.060 [21] employ this procedure:

-
9.2.4.3A:
PDN GW-Initiated PDP Context Deactivation Procedure using S4


Step A.1 in clause 5.4.1 corresponds to the steps shown in box (A1) of TS 23.060 [21], clause 9.2.4.3A, figure 77a.

-
9.2.4.3B:
PDN GW-Initiated PDP Context Deactivation Procedure using S4


Steps B.1 and B.2 in clause 5.4.1 correspond to the steps in the box (B1) in TS 23.060 [21], clause 9.2.4.3B, figure 77b.

5.10.7
Attach

The GPRS Attach Procedure is supported by the following PMIP-based S5/S8 procedures:


Clause 5.3 is employed instead of box (A) in TS 23.060 [21], clause 6.5.3A, figure 22A. clause 5.3 is also used instead of box (B) in TS 23.060 [21], clause 6.5.3B, figure 22Bs.

5.10.8
Detach interaction using S4

The MS-, SGSN- and HLR-initiated GPRS detach procedures are supported by the following equivalent PMIP-based S5/S8 procedure:


Clause 5.3 is employed instead of the gray box (A1) in TS 23.060 [21], clause 6.6.3, Figure 25A.

5.10.9
Interaction with CGI/SAI reporting using S4

In the Interaction with CGI / SAI reporting using S4 Procedure as depicted in Figure 15.1.3-3 of TS 23.060 [21], if CGI or SAI changes are considered relevant to charging, a change notification is sent to the PDN GW. There is no response to this report. This corresponds to a Location change (CGI/SAI) event report provided to the PCRF by means of a Gateway Control and QoS Rules Request, as defined in TS 23.203 [19]. This procedure ensures that the event is reported to the PDN GW as well.

5.10.10
RAU Procedure Support

RAU procedures in 23.060 send messages from the S4 SGSN to the S‑GW and thence to P‑GW using GTPv2. For PMIP-based S5/S8, these exchanges occur via PCC.

TS 23.203 [19], figure 7.7.3-1 "Gateway Control and QoS Rules Request", depicts the procedure. The BBERF(S‑GW) sends a Gateway Control and QoS Rules Request message to the PCRF including the APN-AMBR. The PCRF sends a PCC Rules Provision message to the PDN GW including the APN-AMBR. The PDN GW responds with an Acknowledge Policy and Charging Rules Provisioning message with the APN-AMBR to the PCRF. The PCRF responds to the BBERF(S‑GW) with a Gateway Control and QoS Rules Reply message with the APN‑AMBR parameter. The response from the PCRF to the BBERF to the initial Gateway Control and QoS Rules Request message must wait (synchronously) for the completion of the PCC Rules Provision exchange between the PCRF and PCEF.

-
6.9.1.2.2a:
Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update using S4


Instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.9.1.2.2a, figure 33b, the procedure described above is employed.

-
6.9.2.1a:
Routeing Area Update Procedure using S4


Instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.9.2.1a, figure 36b, the procedure described above is employed.

5.11
PDN GW initiated IPv4 address Delete Procedure

This procedure is initiated by the PDN GW when the UE releases the IPv4 address using DHCPv4 procedure or the lease for the IP address has expired. The procedure is used to delete the IPv4 address from the PDN connection context.
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Figure 5.11-1: PDN GW initiated IPv4 address Delete Procedure

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.11-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCEF initiates the Gateway Control Session Modification Procedure with the PCRF as specified in TS 23.203 [19]. The PDN GW provides the information to enable the PCRF to uniquely identify the IP CAN session.

2.
In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a Gateway Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the S‑GW of the updated QoS rules.

3.
The S‑GW initiates the "PDN GW initiated bearer modification without QoS update" as described in TS 23.401 [4], clause 5.4.3, between steps (A) and (B).

4.
The S‑GW informs the PCRF of the success of the QoS rules enforcement, thus ending the Gateway Control and QoS rules provision procedure descripbed in TS 23.203 [19].

5.
The PDN GW sends a Binding Revocation Indication (PDN address) message to the Serving GW to revoke the IPv4 address as defined in draft-ietf-mext-binding-revocation [35].

6.
The Serving GW returns a Binding Revocation Acknowledgement message to the PDN GW.
2nd Change

6.2
Initial Attach on S2a

6.2.1
Initial Attach Procedure with PMIPv6 on S2a and Anchoring in PDN GW

PMIPv6 specification, RFC 5213 [8], is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and the PDN GW. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.
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Figure 6.2.1-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP.
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. Subscription data is provided to the Trusted non-3GPP IP Access by the HSS/AAA in this step. The list of all the authorized APNs along with additional PDN GW selection information is returned to the access gateway as part of the reply from the 3GPP AAA Server to the trusted non-3GPP access as described in clause 4.5.1. The 3GPP AAA Server also returns to the trusted non-3GPP access the MN NAI to be used to identify the UE in Proxy Binding Update and Gateway Control Session Establishment messages (steps 4 and 10). If supported by Non-3GPP access network, the Attach Type is indicated to the Non-3GPP access network by the UE. The mechanism for supporting attach type is access technology specific and out of scope for 3GPP standardization. Attach Type indicates "Handover" when the UE already has active PDN connection(s) due to mobility from 3GPP access to non-3GPP access.
NOTE 1:
The MN NAI returned from the 3GPP AAA Server to the trusted non-3GPP access is a permanent IMSI based MN NAI.

3)
After successful authentication and authorization, the non-3GPP access specific L3 attach procedure is triggered. The UE may send requested APN to the Non-3GPP IP access in this step.


If the UE sends a requested APN in this step, the Trusted non-3GPP Access verifies that it is allowed by subscription. If the UE does not send a requested APN the Trusted non-3GPP Access uses the default APN.


The PDN Gateway selection takes place at this point as described in clause 4.5.1. This may entail an additional interaction with the Domain Name Server function in order to obtain the PDN GW address. If the PDN subscription profile returned by the 3GPP AAA Server in step 2 contains a PDN GW identity for the selected APN and the Attach Type does not indicate "Handover", the Non-3GPP access GW may request a new PDN GW as described in clause 4.5.1, e.g. to allocate a PDN GW that allows for more efficient routeing.


The UE may request the type of address (IPv4 address or IPv6 prefix or both) during this step.


If supported by the non-3GPP access, the UE may send Protocol Configuration Options in this step using access specific mechanisms. The Protocol Configuration Options provided by the UE may include the user credentials for PDN access authorization. In that case, in order to handle situations where the UE may have subscriptions to multiple PDNs, the UE should also send a requested APN to the non-3GPP IP access.

4)
The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly associate it with the IP‑CAN session to be established in step 6 and also to convey subscription related parameters to the PCRF, including the APN-AMBR (if forwarded by the trusted non-3GPP IP access) and Default Bearer QoS.

5)
The MAG function of Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, Additional Parameters) message to PDN GW. The MN NAI identifies the UE. The Lifetime field must be set to a nonzero value. Access Technology Type is set to a value matching the characteristics of the non-3GPP access. Handover Indicator is set to "initial" attach as the UE has provided Attach Type indicating "Initial" attach or as the Attach Type indicates "Handover" and the PDN subscription profile contains no PDN GW. The Additional Parameters include the Protocol Configuration Options provided by the UE in step 3 and may also include other information. The MAG requests the IP address types (IPv4 address and/or IPv6 Home Network Prefix) based on requested IP address types and subscription profile in the same way as the PDN type is selected during the E‑UTRAN Initial Attach in TS 23.401 [4]. If the PDN requires an additional authentication and authorization with an external AAA Server, the PDN GW performs such an additional authentication and authorization at the reception of the Proxy Binding Update.

NOTE 2:
Any time after initiation of Step 4, Step 5 can be initiated by MAG.

6)
The PDN GW initiates the IP‑CAN Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The PDN GW provides information to the PCRF used to identify the session and associate Gateway Control Sessions established in step 4 correctly. The PCRF creates IP‑CAN session related information and responds to the PDN GW with PCC rules and event triggers.

7)
The selected PDN GW informs the 3GPP AAA Server of its PDN GW identity and the APN corresponding to the UE's PDN Connection. This information is registered in the HSS as described in clause 12.

8)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address(es) for the UE. The PDN GW then sends a Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the MAG function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE. The UE Address Info includes one or more IP addresses. The Lifetime indicates the duration of the binding. The Additional Parameters may include Protocol Configuration Options and other information.
NOTE 3:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the PDN GW operator dictates the use of IPv4 addressing only or IPv6 addressing only for this APN, the PDN GW shall allocate only IPv4 address or only IPv6 prefix to the UE. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

9)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

10)
The PCRF may update the QoS rules in the trusted non-3GPP access by initiating the Gateway Control and QoS Rules Provision Procedure, as specified in TS 23.203 [19].

11)
L3 attach procedure is completed via non-3GPP access specific trigger. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions. At this step the IP address information is provided to the UE. Unless already known from step 3, the Non-3GPP IP access should indicate the connected PDN identity (APN) to the UE. If supported by the non-3GPP access, the Protocol Configuration Options provided by the PDN GW in step 8 are returned to the UE in this step using access specific mechanisms.

6.2.2
Void

6.2.3
Initial Attach procedure with MIPv4 FACoA on S2a and Anchoring in PDN-GW

MIPv4 [12] is used to setup a MIP tunnel between the Trusted non-3GPP IP Access and the PDN GW. It is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access.


[image: image19.emf] 

UE  

PDN GW      

3GPP   AAA   Proxy  

   

Trusted non -   3GPP IP   Access  

vPCRF   hPCRF      

HSS/AAA      

1. Non - 3GPP specific       Procedures  

   

2. Authentication and Authorization  

Roaming Scenarios  

2. Auth      

3. MIPv4 Ag ent Solicitation      

4. MIPv4 Foreign Agent Advertisement [care - of - address]  

5. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request]  

7. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request]  

11. MIPv4 Registration Reply (home address)   

10. Update PDN GW Address  

13. MIPv4 Registration Reply (home address)   

   

14. MIPv4 Tunnel Established  

8. AAA Interactions      

6. Gateway Control Session Establishment       Procedure      

   


Figure 6.2.3-1: Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a

When the Attach procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved. The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

The event that triggers Authentication and Authorization in step 2 between the Trusted Non-3GPP IP Access and the 3GPP AAA Server, depends on the specific access technology.

1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are outside the scope of 3GPP.
2)
The Non-3GPP access specific authentication procedure is performed. The authentication procedure between UE and Trusted non-3GPP IP Access is outside the scope of this specification. The PDN Gateway information is returned as part of the reply from the 3GPP AAA Server to the FA in the trusted non-3GPP access as described in clause 4.5.1. The Attach Type is indicated to the Non-3GPP access network by the UE as described in the step 2 of clause 6.2.1.
3)
The UE may send an Agent Solicitation (AS) RFC 3344 [12] message. Specification of this message is out of the scope of 3GPP.

4)
The FA in the Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA) [12] message to the UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA. Specification of this message is out of the scope of 3GPP.

5)
The UE sends a Registration Request (RRQ) (MN-NAI, lifetime, APN) message to the FA as specified in RFC 3344 [12]. The MN NAI identifies the UE. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension RFC 2794 [34]. The UE may not indicate a specific Home Agent address in the RRQ message, in which case the PDN Gateway/Home Agent is selected by the FA as per step 2. The UE then receives the IP address of the PDN Gateway in step 13 as part of the Registration Reply (RRP) message. The UE should then include the PDN Gateway address in the Home Agent address field of subsequent RRQ messages. Subscription data is provided to the Trusted non-3GPP IP Access by the HSS/AAA in this step. The UE may request connectivity to a specific PDN by using an APN as specified in draft-korhonen-mip4-service [39]. If the UE provides an APN the FA verifies that it is allowed by subscription. If the UE does not provide an APN the FA establishes connectivity with the default PDN. The PDN Gateway selection takes place at this point as described in clause 4.5.1. This may entail an additional name resolution step.

6)
The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly associate it with the IP‑CAN session to be established in Step 9 and also to convey subscription related parameters to the PCRF, including the APN-AMBR (if forwarded by the trusted non-3GPP IP access) and Default Bearer QoS.

7)
The FA processes the message according to RFC 3344 [12] and forwards a corresponding RRQ (MN-NAI, APN) message to the PDN GW.

8)
The selected PDN GW obtains Authentication and Authorization information from the 3GPP AAA/HSS.

9)
The PDN GW allocates an IP address for the UE. The PDN GW initiates the IP‑CAN Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The PDN GW provides information to the PCRF used to identify the session and associate Gateway Control Sessions established in step 6 correctly. The PCRF creates IP‑CAN session related information and responds to the PDN GW with PCC rules and event triggers.

10)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity and the APN corresponding to the UE's PDN Connection. This information is registered in the HSS as described in clause 12.

11)
The PDN GW sends a RRP (MN-NAI, Home Address, Home Agent Address, Lifetime) as defined in RFC 3344 [12] to the FA. The Home Address includes UE Home IP address, the Home Agent Address contains the IP address of Home Agent. The Lifetime indicates the duration of the binding.

12)
In case the QoS rules have changed, the PCRF updates the QoS rules in the Trusted non-3GPP access by initiating theGateway Control and QoS Rulse Provision Procedure, as specified in TS 23.203 [19].

13)
The FA processes the RRP (MN-NAI, Home Address, Home Agent Address) according to RFC 3344 [12] and sends a corresponding RRP message to the UE.

14)
IP connectivity from the UE to the PDN GW is now setup. A MIPv4 tunnel is established between the FA in the Trusted Non-3GPP IP Access and the PDN GW.
6.2.4
Initial Attach Procedure with PMIPv6 on S2a and Chained S2a and PMIP-based S8

This clause defines the initial attach procedure for the PMIP-based S8/S2a chaining. This procedure also applies to the initial attach for PMIP-based S8/S2b chaining.

Editor's note:
Any solutions or extensions defined for the GTP-based and PMIP-based S8-S2a/b chaining shall not adversely impact procedures defined for non-chaining cases.
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Figure 6.2.4-1: Initial attachment for chained PMIP-based S8-S2a/b roaming scenarios

1)
The attach initiation on the trusted or untrusted non-3GPP access is performed as described in steps 1‑4 of clause 6.2.1 (for trusted non-3GPP access) and step 1 of clause 7.2.1 (for untrusted non-3GPP access). As part of the authentication procedure, the 3GPP AAA proxy obtains the PDN GW information from the HSS/AAA as described in clause 4.5.1, and performs Serving GW selection as described in clause 4.5.3. Both PDN GW and Serving GW information is provided to the MAG function of the trusted non-3GPP access or ePDG. If PCC is deployed, the MAG function of the Trusted Non-3GPP IP access is notified to interact with the PCRF when it is PMIP-based chained case.

2)
The MAG function of Trusted Non-3GPP IP Access or ePDG sends a Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, PDN GW address, Additional Parameters) message to the Serving GW in the VPLMN. The MN NAI identifies the UE. The Lifetime field must be set to a nonzero value, indicating registration. Access Technology Type is set to a value matching the characteristics of the non-3GPP access. Handover Indicator is set to indicate attachment over a new interface. The MAG requests the IP address types (IPv4 address and/or IPv6 Home Network Prefix) based on requested IP address types and subscription profile in the same way as the PDN type is selected during the E‑UTRAN Initial Attach in TS 23.401 [4]. The Additional Parameters may include Protocol Configuration Options and other information.

3)
The Serving GW sends a corresponding Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, Additional Parameters) message (as in step 2) to the PDN GW. The GRE key for downlink traffic is allocated by the Serving GW.

NOTE 1:
In this Release of the specification, the Serving GW uses the right protocol to connect with the PDN GW based on the pre-configured information on itself in case the selected Serving GW supporting both PMIP and GTP.

4)
The PDN GW initiates the PCEF-initiated IP CAN Session Establishment Procedure with the hPCRF, as specified in TS 23.203 [19].

5)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity. The 3GPP AAA Server then conveys this information to the HSS for the UE.

6)
The PDN GW processes the proxy binding update and allocates IP address(es) for the UE. The PDN GW creates a binding cache entry for the PMIPv6 tunnel towards the Serving GW and sends a Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE Address Info includes one or more IP addresses. The Additional Parameters may include Protocol Configuration Options and other information.

NOTE 2:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

7)
The Serving GW processes the proxy binding acknowledgement and creates a binding cache entry for the PMIPv6 tunnel towards the MAG function in the trusted non-3GPP access or ePDG. At this point, the Serving GW also establishes the internal forwarding state for the concatenation of the PMIPv6 tunnels. The Serving GW then sends a corresponding Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message (as in step 7) to the MAG function of Trusted Non-3GPP IP Access or ePDG. The GRE key for uplink traffic is allocated by the Serving GW.

8)
The attach procedure is completed as described in steps 10‑11 of clause 6.2.1 (for trusted non-3GPP access) and steps 6‑8 of clause 7.2.1 (for untrusted non-3GPP access).

6.3
Initial Attach Procedure with DSMIPv6 on S2c in Trusted Non-3GPP IP Access

This clause is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.

The S2c initial attach can be seen to consist of several modules:

A.
The UE sets up local IP connectivity in a Trusted Non-3GPP Access

B.
The UE discovers the HA, and establishes a security association with it to protect DSMIPv6 signalling.

C.
The UE performs a Binding Update with the PDN GW
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Figure 6.3-1: Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6

Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

A)
Setup of Local IP connectivity

1)
The initial access specific L2 and authentication procedures are performed. As indicated above, in the roaming case signalling may be routed via a 3GPP AAA Proxy in the VPLMN, as specified in TS 23.234 [5]. As part of the AAA exchange for network access authentication, the AAA/HSS and/or the 3GPP AAA Proxy may return to the Trusted non-3GPP IP Access a set of home/visited operator's policies to be enforced on the usage of local IP address, or IPv6 prefix, allocated by the access system upon successful authentication. Subscription data is provided to the Trusted non-3GPP IP Access by the HSS/AAA in this step.

2)
After successful authentication the L3 connection is established between the UE and the Trusted Non-3GPP Access system. As a result of this procedure, an IPv4 address or an IPv6 address/prefix is also assigned to the UE by the access system (i.e. a Local IP address that will be used as a Care-of Address for DSMIPv6 over the S2c reference point).

NOTE 1:
It is assumed that the access system is aware that network-based mobility procedures do not need to be initiated.

NOTE 2:
The access system may complete the step 2 after step 3.

3)
If the access system supports PCC-based policy control, the access gateway initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19]. The message includes at least the UE IP address or IPv6 prefix allocated by the access system in step 2. The message includes also the IP-CAN type.


Based e.g. on the UE identity and user profile, operator's policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the session establishment towards the access gateway. The rules provided in this step are referred to the address assigned by the trusted non-3GPP access.


In the roaming case, PCC signalling is sent via a vPCRF in the VPLMN.

NOTE 3:
The UE identity information to be used by the access system to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 1.

B)
PDN GW/HA Discovery and HoA Configuration.

4)
The UE discovers the PDN GW (Home Agent) as specified in clause 4.5.2 of TS 23.402. A security association is established between UE and PDN GW to secure the DSMIPv6 messages between UE and PDN GW. The UE initiates the establishment of the security association using IKEv2 [9]; EAP [11] is used over IKEv2 for authentication purposes. The PDN GW communicates with the AAA infrastructure in order to complete the EAP authentication via S6b. The APN-AMBR and Default Bearer QoS is provided to the PDN GW in this step.


If the PDN requires an additional authentication and authorization with an external AAA Server, an additional authentication is executed in this step. Details on these multiple authentications are specified in RFC 4739 [50] and in TS 23.234 [5] for I‑WLAN (Private Network Access (PNA)).


During this step the UE may include the APN of the PDN it wants to access and it can also request the IPv6 home prefix as defined in RFC 5026 [40] in order to influence the IPv6 home network prefix assignment procedure. Even if the UE requests more than one IPv6 home prefix, the PDN GW shall assign only one IPv6 home prefix to the UE.


During this step an IPv6 home prefix is assigned by the PDN GW to the UE as defined in RFC 5026 [40]. After the IPv6 home network prefix is assigned, UE constructs a home address from it via auto-configuration. The associated PDN identity (APN) shall be indicated to the UE via the IDr payload. In case the UE provided APN to the PDN GW earlier in this step, the PDN GW shall not change the provided APN.


During this step, the PDN GW also informs the 3GPP AAA Server of the identity of the selected PDN GW and the APN corresponding to the UE's PDN Connection. This information is registered in the HSS as described in clause 12.

NOTE 4:
The MN NAI and APN string are delivered from the UE to the PDN GW in step 4 in order to support PCC interactions in step 6.

C)
Binding Update

5)
The UE sends the DSMIPv6 Binding Update (IP Addresses (HoA, CoA), Lifetime) message to the PDN GW as specified in draft-ietf-mip6-nemo-v4traversal [10]. The UE shall inform the PDN GW that IP address preservation shall be maintained for the whole home network prefix.


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the message using the IPsec security association established in Step 4. During this step the UE can request an IPv4 home address to the PDN GW as defined in draft-ietf-mip6-nemo-v4traversal [10].

6)
If PCC is supported, the PDN GW initiates the IP‑CAN Session Establishment Procedure with the PCRF as specified in TS 23.203 [19]. The message includes at least the HoA and the CoA. The message may also include a permanent UE identity and an APN string. The PDN GW shall provide information about the mobility protocol tunneling header to the PCRF, the APN-AMBR and Default Bearer QoS obtained in step 4.


The PCRF decides on the PCC rules and Event Triggers and provisions them to the PDN GW. The PDN GW installs the received PCC rules.

NOTE 5:
The permanent UE identity to be used by the PDN GW to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 4.

7)
The PDN GW sends the DSMIPv6 Binding Ack (Lifetime, IP Addresses (HoA, CoA)) message to the UE. In this step the PDN GW may include the duration of the binding and the IPv4 home address allocated for the UE as specified in draft-ietf-mip6-nemo-v4traversal [10], if previously requested by the UE and allowed by the subscription profile as it is specified in the E‑UTRAN attach procedure in TS 23.401 [4]. Even in case the UE requests more than one IPv4 home address in step 5, the PDN GW shall assign only one IPv4 home address for the UE.

8)
The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the information of mobility protocol tunnelling encapsulation header to the Trusted non 3GPP access Gateway. In case the QoS rules have changed, the updated QoS rules shall also be included in this message.

NOTE 6:
Rules related to the HoA can be sent to the Trusted Non-3GPP Access based on the procedure in clause 6.6.2.

6.4
Detach and PDN Disconnection for S2a

6.4.1
UE/Trusted Non-3GPP IP Access Network Initiated Detach and UE/Trusted Non-3GPP IP Access requested PDN Disconnection Procedure with PMIPv6

6.4.1.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

The procedure in this clause applies to both Detach Procedures, including UE or Trusted non-3GPP access initiated detach procedure, and UE/Trusted non-3GPP Access requested PDN disconnection procedure when supported by the Trusted non-3GPP access.

The UE can initiate the detach procedure, e.g. when the UE is power off. The Trusted Non-3GPP Access Network can initiate the detach procedure due to administrative reasons or detecting the UE's leaving by, e.g. Link-layer event specific to the access technology (refer to PMIPv6 specification, RFC 5213 [8], for more information).
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Figure 6.4.1.1-1: UE/Trusted Non-3GPP Access Network initiated detach procedure or PDN-disconnection with PMIPv6

For detach procedure and in case of connectivity with multiple PDNs, the steps 2 to 6 are repeated for each PDN the UE is connected to.

For UE-requested PDN disconnection procedure, steps 2 to 6 are performed for the PDN that the UE requested disconnection from.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps 3 and 4 do not occur. Instead, the PDN GW may employ static configured policies.

1)
The UE or the Trusted Non-3GPP Access Network triggers either detach or disconnection from a specific PDN by an access technology specific procedure.

2)
The Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS rules to traffic flows for this UE.

3)
The Mobile Access Gateway (MAG) in the Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, lifetime=0) message to the PDN GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The APN is needed in order to determine which PDN to deregister the UE from, as some PDN GWs may support multiple PDNs.

4)
The PDN GW informs the AAA Server/HSS to remove the PDN GW identity information and APN corresponding to the UE's PDN connection. This information is de-registered from the HSS as described in clause 12.

5)
The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

6)
The PDN GW deletes existing entries implied in the Proxy Binding Update message from its Binding Cache and sends a Proxy Binding Ack (MN NAI, APN, lifetime=0) message to the MAG.

7)
Non-3GPP specific resource release procedure is executed. The resources of Trusted Non-3GPP Access Network are released. In case of disconnection from a PDN, if the PDN from which the UE is disconnected was the only PDN that the UE was connected to, detach related procedures may be performed in the Trusted non-3GPP IP access.

6.4.1.2
Chained PMIP-based S8-S2a Roaming Case

This clause defines the UE/Trusted Non-3GPP IP Access Network-initiated detach procedure UE-requested PDN disconnection procedure for PMIP-based S8-S2a chaining. This procedure also applies to UE/ePDG-initiated detach procedure for PMIP-based S8-S2b chaining.
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Figure 6.4.1.2-1: UE/ePDG/Trusted Non-3GPP Access Network initiated detach procedure for chained PMIP-based S8-S2a/b roaming scenarios and PDN-disconnection for chained PMIP-based S8-S2a

For detach procedure and in case of connectivity with multiple PDNs, the steps 2 to 7 are repeated for each PDN the UE is connected to.

For UE-requested PDN disconnection procedure for chained PMIP-based S8-S2a, steps 2 to 7 are performed for the PDN that the UE requested disconnection from.

1)
For detach, initial steps of the detach is performed as described in steps 1‑2 of clause 6.4.1.1 (for trusted non-3GPP access) and step 1 of clause 7.4.1.1 (for untrusted non-3GPP access). For UE-requested PDN disconnection in chained PMIP-based S8-S2a, steps 1-2 of clause 6.4.1.1 are performed.

2)
The MAG in the Trusted Non-3GPP IP Access or ePDG sends a Proxy Binding Update (MN NAI, APN, lifetime=0) message to the Serving GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The APN is needed in order to determine which PDN GW to deregister the UE from, as some PDNs may support multiple PDNs.

3)
The Serving GW deletes all existing entries implied in the Proxy Binding Update message from its Binding Cache and releases all associated resources (e.g. GRE tunnel), and then sends a corresponding Proxy Binding Update message (as in step 2) to the PDN GW in the HPLMN.

4)
The PDN GW informs the AAA Server/HSS to remove the PDN GW address information for the UE.

5)
The PDN GW initiates the PCEF-initiated IP CAN Session Termination Procedure, as specified in TS 23.203 [19].

6)
The PDN GW deletes existing entries implied in the Proxy Binding Update message from its Binding Cache and releases all associated resources, and then sends a Proxy Binding Ack (MN NAI, APN, lifetime=0) message to the Serving GW in the VPLMN.

7)
The Serving GW sends a corresponding Proxy Binding Ack message (as in step 6) to the MAG function in Trusted Non-3GPP IP Access.

8)
The detach procedure is completed as described in step 7 of clause 6.4.1.1 (for trusted non-3GPP access) and step 6 of clause 7.4.1.1 (for untrusted non-3GPP access). In case of disconnection from a PDN, if the PDN from which the UE is disconnected was the only PDN that the UE was connected to, detach related procedures may be performed.

6.4.2
HSS/AAA Initiated Detach Procedure with PMIPv6

6.4.2.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure with PMIPv6 is illustrated in figure 6.4.2.1-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 6.4.2.1-1: HSS/AAA-initiated detach procedure with PMIPv6

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
The HSS/AAA sends a Detach Indication message to the MAG in the Trusted Non-3GPP Access Network to detach a specific UE.

2)
This includes the procedure after step 1 as in figure 6.4.1.1-1.

3)
The MAG of the Trusted Non-3GPP Access Network sends a Detach Ack message to the HSS/AAA.

6.4.2.2
Chained PMIP-based S8-S2a Roaming Case

This clause defines the HSS/AAA-initiated detach procedure for PMIP-based S8-S2a chaining. This procedure also applies for PMIP-based S8-S2b chaining.
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Figure 6.4.2.2-1: HSS/AAA-initiated detach procedure for chained PMIP-based S8-S2a/b roaming scenarios

1)
The HSS/AAA sends a Detach Indication message to the MAG in the Trusted Non-3GPP Access Network or ePDG to detach a specific UE.

2)
The detach procedure as described in steps 2‑7 of clause 6.4.1.1 is performed for trusted non-3GPP accesses and according to steps 2‑6 of clause 7.4.1.1 for untrusted non-3GPP accesses.

3)
The MAG of the Trusted Non-3GPP Access Network or ePDG sends a Detach Ack message to the HSS/AAA.

6.4.3
UE-initiated Detach Procedure and UE-Requested PDN Disconnection Procedure with MIPv4 FACoA

The procedure in this clause applies to both UE initiated Detach Procedure and UE-requested PDN disconnection procedure with MIPv4 FACoA when supported by the Trusted non-3GPP access.

The UE can initiate this procedure, e.g. when the UE is powered off.
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Figure 6.4.3-1: UE-initiated detach procedure with MIPv4 FACoA

NOTE:
AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).

For detach procedure and in case of connectivity with multiple PDNs, the steps 1 to 9 are repeated for each PDN the UE is connected to.

For UE-requested PDN disconnection procedure, steps 1 to 9 are performed for the PDN that the UE requested disconnection from.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
The UE sends a MIPv4 Registration Request (RRQ) (MN-NAI, Home Address, Home Agent Address, Care-of Address, lifetime = 0) message to the Foreign Agent (FA) in the Trusted Non-3GPP Access Network with lifetime value set to zero, indicating de-registration. The MN-NAI identifies the UE. The Home Address includes UE Home IP addresses, the Home Agent Address contains the IP address of Home Agent. Care-of Address indicates the CoA used by the UE for the binding.

2)
The Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS rules to traffic flows for this UE.

3)
The FA relays this MIPv4 RRQ (MN-NAI, lifetime = 0) message to the PDN GW.

4)
The selected PDN GW obtains Authentication and Authorization information from the AAA/HSS.

5)
The PDN GW informs the AAA Server/HSS to remove the PDN GW identity information and APN corresponding to the UE's PDN Connection. This information is de-registered from the HSS as described in clause 12.

6)
The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

7)
The PDN GW sends a MIPv4 Registration Reply (RRP) (MN-NAI, Home Address, Home Agent Address, Lifetime=0) message to the FA.

8)
Any time after step 7, the FA relays this MIPv4 RRP (MN-NAI, Home Address, Home Agent Address, Lifetime=0) message to the UE.

9)
After step 7, Non-3GPP specific resource release procedure is executed.

6.4.4
Network Initiated Detach Procedure with MIPv4 FACoA

Trusted Non-3GPP Access Network initiated detach procedure with MIPv4 FACoA Mode is illustrated in Figure 6.4.4‑1. The Trusted Non-3GPP Access Network can initiate this procedure due to administration reason or detecting the UE's leaving by, e.g. Link-layer event specific to the access technology (see RFC 3543 [25] for more information).
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Figure 6.4.4-1: Trusted Non-3GPP Access Network initiated detach procedure with MIPv4 FACoA

NOTE:
AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
The Trusted Non-3GPP Access Network detects the UE's leaving and initiates a Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS rules to traffic flows for this UE.

2)
The FA sends a Registration Revocation (Home Address, Home Agent Address, Care-of Address) message (see RFC 3543 [25]) to the PDN GW.

3)
The PDN GW informs the AAA Server/HSS to remove the PDN GW identity information and APN corresponding to the UE's PDN Connection. This information is de-registered from the HSS as described in clause 12.

4)
The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

5)
The PDN GW sends a Registration Revocation Ack (Home Address) message (see RFC 3543 [25]) to the FA.

6)
The Trusted Non-3GPP Access Network executes a specific resource release procedure.

6.4.5
HSS/AAA-initiated detach procedure with MIPv4 FACoA

HSS/AAA-initiated detach procedure with MIPv4 FACoA Mode is illustrated in Figure 6.4.5-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 6.4.5-1: HSS/AAA-initiated detach procedure with MIPv4 FACoA

NOTE:
AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
The HSS/AAA sends a detach indication message to the FA in the Trusted Non-3GPP Access Network to detach a specific UE.

2)
This includes the procedure in figure 6.4.4-1.

3)
The FA sends a Detach Ack message to the HSS/AAA.

6.5
Detach and PDN Disconnection for S2c in Trusted Non-3GPP IP Access

6.5.1
General

This clause is related to the cases where at least one DSMIPv6 PDN disconnection procedure is performed. In case of detach the DSMIPv6 PDN disconnection is executed for all the existing PDNs connections, while in the case of disconnecting a single PDN connection the DSMIPv6 PDN disconnection is executed only for the individual PDN connection.

The DSMIPv6 PDN disconnection procedure is on a per PDN basis and allows:

-
the UE to inform the network that it requests to release a S2c based PDN connection, and

-
the network to inform the UE that a S2c based PDN connection is disconnected.

The UE may be disconnected from a PDN either explicitly or implicitly:

-
Explicit PDN disconnection: The network or the UE explicitly requests PDN disconnection and signal with each other.

-
Implicit PDN disconnection: The network disconnects the UE from a PDN, without notifying the UE. This is typically the case when the network presumes that it is not able to communicate with the UE, e.g. due to radio conditions.

Two PDN disconnection procedures are provided when the UE accesses the EPS through S2c:

-
UE-Initiated PDN disconnection Procedure;

-
AAA/HSS-initiated Detach Procedure.

6.5.2
UE-initiated PDN disconnection Procedure

The PDN disconnection procedure when initiated by the UE is illustrated in Figure 6.5.2-1. In case of detaching the UE from EPS, the procedure defined in this clause must be repeated for each PDN.
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Figure 6.5.2-1: UE-initiated DSMIPv6 PDN disconnection procedure in Trusted Non-3GPP Access Network

Non-roaming (Figure 4.2.2-2), home routed roaming (Figure 4.2.3-3) and Local Breakout (Figure 4.2.3-4) cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
If the UE wants to terminate a S2c session for a given PDN, it shall send a de-registration Binding Update (HoA, Lifetime=0) as specified in draft-ietf-mip6-nemo-v4traversal [10].

2.
The PDN GW informs the AAA Server/HSS to remove the PDN GW identity information for the UE. If the PDN GW is in the VPLMN, signalling may be routed via a 3GPP AAA Proxy in the VPLMN.

3.
If there is an active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated IP-CAN session Termination Procedure with the PCRF as specified in TS 23.203 [19].

4.
The PDN GW shall send a Binding Acknowledgement as specified in draft-ietf-mip6-nemo-v4traversal [10]

5.
The PCRF shall remove all active QoS rules which refer to the Home Address. The PCRF executes a PCRF-Initiated Gateway Control Session Termination Procedure with the Trusted Non-3GPP IP Access as specified in TS 23.203 [19]. The Trusted Non-3GPP IP Access will no longer perform any QoS rules or gateway control function associated with the terminated session.


This step describes the case where there are no QoS rules remaining for that UE at the trusted non-3GPP access and thus the GW control session termination is executed. In case there are still active QoS rules for the UE, the GW control session termination procedure is replaced by a QoS rule provision procedure.

6.
The UE terminates the IKEv2 security association for the given PDN as defined in RFC 4306 [9]

7.
After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

6.5.3
HSS-initiated Detach Procedure

The Detach procedure when initiated by the HSS/AAA is illustrated in Figure 6.5.3-1. The Detach procedure defined in this clause must be repeated for each PDN.

In the explicit detach procedure steps 2, 3 and 7 of Figure-6.5.3-1, are performed as illustrated. In the implicit detach, steps 2, 3 and 7 of Figure 6.5.3-1, are omitted.
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Figure 6.5.3-1: AAA/HSS-initiated S2c detach procedure in Trusted Non-3GPP Access Network

Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-2) and Local Breakout (Figure 4.2.3-4) cases are supported by this procedure. The 3GPP AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the 3GPP AAA proxy and vPCRF are not involved.

If dynamic policy provisioning is not deployed, the optional steps 4 and 6 do not occur. Instead, the PDN GW may employ static configured policies.

1.
If the HSS/AAA wants to request the immediate termination of a S2c session for a given UE and a given PDN, it shall send a Session Termination message to the PDN GW. In the roaming case signalling may be routed via a 3GPP AAA Proxy in the VPLMN.

2.
In the explicit detach procedure the PDN GW shall send a detach request message as specified. In the implicit detach procedure this step is omitted.

3.
In the explicit detach procedure, the UE shall acknowledge the detach request. In the implicit detach procedure this step is omitted.

NOTE:
How the detach request and acknowledge messages are implemented is a stage 3 detail.

4.
If there is an active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

5.
The PDN GW shall acknowledge the termination of the S2c session to the AAA. The PDN GW information and APN associated with the UE's PDN Connection are de-registered from the HSS. As this is an HSS-initiated procedure, the mechanism described in clause 12 is not necessary.

6.
The PCRF shall remove any active QoS rule which is referred to the Home Address. The PCRF executes a PCRF-Initiated Gateway Control Session Termination Procedure with the Trusted Non-3GPP IP Access as specified in TS 23.203 [19]. The Trusted Non-3GPP IP Access will no longer perform any QoS rules or gateway control function associated with the terminated session.


This step describes the case where there are no QoS rules remaining for that UE at the trusted non-3GPP access and thus the GW control session termination is executed. In case there are still active QoS rules for the UE, the GW control session termination procedure is replaced by a QoS rule provision procedure.

7.
In the explicit detach the PDN GW or the UE terminates the IKEv2 security association for the given PDN as defined in RFC 4306 [9]. In the implicit detach procedure this step is omitted.

8.
After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

6.6
Network-initiated Dynamic PCC

6.6.1
Network-initiated Dynamic PCC on S2a

If dynamic PCC is deployed, the procedure given in Figure 6.6.1-1 is used by the PCRF to provision rules to the Trusted non-3GPP IP access and for the Trusted non-3GPP IP access to enforce the policy by controlling the resources and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP access is not within the scope of this specification.
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Figure 6.6.1-1: Network-initiated dynamic policy control procedure in Trusted Non-3GPP IP Access for S2a

This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules and Event Trigger information to the Trusted non-3GPP access network..

2.
The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, ,for eg. initiate a dedicated bearer activation, modification or deactivation, if supported. The details of this step are out of the scope of this specification.

3.
The Trusted Non-3GPP IP Access responds to the PCRF indicating its ability to enforce the rules provisioned to it in Step 1 and thus completing the Gateway Control and QoS Rules Provision procedure started in step A.1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

6.6.2
Network-initiated Dynamic PCC for S2c over Trusted Non-3GPP IP Access

This clause is related to the case when network-initiated dynamic resource allocation is supported, and it is utilized for the S2c traffic flow aggregates.

The procedure described in this clause may also be used subsequent to the S2c Attach procedure described in clause 6.3.

In this case, the PCRF may push specific PCC rules to the PDN GW and QoS rules to the Trusted Non-3GPP Access system, in case the Access System supports PCC.
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Figure 6.6.2-1: Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access

This procedure concerns both the non-roaming (as Figure 4.2.2-2) and roaming case (as Figure 4.2.3-3). In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

Steps 1‑4 are the same as in steps 1‑4 in clause 6.6.1. Step 4 may be skipped in case the PCC rules at the PDN GW are already up-to-date.

6.7
UE-initiated Resource Request and Release

6.7.1
UE-initiated Resource Request and Release on S2a

This procedure is applicable to both PMIPv6 on S2a and DSMIPv6 on S2c.

This clause is related to the case when UE-initiated resource request and release is supported in the Trusted Non-3GPP IP Access, and it is utilized for the S2a/S2c traffic flow aggregates.

Figure 6.7.1-1 depicts the procedure for the roaming and non-roaming cases.
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Figure 6.7.1-1: UE-initiated resource request/release with S2a or S2c

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Both the roaming (Figure 4.2.3-1) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to the trusted non-3GPP IP access in the VPLMN. The vPCRF receives the Acknowledgment from the trusted non-3GPP IP access and forwards it to the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

1.
The trusted non-3GPP IP access receives an IP-CAN specific resource allocation or resource release request initiated by the UE.

2.
The trusted non-3GPP IP access initiates the Gateway Control and QoS Rules Request Procedure as specified in TS 23.203 [19]. The trusted non-3GPP IP access provides the UE request or release of resources as an Event Report. The PCRF makes a PCC decision as a result of the Gateway Control and QoS Rules request and provides the updated QoS Rules to the trusted non-3GPP IP access.

3.
An IP-CAN specific resource allocation or resource release procedure may be triggered by the enforcement of the received policy rules. In this step, a response for the resource request/release is sent to the UE.

4.
The trusted non-3GPP IP access indicates to the PCRF whether the requested QoS Rules Provision could be enforced or not and thus completing the Gateway Control and QoS Rules Provision procedure.

5.
The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update the PCC rules in the PDN GW. The updated PCC Rules and Event Triggers include any adjustments to resources due to the decision taken in step 2.

NOTE:
Step 5 may be performed in parallel with Steps 2‑4 if acknowledgement of resource allocation is not required at the PCRF to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

Step 2 may be omitted if the Trusted non-3GPP IP access has already received authorisation for the UE's request from the PCRF, eg. QoS rules downloaded at handover.

6.7.2
UE-initiated Resource Request for S2c over Trusted Non-3GPP IP Access

The procedure is specified in clause 6.7.1.

6.8
UE-initiated Connectivity to Additional PDN

6.8.1
UE-initiated Connectivity to Additional PDN with PMIPv6 on S2a

6.8.1.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

Establishment of connectivity to an additional PDN over trusted access with S2a is supported only for the accesses that support such feature and the UEs that have such capability.

PMIPv6 specification, RFC 5213 [8], is used to setup an IP connectivity between the trusted non-3GPP IP access and the EPC during initial attach. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.

NOTE 1:
The PDN GW treats each MN-ID+APN as a separate binding and may allocate a new IP address/prefix for each binding.

One PDN connection per APN is supported. If the UE requests a PDN connection for an APN for which the UE already has an active PDN connection, the trusted non-3GPP IP access shall reject the PDN connectivity request.

The procedure is also used for the re-establishment of existing PDN connectivity after the UE performed the handover from 3GPP accesses for the first PDN connection by the Attach procedure.
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Figure 6.8.1.1-1: Additional PDN connectivity with Network-based MM mechanism over S2a for non-roaming and roaming

The steps in the procedure which are marked as optional occur only if dynamic policy provisioning has been deployed.

In the roaming case, messages are forwarded between the Trusted Non-3GPP IP Access and the hPCRF via the vPCRF. In the case of LBO, messages are forwarded between the PDN GW and the hPCRF via the vPCRF also. Further, in the case of LBO, messages between the PDN GW and the 3GPP AAA Server are sent via the 3GPP AAA Proxy.

1)
When the UE wishes to connect to an additional PDN, it sends a trigger indicating that connectivity with that specific PDN is desired. The UE provides information about the new PDN by using an APN. If supported by the non-3GPP access, the UE may send Protocol Configuration Options in this step using access specific mechanisms. The Protocol Configuration Options provided by the UE may include the user credentials for PDN access authorization. The UE triggers the re-establishment of existing PDN connectivity after the handover by providing a Request Type indicating "Handover" on accesses that support the indication.

NOTE 2:
The definition of the trigger that the UE provides to the access network (MAG) is out of scope of 3GPP.

2)
At this step the trusted non-3GPP IP access performs PDN GW selection as described in clause 4.5.1. Steps 4 to 10 according to clause 6.2.1 are executed with PDN GW2 instead of PDN GW1.

3)
The trusted non-3GPP IP access system sends the reply message to the UE with the allocated IP address from the PDN that the UE indicated at step 1. If supported by the non-3GPP access, the Protocol Configuration Options provided by the PDN GW in step 2 are returned to the UE in this step using access specific mechanisms. Since UE requested for additional PDN connectivity, the UE configures the IP address received from the MAG without deleting its configuration for connectivity with any other previously established PDN. For handover, the UE is returned the IP address the UE obtained before the handover during PDN connectivity establishment.

NOTE 3:
The definition of the message used to carry the new connectivity information to the UE is out of scope of 3GPP.

4)
The PMIPv6 tunnel is thus set up between the Trusted Non-3GPP IP Access and the PDN GW corresponding to the requested additional PDN while maintaining tunnels previously established for other PDNs.

6.8.1.2
Chained PMIP-based S8-S2a Roaming Case

This clause defines the UE-initiated Connectivity to Additional PDN for PMIP-based S8-S2a chaining. This procedure also applies for PMIP-based S8-S2b chaining.

One PDN connection per APN is supported. If the UE requests a PDN connection for an APN for which the UE already has an active PDN connection, the trusted non-3GPP IP access shall reject the PDN connectivity request.
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Figure 6.8.1.2-1: Additional PDN connectivity for chained PMIP-based S8-S2a/b roaming scenarios

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The gateway control signalling in steps 2 and 4 between the gateway and PCRF occur only for Trusted Non-3GPP IP Accesses.

1)
When the UE wishes to connect to an additional PDN, it sends a trigger according to step 1 of clause 6.8.1.1 (Figure 6.8.1.1-1).

2)
The non-3GPP access gateway initiates the Gateway Control Session Establishment Procedure with the hPCRF by way of the vPCRF, as specified in TS 23.203 [19].

3)
Steps 2 to 7 according to clause 6.2.4 (Figure 6.2.4-1) are executed with PDN GW2 instead of PDN GW1.

4)
In case the QoS rules have changed, the hPCRF by way of the vPCRF updates the QoS rules at the non-3GPP access gateway by initiating the Gateway Control and QoS Rules Provison Procedure, as specified in TS 23.203 [19].

5)
The trusted non-3GPP access system or ePDG sends the reply message to the UE according to step 4 of clause 6.8.1.1 (Figure 6.8.1.1-1). If supported by the trusted non-3GPP access system, the Protocol Configuration Option provided by the PDN GW in step 3 are returned to the UE in this step using access specific mechanisms.

6.8.2
UE-initiated Connectivity to Additional PDN with MIPv4 FACoA on S2a

NOTE:
The PDN GW treats each MN-ID+APN as a separate binding and may allocate a new IP address for each binding.

Multiple connections to the same APN is supported for MIPv4 FACoA on S2a as theUE and PDN GW distinguish between connections by means of the UE's distinct home addresses for each connection.
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Figure 6.8.2-1: UE-initiated Connectivity to Additional PDN with MIPv4 FACoA on S2a

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1)
When the UE wishes to connect to an additional PDN, UE sends a Registration Request (RRQ) (MN-NAI, lifetime, APN) RFC 3344 [12] message to the FA as specified in RFC 3344 [12]. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension RFC 2794 [34]. The UE may not indicate a specific Home Agent address in the RRQ message, in which case the PDN Gateway/Home Agent is selected by the FA. The UE then receives the IP address of the PDN Gateway in step 3 as part of the Registration Reply (RRP) message. The UE should then include the PDN Gateway address in the Home Agent address field of subsequent RRQ messages. The UE provides information about the new PDN by using an APN as specified in draft-korhonen-mip4-service [39].

2)
The trusted non-3GPP IP access performs a PDN GW selection for the new PDN connection. Steps 6‑12 of clause 6.2.3 are executed with PDN GW2 instead of PDN GW1. The AAA interactions for obtaining Authentication and Authorization information occur irrespective of whether the UE has a PDN connection with a different APN to the same PDN GW or not.

3)
The FA processes the RRP (MN-NAI, Home Address, Home Agent Address, APN) message according to RFC 3344 [12] and sends a corresponding RRP message to the UE.

4)
The MIPv4 tunnel is thus set up between the Trusted Non-3GPP IP Access and the PDN GW2 corresponding to the requested additional PDN while maintaining tunnels previously established for other PDNs.

6.8.3
UE-initiated Connectivity to Additional PDN from Trusted Non-3GPP IP Access with DSMIPv6 on S2c

This clause is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host-based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface. This case describes the scenario when UE adds connectivity to one or more additional PDN at any time after initial attach. Since host-based mobility mechanisms are used, the procedure is similar to the initial attach procedure.

NOTE:
Based on the MN-ID and APN, the PDN GW may allocate a new IP address/prefix for a new binding.
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Figure 6.8.3-1: UE-initiated connectivity to multiple PDNs from Trusted Non-3GPP IP Access with DSMIPv6

When the initial attachment is performed, the UE performs procedures described in clause 6.3, Figure 6.3-1, to obtain connectivity with a PDN GW and a specific PDN. If at any time, the UE wants to obtain connectivity with additional PDNs, it repeats steps 4-8 of Figure 6.3-1.

1).
The UE performs PDN GW discovery for the new PDN and repeats steps 4-8 of clause 6.3, Figure 6.3-1 for each additional PDN the UE wants to connect to. This step can be performed and be repeated at any time after the initial attach for one or multiple PDNs.

If the UE discovers a different PDN GW for the additional PDN connectivity, when the current PDN GW could provide access to the additional PDN, the PDN GW reallocation procedure may be used, as defined in clause 6.10.

6.9
Void

6.10
PDN GW reallocation upon attach on S2c

The PDN GW reallocation procedure depicted in figure 6.10-1 can be used by the HSS/AAA to force the assignment of a new PDN GW to the UE upon attach with DSMIPv6 in a trusted or untrusted non-3GPP IP access. The decision on whether to trigger PDN GW reallocation is taken by the HSS/AAA according to the principles described in clause 4.5.2.
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Figure 6.10-1: PDN GW reallocation upon initial attach on S2c

The following is a detailed description of the involved steps:

1)
The UE authenticates in the trusted non-3GPP access, or establishes the IPsec tunnel with the ePDG, and obtains a local IP address to be used as care-of address for DSMIPv6.

2)
The UE establishes the DSMIPv6 SA with the initially discovered PDN GW. This implies a AAA exchange with the HSS/AAA. The HSS/AAA triggers the PDN GW and the APN associated with the UE's PDN Connection reallocation piggybacking a reallocation indication and the target PDN GW identity in the AAA exchange. In the signalling from the PDN-GW to the UE, the PDN-GW indicates reallocation, assigns no IPv6 prefix to the UE and includes the IP address of the target PDN GW.

3)
The UE establishes the DSMIPv6 SA with the target PDN GW provided by the network during step 2.

4)
The UE performs the DSMIPv6 registration with the target PDN GW.

NOTE 1:
In case the UE performs DSMIPv6 bootstrapping for an existing PDN connection, the UE includes its IPv6 Home Address during step 2.

NOTE 2:
The DSMIPv6 SA between the UE and the initial PDN GW may be implicitly removed by the UE and the initial PDN GW any time after step 2, before expiry of the SA.

6.11
S2c Bootstrapping via DSMIPv6 Home Link over a Trusted Access

When the UE is connected on a trusted non-3GPP access considered to be DSMIPv6 home link for the UE based on clause 4.5.6, the UE may trigger the establishment of S2c IKEv2 SA, e.g. to optimize future handovers to other accesses using S2c. For each PDN connection, the S2c IKEv2 SA establishment has to be performed separately.

NOTE:
A trusted non-3GPP access can be defined as DSMIPv6 Home Link in addition to the 3GPP access.

Once the UE is attached to the PDN over the trusted non-3GPP access, the procedure describing the bootstrapping is in clause 15.1.

6.12
PDN GW initiated Resource Allocation Deactivation

6.12.1
PDN GW initiated Resource Allocation Deactivation with S2a PMIP

All the resource allocations associated with the PDN address are released in this procedure.
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Figure 6.12.1-1: PDN GW Initiated Binding Revocation with S2a PMIP

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP IP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 6.12.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PDN GW sends a Binding Revocation Indication message to the trusted non-3GPP IP access as defined in draft-ietf-mext-binding-revocation [35].

2.
The resources may be released in the trusted non-3GPP IP access, according to an access specific, trusted non-3GPP IP access initiated, release mechanism.

3.
If the resources are released in the trusted non-3GPP IP access, the trusted non-3GPP IP access initiates a Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

4.
The trusted non-3GPP IP access returns a Binding Revocation Acknowledgement message to the PDN GW.

NOTE:
For some accesses, the resources may be released independently of deactivation from the PDN GW.

6.12.2
PDN GW initiated Resource Allocation Deactivation with S2a MIPv4

All resource allocations associated with the PDN address are released in this procedure.
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Figure 6.12.2-1: PDN GW Initiated Registration Revocation over S2a MIPv4 interface

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 6.12.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
If the revocation support has been negotiated, the PDN GW sends a Registration Revocation message to the trusted non-3GPP IP access as defined in RFC 3543 [25].

2.
The resources may be released in the trusted non-3GPP IP access, according to an access specific, trusted non-3GPP IP access initiated, release mechanism.

3.
The Trusted Non-3GPP Access Network detects the UE's leaving and initiates a Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS policy to service data flows for this UE.

4.
The trusted non-3GPP IP access returns a Registration Revocation Acknowledgement message to the PDN GW.

NOTE:
For some accesses, the resources may be released independently of deactivation from the PDN GW.

6.12.3
PDN GW initiated Resource Allocation Deactivation for Chained PMIP-based S8-S2a Roaming

This clause defines the PDN GW initiated resource allocation deactivation for chained PMIP-based S8-S2a roaming. This procedure also applies for PMIP-based S8-S2b chaining.
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Figure 6.12.3-1: PDN GW Initiated Binding Revocation for Chained PMIP-based S8-S2a Roaming Case

The optional interaction step between the gateways and the PCRF in the procedures in figure 6.12.3-1 occur only if dynamic policy provisioning is deployed. Otherwise policies may be statically configured in the gateway.

1.
The PDN GW sends a Binding Revocation Indication message to the MAG function in the Serving GW as defined in draft-ietf-mext-binding-revocation [35].

2.
The Serving GW sends a corresponding Binding Revocation Indication message to the MAG function of the trusted non-3GPP IP access or ePDG.

3.
The trusted non-3GPP IP access or ePDG may release allocated resources in the non-3GPP IP access according to access specific release mechanisms.

4.
In case a Gateway Control Session between the trusted non-3GPP access or ePDG and hPCRF exists, the Gateway Control Session Termination procedure, as specified in TS 23.203 [19], is performed.

5.
The MAG function of the trusted non-3GPP IP access or ePDG returns a Binding Revocation Acknowledgement message to the Serving GW.

6.
The MAG function of the Serving GW or ePDG sends a corresponding Binding Revocation Acknowledgement message to the PDN GW.

NOTE:
For some accesses, the resources may be released independently of deactivation from the PDN GW.

6.12.4
Void

6.13
PDN GW initiated IPv4 address Delete Procedure

This procedure is initiated by the PDN GW when the UE releases the IPv4 address using DHCPv4 procedure or the lease for the IP address has expired. The procedure is used to delete the IPv4 address from the PDN connection bearer context.
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Figure 6.13-1: PDN GW initiated IPv4 address Delete Procedure

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The PCEF initiates the IP‑CAN Session Modification Procedure with the PCRF as specified in TS 23.203 19]. The PDN GW provides the information to enable the PCRF to uniquely identify the IP‑CAN session.

2.
In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a Gateway Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the Trusted non-3GPP access of the updated QoS rules.

3.
The Trusted non-3GPP Access initiates the "Network-initiated Dynamic PCC on S2a" procedure to release the bearers.

4.
The trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the Gateway Control and Qos Rules provision procedure descripbed in TS 23.203 [19].

5.
The PDN GW sends a Binding Revocation Indication (PDN address) message to the trusted non-3GPP access to revoke the IPv4 address as defined in draft-ietf-mext-binding-revocation [35].

6.
The trusted non-3GPP access returns a Binding Revocation Acknowledgement message to the PDN GW.

6.14
Non-3GPP access initiated IPv4 address Delete Procedure

This procedure is initiated by the Trusted non-3GPP access when the UE releases the IPv4 address using DHCPv4 procedure or the lease for the IP address has expired. The procedure is used to delete the IPv4 address from the PDN connection and bearer context.
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Figure 6.14-1: Non-3GPP access initiated IPv4 address Delete Procedure

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The MAG in the Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, lifetime=0, IPv4 only indication) message to the PDN GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The indication for IPv4 only informs the UE that only the IPv4 address from BCE is to be deleted. The APN is needed in order to determine which PDN GW to de-register the UE from, as some PDNs may support multiple PDNs.

2.
The PDN GW modifies the existing entry to delete the IPv4 address implied in the Proxy Binding Update message from its Binding Cache and releases all associated resources, and then sends a Proxy Binding Ack (MN NAI, APN, lifetime=0, IPv4 only indicator) message to the MAG in trusted non-3GPP access.

3.
The PDN-GW initiates the PCEF initiated IP-CAN session modification procedure as described in TS 23.203 [19] to inform the PCRF of the deleted IPv4 address. If PCC rules have changed the PCRF provides the updated PCC rules to the PDN-GW as part of this procedure.

4.
In case QoS rules have to be modified, eg change of SDF filters, the PCRF initiates a Gateway Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the S‑GW of the updated QoS rules.

5.
An IP‑CAN specific or resource release procedure may be triggered by the enforcement of the received policy rules.

6.
The Trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the Gateway Control and QoS rules provision procedure descripbed in TS 23.203 [19].

6.15
IPv4 Home Address Release Procedure for S2c

This procedure is initiated by the UE to release an IPv4 Home Address previously registered at the PDN GW.
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Figure 6.15-1: IPv4 Home Address Release Procedure for S2c

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, relaying the PCC messages between the hPCRF in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the vPCRF is not involved at all. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.

1.
The UE sends a Binding Update (IPv6 HoA, IPv4 HoA, lifetime=0, IPv4 only indication) message to the PDN GW with lifetime value set to zero, indicating de-registration for the IPv4 Home Address only. The indication for IPv4 only informs the UE that only the IPv4 address from BCE is to be deleted.

2.
The PDN GW modifies the existing entry to delete the IPv4 home address implied in the Binding Update message from its Binding Cache and releases all associated resources, and then sends a Binding Ack (lifetime=0, IPv4 only indicator) message to the UE.

3.
The PDN-GW initiates the PCEF initiated IP-CAN session modification procedure as described in TS 23.203 [19] to inform the PCRF of the deleted IPv4 address. If PCC rules have changed the PCRF provides the updated PCC rules to the PDN-GW as part of this procedure.

4.
In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the S‑GW of the updated QoS rules.

5.
An IP CAN specific or resource release procedure may be triggered by the enforcement of the received policy rules.

6.
The Trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the GW Control and QoS rules provision procedure descripbed in TS 23.203 [19].
End of Change

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1284283991.doc


B.1. Gateway Control and QoS Policy Rules Provision Procedure - end







A.1. Gateway Control and QoS Policy Rules Provision Procedure - begin







B.2 PCC Rules Provision Procedure







Roaming Scenario







hPCRF







Dedicated bearer procedure as per TS 23.401, Figure 5.4.{1,3}-1 and 5.4.2.1-1 and 5.4.4.1-1, between (A) and (B)







PDN GW







MME







eNB







UE







vPCRF







S-GW












_1290501070.doc


B.1 Gateway Control and QoS Policy Rules Request - end







B.2 PCC Rules Provision Procedure







A.1 Gateway Control and QoS Rules Request -begin







Dedicated bearer activation/modification procedure as per TS 23.401,�Figure 5.4.{1,2.1, 2.2, 3}-1 between Step A and B; or Dedicated bearer deactivation procedure as per figure 5.4.4.1-1 from Steps 3a to Step 8a.







Roaming Scenarios







UE requested bearer resource modification procedure as per TS 23.401, Figure 5.4.5-1 before Step A







Serving GW







hPCRF







vPCRF







PDN GW







UE












_1298880889.doc


B.1. Gateway Control and QoS Rules Provision Procedure - end







A.1. Gateway Control and QoS Rules Provision Procedure - begin







B.2 PCC Rules Provision Procedure







Roaming Scenario







hPCRF







Dedicated bearer procedure as per TS 23.401, Figure 5.4.{1,3}-1 and 5.4.2.1-1 and 5.4.4.1-1, between (A) and (B)







PDN GW







MME







eNB







UE







vPCRF







S-GW












_1298885451.doc


1. PCEF-Initiated IP-CAN session modification Procedure











4. Gateway Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Serving GW 







MME 







eNodeB







PDN GW







6. Binding Revocation Ack







5. Binding Revocation Request <Indication to delete IPv4 address only>







UE







3. TS 23.401 Section 5.4.3 "PDN GW initiated bearer modification without QoS update" between steps (A) and (B) 







2. Gateway Control and QoS Rules Provision Procedure - begin












_1298976328.doc


3. Gateway Control and QoS Rules Provision- end







4. PCC Rules Provision Procedure







1. Gateway Control and QoS Rules Provision- begin







2. Access specific mechanism to enforce the policy







Trusted Non-3GPP Access







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1298977732.doc


4. Gateway Control and QoS Rules Request - end







5. PCC Rules Provision Procedure







2. Gateway Control and QoS Rules Request -begin







Trusted Non-3GPP IP Access







hPCRF







vPCRF







PDN GW







UE







3. Access specific mechanism to enforce the policy







Roaming Scenarios







1. IP-CAN specific resource request/release initiated by UE












_1298894597.doc


3. PCEF-Initiated IP-CAN session modification Procedure











6. Gateway Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Trusted non-3GPP Access











4. Gateway Control and QoS Rules Provision Procedure - end







PDN GW







          2. PBA







1. PBU Lifetime=0, <Indication to delete IPv4 address only







UE







5. Access Specific mechanism for modification of context according to the rule. 
















_1298894769.doc


1. PCEF-Initiated IP-CAN session modification Procedure











4. Gateway Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Trusted non-3GPP Access















PDN GW







 6. Binding Revocation Acknowledgement







5. Binding Revocation Indication, (Indication to delete IPv4 address only)







UE







3. Access Specific mechanism for modification of context according to the rule. 







2. Gateway Control and QoS Rules Provision Procedure - begin












_1298885962.doc


1. Gateway Control and QoS Rules Provision- begin







3. Gateway Control and QoS Rules Provision- end







4. PCC Rules Provision Procedure







Roaming Scenarios







2. Access specific mechanism to enforce the policy







hPCRF







vPCRF







PDN GW







Trusted Non-3GPP  IP Access












_1298894524.doc


3. PCEF-Initiated IP-CAN session modification Procedure











6. Gateway Control and QoS Rules Provision Procedure-end 







hPCRF







vPCRF 







Trusted non-3GPP Access











4. Gateway Control and QoS Rules Provision Procedure - begin 







PDN GW







          2. BA







1. BU Lifetime=0, <Indication to delete IPv4 address only







UE







5. Access Specific mechanism for modification of context according to the rule. 
















_1298881296.doc


A.1 Gateway Control and QoS Rules Request Procedure







A.2 PCC Rules Provision Procedure











Roaming Scenarios







Dedicated bearer deactivation procedure as per TS 23.401, Figure 5.4.4.2-1, before Steps (A)







Dedicated bearer deactivation procedure as per TS 23.401, Figure 5.4.4.2-1, between Steps (A) and (B)







hPCRF







PDN GW







MME







eNB







UE







vPCRF







S-GW












_1298881330.doc


B.1 Gateway Control and QoS Rules Request - end







B.2 PCC Rules Provision Procedure







A.1 Gateway Control and QoS Rules Request -begin







Dedicated bearer activation/modification procedure as per TS 23.401,�Figure 5.4.{1,2.1, 2.2, 3}-1 between Step A and B; or Dedicated bearer deactivation procedure as per figure 5.4.4.1-1 from Steps 3a to Step 8a.







Roaming Scenarios







UE requested bearer resource modification procedure as per TS 23.401, Figure 5.4.5-1 before Step A







Serving GW







hPCRF







vPCRF







PDN GW







UE












_1298881151.doc










B.2 PCC Rules Provision Procedure















B.1 Gateway Control and QoS Rules Request Procedure - end











A.2 PCC Rules Provision Procedure











Procedure as per TS 23.401, Figure 5.4.2.2-1, before Step (A)







HSS







Roaming Scenario







hPCRF







Bearer procedure as per TS 23.401, Figure 5.4.2.2-1, between steps (A) and (B)







PDN GW







MME







eNB







UE







vPCRF







S-GW







A.1 Gateway Control and QoS Rules Request Procedure - begin
















_1293557345.doc


(D)







(C)







A.3b PCEF-Initiated IP-CAN Session Modification Procedure











Alt. B)







B.3 Proxy Binding Ack







B.2 PCEF-Initiated IP-CAN Session Modification Procedure







B.1 Proxy Binding Update







Alt. A)







UE Requested PDN connectivity procedure as in TS 23.401, Figure 5.10.2-1, after step (B)







Roaming Scenarios











A.3a IP-CAN Session Establishment Procedure







A.1 Gateway Control Session Establishment Procedure







vPCRF







UE Requested PDN connectivity procedure as in TS 23.401, Figure 5.10.2-1, between step (A) and step (B)







UE Requested PDN connectivity procedure as in TS 23.401, Figure 5.10.2-1, before step (A)







UE







eNodeB 







PDN GW







HSS/AAA







hPCRF







Serving GW







old MME







new MME







A.2 Proxy Binding Update







A.4 Proxy Binding Ack












_1297702688.doc


2. Steps 6 – 12 of Figure 6.2.3-1







3. MIPv4 Registration Reply (home address)







1. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request, Service Request Selection]







Existing MIPv4 Tunnel







4. New MIPv4 Tunnel







Existing MIPv4 Tunnel







Scenarios







Roaming







Proxy







AAA 











AAA







HSS/







hPCRF







vPCRF







GW 2







PDN 







GW







PDN 







Access (FA)







Trusted Non-3GPP IP







UE












_1297745592.doc


10. Gateway Control and QoS Rules Provison Procedure







6. IP-CAN Session Establishment Procedure







4. Gateway Control Session Establishment Procedure







8. Proxy Binding Ack







9. PMIP Tunnel















11. L3 Attach Completion







3. L3 Attach Trigger







1. Non-3GPP Specific Procedures







2. EAP Authentication







7. Update PDN GW Address







2. Authentication & Authorization















Trusted Non-3GPP IP Access







5. Proxy Binding Update







hPCRF







HSS/



AAA







PDN GW







AAA Proxy







vPCRF







UE







Roaming  Scenarios












_1297748659.doc


Trusted Non-3GPP IP Access initiated release procedures (where applicable)







Trusted Non-3GPP IP Access







4. Binding Revocation Ack







2. Release the Old context 







vPCRF







Scenarios











Roaming 







hPCRF







GW







PDN







1. Binding Revocation Request







3. Gateway Control Session Termination Procedure







UE












_1297701962.doc


 







 







6. Gateway Control Session Establishment�    Procedure







 







8. AAA Interactions







14. MIPv4 Tunnel Established







 







13. MIPv4 Registration Reply (home address) 







10. Update PDN GW Address







11. MIPv4 Registration Reply (home address) 







7. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request]







5. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request]







4. MIPv4 Foreign Agent Advertisement [care-of-address]







 







3. MIPv4 Agent Solicitation







 







2. Auth







Roaming Scenarios







2. Authentication and Authorization







 







1. Non-3GPP specific�    Procedures







 







HSS/AAA







 







hPCRF







vPCRF







Trusted non-�3GPP IP�Access







 







3GPP�AAA�Proxy







 







PDN GW







UE












_1296462672.doc
[image: image1.emf]













Roaming







 







 Scenarios







 







 







 







UE







 







 







 







Initi







 







al







 







 







 







PDN 







 







GW







 







 







 







HSS/







 







 







 







AAA







 







 







 







Trusted Non







 







-







 







3GPP 







 







IP Access/ePDG







 







 







 







2. DSMIPv6 security association 







 







setup and reallocation trigger











 







 







 































 







 







1. 







 







Access t







 







o trusted non







 







-







 







3GPP IP access/ePDG and CoA configuration: Figure 6.3







 







-







 







1 steps







 







 







 







1







 







-







 







3 (trusted 







 







access) or Figure 7.3







 







-







 







1 steps 1







 







-







 







3 (untrusted access) 







 







 







 







Target







 







 







 







PDN 







 







GW







 







 







 







Reallocation trigger and







 







 







 







target PGW address







 







 







 







2. Authentication and authorization







 







 







 























































AAA 







 







Proxy







 







 







 







4







 







. 







 







BU/BA exchange with target PDN GW: Figure 6.3







 







-







 







1 steps







 







 







 







5







 







-







 







8







 







(trusted access)







 







 or Figure 7.3







 







-







 







1 







 







steps 5







 







-







 







7 (untrusted access)







 







 







 







vPCRF







 







 







 







hPCRF







 







 







 







3







 







. 







 







DSMIPv6 security association setup, HoA configuration with target PDN GW: Figure 6.3-1 step 4 (trusted











































access) or Figure 7.3-1 step 4 (untrusted access)












































_1292223833.doc


1. PCEF-Initiated IP-CAN session modification Procedure











4. GW Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Serving GW 







MME 







eNodeB







PDN GW







6. Binding Revocation Ack







5. Binding Revocation Request <Indication to delete IPv4 address only>







UE







3. TS 23.401 Section 5.4.3 "PDN GW initiated bearer modification without QoS update" between steps (A) and (B) 







2. GW Control and QoS Rules Provision Procedure - begin












_1284382652.doc


Trusted Non-3GPP IP Access







2. The procedures as TS 23.402, Figure 6.4.1.1-1, after Step 1







3. UE De-Registration Ack







1. UE De-registration Request







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy











UE







Roaming Scenarios












_1287901769.doc


A.3 PCEF-InitIiated IP-CAN Session Termination Procedure







A.1 Gateway Control Session Termination Procedure







Procedure as TS 23.401 Figure 5.10.3-1 after Step (A) for UE/MME initiated PDN disconnection, or



Figure 5.4.4.1-1 after Step (A) for S-GW initiated PDN disconnection











Procedure as per TS 23.401 Figure 5.10.3-1 before Step (A) for UE/MME initiated PDN disconnection







Roaming Scenario







hPCRF







A.4. Proxy Binding Ack







A.2. Proxy Binding Update







vPCRF







Serving GW







MME







eNodeB







UE







HSS/�AAA 







PDN GW
















_1290259306.doc


Existing PDN connection







3GPP 







-







non







Trusted 







GW2







PDN 







8 of Figure 6.3-1







-







l PDNs, as in steps 4







1. S2c Attach to additiona







GW1







PDN 







UE












_1288611673.doc


3. PCEF-Initiated IP-CAN session modification Procedure











6. GW Control and QoS Rules Provision Procedure-end 







hPCRF







vPCRF 







Trusted non-3GPP Access











4. GW Control and QoS Rules Provision Procedure - begin 







PDN GW







          2. BA







1. BU Lifetime=0, <Indication to delete IPv4 address only







UE







5. Access Specific mechanism for modification of context according to the rule. 
















_1285679781.doc


3. PCEF-Initiated IP-CAN session modification Procedure











6. GW Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Trusted non-3GPP Access











4. GW Control and QoS Rules Provision Procedure - end







PDN GW







          2. PBA







1. PBU Lifetime=0, <Indication to delete IPv4 address only







UE







5. Access Specific mechanism for modification of context according to the rule. 
















_1287230810.doc






 







4. Gateway Control and QoS Rules Provision Procedure



















Existing PMIP Tunnel







New PMIP Tunnels



























           3. Steps 2-7 of Figure 6.2.4-1











2. Gateway Control Session Establishment Procedure







Access/ ePDG 







Existing PMIP Tunnel







S-GW







5. Reply (new PDN connectivity information)







1. Trigger new PDN Connectivity







Proxy







AAA 







AAA







HSS/







hPCRF







vPCRF







GW 2







PDN 







GW







PDN 







Non-3GPP







Trusted







UE












_1284817469.doc


1. PCEF-Initiated IP-CAN session modification Procedure











4. GW Control and QoS Rules Provision Procedure - end







hPCRF







vPCRF 







Trusted non-3GPP Access















PDN GW







 6. Binding Revocation Acknowledgement







5. Binding Revocation Indication, (Indication to delete IPv4 address only)







UE







3. Access Specific mechanism for modification of context according to the rule. 







2. GW Control and QoS Rules Provision Procedure - begin












_1284376943.doc


TS 23.401, Figures 5.3.3.{2,3}-1 and 5.5.2.{1,2,3,4}.3-1, before step A.







A.2 PCC Rules Provision Procedure







A.1 Gateway Control and QoS Rules Request  Procedure







TS 23.401, Figures 5.3.3.{2,3}-1 and 5.5.2.{1,2,3,4}.3-1, before step A.







 







hPCRF







 







vPCRF







 







HSS







 







GW







 







PDN







 







GW







Serving 







 







Scenarios







 







Roaming







 












_1284377015.doc


B.1 Gateway Control Session Termination Procedure







A.2 PCC Rules Provision Procedure







A.1 Gateway Control Session Establishment Procedure







TS 23.401, Figures 5.3.3.6-1 and 5.5.2.{1,2,3,4}-2 between Step (A) and (B)







TS 23.401, Figures 5.3.3.6-1 and 5.5.2.{1,2,3,4}-2 before Step (A)







TS 23.401, Figures 5.3.3.6-1 and 5.5.2.{1,2,3,4}-2 after Step (B)







A.4 Proxy Binding Ack







A.3 Proxy Binding Update







Serving GW







hPCRF







vPCRF







PDN GW







Target Serving GW







 Roaming Scenarios












_1284364894.doc


A.1 GW Control and QoS Rules Request Procedure







A.2 PCC Rules Provision Procedure











Roaming Scenarios







Dedicated bearer deactivation procedure as per TS 23.401, Figure 5.4.4.2-1, before Steps (A)







Dedicated bearer deactivation procedure as per TS 23.401, Figure 5.4.4.2-1, between Steps (A) and (B)







hPCRF







PDN GW







MME







eNB







UE







vPCRF







S-GW












_1273567289.doc


UE triggered Service Request procedure as per TS 23.401, Figure 5.3.4.1-1 after step (A)







UE triggered Service Request procedure as per TS 23.401, Figure 5.3.4.1-1 before step (A)







A.1 Gateway Control and QoS Rules Request Procedure







A.2 PCC Rules Provision Procedure







 







PDN GW







hPCRF







Serving GW







vPCRF







UE







Roaming Scenarios







 












_1273578065.doc


4. PCEF-Initiated IP-CAN Session Establishment Procedure







7. Proxy Binding Ack







1. Attach Initiation







PMIP Tunnel







PMIP Tunnel







8. Complete Attach







6. Proxy Binding Ack







 







3. Proxy Binding Update







S-GW







5. Update PDN GW Address







. 







Access/ePDG







Non-3GPP







Trusted 







 







2. Proxy Binding Update







hPCRF







AAA







HSS/







GW







PDN 







Proxy







AAA 







vPCRF







UE












_1275124986.doc


5. PCEF-Initiated IP-CAN Session Termination Procedure







8. Detach Completion







1. Detach Initiation







6. Proxy Binding Ack







7. Proxy Binding Ack







3. Proxy Binding Update (lifetime=0)







S-GW







4. Update PDN GW Address







Access/ePDG







Non-3GPP







Trusted 







2. Proxy Binding Update (lifetime=0)







hPCRF







AAA







HSS/







GW







PDN







vPCRF







 







Proxy







AAA 







UE












_1282055001.doc


2. Steps 4-10 of Figure 6.2.1-1







3. Reply(new PDN connectivity information)







1. Trigger new PDN Connectivity







Existing PMIP Tunnel







4. New PMIP Tunnel







Existing PMIP Tunnel























Roaming



Scenarios







AAA Proxy











HSS/AAA







hPCRF







vPCRF







PDN GW 2







PDN GW







Trusted Non-3GPP IP Access (MAG)







UE




















_1284278126.doc


Trusted Non-3GPP IP Access initiated release procedures (where applicable)







Trusted Non-3GPP IP Access GW







4. Registration Revocation Ack











2. Release the Old context 







vPCRF







Scenarios







3. Gateway Control Session Termination Procedure







Roaming 







hPCRF







GW







PDN 







1. Registration Revocation 











UE












_1275202739.doc


6. IP-CAN Session Establishment Procedure







3. Gateway Control Session Establishment Procedure







C)







B)







A)







4. MIPv6 Security Association Setup







                 4. Authentication and Authorization







2. L3 Attach and Local IP Address Allocation







1. Authentication and Authorization







1. Access Authentication







7. Binding Acknowledgement







Trusted Non-3GPP IP Access







5. Binding Update







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios







3. Gateway Control Session Establishment Procedure







8. Gateway Control and QoS Rules Provision Procedure












_1273580431.doc


4. Gateway Control Session Termination �Procedure







6. Binding Revocation Ack







1. Binding Revocation Request







GW







Serving







Trusted Non-3GPP IP Access or ePDG initiated release procedures (where applicable)







Trusted Non-3GPP Access / ePDG







5. Binding Revocation Ack







3. Release the old context







vPCRF







hPCRF







 







 







GW







PDN







2. Binding Revocation Request







UE












_1273586828.doc


7. Non-3GPP specific resource release procedure







6. IKEv2 SA Termination







5. PCRF-Initiated Gateway Control Session Termination Procedure







3. PCEF-Initiated IP-CAN Session Termination Procedure







2. Update PDN GW Address







4. Binding Acknowledgement







Trusted Non-3GPP Access







1. Binding Update







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1273578990.doc


S-GW







Access/ePDG







Non-3GPP IP 







Trusted







2. Detach Procedures







3. Detach Ack







1. Detach Indication







hPCRF







AAA







HSS/







GW







PDN







vPCRF







Proxy







AAA 







UE












_1273568451.doc


4. AAA Interactions







6. PCEF-Initiated IP-CAN Session Termination Procedure







2. Gateway Control Session Termination Procedure







8. MIPv4 Registration Reply







1. MIPv4 Registration Request (lifetime=0)







9. Non-3GPP specific resource release procedure







5. Update PDN GW Address







7. MIPv4 Registration Reply







Trusted Non-3GPP  IP Access







3. MIPv4 Registration Request (lifetime=0))







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1273568809.doc


4. PCEF-Initiated IP-CAN Session Termination Procedure







1. Gateway Control Session Termination Procedure







6. Non-3GPP specific resource release procedure







3. Update PDN GW Address







5. Registration Revocation Ack







Trusted Non-3GPP IP Access







2. Registration Revocation







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1273570526.doc


8. Non-3GPP specific resource release procedure







7. IKEv2 SA Termination







6. PCRF-Initiated Gateway Control Session Termination Procedure







4. PCEF-Initiated IP-CAN Session Termination Procedure







3. Detach Ack







5. Session Termination Ack







2. Detach Request







Trusted Non-3GPP Access







1. Session Termination







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1273568132.doc


5. PCEF-Initiated IP-CAN Session Termination Procedure







2. Gateway Control Session Termination Procedure







7. Non-3GPP specific resource release procedure







4. Update PDN GW Address







1. Access technology specific detach trigger







6. Proxy Binding Ack







Trusted Non-3GPP IP Access







3. Proxy Binding Update (lifetime=0)







hPCRF







HSS/



AAA







PDN GW







vPCRF







AAA Proxy







UE







Roaming Scenarios












_1273565134.doc










B.2 PCC Rules Provision Procedure















B.1 Gateway Control and QoS Policy Rules Request Procedure - end











A.2 PCC Rules Provision Procedure











Procedure as per TS 23.401, Figure 5.4.2.2-1, before Step (A)







HSS







Roaming Scenario







hPCRF







Bearer procedure as per TS 23.401, Figure 5.4.2.2-1, between steps (A) and (B)







PDN GW







MME







eNB







UE







vPCRF







S-GW







A.1 GW Control and QoS Policy Rules Request Procedure - begin
















_1273566544.doc
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