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This document discusses the way of subscription data inserted by HSS to MME/SGSN/MSC, and proposes the solution of how HSS manages temporary CSG and MME/SGSN/MSC processes CSG subscription data inserted by HSS.
Introduction

When OMA DM is deployed, expired CSG subscriptions should be removed from HSS after the CSG ID was removed from UE list, e.g. by OMA DM or OTA update and HSS will send the update to MME/SGSN/MSC. In this case, when HSS inserts CSG subscription data to MME/SGSN/MSC before CSG list server update UE list via OMA DM, the CSG subscription data which MME/SGSN/MSC received may includes the expired CSG ID. This document discusses the way of CSG subscription data inserted by HSS to MME/SGSN/MSC, and propose the solution of how HSS manages temporary CSG and how MME/SGSN/MSC processes CSG subscription data inserted by HSS.
Discussion
· OMA DM is deployed

To ensure a paging reaches the UE when paging optimisation is performed, when a CSG ID is expired, the CSG ID is not removed right now, but is tagged invalid, and after the CSG ID was removed from UE’s allowed CSG list, e.g. by OMA DM or OTA update, the expired CSG subscriptions will be removed in HSS. 
When a CSG ID is expired, MME/SGSN/MSC tags it invalid. If CSG subscriptions inserted by HSS don’t include the expired CSG subscriptions, MME/SGSN/MSC will delete the expired CSG ID which tagged invalid in this case. Then the paging will not reach the UE in case of it is still camped on a CSG cell for that expired CSG ID in idle mode. So when OMA DM is deployed, the CSG subscription data inserted by HSS to MME/SGSN/MSC should include expired CSG subscription.
MME/SGSN/MSC should check the CSG subscription data as follows: When CSG ID is expired, for the UE in idle mode, MME/SGSN/MSC should tag the CSG ID invalid but does not need to page the UE. For the UE in connect mode, MME/SGSN/MSC should directly remove the expired CSG ID. When there is downlink data reached, after the paging procedure, MME/SGSN/MSC should remove the expired CSG ID tagged invalid. When the UE in idle mode initiates a NAS message, MME/SGSN/MSC should remove the expired CSG ID tagged invalid.
· OMA DM is not deployed
When a CSG ID is expired, the CSG ID should be removed right now. In order to ensure MME/SGSN/MSC will not receive the expired CSG subscriptions, the CSG subscription data inserted by HSS to MME/SGSN/MSC should be valid.

Since MME/SGSN/MSC couldn’t distinguish whether OMA DM is deployed or not, MME/SGSN/MSC should check the CSG subscription data inserted by HSS just as the same way when OMA DM is deployed. 

· Temporary CSG subscription management in HSS 
HSS should store a large mount of user subscription data, and every user may have many temporary CSG subscriptions. It’s complex if the HSS supervise expiration time of every temporary CSG subscription in real time. Since HSS only need to ensure that MME/SGSN/MSC could receive proper CSG subscription data, the real-time expiration time supervise in the HSS is not required. The HSS should check whether a CSG Id is expired or not only when HSS inserts CSG subscription data to MME/SGSN/MSC, or when the CSG subscription data in the HSS is changed (i.e. a CSG Id is added or removed in the CSG subscription data in the HSS, or an expiration time is changed). 
Conclusion
The following changes are proposed to TR 23.830 v0.2.1.
**************************************start of change*********************************

6.3
Release 9
6.3.1
Architectural issue – Time period control
6.3.1.1
Description
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights).It shall be possible to configure a time period for each temporary member.
6.3.1.2
Solutions
6.3.1.2.1
Solution 1
CT4 has agreed that time period is a CSG-Subscription-Data stored in HSS, which is described in TS 29.272. When the MME/SGSN/MSC receives CSG-Subscription-Data from the HSS, the time period information is also sent to the MME/SGSN/MSC. 

Either the HSS or the MME/SGSN/MSC can perform a check on the expiry of the time period during which a subscriber is granted access. However, considering the critical role in the mobile network of the HSS, it is not advisable to use the HSS to perform such check. Furthermore, in Release 8 it has been agreed that the MME/SGSN/MSC is the entity where the access control function is implemented. It is therefore natural to assume that the check on the time period during which the subscriber is granted access is performed by the MME/SGSN/MSC.
6.3.1.2.2 Solution 2
The real-time expiration time supervise in the HSS is not required. The HSS should check whether a CSG Id is expired or not when HSS inserts CSG subscription data to MME/SGSN/MSC, or when the CSG subscription data in the HSS is changed (i.e. a CSG Id is added or removed in the CSG subscription data in the HSS, or an expiration time is changed).
· OMA DM is deployed

The CSG subscription data inserted by HSS to MME/SGSN/MSC should include expired CSG subscription.

MME/SGSN/MSC should check the CSG subscription data inserted by HSS. When CSG ID is expired, for the UE in idle mode, MME/SGSN/MSC should tag the CSG ID but does not need to page the UE. For the UE in connect mode, MME/SGSN/MSC should directly remove the expired CSG ID. When there is downlink data reached, after paging procedure, MME/SGSN/MSC should remove the expired CSG ID tagged invalid. When the UE in idle mode initiates a NAS message, MME/SGSN/MSC should remove the expired CSG ID tagged invalid.

· OMA DM is not deployed

The CSG subscription data inserted by HSS to MME/SGSN/MSC should not include expired CSG subscription.
MME/SGSN/MSC should check the CSG subscription data inserted by HSS just as when OMA DM is deployed. 
**************************************end of change*********************************

3GPP

SA WG2 TD


