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1. Introduction

This contribution proposes to clarify the two last outstanding issues for solution A of IP flow mobility based on DSMIPv6.

This contribution also includes one change of the P-CR in S2-091763 agreed in Budapest in that was not implemented.

2. Discussion

Two issues are still to be solved in the solution based on DSMIPv6:

1) How the Gx is enhanced to carry routing information from the PDN GW to the PCRF.
2) How the operator can provide policies to guide the UE in the usage of different accesses for different IP flows
In this paper we analyze both issues and we implement changes to solve both issues in the TR.

2.1. PCC enhancements
As discussed at SA2 #71, The PCRF needs to know where the IP flows will be routed by the PDN GW in order to set up the resources accordingly, i.e. it needs to know the routing address. This situation is very similar to what is done in Release 8 for S2c: in release 8 the PCRF knows the CoA of the UE and based on the CoA, it identifies the BBERF where the resources need to be established. The difference in case of MAPIM is that the CoA can be different (i.e. being either the CoA or the HoA) for different IP flows and therefore the PCRF needs to know the mapping between a SDF and the routing address (i.e. the access) through which that SDF will be routed by the PDN GW.
Still based on the SA2 #71 discussion, a 1-to-1 mapping cannot be assumed between the routing filters exchanged between the UE and the PDN GW over S2c and the SDFs contained in the PCC rules. Therefore when a new routing rule is installed or a routing rule is changed (i.e. movement of one IP flow from non-3GPP to 3GPP), one entity in the network should be responsible to identify the SDFs which are impacts and act accordingly.

Two possible approaches have been identified so far:

· The PCRF performs the matching between routing rules and SDFs.
· The PDN GW performs the matching between routing rules and SDFs (as documented in S2-090860).

Based on the discussion at the last meeting, it seems the first approach is the most preferred. The main reason is that this approach leaves the functionality of filter matching at the PCRF (as it is in release 8 among the different SDFs), while giving to the PDN GW still the pure role of enforcement point of PCC and routing rules. For this reason we propose to move forward with the first approach.
The chosen approach is more in detail based on the following principles:
1. When the PDN GW installs a new or modified routing rule, it provides it to the PCRF over Gx. The parameters carried over Gx are exactly the routing rules (i.e. routing filters + routing addresses). 

2. The PCRF performs filter matching between routing filters and SDFs and will detect which active SDFs are impacted by the new routing rules 

3. The PCRF provides (if appropriate) updated PCC and QoS rules.

2.2. Provision of policies

In the past few meetings there has been some discussion on which type of policies should be provided by the operator in order to guide the UE to select the correct access for a given IP flow. It has been agreed that IP flow specific policies should be provided. If deployed, ANDSF is the entity which will provide per IP flow inter-system mobility policies to the UE. However policies could be also statically configured or provided in some other means by the operator in case ANDSF is not deployed.

Based on these policies the UE will request to the PDNGW/HA to route IP flow to either the CoA (i.e. WiFi) or the HoA (i.e. 3GPP). The UE should request to route the IP flow to the available access which is highest in the list of prioritized accesses for that IP flow. Note that, based on the use cases identified in the TR and in particular based on use case 2, the availability does not always mean that the UE is connected to one access; for example the WiFi may not be considered available for one specific IP flow due to congestion and therefore the UE may require having that flow routed through the 3GPP access. As another example, when WiFi becomes congested, the UE may decide to move to the WiFi the IP flow which indicates 3GPP as the second alternative in the policies instead of the IP flow which indicates only WiFi.
The remaining issue is how the different IP flows can be identified. If we look at the use cases introduced by SA1 two different justifications and scenarios stand for IP flow mobility:

· Usage of IP flow mobility to route IP flows with given QoS requirements to the most suitable access. For example VoIP flows should be routed over 3GPP access and best-effort IP flows should be offloaded to WiFi whenever possible

· Usage of IP flow mobility to route IP flows with similar (best-effort) requirements differently based on local network conditions. For example, due to the activation of one high bandwidth IP flow over WiFi, it may be possible to route a best effort IP flow (e.g. e-mail) over 3GPP access to improve the user experience. 
It is clear that the ANDSF cannot be aware of all applications running in the UE and cannot be aware of the network conditions the UE is experiencing; moreover the ANDSF cannot provide instantaneous policies to the UE. Therefore the ANDSF policies should only be related to different IP flows with different QoS characteristics in order to guide the UE to route them differently based on the first point above.  
The information available at the UE should be in the conceptual form indicated in Table 1.

Table 1 – Inter system mobility policies for MAPIM

	IP flow class
	Prioritized Accesses
	Restricted Accesses

	QCI X
	1) WiFi

2) 3GPP
	1) WiMAX

	QCI Y
	1) 3GPP

2) WiFi
	None

	QCI Z
	1) WiFi
	None


It is also important to mention that ANDSF is not a mandatory element. If ANDSF is not used, static policies can be configured in the UE. 

Proposal

The following new text is proposed to be added to the TR 23.861.

* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the following definitions apply. 
routing filter: A set of packet flow IP header parameter values/ranges used to identify IP flows for routing purposes

routing address: A routable IP address. In DSMIPv6 this is either the CoA (visited link case) or the HoA (in home link case) 

routing rule: The association of routing filter with a routing address

* * * Next Change * * * *

7.1
IP flow mobility solutions for S2c/H1 (DSMIPv6)

7.1.1
Solution A: Routing filters in DSMIPv6

7.1.1.1 
Overview

In Rel-8 EPS and I-WLAN Mobility the granularity of access system connectivity and inter system mobility is per PDN connection basis. To handle IP flow mobility the PDN connectivity (i.e. mobility of IP flows within one single PDN connection) mobility would need to be handled per IP flows. The below table indicates the basic required enhancements:

	
	Rel-8 system
	System with IP Flow mobility

	Inter-system mobility 
	Per UE
	Per IP flows within PDN connection

	PCC logic & IP-CAN specific PCC signaling
	Per IP-CAN
	Per IP flows within IP-CAN

	ANDSF Inter System Mobility policies
	Per UE
	Per IP flow classes within UE


NOTE:
Even though the S5/S8 GTP signalling is per bearer basis, and the inter-system mobility signalling is per PDN connection basis, the granularity of the intersystem mobility in Rel-8 is per UE basis (i.e. the UE moves always all the entire PDN connections when handing over to one access). Annex A of the TR presents the enhancements needed to have a PDN connection level inter-system mobility.
This solution is based on enhancing the inter-system mobility signaling in order to carry routing filters. The extensions to DSMIPv6 mobility signaling needed to carry routing filters when the UE is connected to multiple accesses simultaneously are specified in [4] and [5] and are applicable to S2c and H1. The PCC interactions are optional and applicable only to S2c. In this solution the functional split between mobility signaling and PCC signaling is kept the same as in release 8:

· Mobility signaling is used to provide routing information for existing IP flows.

· PCC signaling is used to provide SDF level QoS rules to the appropriate gateways based on the current routing of IP flows.

7.1.1.2 
DSMIPv6 enhancements

In this solution, when a UE configures different IPv6 global addresses on multiple accesses, it can register these addresses with the PDNGW/HA as CoAs using multiple bindings as specified in [4]. 

To register multiple bindings, the UE generates a Binding ID (BID) for each CoA and stores the BID in the binding update list. The UE then registers its CoAs by sending a Binding Update (BU) with a Binding Identifier mobility option. The BID is included in the Binding Identifier mobility option.

When the PDNGW/HA receives the BU with a Binding Identifier mobility option, it copies the BID from the mobility option to the corresponding field in the Binding Cache entry. If there is an existing Binding Cache entry for the MN, and if the BID in the BU does not match the one with the existing entry, the HA creates a new Binding Cache entry for the new CoA and BID. 

Based on this extension, a typical Binding Cache in PDNGW/HA according to this specification is shown in Table 1. Note that a BID is only unique for a given HoA, i.e. different mobile nodes can use the same BID value.

	Home Address
	Care-of Address
	Binding ID

	HoA1
	CoA1
	BID1

	HoA1
	CoA2
	BID2

	…
	…
	…


Table 1: Binding Cache in PDNGW/HA supporting multiple CoAs registration

In order to route IP flows through one access, the UE needs to request to store routing filters for that access at the PGW/HA: the UE includes the 'Flow Identification' (FID) mobility option in the BU message as defined in [5]. The routing filters are unidirectional and can be different for uplink and downlink traffic.

It is assumed that between UE and the Home Agent function there is always a default routing address via which packets not matching any specific routing filter are routed.  
A typical Binding Cache in PDNGW/HA with routing filters is shown in Table 2. Note that a FID is only unique for a given HoA, i.e. different PDN connections can use the same FID value.

	Home Address
	Routing Address
	Binding ID
	Flow ID
	Routing Filter 

	HoA1
	CoA1
	BID1
	FID1
	Description of IP flows…

	
	
	
	FID2
	Description of IP flows…

	HoA1
	CoA2
	BID2
	FID3
	…


Table 2: Binding Cache in PDNGW/HA supporting flow bindings
7.1.1.3
 PCC Enhancements

Rel-8 PCC is designed to handle a single active access connection for each IP-CAN. PCC enhanced for IP flow mobility must handle multiple simultaneous access connections for a single IP CAN not only during the handover scenarios. The main foreseen changes are:

· Some of the IP-CAN level Gx signaling is enhanced to deliver SDF specific routing addresses instead of IP-CAN session specific routing addresses.
· PCRF is enhanced with the logic to associate multiple Gxx sessions with a single Gx session, based on the SDF specific routing addresses exchanged over Gx.

The following principles apply for the interactions between routing and SDFs:

· PCRF informs PDN GW always when a new SDF is established via Gx (as in Rel-8)

· PDN GW keeps PCRF up to date about the current routing by providing new and updated routing rules via Gx signaling. 

· PCRF keeps PCC and QoS rules up to date at appropriate gateways based on the routing rules provided by the PDN GW.
· When PCRF receives a new request from AF over Rx to establish resources (i.e. network initiated resource establishment), PCRF checks the current routing rules to detect where the respective IP flows will be routed. Based on this check, PCRF provides new or updated PCC rules and QoS rules to gateways, if appropriate. 

7.1.1.4 
ANDSF enhancements

In Rel-8 the ANDSF is used to provide the UE with two sets of information: 

· Access Network Discovery

· Inter System Mobility policies

Some enhancements are required for the inter system mobility policies so that the operator can control through which access technology IP flows will be routed. 

Editor's Note: It is FFS if IP Flow mobility requires enhancements to the access network discovery (e.g. access network capabilities). 

To enable IP flow level control IP flow class specific inter system mobility policies are introduced. The class of an IP flow is identified using the QCI. 
NOTE 1:
The policies indicate the list of prioritized accesses for the class of IP flows (represented by QCI). The list includes one or more accesses as the appropriate access. For example the ANDSF may indicate that 3GPP is the highest priority access for IP flows which use QCI3 and WiFi is the highest priority access for IP flows which use QCI9. 
When establishing the connection with the ANDSF, the UE indicates to the ANDSF that IP flow class specific inter system mobility policies need to be provided. 

Based on the policies provided by the ANDSF, the UE requests to the PDNGW/HA to route IP flows to the appropriate access. 

NOTE 2:
The policies provided by the ANDSF do not preclude the UE to request to route IP flows belonging to the same class of flows (i.e. same QCI) through different accesses depending on their availability. For example, the routing can be based on the dynamic availability of the access for a given IP flow (e.g. network congestion as in case of the use case 2 described in subclause 4.2).
Static policies can be configured in the UE if ANDSF is not deployed. How this is done is out of the scope of this study.

7.1.1.5 Flows 

7.1.1.5.1 General
The flows in this subclause are based on the flows specified in 3GPP TS 23.402 [2]. The flows are applicable also to the I-WLAN mobility architecture: in this case the PCC interactions are not implemented and the role of the PDN GW is performed by the Home Agent.

7.1.1.5.2 Addition of one access to the PDN connection
In this scenario, the UE is attached to one access, subsequently attaches to a second access and starts using both accesses for the same PDN connection. As a result the UE is simultaneously connected via both accesses and a set of traffic flows are routed through one access while the remaining traffic flows are routed through the other access. 
Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per 3GPP TS 23.327 [3].
The below signaling flow shows in particular the case where the UE is first connected to a 3GPP access which is configured as Home Link, and subsequently connects via a non-3GPP access using DSMIPv6.
In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used.
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Figure 7.1.2.2-1: Addition of one access to the PDN connection
1. The UE performs an attach procedure to the 3GPP access as defined in 3GPP TS 23.401, section 5.3.2 [8]. The UE may start exchanging data through the 3GPP access.

2. The UE discovers a non-3GPP access and performs the attach procedure as per 3GPP TS 23.402, section 8.4.2, steps 2-6 [2].
3. The UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID, FID, flow description) message to the PDN GW including the requested routing rules via the FID option with both the routing filters and the BID (which includes the routing address) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5]. The UE can include more than one routing rule by including multiple FID options in the Binding Update. The DSMIPv6 Binding Update also contains an indication which indicates that the home link (3GPP access) is still connected and also the BID options which identify that one binding is associated with the home address (3GPP access) and the other with the Care-of-Address from the non-3GPP access. The UE also indicates in the Binding Update which is the default binding where the PDN GW should route packets not matching any FID.

4. The PDN GW sends an IP-CAN session modification request to the PCRF. In this request, the PDN GW provides the updated routing rules to the PCRF. The PCRF stores the mapping between each SDF and its routing address.

5. Based on the IP-CAN session modification request, the PCRF ensures that the relevant QoS rules for the SDFs are installed in the target BBERF. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [7].
6. Based on the successful establishment of resources at the BBERF, the PCRF sends an acknowledgement to the PDN GW, including updated PCC rules if appropriate.
7. The PDN GW sends a Binding Acknowledgment (Lifetime, HoA, CoA, BID, FID) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5], to indicate which routing rules requested by the UE are accepted.

8. Appropriate 3GPP resource release procedures are executed for those resources that were moved to the non-3GPP access. This procedure may be triggered by the PCRF via a GW control session and QoS rules provision procedure if PMIPv6 is used on S5 and it may be triggered by the PDN GW in case GTP is used on S5.

7.1.1.5.3 IP flow mobility
In this scenario, a new routing rule is activated or an existing routing rule is modified by the UE in order to move one traffic flow from one access to another access. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per 3GPP TS 23.327 [3].
In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used.
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Figure 7.1.2.3-1 IP Flow Mobility

1. The UE is simultaneously connected to a 3GPP and a non-3GPP access based on the procedures described in subclause 7.1.2.2. Based on current routing rules some traffic is routed through the 3GPP access and some other traffic through the non-3GPP access.
2. The UE sends a Binding Update (HoA, BID, FID) to the PDN GW to install a new routing rule or to modify the routing address of an existing routing rule to route the respective traffic (identified by the included FID) through one particular access (identified by the included BID). In case of new routing rule with a new FID option, the UE includes the routing filter description. 
NOTE:
The UE can send the Binding Update either from the 3GPP or from the non-3GPP access irrespective of which access the IP flow is moved to.
3. The PDN GW sends an IP-CAN session modification request to the PCRF. In this request the PDN GW provides  the updated routing  rules to PCRF. The PCRF stores the updated mapping between routing addresses and SDFs.

4. Based on the IP-CAN session modification request, the PCRF ensures that the relevant QoS rules are installed in the target BBERF. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [7]. 

5. Based on the successful establishment of resources at the BBERF, the PCRF sends an acknowledgement to the PDN GW, including updated PCC rules if appropriate.

6. The PDN GW sends a Binding Acknowledgment (Lifetime, HoA, BID, FID) as specified in draft-ietf-mip6-nemo-v4traversal [6], draft-ietf-monami6-multiplecoa [4] and draft-ietf-mext-flow-binding [5], to indicate which routing rules requested by the UE are accepted.
7. Appropriate EPS resource release procedures are executed for those resources that were moved away from that access. This procedure may be triggered by the PCRF via a GW control session and QoS rules provision procedure if PMIPv6 is used on S5 and it may be triggered by the PDN GW in case GTP is used on S5.

7.1.1.5.4 Removal of one access from the PDN connection
In this scenario, the UE moves all traffic associated with one access to another access and disconnects from the one access (e.g. due to loss of coverage or by an explicit detach). 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. These steps are never present when the solution is applied to I-WLAN mobility architecture as per 3GPP TS 23.327 [3].
In case the solution is applied to I-WLAN, the Trusted non 3GPP IP Access is replaced by the PDG, the EUTRAN/MME/SGW by the UTRAN/SGSN/GGSN and the PDN GW by HA. As mentioned in case of I-WLAN the PCC interactions are not used.The below flow shows the case when the UE disconnects from the non-3GPP access and remains connected only to the 3GPP access. 
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Figure 7.1.2.4-1 removal of one access from the PDN connection

The UE is simultaneously connected to a 3GPP and a non-3GPP accesses based on the procedures described in subclause 7.1.2.2. The UE is exchanging some traffic flows through the 3GPP access and some other traffic flows through the non-3GPP access. UE detects a condition triggering disconnection from the non-3GPP access.

1. The UE sends a Binding Update (HoA, CoA, BID) to the PDN GW to update the CoA for the BID previously associated with the non-3GPP access. As the 3GPP is the home link, the CoA included in the Binding Update is set to the HoA. With this Binding Update the UE requests also to move all traffic flows previously associated with the non-3GPP access to the 3GPP access. 

NOTE:
In case the 3GPP is the home link, alternatively the UE may also send a de-registration Binding Update. If PDN GW does not keep the BID and FID associated with the non-3GPP access, the UE needs to perform the whole BID and FID registrations from scratch as soon as it connects to a new non-3GPP access again.

2. The PDN GW performs an IP-CAN session modification procedure with the PCRF. In this modification procedure the PDN GW indicates that a single routing address is used for all the SDFs.

3. The PDN GW updates the Binding Cache and the routing information and sends a Binding Acknowledgement (HoA, CoA, BID, Lifetime) to the UE. 

4. Based on the IP-CAN session modification, the PCRF ensures that the relevant QoS rules are installed in the correct BBERF. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [7].
5. Appropriate resource release procedures are executed in the non-3GPP access. 

NOTE: Steps 1-4 are also performed when the UE disconnects from the 3GPP access.
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5. IP-CAN session modification response
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1. UE is connected simultaneously to 3GPP and non 3GPP accesses and multiple bindings and multiple IP flows are registered at the PDN GW/HA
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3. IP-CAN session modification request
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2. IP-CAN Session Modification Procedure
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5. non-3GPP access resource release
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4. GW control session and QoS rules provision procedure
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4. IP-CAN session modification request
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1. 3GPP Attach as defined in TS 23.401, section 5.3.2







8. 3GPP EPS resource release







 







vPCRF 







 







3. Binding Update 















2. Steps 2-6 of Trusted non-3GPP attach as defined in TS 23.402, section 8.4.2







7. Binding Acknowledgement 
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5. GW control session and QoS rules provision procedure











6. IP-CAN session modification response




















