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Abstract of the contribution:

This contribution proposes IMS origination and termination procedures for the IMS HNB reference architecture proposed in a companion paper. It also proposes new text for TR 23.832.

*** Start of New Text for TR 23.832***
6.x.6
Origination

6.x.6.1
CS origination via MSC

Figure 6.x.6.1-1 describes CS origination via MSC for a UE that is IMS registered in the IMS HNB GW.  

When the UE is IMS registered, the Iu connection state between the HNB and the IMS HNB GW must be handled independently from the Iu connection state between the IMS HNB GW and the Visited-MSC. The IMS HNB GW may need to buffer TS 24.008 [ss] messages from the UE until it receives sufficient information to decide to which domain to forward the request.  
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Figure 6.x.6.1-1: CS origination via MSC for IMS registered UE

1.
The UE sends a CS_Service_Request to the IMS HNB GW to initiate CS service. The UE does not send this message if it is already MM connected for another service.
2.
The IMS HNB GW determines that the UE is IMS registered and begins to buffer messages from the UE until it can determine which domain is to service the request. 
3.
The IMS HNB GW initiates the Security Mode command sequence, if necessary.

4.
The UE sends the CS_Setup with sufficient details to categorize the request.
5.
The IMS HNB GW determines according to local policy that the CS CN is to handle the request.

6.
If an Iu connection is not already established with the Visited-MSC, the IMS HNB GW sends a CS_Service_Request to the Visited-MSC via Iu-cs to establish the Iu connection.
7.
The Visited-MSC optionally initiates Authentication challenge or other MM procedures via Iu-cs. 
8.
The Visited-MSC initiates the Security Mode command sequence if the Iu connection was just established in step 6. The IMS HNB GW may respond positively to the Visited-MSC without contacting the UE if a security mode is already established with the UE.
9.
The IMS HNB GW forwards the CS_Setup to the Visited-MSC via Iu-cs.

10.
Call setup procedures are completed. 

6.x.6.2
IMS origination via IMS HNB GW

Figure 6.x.6.2-1 describes IMS origination via IMS HNB GW for a non-ICS UE that is IMS registered in the IMS HNB GW. This procedure is based on clause 7.3.2.1.2 of TS 23.292 [yy].  Other I2 based origination procedures from clause 7.3.2 of TS 23.292 [yy] also apply with the role of the MSC server replaced by the IMS HNB GW.
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Figure 6.x.6.2-1: IMS origination via IMS HNB GW

1.
The UE A sends a CS call setup message containing the B-party number to the IMS HNB GW according to standard CS originating procedures. The message may optionally be preceded by steps 1-3 of Figure 6.x.6.1-1. Authentication challenge and TMSI update procedures are not applicable since they would need to be initiated by the Visited-MSC.
2.
The IMS HNB GW sends an INVITE to the S‑CSCF according to the I2 procedure defined in step 2 of clause 7.3.2.1.2 of TS 23.292 [yy]. The INVITE contains SDP for the Mb user plane connection on the IMS HNB GW.

3.
The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.

4.
The SCC AS invokes a B2BUA, terminating the UE A Leg and originating the Remote Leg for presentation of an IMS session towards the B-party on behalf of UE A. The SCC AS includes the SDP from the UE A Leg in the INVITE sent towards the B-party. The INVITE request is routed from the SCC AS to the S‑CSCF.

5.
The S‑CSCF continues with standard IMS originated session processing and routes the request onwards to the B-party.

6.
The session and bearer control setup procedures are completed.

6.x.7
Termination
6.x.7.1
CS termination via MSC
If there is no IMS session in progress for a UE via the IMS HNB GW and the Visited-MSC receives a CS termination request, e.g., for terminating SMS delivery, the IMS HNB GW follows standard HNB GW procedures for CS termination.
6.x.7.2
IMS termination via IMS HNB GW

Figure 6.x.7.2-1 describes how IMS terminations are performed via IMS HNB GW for non ICS UE registered in IMS. This procedure is based on clause 7.4.2.1.2 of TS 23.292 [yy]. Other I2 based termination procedures from clause 7.4.2 of TS 23.292 [yy] also apply with the role of the MSC server replaced by the IMS HNB GW.
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Figure 6.x.7.2-1: IMS Termination via IMS HNB GW
1.
An incoming INVITE is received at the S‑CSCF of the B-party via the I‑CSCF.

2.
The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.

3.
The SCC AS performs terminating access domain selection. The SCC AS chooses the CS access network and the IMS HNB GW contact address, amongst the registered contact addresses for the UE B, for the setup of the media.

4.
The SCC AS establishes a new session by sending an INVITE to the UE B via the S‑CSCF.

5.
The S‑CSCF forwards the INVITE to the IMS HNB GW based on the contact address stored during registration, using standard IMS procedures.

6.
The IMS HNB GW sends a Setup message to the UE B. Paging and security mode procedures may be needed if the UE is not already connected for another service. Authentication challenge and TMSI update procedures are not applicable since they would need to be initiated by the Visited-MSC.
7.
The session and bearer control setup procedures are completed.

6.x.7.3
CS termination during IMS session
Figure 6.x.7.3-1 describes how a CS termination is performed via the Visited-MSC if an IMS session is in progress for the UE via the IMS HNB GW. This procedure differs from clause 6.x.7.1 because there is already an Iu connection established on Iuh whereas there is no Iu connection on Iu-cs.  The figure shows a terminating SMS delivery since call deliveries should all occur via IMS.
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Figure 6.x.7.3-1: CS Termination during IMS session

1.
The Visited-MSC receives a terminating SMS request for the UE while an IMS session is in progress for the UE via the IMS HNB GW.
2.
If no Iu connection is established for the UE on Iu-cs, the Visited-MSC sends an Iu paging request to the IMS HNB GW. If an Iu connection is already established for the UE to support another service or a mobility management procedure, then paging is not necessary. 
3.
Since an Iu connection is already established on Iuh in support of the IMS session, the IMS HNB GW responds to the page from the Visited-MSC with a paging response formatted as if from the UE. This establishes the Iu connection between the IMS HNB GW and the Visited-MSC.
4.
The Visited-MSC optionally initiates Authentication challenge or other MM procedures via Iu-cs if messages 2 and 3 were required.
5.
The Visited-MSC initiates the Security Mode command sequence if the Iu connection was just established in step 3. The IMS HNB GW may respond positively to the Visited-MSC without contacting the UE if a security mode is already established with the UE.

6.
The Visited-MSC forwards the terminating SMS to the IMS HNB GW.

7.
The IMS HNB GW forwards the terminating SMS to the UE. 



3GPP

SA WG2 TD


_1298209531.vsd
4. INVITE (B)


2. INVITE (B)


UE B


IMS HNB GW


I/S-CSCF


SCC AS


UE A


7. Completion of Session Setup Procedures


CS domain bearer


IMS bearer


3. T-ADS


1. INVITE (B)


5. INVITE (B)


6. CS call setup



_1298440697.vsd
1. CM_Service_Request


4. CS_ Setup


6. CM_Service_Request


9. CS_Setup


3. Security mode control


UE


IMS HNB GW


V-MSC


10. Completion of Call Setup Procedures


2. Determine that UE is IMS registered


5. Determine that CS CN to handle request


7. Authentication


8. Security mode control



_1298441704.vsd
UE


IMS HNB GW


V-MSC


1. SMS


2. Iu-Paging


6. Iu-Direct Transfer (SMS)


3. Iu-Initial UE Message (Paging response)


7. SMS


5. Security mode control


4. Authentication



_1298205565.vsd
1. CS call setup (B)


2. INVITE (B, SDP from IWF)


5. INVITE (B, SDP from IWF)


3. INVITE (B, SDP from IWF)


4. INVITE (B, SDP from IWF)


UE A


IMS HNB GW


SCC AS


I/S-CSCF


UE B


6. Completion of Session Setup Procedures


CS domain bearer


IMS bearer



