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1. Overall Description:

SA2 understand that SA3 concluded that the following security mechanisms in inter-RAT TAU procedures: 
1) “If the UE in idle mode has valid EPS security parameters, the TAU Request message shall be integrity protected by the NAS-MAC using EPS security parameters corresponding to the KSIASME in order to allow validation of the UE by the MME” no matter whether the old GUTI of the TAU Request message is a real GUTI or a GUTI derived from a P-TMSI. 

2) SA2 understand further that SA3 concluded for a UE that has a valid EPS security context which moves from GERAN/UTRAN to EUTRAN and has to perform a TAU procedure with indicating an old GUTI derived from a P-TMSI, the new MME will first request the old MME to validate the integrity protection of the TAU Request message and retrieve the EPS security context from the old MME and then retrieve the latest MM/bearer context from the old SGSN. 

The additional context retrieval from an old MME would happen only in case a UE changes to a new MME while it has performed the last update procedure with an SGSN and ISR is not activated.
SA2 discussed and evaluated mobility scenarios involving two old CN nodes (old SGSN and old MME) during multiple meetings. SA2 concluded that there is only context retrieval from a single old CN node during any TAU/RAU procedure regardless of scenarios or configurations. All procedures described in TS 23.401 are based on this conclusion. In the current TS 23.401 procedure model an old CN node provides UE contexts to another CN node only when it can validate the context request or when the new node indicates to the old CN node that it authenticated the UE.
SA2 understand that SA3 may intend to use existing EPS security parameters whenever possible. On the other hand side SA2 prefer a consistent procedure model with retrieving information from a single old CN node only. Given that the scenario described above is occurring rather infrequent SA2 wonder whether a re-authentication by the new MME is an acceptable approach. SA2 assume re-authentications will be required anyway and entering a new MME may be a good occasion for a re-authentication.
2. Actions:

To SA3

ACTION: 
SA2 kindly ask SA3 whether there are any strong reasons that would require modifications for the procedures models defined in TS 23.401, i.e. for retrieving UE contexts from a single old CN node only. If not, SA2 prefer a consistent procedure model with retrieving information from a single old CN node only.
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