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Abstract of the contribution: It’s necessary to provide APN and PDN GW address to HRPD in order to support emergency service continuity during the handover from 3GPP to HRPD. This paper discusses a solution for non-optimized handover case which can align with the current assumption for optimized handover solution.

Discussion

In the SA2#70 meeting, it’s agreed as assumption that MME provides APN and PDN GW address to HRPD during optimized Handover from 3GPP to HRPD when UE is in the limited service and has no valid IMSI, in order to support emergency service continuity. But how to provide APN and PDN GW address to HRPD in non-optimized case is still FFS. (S2-090794)
However the non-optimised case is discussed in the contribution S2-090253 in SA2 #70 meeting, and it proposes to reuse the Notify handling during the emergency attach procedure in order to insert Emergency APN and PDN GW identity into a certain HSS/AAA Server. So Upon an intra-operator handover attach, the target access network can retrieve the PDN GW identity from the HSS/AAA Server.
The biggest problem for the above solution is how to find the HSS/AAA Server for source MME and target HPRD when there is more than one HSS/AAA Server in the operator’s network and the UE has no valid IMSI.
In summary, the issue can be identified:
1) UE is in limited service mode, so the UE must perform emergency attach procedure before handover in 3GPP in order to initial emergency service. And location update procedure between MME and HSS is skipped in emergency attach procedure.
2) It’s difficult for HRPD to get APN and PDN identifier from HSS when UE is in limited service mode.

3) In optimised handover from 3GPP to HRPD, it’s easy for the MME to provide emergency APN and PDN GW address to HRPD via S101 interface in order to support emergency service continuity.
So it proposes that UE can provide the APN and PDN GW address to HRPD in non-optimised handover case when UE is in limited service mode.
1) During the emergency attach procedure when UE is in limited service mode, the MME includes PDN GW address besides emergency APN into the Attach Accept message and sends to UE, and the UE stores those parameters for the subsequent potential non-optimised handover to HRPD.

2) The UE provides the stored emergency APN and PDN GW address to HRPD during non-optimized handover from 3GPP to HRPD.

This proposal is also align with the solution in optimised handover to HRPD case.
Proposal

It proposes to adopt the solution that UE provides APN and PDN GW address to HRPD during non-optimised handover in order to support emergency service continuity.

It is proposed to adopt the following modification into TR23.869.

Start of 1st change
5.5.1
Key Issue 1:  Availability of APN and PDN GW address in limited service mode for network based handovers

5.5.1.1
Description

When a UE performs an attach with the EPS, the HSS stores an APN and PDN GW identity for the UE.  However, when the UE is in limited service mode and does not have a validated IMSI, it will not have a record in the HSS.  This information is needed for handover to HRPD access because the PDN GW identity is retrieved from the HSS/3GPP AAA Server when the UE attaches to the non-3GPP access. 
5.5.1.2 Solution

When a UE which is in limited service mode and does not have a validated IMSI performs a emergency call handover from 3GPP access to HPRD access, besides emergency APN and PDN GW address in the direct transfer request message to HRPD on S101 as specified in TS 23.402, the MME will also include IMEI as no IMSI is provided. This applies in the optimized handover case, and is not available in the non optimized case.
For non optimized case, the UE provides APN and PDN GW address to HRPD during the handover attach procedure. The PDN GW address is provided by the MME and included in the Attach Accept message besides APN during the previous emergency attach procedure as specified in 5.9.2.x1 of Annex D.
Start of 2nd change
5.9.2.x1 Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service mode and the UE needs a PDN connection for emergency services  The enhancements needed to support Emergency Attach are:

a) The Attach Request indicates request type "emergency".

b) If the UE has a valid  IMSI it includes it otherwise the UE includes its IMEI in the emergency attach request.
c) Where local regulation requires support for unauthenticated or unauthorized UEs, subscription and authorization procedures may be skipped or performed and failing is accepted.

The Attach Procedure Steps are modified as follows:

Step 1 (Attach Request): UE includes the emergency attach indication and IMSI or IMEI. If the UE has a valid IMSI then it includes the IMSI when initiating Attach with request type "emergency". Otherwise the IMEI is included. 

Step 5a (Authentication): If the MME is configured to accept unauthenticated emergency services the MME skips the authentication procedure or accepts that authentication fails when the request type is “emergency”. 
Step 5b (Identity Request-ME Identity): The IMEI may have been included in Step 1.  If not, it may be requested.  If the MME is configured to accept unauthenticated emergency services the MME skips the IMEI check or accepts that it fails when the request type is “emergency”.
Step 8 (Update Location Request): The location update is not performed for an unauthenticated UE and may not be performed for unauthorized UE. 

Step 11 For UEs with valid IMSI MME does not reject emergency attach due to access restrictions, regional restrictions or subscription check failure and does not notify any reject to HSS.
Step 12 (Create Default Bearer): For request type “emergency” the MME applies the parameters from MME Emergency Configuration Data.    

Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 17 (Initial Context Setup Request/Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values. The MME includes an ARP value reserved for emergency service for the emergency bearers in the Session Management Request. The MME includes the PDN GW address besides APN for the emergency bearers in the Attach Accept message.
Step 25 (Notify Request): The Notify Request is not performed for an unauthenticated UE and may not be performed for unauthorized UE.  


End of change
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