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Introduction

3GPP TS 23.402 Architecture enhancements for non-3GPP accesses define the following ANDSF (Access Network Discovery and Selection Function) principles: 
The EPS (Evolved Packet System) network may provide the UE with assistance data/policies about available accesses to allow the UE to scan for accesses and select an access.

-
The EPS network allows the home and visited operator to influence the access that the UE shall handover to (when in active mode) or re-select (when in idle mode).

In additional it is said that the ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operators' policy.
And additionally it is said that the ANDSF shall be able to provide the following information:

1)
Inter-system mobility policy:

-
The inter-system mobility policy is a set of operator-defined rules and preferences that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy to:

(i)
Decide when inter-system mobility is allowed or restricted; and

(ii)
Select the most preferable access technology type or access network that should be used to access EPC.


…
-
The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

-
…

As a Transport mechanism for ANDSF, OMA DM was chosen.

Let’s consider IMS Service Continuity now. According to SCC AS definition, the SCC AS provides IMS-based mechanisms for enabling service continuity of multimedia sessions and implements the following functionalities:
-
For Session Transfer: 

-
…

-
It generates and updates operator Session Transfer policy by sending operator policy to the UE via OMA DM including the priority between the operator policy and user preferences that could be used also to initiate Session Transfer procedure for ongoing sessions.

-
…

With regard to operator policy and user preferences, it is said that 

…

Operator policy shall indicate, for each supported type of media or group of media:

-
a list of access networks that are restricted for originating sessions and session transfer;

-
a list of preferred access networks (in order of priority) to be used by the UE with SC capabilities for originating sessions and session transfer, when those access networks become available and session transfer is possible;

-
…

NOTE 1:
Operator policy for session transfer needs to be consistent with operator policy for T-ADS.

We can see that similar functionality for EPS inter-system mobility and for IMS Service Continuity (which may occur when underlying mobility EPS solutions are not sufficient) is being implemented at 2 different functional entities now.

Moreover, there may be conflicting situations between these two mechanisms. Let's take for example the case of a UE that opens two PDN connections, one routed through a 3GPP access and the other routed via a WiFi hotspot. The UE may use IMS SC to move some flows from the 3GPP access to the WiFi hotspot. Nonetheless, due to the EPS mobility procedures, after a while the PDN connection bound to the WIFi hotspot may be moved back to the 3GPP access, overriding the decision taken by IMS.

In additional, SA1 TS 22 278 define the following functionality for ANDSF Release 9 and ANDSF relationship with IMS Service Continuity:

7.1.5 Access network discovery

To avoid unnecessary background scan by the UE and to facilitate service continuity by the UE it shall be possible for the VPLMN and the HPLMN to provide the UE with access network information pertaining to locally supported non-3GPP access technologies, in a resource efficient and secure manner. This mechanism is meant to facilitate changes, including service continuity, between 3GPP access systems and non 3GPP access systems and vice versa. The information may be restricted to the access technologies the UE can use…

(and it is mentioned in SA1 report from TSG-SA1#43 that service continuity include IMS Service Continuity).

Therefore, in order to synchronize the network functionality for EPS inter-system mobility and for IMS Service Continuity and to fulfil the SA1 corresponding requirement for ANDSF, the following architecture proposal should be considered.

ANDSF will be responsible for the generation and the update of the operator policy also for the case of IMS Service Continuity.

For this reason there will be a new interface defined between SCC AS and ANDSF for the conveying of SCC relevant policies (Sx) from SCC AS to ANDSF. ANDSF will analize these policies, correlate with the EPS inter-system mobility policy to resolve potential conflicts and send the updated IMS Service Continuity operator policy to the UE along with EPS inter-system mobility policy. 
Since there is a requirement that operator policy for session transfer needs to be consistent with operator policy for T-ADS, and there is a requirement that T-ADS execution shall take into account user preferences wherever possible, it is also proposed that 
· User preferences for T-ADS and operator policies for T-ADS are also sent from SCC AS to ANDSF. 

·  Upon receiving, the decision on T-ADS is made at ANDSF and transferred back to SCC AS. This is done in order to correlate the T-ADS policies with session transfer policies.
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4.8
Network Discovery and Selection

4.8.0
General Principles

The following principles apply when the UE is registered in the Home PLMN or in a PLMN which is equivalent to the home PLMN and when both 3GPP and non-3GPP access are available or when multiple non-3GPP accesses are available:

-
The EPS network may provide the UE with assistance data/policies about available accesses located in the Registered PLMN or in a PLMN equivalent to the Registered PLMN, to allow the UE to scan for accesses and select an access.

-
Assistance data/policies are provided only after establishing secure communication, as specified in TS 33.402 [45].

-
The EPS network allows the operator to influence the access that the UE shall handover to (when in active mode) or re-select (when in idle mode).

-
Multi-access network discovery and selection works for both single-radio and multiple- radio terminals.

-
No architectural impact is foreseen for network selection upon initial network attachment.

-
The UE may provide information to the network for the retrieval of the assistance data/policies.

The following principles apply when the UE is registered in a Visited PLMN (VPLMN) and when both 3GPP and non-3GPP access are available or when multiple non-3GPP accesses are available:

-
The VPLMN shall be able to provide Access Network Discovery information only for 3GPP and non-3GPP access networks located in this VPLMN or in a PLMN equivalent to the VPLMN.

-
The VPLMN shall be able to steer a roaming UE to a preferred access network located in this VPLMN or in a PLMN equivalent to the VPLMN, by sending the appropriate inter-system mobility policies to the UE.

-
The Home PLMN (HPLMN) shall be able to provide to a roaming UE Access Network Discovery information for non-3GPP access networks available in the vicinity of the UE (e.g. available when the UE is inside a specific PLMN, location/tracking area or cell). 

-
The HPLMN shall be able to provide to a roaming UE Inter-System Mobility Policies indicating a list of preferred non-3GPP access networks located in the vicinity of the UE.
-
The HPLMN shall be able to indicate a preferred non-3GPP access network located in the Registered PLMN, but this preference can be overridden by policies of the Registered PLMN.

The multi-access network discovery and selection mechanism shall not interfere with either existing 3GPP PLMN selection mechanisms used for the 3GPP Access Technologies or existing 3GPP2 network selection mechanisms.

The ANDSF's policy and the UE implementation shall ensure that the UE does not change PLMN more often than the time stored in the USIM (in EFHPPLMN, see TS 31.102 [46]) for the "periodic network selection attempts" specified in TS 22.011 [47].

4.8.1
Architecture for Access Network Discovery Support Functions

The following architecture may be used for access network discovery and selection. The support and the use of these functions and interfaces are optional.
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Figure 4.8.1.1-1: Architecture for Access Network Discovery Support Functions

4.8.2
Network Elements

4.8.2.1
Access Network Discovery and Selection Function (ANDSF)

The ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operators' policy. The ANDSF is able to initiate data transfer to the UE, based on network triggers, and respond to requests from the UE.

NOTE:
The usage of ANDSF capabilities is intended for scenarios where access-network level solutions are not sufficient for the UE to perform Network Discovery and Selection of non-3GPP technologies according to operator policies.

The ANDSF shall be able to provide the following information:

1)
Inter-system mobility policy:

-
The inter-system mobility policy is a set of operator-defined rules and preferences that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy to:

(i)
decide when inter-system mobility is allowed or restricted; and

(ii)
to select the most preferable access technology type or access network that should be used to access EPC.


For example, an inter-system mobility policy may indicate that inter-system handover from E-UTRAN access to WLAN access is not allowed. It may also indicate e.g. that WiMAX access is more preferable to WLAN access.

-
The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

-
The inter-system mobility policy identifies which access technology type or which specific access network is mostly preferable for EPC access. It shall be able to indicate:

-
If a specific access technology type is preferable to another (e.g. WiMAX is preferable to WLAN).

-
If a specific access network identifier is preferable to another (e.g. WLAN SSID‑1 is preferable to WLAN SSID‑2).

-
The inter-system mobility policy identifies also when inter-system mobility is allowed or restricted. It shall be able to indicate:

-
If inter-system mobility is restricted from one access technology type to another (e.g. handover from WiMAX to WLAN is restricted).

-
If inter-system mobility is restricted when certain conditions are met.

-
Validity conditions, i.e. conditions indicating when a policy is valid (such conditions may include e.g. a time duration, a location area, etc.). The validity conditions may also indicate when the UE shall request for new policies.
Note: Inter-system mobility policy shall be defined in correlation with IMS Service Continuity session transfer policy and with T-ADS policy.
2)
Access network discovery information:

-
Upon UE request, the ANDSF may provide a list of access networks available in the vicinity of the UE for all the access technology types requested by the UE (if any requested).

-
The ANDSF provides information for access networks that are available to the UE including:

-
the access technology type (e.g. WLAN, WiMAX).

-
the radio access network identifier (e.g. the SSID of a WLAN).

-
other technology specific information, e.g. one or more carrier frequencies.

-
validity conditions, i.e. conditions indicating when the provided access network discovery information is valid (such conditions may include e.g. a location).

-
The UE may retain and use the access network discovery information provided by the ANDSF until new/updated information is retrieved.

-
The UE shall select the most preferable available access network for inter-system mobility based on the received / provisioned inter-system mobility policies.

 3)
IMS Service Continuity session transfer policy:
Upon receiving IMS Service Continuity session transfer operator policy (see TS 23.237 [53]) from SCC AS, ANDSF shall analize it, correlate with EPS inter-system mobility policy to resolve potential conflicts and send the new IMS Service Continuity operator policy to the UE. The IMS Service continuity session transfer policy that the ANDSF sends to the UE may be same policy previously decided at the SCC AS or slightly modified to resolve conflicts with EPS inter-system mobility policy. 
IMS Service Continuity session transfer operator policy shall include the parameters as described in TS 23.237 [53].
4)
T-ADS operator policy:

Upon receiving user preferences and operator policy for T-ADS (see TS 23.237 [53]) from SCC AS, ANDSF shall: 
· If IMS Service Continuity session transfer operator policy has been modified as a result of the correlation with the EPS inter-system mobility policy, then T-ADS operator policy may also be modified to correlate it with the updated IMS Service Continuity session transfer operator policy. 
· Alternatively, if IMS Service Continuity session transfer operator policy has not been modified at ANDSF, then T-ADS policy is not modified as well.
Then, ANDSF shall send the new T-ADS operator policy back to SCC AS.
Note: T-ADS policy may change, for example, when the modified IMS Service Continuity session transfer operator policy say that the UE shall not use a certain access network. In this case also T-ADS cannot direct the call to that access network.
The ANDSF shall be able to limit the amount of information provided to the UE based e.g. on the UE's current location, UE capabilities, etc.

The ANDSF that directly interacts with the UE is located in the subscriber's home operator network.

The ANDSF in the subscriber's home operator network may interact with other databases such as the HSS user profile information residing in subscriber's home operator network. Details of such interaction with these databases are not described in this Release of the specifications.

The ANDSF shall be able to limit the load caused by the UE initiated requests towards the ANDSF.

There are two types of information provided by the ANDSF, i.e. the inter-system mobility policy and the access network discovery. The ANDSF may provide both types of information or only one of them, according to the operator requirements. In this release of the specification, access network discovery information is provided for accesses located only in the Registered PLMN or in a PLMN equivalent to the Registered PLMN.
Inter-system mobility policies and access network discovery information may also be statically pre-configured by the operator on the UE. The inter-system mobility policies and access network discovery information provided to the UE by the ANDSF take precedence on the inter-system mobility policies and access network discovery information pre-configured on the UE.

4.8.3
Reference Points

S14
This reference point is between UE and ANDSF for direct queries via pull. It enables dynamic provision of information to the UE for access NW discovery and selection procedures related to non-3GPP and 3GPP accesses and for IMS Service Continuity session transfer operator policy. Push and/or combination of Pull-Push may be supported as well. Communication over S14 is secured as specified in TS 33.402 [45].
Sx 
This reference point is between ANDSF and SCC AS and used for:

· The convey of IMS Service Continuity session transfer operator policy and of user preferences and operator policy for T-ADS from SCC AS to ANDSF

· The convey of  updated T-ADS operator policy back from ANDSF to SCC AS
Protocol assumption:

-
S14 interface is realized above IP level.

4.8.4
ANDSF Discovery

The ANDSF is discovered through interaction with the Domain Name Service function or the DHCP Server function. The ANDSF address may also be provisioned to the UE.

NOTE:
The ANDSF may not be contactable in certain PDNs.

4.8.5
Inter-system Mobility Policies

Policies may be organized in a hierarchy, e.g. a priority order among multiple policies determines which policy is applied with the highest priority.

The inter system mobility policies delivered to UE, or pre-configured on the UE, may have different scopes:

-
A generic inter-system mobility policy has an unrestricted scope.

-
A UE activity level specific inter-system mobility policy applies to the UE depending on its activity level, e.g.. a certain policy may apply to the UE while it is "active" , while another policy (or no policy) may apply to the UE while it is "idle".

The definition of "active" and "idle" activity levels are access-network specific. In general, a UE is considered to be "active" when it has active communication bearers with the network for transmitting / receiving user data. When the UE has no active communication bearers for user data transmission / reception, it is considered to be "idle". For the case of E-UTRAN access, a UE is "active" when it is in ECM-CONNECTED state, while it is "idle" when it is in ECM-IDLE state.
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