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Introduction
Two solutions are captured in TR 23.830 v021 for “In-bound HeNB handover support”. This contribution provides some analysis on them for the access control during in-bound HeNB handover.
Discussions

Since it is already agreed in architectural baseline and assumptions that
· The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME; and
· MME shall perform access control for Release 8 UE during attach, detach, service request, and TAU procedures,
performing access control for in-bound HeNB handover at MME as well is a straight forward extension/reuse of the MME function and can help consolidate the related functionality in one place. And there are no extra assumptions required (e.g., source eNB automatically discovering neighbouring cells via the Automatic Neighbour Relation). Therefore, it is proposed to have the access control performed at MME as the baseline for the in-bound HeNB handover.
Proposal 1: MME shall be able to perform access control for in-bound HeNB handover.
“Solution 2: CSG Access control in the Core Network” in general aligns with Proposal 1. However, the statement of “The Source NB/eNB/HNB/HeNB sends the target CSG ID and access control mode of the target HNB/HeNB to the Core Network in the handover request,” either impose complexities to require ANR or sacrifice UE’s throughput for abundant DRX or measurement gap to read SIBs of neighbouring cell for its CSG ID and access control mode. If MME is already provided with HeNB’s CSG ID and access mode, e.g., when HeNB is setup, the existing Handover Required Message with Target ID = ‘Global eNB-ID’ of the target cell would suffice.
Proposal 2: If MME is already provided with HeNB’s CSG ID and access mode, e.g., when HeNB is setup, the existing Handover Required Message with Target ID = ‘Global eNB-ID’ of the target cell shall be used.
With Proposal 1 (i.e., Solution 2) only, when there are many HeNB around the serving (H)eNB, the serving (H)eNB may need to exchange quite a few signaling with MME before handover preparation can be made towards a suitable HeNB with CSG ID within UE’s Allowed CSG List. As proposed by “Solution 1: Including the Allowed CSG list in the Handover Restriction List IE”, providing source (H)eNB with UE’s Allowed CSG List allows the source (H)eNB to filter out suitable CSG cells for handover preparation, hence reducing overhead and latency involved in signaling exchange with MME. Hence, sending UE’s Allowed CSG List from MME to (H)eNB does have merits in some scenarios.
However, even if the source (H)eNB performs filtering on the neighouring HeNB based on UE’s Allowed CSG List, the final access control may still need to be done at MME, as certain related task may need to be performed there anyway, like the check on the limit of maximum number of granted access to a CSG.
Handover Restriction List IE is basically a “blacklist”, as no access restriction applies if there is no Handover Restriction List IE present. UE’s Allowed CSG List, on the other hand, is a “whitelist”; no Allowed CSG List present means UE is forbidden to access any CSG cell. Hence, “to expand the Handover Restriction List IE to also include the Allowed CSG list of the UE” may cause difficulty in defining consistent operation. UE’s Allowed CSG List can be sent to (H)eNB as a new IE in S1-AP or X2-AP message.
Proposal 3: The Allowed CSG List may be sent to a (H)eNB as a new IE in S1-AP or X2-AP message. With the Allowed CSG List, (H)eNB may filter out suitable CSG cell to perform handover preparation.
The Allowed CSG List is part of the user’s subscription data, so there may be privacy concerns in certain scenarios of transferring the Allowed CSG List to HeNB, which are not owned and under full control of either the operator or the user.
Proposal 4: It is FFS if there is need to categorize (H)eNB into those to whom the Allowed CSG List may be sent and those to whom the Allowed CSG List shall not be sent.
Text Proposal

This P-CR proposes to include the following content in TR 23.830.
Start of the first Change 
6.3.6.3
Evaluation

Since it is already agreed in architectural baseline and assumptions that

· The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME; and
· MME shall perform access control for Release 8 UE during attach, detach, service request, and TAU procedures,
performing access control for in-bound HeNB handover at MME as well is a straight forward extension/reuse of the MME function and can help consolidate the related functionality in one place. And there are no extra assumptions required (e.g., source eNB automatically discovering neighbouring cells via the Automatic Neighbour Relation). Therefore, it is proposed to have the access control performed at MME as the baseline for the in-bound HeNB handover.

Proposal 1: MME shall be able to perform access control for in-bound HeNB handover.
“Solution 2: CSG Access control in the Core Network” in general aligns with Proposal 1. However, the statement of “The Source NB/eNB/HNB/HeNB sends the target CSG ID and access control mode of the target HNB/HeNB to the Core Network in the handover request,” either impose complexities to require ANR or sacrifice UE’s throughput for abundant DRX or measurement gap to read SIBs of neighbouring cell for its CSG ID and access control mode. If MME is already provided with HeNB’s CSG ID and access mode, e.g., when HeNB is setup, the existing Handover Required Message with Target ID = ‘Global eNB-ID’ of the target cell would suffice.

Proposal 2: If MME is already provided with HeNB’s CSG ID and access mode, e.g., when HeNB is setup, the existing Handover Required Message with Target ID = ‘Global eNB-ID’ of the target cell shall be used.
With Proposal 1 (i.e., Solution 2) only, when there are many HeNB around the serving (H)eNB, the serving (H)eNB may need to exchange quite a few signaling with MME before handover preparation can be made towards a suitable HeNB with CSG ID within UE’s Allowed CSG List. As proposed by “Solution 1: Including the Allowed CSG list in the Handover Restriction List IE”, providing source (H)eNB with UE’s Allowed CSG List allows the source (H)eNB to filter out suitable CSG cells for handover preparation, hence reducing overhead and latency involved in signaling exchange with MME. Hence, sending UE’s Allowed CSG List from MME to (H)eNB does have merits in some scenarios.

However, even if the source (H)eNB performs filtering on the neighouring HeNB based on UE’s Allowed CSG List, the final access control may still need to be done at MME, as certain related task may need to be performed there anyway, like the check on the limit of maximum number of granted access to a CSG.

Handover Restriction List IE is basically a “blacklist”, as no access restriction applies if there is no Handover Restriction List IE present. UE’s Allowed CSG List, on the other hand, is a “whitelist”; no Allowed CSG List present means UE is forbidden to access any CSG cell. Hence, “to expand the Handover Restriction List IE to also include the Allowed CSG list of the UE” may cause difficulty in defining consistent operation. UE’s Allowed CSG List can be sent to (H)eNB as a new IE in S1-AP or X2-AP message.

Proposal 3: The Allowed CSG List may be sent to a (H)eNB as a new IE in S1-AP or X2-AP message. With the Allowed CSG List, (H)eNB may filter out suitable CSG cell to perform handover preparation.

The Allowed CSG List is part of the user’s subscription data, so there may be privacy concerns in certain scenarios of transferring the Allowed CSG List to HeNB, which are not owned and under full control of either the operator or the user.

Proposal 4: It is FFS if there is need to categorize (H)eNB into those to whom the Allowed CSG List may be sent and those to whom the Allowed CSG List shall not be sent.
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