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Abstract of the contribution: this paper describes how CSoPS works in conjunction with ISR and proposes text for inclusion in TR 23.879.
Discussion
In the SA2#69 meeting (Miami) a solution for co-existence of CSFB with ISR was agreed (S2-087573). The agreed solution is summarised in the following excerpt from TS°23.272 v8.2.0:
In relation with CSFB, ISR is activated only when a SGs association exists between MME and MSC/VLR. Once ISR is activated, the UE follows regular ISR behaviour. It may reselect between E-UTRAN and GERAN/UTRAN without a need to update the CN. When a mobile terminated service arrives, the MSC/VLR sends a paging message via SGs to the MME. The MME pages in the TA(s) registered for the UE, and the MME requests the SGSN via S3 that has an ISR relation with the MME for that UE to page in the RA. When the UE is already connected with the MME, the MME forwards the paging request only to the UE via the established signalling connection.

ISR remains activated until the UE performs a combined RAU/LAU or separate LAU procedure, e.g. because the UE's periodic RAU timer expires or the UE moves to an unregistered RA or moves to system operates in NMO II or III. Normal re-selection between registered RA/TA(s) does not cause ISR deactivated condition. When the UE needs to perform a combined RAU/LAU, the SGSN deactivates ISR by not indicating ISR activated in the RAU Accept message, which is a regular ISR functionality as specified in TS 23.401 [2]. So an SGSN in a CSFB configuration never indicates ISR activated in combined RAU procedures. After a combined RA/LA update procedure, the MSC pages via Gs for mobile terminated services. When Gs is not used, the MSC/VLR pages in the LA via Iu/A for mobile terminated services. 

If ISR is deactivated and the UE re-selects to E-UTRAN with the TIN indicating "P-TMSI", it initiates a TAU procedure, which is a regular ISR functionality as specified in TS 23.401 [2], and ISR can be activated again. The CS fallback capable UE shall perform this TAU procedure as a combined TA/LA Update Procedure.

In this contribution it is argued that the same solution can be re-used in CSoPS context. The pre-requisite for CSoPS co-existence with ISR is that the serving EPC network and the terminal support some procedures defined in TS°23.272 (e.g. combined EPS/CS Attach, combined TA/LA update). This also implies that the serving EPC network support the SGs reference point.
If the terminal or the network do not support those procedures, then UE can still access CSoPS services, however with ISR deactivated.
Proposal

Agree the text proposed below for inclusion in TR 23.879.

************************** BEGINNING of CHANGES ****************************

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP  TS 23.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services".

[3]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[4]
3GPP TS 23.012: "Location management procedures".

[5]
3GPP TS 23.203: "Policy and charging control architecture".

[6]
3GPP TS 23.018: "Basic call handling; Technical realization".

[7]
3GPP TS 32.250: "Charging management; Circuit Switched (CS) domain charging".

[8]
3GPP TS 32.240: "Charging management; Charging architecture and principles".

[9]
3GPP TS 32.299: "Charging management; Diameter charging applications".

[10]
3GPP TS 23.206: "Voice Call Continuity (VCC) between Circuit Switched (CS) and IP Multimedia Subsystem (IMS); Stage 2".

[11]
3GPP TR 23.892: "IP Multimedia System (IMS) centralized services".

[12]
3GPP TR 23.882: "3GPP System Architecture Evolution".

[13]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[14]
3GPP TS 44.018: "Radio Resource Control (RRC) protocol".
[15]
3GPP TS 25.331: "Radio Resource Control (RRC); Protocol specification".
[16]
3GPP TS 23.060: "General Packet Radio Service (GPRS)".

[17]
3GPP TS 23.216: “Single Radio Voice Call Continuity (SRVCC); Stage 2

[18]
3GPP TS 44.318: “Generic Access Network (GAN); Stage 2”

[19]
3GPP TS 33.234: “Wireless Local Area Network (WLAN) interworking security”

[xx]
3GPP TS 23.272: “Circuit Switched Fallback in Evolved Packet System; Stage 2”

************************** NEXT  CHANGE *************************

5.2.2.2
Registration 


The registration procedure consists of two distinct steps: UE registration with the IWF and UE registration with the CS domain.
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1. UE registered on MSC-1, SGSN-1

3. UE requests PDN connectivity for CSoEPS

4. UE establishes IPSec tunnel to IWF (alternative A only)

12. Ciphering control and authentication

11. Location Updating Request

10. UE-IWF UL DIRECT TRANSFER (Location Updating Request)

8. UE-IWF REQUEST (Location update)

9. UE-IWF REQUEST ACCEPT

13. Update Location

15. Update Location Ack

14. HSS cancels UE location in MSC-1, updates UE record with new 

CS location (MSC-2) and sends subscriber data to MSC-2

16. Location Updating Accept

18. Clear Command

19. UE-IWF RELEASE (See Note 1)

21. UE-IWF RELEASE COMPLETE (See Note 1)

20. Clear Complete

5. UE-IWF-RC REGISTER REQUEST (EPS cell info, IMSI, …)

7. UE-IWF-RC REGISTER ACCEPT (CS NAS System Information)

6. Activate dedicated EPS bearer for signalling (e.g., QCI=5)

2. UE attaches to EPS

(in alternative B, where IPsec is not used, UE security Binding between MME and IWF takes place before Attach Accept)

17. TMSI reallocation


Figure 5.2.2.2-1: Registration procedure

NOTE 1:
It is FFS whether these messages are needed.

1.
The UE may be operating in GERAN/UTRAN mode and may be registered on MSC-1 and SGSN-1.

2.
The UE initiates the combined EPS/CS attach procedure as described in TS°23.272 [xx] if supported by the UE and the network (refer also to clause 5.2.7a). Otherwise the UE performs the EPS attach procedure as described in TS 23.401 [3].


In alternative B where no IPSec is setup, the MME gets the subscriber's IMSI from the EPS authentication procedure and the IP address allocated by the P-GW during Attach procedure. If the UE is CSoPS capable, the MME selects the IWF from the TAI, then returns IWF IP address to the UE with Attach Accept. Furthermore, before Attach Accept is sent to the UE, a UE Security Binding procedure is performed to avoid man-in-the-middle attack by which the IWF verifies the UE binding by checking whether the GUTI or IMSI received in UE-IWF messages corresponding to the UE IP address matches with the GUTI or IMSI provided by the MME in the UE-Binding message. The MME sends UE Binding Request (Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI), UE IP address) to the IWF. The IWF stores these information, allocates a LAI and selects the MSC in the pool of MSC's that manage the LAI.

3.
The UE requests CSoEPS PDN connectivity and establishes the default EPS bearer for CSoEPS service.

4.
In Security Alternative A, the UE establishes an IPSec tunnel to the IWF. This step does not exist in alternative B.

5.
The UE registers with the IWF, using UE-IWF REGISTER REQUEST message. The message contains:

-
EPS Location Information.

-
UE's IMSI.

6.
If the IWF accepts the registration request it shall initiate the activation of a dedicated EPS bearer for the CS signalling channel (QCI=5) using the Rx interface to the PCRF. 

7.
Once established, the IWF responds with a UE-IWF REGISTER ACCEPT message. The message contains CSoEPS specific system information, including:

-
Location-area identification comprising the mobile country code, mobile network code, and location area code corresponding to the CSoEPS service area.

-
CN domain specific GSM-MAP NAS system information

-
The GERAN (if A interface) or UTRAN (if Iu interface) cell identity identifying the cell within the location area corresponding to the CSoEPS service area.

8-21.
If the UE has performed a combined EPS/CS attach procedure in step°2, the registration procedure ends here. Otherwise, the UE executes the location area update procedure via the IWF using the procedures specified in TS 43.318 [18]. The HSS updates the stored UE record with the new CS location (MSC-2 address) and cancels the previous UE location. If the MSC-2 and MSC-1 are same, step 13-15 are skipped.

************************** NEXT  CHANGE *************************

5.2.7a
CSoPS interaction with ISR

5.2.7a.1
General

Similar to CSFB interactions with ISR, in relation with CSoPS, ISR is activated only when an SGs association exists between MME and MSC/VLR.

If the UE and the network support the combined EPS/CS attach procedure as described in TS 23.272 [xx], the CSoPS-enabled UE uses the combined EPS/CS attach procedure to register with the CS domain, prior to the registration with the IWF. In other words, when the UE uses the combined EPS/CS attach procedure, the steps 8-21 in Figure 5.2.2.2-1 are skipped.

NOTE: Other mobility management procedures defined in TS°23.272 [xx] (e.g. Detach, Combined TA/LA update) are also re-usable in CSoPS context.

If the UE and/or the network do not support the combined EPS/CS attach procedure and related procedures described in TS 23.272 [xx], the CSoPS enabled UE registers with the IWF first, and subsequently registers with the CS domain, as described in clause 5.2.2.2. However, in this case ISR is deactivated for this UE.
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Figure 5.2.7a.1-1: CSoPS interaction with ISR

In reference to Figure 5.2.7a.1-1, once ISR is activated, the UE follows regular ISR behaviour. It may reselect between E-UTRAN and GERAN/UTRAN without a need to update the CN. When a mobile terminated service arrives, the MSC/VLR sends a paging message via SGs to the MME. The MME pages in the TA(s) registered for the UE, and the MME requests the SGSN via S3 that has an ISR relation with the MME for that UE to page in the RA. When the UE is already connected with the MME, the MME forwards the paging request only to the UE via the established signalling connection.

CSoPS enabled UE includes the CSoPS capability indication as part of the "MS Network Capability" in the Attach, RAU or combined RAU/LAU Request message, if the UE has been configured to use CSoPS service by operator policy. SGSN stores the CSoPS capability indication for ISR operation. If the UE has not been configured to use CSoPS, the CSoPS capable UE shall not include the CSoPS capability indication in the Attach, RAU or combined RAU/LAU Request message to SGSN.
ISR remains activated until the CSoPS enabled UE performs a combined RAU/LAU or separate LAU procedure, e.g. because the UE's periodic RAU timer expires or the UE moves to an unregistered RA or moves to system operating in NMO II or III. Normal re-selection between registered RA/TA(s) does not cause ISR deactivated condition. When the UE needs to perform a combined RAU/LAU, the SGSN checks the CSoPS capability bit in MS Network Capability and if it indicates that CSoPS is enabled then SGSN deactivates ISR by not indicating ISR activated in the RAU Accept message, which is a regular ISR functionality as specified in TS 23.401 [3]. After a combined RA/LA update procedure, the MSC pages via Gs for mobile terminated services. When Gs is not used, the MSC/VLR pages in the LA via Iu/A for mobile terminated services. 

If ISR is deactivated when the UE re-selects to E-UTRAN, the CSoPS enabled UE can cause ISR to be activated again by performing a combined TA/LA Update Procedure.
5.2.7a.2
Mobile Terminating Call when ISR is active and SGs is active between MSC/VLR and MME
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Figure 5.2.7a.2-1: Mobile Terminating Call when ISR is active and SGs is active between MSC/VLR and MME

1)
G-MSC sends IAM to the MSC/VLR on the terminating side as specified in TS 23.018.
2)
The MSC/VLR sends a Page message to the MME via SGs.
3a)
The MME receives the Page message from the MSC/VLR. If the UE is in ECM‑IDLE state, the MME sends a Paging (as specified in TS 23.401 [3], and CN Domain Indicator) message to each eNodeB serving the TA list the UE is registered to as specified in TS°23.272 [xx]. If the UE is in ECM-CONNECTED, the MME relays the CS Page message to the serving eNodeB over the S1 interface as specified in TS°23.272 [xx].
3b)
The radio resource part of the paging procedure takes place. The message contains a suitable UE Identity (i.e. S‑TMSI or IMSI) and a CN Domain indicator.

4)
As ISR is active and the UE is in ECM_IDLE state, the MME forwards the CS paging message received from the MSC/VLR to the associated SGSN. The MME gets the SGSN information in the regular ISR activation process.
5a)
The SGSN receives the CS paging message from the MME, the SGSN sends paging messages to RNS/BSSs, which is described in detail in TS 23.060 [16]. 
NOTE:
If ISR is not active or the UE is in ECM-CONNECTED state, the MME does not send the CS paging message to the SGSN. That means, the steps 4 and 5 are not needed in the MT call procedure.

5b)
When RNS/BSS nodes receive paging message from the SGSN, paging is initiated as described in detail in TS 23.060 [16].
6)
Upon receipt of a Paging Request message for a CS service, if the UE has a valid registration with an IWF, it performs the EPS Service Request procedure (as defined in TS°23.401[3]). Otherwise, the UE may perform the CS fallback procedure as described in TS°23.272 [xx].
7)
At the end of the Service Request procedure the user plane on the CSoPS-related PDN connection is established.
8)
UE sends a UE-IWF Paging Response message to the IWF. This step corresponds to step°3 in Figure 5.2.2.5-2. The only difference with the procedure described in Figure 5.2.2.5-2 is that this UE-IWF Paging Response message appears to the IWF as an unsolicited response message.
9)
IWF sends a Paging Response message to the MSC. This step corresponds to step°4 in Figure 5.2.2.5-2. The subsequent steps are identical with steps 5-18 in Figure 5.2.2.5-2.
Editor's note: When SGs is used for paging it is FFS whether the mobile terminated SMS is delivered via the IWF as described in figure 5.2.2.6-2 or via SGs as described in TS°23.272°[xx].

************************** NEXT  CHANGE *************************

5.2.8
Assessment

The 'IWF' alternative is a full solution according to the scope this study, i.e. it is fulfilling all identified overall and architectural requirements.

The main design-principles of this solution are as follows.

-
No specific impact on EPS entities: the functionality in the EPS required for this solution is already specified in SRVCC [17]. However, the option to support UE security binding described in clause 5.2.2.2, and the need for notifying a change of MME to IWF may lead to the introduction of new procedures over Sv interface.

-
No impact on CS Domain thus securing operators' investments in legacy CS Domain and radio access equipment and services.

-
Reuse of a subset of existing GAN functionality, with appropriate simplifications.  This minimises the reinvention factor and, generally, keeps the solution rather simple.

-
Minimize the functional impact on the UE caused by the introduction of the CSoEPS mode of operation

The 'IWF' alternative allows operators to offer legacy CS domain services fully leveraging the already deployed evolved access coverage.  The solution is similar to the eMSC solution in Alternative 1, but significantly less intrusive for CS and EPS while more cost-efficient and simpler at the same time.

In roaming, CSoPS service is offered if the solution is supported by the VPLMN. So, while roaming in a VPLMN without IWF, a CSoPS subscriber will experience voice calls over legacy CS radio access. In theory, it would also be possible to provide service from the HPLMN, but this would create issues in mobility with legacy systems as well as in the charging/billing, lawful intercept and emergency call requirements areas.  So, the “HPLMN service” concept is not recommended, therefore while roaming in a VPLMN without IWF, a CSoPS subscriber will experience voice calls over legacy CS radio access.
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