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1 Introduction
SA1, CT1 and RAN3 have achieved some agreements on Allowed CSG List handling. Those agreements should be considered as architecture baseline and assumptions from release 8. And corresponding requirements could be derived from those agreements.
2 Discussions
1) Allowed CSG List definition
Currently there are still disputations among WGs about which term to be used to represent the list of CSGs which the user is allowed to access. Two alternatives are Allowed CSG List and CSG identities white list. Because there are not only the CSG IDs but also information related to the CSG such as PLMN IDs in this list, it is proposed to use Allowed CSG List to describe this concept, which aligns with CT1’s definition. 
If this is accepted by SA2, an LS could be sent to the other WGs including SA1 and CT1 to address SA2’s proposal.
Allowed CSG List is the basis for the access control node to perform CSG access control. If the CSG ID of the CSG cell for which the user is request accessing is included in the user’s Allowed CSG List, the UE is allowed to access this CSG cell. Otherwise, the UE shall be rejected by the network.
2) The content of Allowed CSG List

The content of Allowed CSG List is defined in TS 24.285(Allowed Closed Subscriber Group (CSG) List; Management Object (MO)) by CT1.

3) The storage and retrieval of Allowed CSG List

Two LSs from CT1 and RAN3 about CSG access control (S2-086424 and S2-086649) were discussed at SA2#68. The following assumption agreed by CT1 and RAN3 were also accepted by SA2 as basis for the future work on H(e)NB.

Assumption:

· CSG subscription information is permanently stored in HSS, and retrieved by the MME, MSC/VLR and SGSN during the attach procedure or tracking/location/routing area updating procedure as part of the UE’s subscription profile.
Thus the Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME, MSC/VLR and SGSN from the HLR/HSS during attach, TAU/LAU/RAU procedures as part of subscription profile. And it can be derived that the MME, MSC/VLR and SGSN can also get the Allowed CSG List from another SGSN or MME during handover procedure. And the Allowed CSG List is stored not only in the UE but also in the network nodes.
4) The update of Allowed CSG List

SA1 have the following requirements about update of Allowed CSG List:

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network and to the affected UEs belonging to the subscriber group.  

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.
And CT1 defines the following two mechanisms to update the Allowed CSG List:
-
Manual update: based on the user interaction. The user can trigger at any time the UE to search for the CSG cell. The UE will update the Allowed CSG List according to the response to the Attach and TAU procedures. If the permissions for a UE to access to a HeNB are removed, then the CSG Id will be deleted from the Allowed CSG List contained in the UE at the receiption of the subsequent Service Reject sent by the network to avoid the UE access to the CSG cell; or

-
Application level update: based on the usage of OMA DM procedures. The OMA DM procedures defined in OMA-ERELD-DM-V1_2 [52] can be used to add/remove one or more CSG Id in the Allowed CSG List.

Other Application level mechanisms to update the Allowed CSG List are not excluded.
3 Proposal
It is proposed to make the following changes to 3GPP TR 23.830 according to above discussion.
Start of the first change

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1]. 

Editor’s Note: The following definitions are copied from TS 22.220 v1.0.0 and are intended to be used as baseline terminology for the work in SA2. As the work progresses these definitions may be revisited.

Closed access mode: HNB/HeNB operates as a CSG cell.

Closed Subscriber Group (CSG): A Closed Subscriber Group identifies subscribers of an operator who are permitted to access one or more cells of the PLMN but which have restricted access (CSG cells).

CSG cell: A cell, part of the PLMN, broadcasting a specific CSG identity. A CSG cell is accessible by the members of the closed subscriber group for that CSG identity. All the CSG cells sharing the same identity are identifiable as a single group for the purposes of mobility management and charging.

CSG identity: An identifier broadcast by a CSG cell or cells and used by the UE to facilitate access for authorised members of the associated Closed Subscriber Group.

Allowed CSG list: A list stored in the network and the UE containing all the CSG identity information of the CSGs to which the subscriber belongs.
Home based network: An IP based network in the H(e)NB owner's premises that is connected to the H(e)NB.
Hybrid access mode: HNB/HeNB operates as a CSG cell where at the same time, non-CSG members are allowed access.
Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell. 

Editor's Note: The following definitions need to be reviewed

CSG owner: A CSG owner is the owner of one or more H(e)NBs, that have been configured as a CSG cell(s) for a particular CSG. A CSG owner can, under the H(e)NB operator's supervision, add, remove and view the list of CSG members.

HNB: A HNB is a Customer-premises equipment that connects a 3GPP UE over UTRAN wireless air interface to a mobile operator’s network using broadband IP backhaul.

HeNB: A HeNB is a Customer-premises equipment that connects a 3GPP UE over EUTRAN wireless air interface to a mobile operator’s network using broadband IP backhaul.

H(e)NB Gateway: H(e)NB Gateway is a mobile network operator’s equipment (usually physically located on mobile operator premises) through which the H(e)NB gets access to mobile operator’s core network. For HeNBs, the HeNB Gateway is optional.

H(e)NB Operator: A H(e)NB Operator is the PLMN operator under whose license a H(e)NB operates. A H(e)NB needs to be configured and authorised by the H(e)NB operator.

H(e)NB Owner: A H(e)NB Owner has a contractual relationship with the H(e)NB operator, related to running one or more H(e)NBs in the H(e)NB owner's premises. 

Note: A H(e)NB Owner  is likely to have the billing relationship with the H(e)NB operator. A H(e)NB Owner will typically be the “lead” user in a household, but could be e.g. the corporate IT manager in an enterprise context.

H(e)NB SubSystem: A H(e)NB SubSystem consists of the H(e)NB and, optionally, the H(e)NB Gateway belonging to it.
End of the first change

End of the second change

4
Architectural baseline and assumptions from Rel-8

Editor’s Note: This section will provide an overview of the architectural work and architectural assumptions already made for Home NodeBs and Home eNodeBs by other working groups for Rel-8.

4.1
Home NodeB architectural baseline and assumptions

4.1.1
Architectural requirements 

Editor’s note: The relevant Home NodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Rel 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home NodeB support

· architecture support for CSGs and allowed CSG list handling

· architecture support for discovery, security, authentication, and management processes related to Home NodeB

· architecture support for mobility and access control 

· HNB installation, identification and location requirements

· HNB backhaul efficiency

· Emergency service support
4.1.1.x
Support for CSGs and Allowed CSG List handling

-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the SGSN/MSC/VLR.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.
-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to SGSN/MSC/VLR. And when a CSG ID is removed from a UE’s Allowed CSG List while the UE is connected to the CSG, the SGSN/MSC/VLR may notify the affected UE to update its locally stored Allowed CSG List.
Editor’s note: Specific mechanism used by the SGSN/MSC/VLR to notify the UE of a change in the Allowed CSG List is FFS.
· The Allowed CSG List can be updated in the UE according to the result of attach, RAU/LAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
4.2
Home eNodeB architectural baseline and assumptions

4.2.1
Architectural requirements

Editor’s note: The relevant Home eNodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Release 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home eNodeB support

· architecture support for CSGs and allowed CSG list handling

· architecture support for discovery, security, authentication, and management processes related to Home eNodeB

· architecture support for mobility and access control 

· Home eNodeB Installation, identification and location requirements

· Home eNodeB backhaul efficiency

· Emergency service support
4.2.1.x
Support for CSGs and Allowed CSG List handling

-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.
-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to the MME. And when a CSG ID is removed from a UE’s Allowed CSG List, the MME may notify the affected UE to update its locally stored Allowed CSG List.
Editor’s note: Specific mechanism used by the MME to notify the UE of a change in the Allowed CSG List is FFS.

-
The Allowed CSG List can be updated in the UE according to the result of attach, TAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
End of the second change
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