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This document proposes several architectural requirements for IMS-capable HNBs. It is proposed to add the following section to TR 23.8xy.
x
Architectural requirements
x.1
General requirements
The architecture of an IMS capable HNB subsystem shall be based on the architecture of a non-IMS capable HNB subsystem as defined in TR 23.830 with the following clarifications and additions:

· An IMS capable HNB subsystem shall support access to the CS domain based on the architecture specified in TR 23.830. However, it is not mandated for a deployment to support access to the CS domain (as defined in TS 22.220).
· An IMS capable HNB subsystem shall support access to the PS domain based on the architecture specified in TR 23.830. Access to PS domain makes it possible to support the same PS service continuity between different CSG cells and between CSG and non-CSG cells as that supported by a non-IMS-capable HNB subsystem.
· An IMS capable HNB subsystem shall provide interworking functionality that enables originated services requested by UEs with CS-specific NAS signalling (i.e. using TS 24.008) to be interworked with and provided by the IP multimedia core network subsystem (IMS). Similarly, an IMS capable HNB subsystem shall provide interworking functionality that enables terminated services in IMS to be delivered to UEs with CS-specific NAS signalling.
· An IMS capable HNB shall support access to IMS and to other operator provided IP services. This allows, for example, IMS-capable UEs to use IMS services directly (as defined in TS 23.228) without the need to utilize interworking functionality in the IMS capable HNB subsystem. 

· If an IMS capable HNB subsystem provides access to the CS domain and to IMS, then it shall utilize a domain selection function to route user-originated service requests to either CS domain or IMS based on operator policies. The domain selected to service a particular user-originated request shall be transparent to the UE and the user.
· The CS/IMS interworking functionality of an IMS capable HNB subsystem shall be transparent to UE. Therefore, the UE cannot know if a HNB is IMS capable or not. 
· When a new UE successfully enters into an IMS capable HNB (e.g. it is successfully authenticated and authorized to use this IMS capable HNB), the IMS capable HNB subsystem shall register this UE to IMS. This allows the IMS capable HNB subsystem to provide subsequent UE originated and terminated services (using CS-specific NAS signalling) over IMS.
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