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Abstract of the contribution:

This contribution proposes a solution for providing the PDN GW identity during the network-based handover of an IMS emergency call between 3GPP access and HRPD.  
Introduction

Clause 5.5.1 of TR 23.869 contains an open issue regarding the question of how, in the case of a UE in limited service mode, the target access network obtains the PDN GW identity when an IMS emergency call undergoes an inter-technology handover.  We propose to store the PDN GW identity for such UEs in the HSS in a record based on the UE’s IMEI.  Then, when a handover attach occurs the MME or HSGW retrieves the PDN GW identity from the HSS using the UE IMEI as the identifier for the UE instead of the IMSI.
We also remove the FFS regarding the question of whether handover between 3GPP access and HRPD access of Emergency calls in limited service mode needs to be supported, since this is expected to be a regulatory requirement in some countries where E-UTRAN and HRPD access are deployed in the same network.

For both of these changes, the scope of inter-technology handover remains as intra-operator handover, consistent with the restriction in TR 23.869 that only intra-PLMN handover is considered in Release 9.

Text Proposal for TR 23.869
5.5.1
Key Issue 1:  Availability of APN and PDN GW address in limited service mode for network based handovers

5.5.1.1
Description


When a UE performs an attach with the EPS, the HSS stores an APN and PDN GW identity for the UE.  However, when the UE is in limited service mode and does not have a validated IMSI, it will not have a record in the HSS.  This information is needed for handover to HRPD access because the PDN GW identity is retrieved from the HSS/3GPP AAA Server when the UE attaches to the non-3GPP access. 

5.5.1.2 Solution
In networks supporting both E-UTRAN access and HRPD access, when a UE performs an attach with the EPS and a validated IMSI is not available, the network obtains the UE’s IMEI from the UE. At initial attach, the MME (in the case of an E-UTRAN attach) or the PDN GW (in the case of HRPD attach) sends the Emergency APN and PDN GW identity to the HSS/AAA Server.  In this case of limited service mode, the UE identifier is the IMEI instead of IMSI.  Upon an intra-operator handover attach, the target access network retrieves the PDN GW identity from the HSS/AAA Server. 
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