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This contribution proposes modifying the EPS functionality overview to include usage of either dynamic or static policy.
1. 
Discussions

In the TR, sub-clause 5.9.2.2.6 on PCC clearly stated that both dynamic and static policies are supported.  See extract below:
5.9.2.2.6 PCC

When connecting to a PDN GW for IMS emergency call support and dynamic policy is used, per section 4.7.5, the PCRF provides the PDN GW with the QoS parameters, including ARP for the emergency bearers to prioritize the bearers when performing admission control. Per section 4.7.5, local configuration of static policy functions is also allowed and not subject to standardization. The PDN GW can make the final decision on QoS parameters.

The PCRF also has the ability to ensure the emergency PDN GW connection is used only for IMS emergency sessions.  The PCRF can reject an IMS session established via the emergency PDN GW connection if the AF (i.e., P-CSCF) does not provide an emergency indication to the PCRF.

Also, in section 5.3.4.3 “Emergency Call with an Emergency APN” specifies the behaviour of dynamic policy function to be performed by the PCEF.  However, in the sub-clause 5.3.1 “EPS Functionality overview”, this was not clear.  Hence, this contribution proposes to clarify this area.
2. Proposal
******************** 1st Change *********************

5.3.1
EPS Functionality overview

The solution for the EPS is aimed at supporting both normal mode and limited service mode. When the UE is in normal service mode the normal EMM procedures apply. As the UE enters limited service mode as specified in TS 23.122 [15] (e.g., Attach request is rejected), special EMM procedures for emergency service may be needed to access EPS. For release 9, the proposed solution uses the emergency APN.  In all cases (e.g., home, roaming, normal mode, limited service mode), emergency connectivity to an emergency APN will be used. The UE initiates the emergency connectivity upon recognition of dialled emergency number. This connectivity is limited to using emergency services available at the PDN served by the emergency APN.  When connecting to PDN GW for IMS emergency call either dynamic or static policy is used, for detail see sub-clause Annex D 5.9.2.2.6  .   

The ARP values set for the bearer used to provide connectivity to the Emergency APN shall be adequate to support emergency services (this is to be decided when the ARP definition is complete) and the QCI shall select a GBR service for conversational voice service. And the GBR set to the value necessary to support the selected codec for the emergency service.
******************** End 1st Change *********************

******************** 2nd Change ********************* 
5.3.4.3. Emergency Call with an Emergency APN

The emergency APN allows the UE to obtain local bearer and a local P-CSCF. The PCEF performs an IP-CAN Session Establishment procedure as defined in TS 23.203 [13]. The emergency APN is provided to the PCRF from the PCEF. The PCRF instructs PCEF the bearer is used for emergency services by setting the ARP of PCC rules to Emergency ARPs. This enables the relevant network elements to prioritize bearers with the ARP when performing admission control.

If the AF does not provide an emergency indication but the emergency service information is associated with an UE IP address belonging to an emergency APN, it should be possible for the PCRF to reject the emergency service provided by the P-CSCF (and thus to trigger the release of the associated emergency session). This PCRF check will be added to the GPRS annex of TS 23.203 [13].
Note: static policy functions are also allowed and not subject to standardization
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