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This document proposes the access control mechanism when UE tries to access the network through HNB/HeNB.
Introduction
As states in SA1 TS 22.220, there are three HNB/HeNB access modes for Rel-9:
· Closed access mode: HNB/HeNB operates as a CSG cell.
· Hybrid access mode: HNB/HeNB operates as a CSG cell where at the same time, non-CSG members are allowed access.
· Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell.
It has been agreed in CT1 for access control to be performed at network entity for CSG UE. The network entity needs to know the CSG Id of the HNB/HeNB where the UE is performing the access, and then it will check if the CSG ID of the HNB/HeNB is in the UE’s white list.
If UE is performing to access the closed mode HNB/HeNB, the network entity needs to perform access control based on CSG Id, while for open or hybrid access mode there is no need. So when the UE tries to access the network through HNB/HeNB, the CSG Id and access mode (closed/hybrid/open) should be known for the network entity to perform correct access control.
Proposal 
Two mechanisms are proposed to make network entity know the CSG Id and access mode of HNB/HeNB:
·  Configuration at network entity:  the network entity is configured the application level data of every HNB/HeNB just as macro cell deployment.  
This mechanism may make the management of network entity complicated, because the amount of HNB/HeNB is so huge and the position may change frequently. The configuration information in the network entity needs to be updated in time.
· Communicated to network entity:  when a UE requests to access a HNB/HeNB, the CSG Id and access mode shall be informed to the network entity.
The CSG Id and access mode are added in S1-AP signalling when UE initiates NAS message. Then the network entity will use the two parameters for access control or charging.
Conclusion
It is proposed to agree follow proposal for HNB/HeNB access control to TR 23.820:
   when a UE requests to access the network through HNB/HeNB, the CSG Id and access mode shall be informed to the network entity.
************************************start of change 1****************************************

5
Architectural requirements
5.1
General requirements
5.2
Home NodeB specific requirements
Home NodeB access control:
· SGSN stores the UE’s allowed CSG list to perform access control.
· If UE is performing to access a closed mode HNB, the UE must be prevented from attempting to access a home cell when it is not a member of a CSG the home cell belongs to.
· If UE is performing to access a hybrid mode HNB, the SGSN may apply different rules to non-CSG UEs than to CSG UEs. The SGSN classify the UE according to the UE’s allowed CSG list and the CSG ID of the Home NodeB.
· If UE is performing to access a open mode HNB, the SGSN does not need to perform access control based on CSG Id.
· CSG Id and access mode of the Home NodeB shall be informed to the SGSN by the Home NodeB.
5.3
Home eNodeB specific requirements
Home eNodeB access control:
· MME stores the UE’s allowed CSG list to perform access control.
· If UE is performing to access a closed mode Home eNodeB, the UE must be prevented from attempting to access a home cell when it is not a member of a CSG the home cell belongs to.
· If UE is performing to access a hybrid mode Home eNodeB, the MME may apply different rules to non-CSG UEs than to CSG UEs. The MME classify the UE according to the UE’s allowed CSG list and the CSG ID of the Home eNodeB.
· If UE is performing to access a open Home eNodeB, the MME does not need to perform access control based on CSG Id.

· CSG Id and access mode of the Home eNodeB shall be informed to the MME by the Home eNodeB.
************************************end of change 1****************************************
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