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Introduction

There are now four main solution alternatives and many sub-variants of these for support of service continuity (e.g. VCC) for IMS Emergency calls in the latest TR 23.826 version 1.0.0. Some of these solutions are based on outdated information – e.g. TR 23.892 informative description of ICS rather than the more recent normative TS 23.292 – and all of them attempt to support more ambitious goals than those agreed at the last SA2 meeting in Miami. It has been agreed to evaluate these alternatives against a set of 20 criteria and that may be a good way to delineate some of the main differences. But it is not clear if this will help determine a preferred solution because the level of detail in the evaluation will still probably be very high (making overall comparisons difficult) and the different variants of each alternative may not be clearly distinguished. 
To enable progress (e.g. as a fallback), a comparison is provided here of the different variants within each alternative using the new simpler requirements in the TR and with a smaller set of the most important criteria. Promising variants are labelled Anm for easy reference where n is the alternative number (1 to 4) and m is a single digit reference assigned here.
1. Architecture

1.1 Alternative 1

Alternative 1 defines use of a Domain Transfer Function (DTF) in the visited network to act as the anchor point for domain transfers. An Emergency Remote User Agent (E-RUA) is also defined that appears to extend DTF capability by providing additional SIP support. The term “E-RUA/DTF” is used throughout much of the description for alternative 1 making it appear to be capable of treatment as a single entity (logical or physical).
An IMS CS Control Function (ICCF) is also defined to assist signalling in the CS domain (e.g. negotiating VCC support) although it is not mentioned in any of the procedures and may not be needed for the more restricted goals now agreed in the TR.
1.2 Alternative 2

Alternative 2 defines a VCC DTF in the visited network to act as the anchor point for domain transfers. The VCC DTF is equivalent to the E-RUA/DTF in alternative 1 (though the functions will not all be the same due to the different procedures).

1.3 Alternative 3

Alternative 3 defines an E-VCC Application in the visited network containing an E-RUA and DTF to act as the anchor point for domain transfers. This appears most equivalent to alternative 1. But, different to alternatives 1 and 2, the Lg interface previously between a VMSC and GMLC is now between the E-RUA and VMSC.
1.4 Alternative 4

Alternative 4 defines an Emergency Service Centralization and Continuity Application Server (E-SCC AS) in the visited network to act as the anchor point for domain transfers. The E-SCC AS performs a similar role to the E-VCC Application, VCC DTF and E-RUA/DTF in the other alternatives.
1.5 Conclusions
All alternatives employ a VCC anchor point (which goes by different names) in the VPLMN. There are differences in some interfaces and assigned functions which can most likely be resolved after the procedures (described next) are resolved.
2. Procedures for IMS Call Establishment 
2.1 Alternative 1

For Alternative 1, section 6.1.4.1.1 contains a procedure A11 that seems general, reasonably simple and that enables return of a Session Transfer Number (STN) to the UE for use in subsequent PS to CS domain transfer. Most important, it seems to be backward compatible to the current solution in TS 23.167. There is also no dependency on ICS. This is thus considered to be a candidate for a final solution. The STN part could be removed if that is not needed.

2.2 Alternative 2

For alternative 2, section 6.2.4.l contains a procedure A21 that, like A11, seems reasonable simple, general and backward compatible with TS 23.167. It is more explicit here than in A11 that the SIP INVITE from the UE could indicate that the UE supports VCC thus avoiding VCC resource assignment for a UE that does not support VCC. The VCC DTF in this alternative corresponds to the E-RUA in A11. The VCC DTF (E-RUA) is able to return a VDN to the UE in the SIP 200 OK which is analogous to the STN returned in A11. Overall, A11 and A21 are seen as almost identical – differences mainly concerning terminology and method of description. 
2.3 Alternative 3

Alternative 3 explicitly uses the same procedure A21 as alternative 2.

2.4 Alternative 4

Section 6.4.3.2 describes a procedure A41 almost identical to A11 and A21 except that there is no provision for returning an STN or VDN to the UE nor is there any explicit assumption of VCC capability transfer from the UE to the VPLMN (e.g. that might be used to trigger insertion of an E-SCC AS in the call path).
2.5 Conclusions
The procedures are all sufficiently alike that any one can probably be chosen and adapted to support whatever procedure(s) is(are) preferred for domain transfer.

3. Procedures for CS Call Establishment 

Alternatives to support this are not compared due to requirement 8 in section 5.2 of the TR which implies these procedure will either never be required or only be added in a later release.

4. Domain Transfer from IMS to CS
4.1 Alternative 1

Procedure alternative 1 in section 6.1.4.2 (A12) makes use of the STN supported by A11 to enable recognition of the emergency context by the VMSC. It seems promising. However, the following aspects are not clearly supported and will require some addition or clarification:
(a) Whether all participating VMSCs can be configured or easily modified to enable recognition of an STN in a normal SETUP message as signifying an emergency call

(b) Whether invocation of interim location in step 3 will delay domain transfer too much and should be eliminated

(c) How the VMSC knows to route the call to the E-RUA DN rather than ESRK or ESRD returned by the GMLC – i.e. how the VMSC knows this is a domain transfer and not a normal emergency call. Possibly this is inferred from the STN but, if so, needs stating and is then an impact to the VMSC.
(d) To support location continuity, the LRF must interact with the GMLC after step 12 (and must be able to determine the GMLC) but this is not specified
Procedure alternative 2 in section 6.1.4.3 (A13) employs a more conventional method of establishing the new CS leg using a normal call with no impacts to the VMSC (which is analogous to the procedure in TS 23.237). The E-RUA DN would be the STN provided in A11. The purpose of steps 2-4 is unclear – e.g. maybe they can be removed. The following aspects require further study however:
(a) Whether it matters that the CS domain (e.g. BSS and VMSC) will no longer see the call as an emergency call.

(b) How continuity of location can be supported – e.g. the LRF is updated in step 12 but it would need to use a GMLC (not mentioned) to support continuing location and the GMLC will need to know the address of the VMSC.
Issue (b) can be resolved if the VMSC conveys the serving cell IE in the ISUP IAM it sends to the MGCF – e.g. in the form of a 10 digit number in the ISUP Generic Digits parameter – and if the MGCF similarly conveys this to the E-CSCF in some SIP parameter enabling the E-CSCF to provide the cell ID to the LRF. The LRF can then determine the VMSC (from the cell ID) and a suitable GMLC and can make use of the GMLC to query location from the VMSC using existing procedures on TS 23.271. However, this will add impacts to the VMSC, MGCF, E-CSCF and LRF.
Figure 6.1.4.3-2 in section 6.1.4.3 contains another variant but contains no text description and assumes an ICS capable MSC server. This variant thus implies more restriction (i.e. mainly applicable to ICS capable networks) and is not evaluated further here.
Procedure alternative 3 in section 6.1.4.4 (A14) makes use of an ICS capable MSC server which sends a SIP INVITE towards the E-RUA whenever it receives any Emergency SETUP message from a UE (if configured to do so). The main disadvantages here are reliance on an ICS capable MSC server and the implication that any emergency call origination in the CS domain will receive ICS support even though transfer to the PS domain will not occur.
Figure 6.1.4.4-2 in section 6.1.4.4 provides another alternative that is very similar to A12 except that there is no GMLC query as there is in A12. This is not evaluated any further here as any specific small advantage could easily be added to A12 later if that ends up being used.
4.2 Alternative 2

Section 6.2.4.3 describes a procedure A for IMS to CS domain transfer that is almost identical to A13 for Alternative 1 and is susceptible to the same issues (a) and (b) above identified for A13.
Section 6.2.4.4 describes a different procedure (A22) in which the UE instigates IMS to CS domain transfer by sending an Emergency SETUP to the VMSC. The VMSC can then set up the call as if it were a normal emergency call (thereby avoiding new impacts). The procedure requires the GMLC to associate the call with an existing location record in the LRF and to deduce from this that the request is really for a domain transfer. The GMLC can then use the ERSK or ESRD to return a VDN (or STN) to the VMSC which will cause routing of the call to the VCC DTF (E-RUA) at which point domain transfer can be provided. This proposal needs to contend with the following issues:
(a) Dependence on the GMLC and LRF to associate the new call request with the existing call and deduce the need for domain transfer. If the GMLC/LRF does not make this association, the call would be effectively transferred to a new PSAP operator from the perspective of the user.

(b) Some additional delay if the VMSC first obtains an interim location from the BSS before querying the GMLC

(c) How the UE knows that the VPLMN supports VCC in order to trigger an emergency SETUP for domain transfer

Issues (a), (b) and (c) can all be resolved in another variant in section 6.2.4.4 (A23) if the UE instead sends a normal SETUP to the VMSC carrying a VDN (or equivalently STN as in A12) that is recognized by the VMSC as signifying a domain transfer. In this case, the VMSC can notify the GMLC (in the MAP query) that this is a domain transfer request, thereby ensuring that the GMLC knows that a match must be found in (a) and allowing the VMSC to avoid an interim location procedure. But this variant may add additional impact to the VMSC and GMLC. Note that if the VMSC includes a distinct calling or called SCCP E.164 address in the MAP SLR query as a means of indicating domain transfer to the GMLC, then MSC impacts might be avoided if the distinct SCCP address can be defined by existing MSC configuration capability. However, it has been claimed that this method will not necessarily be reliable.
4.3 Alternative 3

Section 6.3.4.3 describes a procedure A31 that is almost identical to A22 except that the VMSC sends the MAP query (following receipt of an Emergency SETUP fro the UE) to a VCC E-RUA rather than to a GMLC. The E-RUA then associates the query with the existing call record established when the call was first setup in IMS. This alternative provides a simpler means of MAP query to call association than in A22 because the association involves one entity (E-RUA) rather than two logical entities (GMLC and LRF). In addition, the E-RUA can assign an IMRN for routing purposes which will simplify later identification when the new incoming call leg has reached the DTF. Issue (a) for A22 thus still applies but is simplified. However, the following issues arise
(a) A31 assumes that the VMSC queries the E-RUA (and not GMLC) for all CS emergency calls which will include a large proportion of calls being established in the CS domain for which VCC support should not be applied. 

(b) There is still dependence on the E-RUA finding the original emergency call record to avoid sending the call to a different PSAP.
Issue (a) could be solved as in A23 by using a normal SETUP with a VDN (or STN) that tells the VMSC that this is a domain transfer and not an emergency call request – which creates a new variant (not explicitly acknowledged in the TR) A32.
4.4 Alternative 4

Section 6.4.3.4 describes a procedure A42 in which an ICS capable MSC server sends a SIP INVITE to the E-CSCF and thence to the E-SCC AS (E-RUA) when it receives any Emergency SETUP message from a UE. This is very similar to A14 except that call routing from the VMSC to the E-RUA is via the E-CSCF and does not require that the VMSC be aware of domain transfer support and routing to the E-SCC AS.

4.5 Conclusions

Though not a full evaluation, the summary above suggests the following partial comparison of the various alternatives in terms of some major criteria. Beneficial evaluations are shaded in yellow. Impacts are restricted to what is described for each alternative and may miss additional impacts that are not described – e.g. in the case of the GMLC to support interaction with the LRF.
	Criteria
	A12
	A13
	A14
	A22
	A23
	A31
	A32
	A42

	MSC impact
	Low
	None
	Higher (note)
	None
	Low
	None
	Low
	Higher (note)

	GMLC impact (or DTF impact to act as a GMLC)
	Low
	Unknown
	Low
	Higher
	Higher
	Higher
	Higher
	Low

	Emergency priority treatment of domain transfer in the BSS and MSC
	No (unless the UE treats as TS12)
	No
	Yes
	Yes
	No
(unless the UE treats as TS12)
	Yes
	No

(unless the UE treats as TS12)
	Yes

	Avoids changing the treatment of CS emergency originations
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	No

	100% Reliable Domain Transfer
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Fast Domain Transfer (e.g. no interim location delay)
	No
	Yes
	No
	No
	Yes
	No
	Yes
	No

	Clear Location Continuity
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes


Note: MSC ISC support has an obvious higher impact but might be considered low for MSCs that will anyway support ISC
Table – Comparison of Major Variants (Anm) with respect to IMS to CS Domain Transfer
The table suggests A12 has lowest overall complexity in terms of MSC and GMLC impacts. If it is important to avoid MSC impacts altogether but not so important to avoid GMLC impacts, then A13, A22 and A31 should instead be considered. If ISC related MSC impacts are acceptable (e.g. if it is expected that MSCs will anyway be migrated to ISC) but GMLC impacts should be avoided, then A14 and A42 should be considered.
5. Domain Transfer from CS to IMS
Alternatives to support this are not compared due to requirement 8 in section 5.2 of the TR which implies these procedure will either never be required or only be added in a later release.
6. Recommendations
The first step seems to be to resolve the preferred method of IMS to CS domain transfer. Depending on where impacts should be avoided, the following 3 sets of preferred alternatives emerge:

(a) Minimize overall GMLC and MSC impacts: A12

(b) Avoid any MSC impacts: A13, A22, A31

(c) Allow MSC ISC related impacts but avoid GMLC impacts: A14, A42

Once a preferred method of IMS to CS domain transfer is agreed, the similarity of the different architectures and IMS origination procedures should make the remaining definition fairly straightforward. 
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