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Abstract of the contribution: This contribution completes the conclusion of the TR 23.826 VCC for Emergency Calls study.
Discussion:

Release 9 of TS 22.101, section 21.5 added requirements that limit the scope of VCC emergency call support to be intra-operator and only in the PS to CS direction.  Based on the limited scope of requirements, the dual radio VCC for emergency call study can be concluded as proposed below and Release 9 specification may proceed.
Start of Change 1
8
Conclusion

Different alternatives have been studied, all of which place the session transfer function for the VCC of emergency calls in the serving (i.e., visited if roaming) IMS network. Aspects of the study that align with VCC for emergency calls requirements in TS 22.101, are complete, whereas some other key aspects require further study.  Functionality to be supported in Release 9 is:
-
Intra-operator PS-CS access transfer,

-
Ability to support location continuity after PS-CS access transfer,

-
Ability to support unauthorized UEs
-
Ability to indicate VCC for emergency call support capabilities. 

Functionality not supported in Release 9 is:

-
Inter-operator PS-CS access transfer,

-
Intra-operator and Inter-operator CS-PS access transfer, including no support for handback IMS emergency calls that originated in PS access and transferred to CS access.
8.1
Placement of Session Transfer Function

The session transfer function for the VCC of emergency calls shall be placed in the serving (visited if roaming) IMS network.

8.2
PS to CS Session Transfer

The intra-operator PS-CS access transfer for emergency sessions of UEs which are initially established via PS access shall be specified in Rel-9. The UE shall only initiate a PS-CS access transfer if:

-
the network supports VCC for emergency calls,
-
the UE is aware that the call has been anchored, 

-
the UE is moving out of PS coverage,
-
and the target CS network is the same network operator as the PS network.
8.3
CS to PS Session Transfer

Interim Conclusion: Standard CS domain emergency call procedures shall be applied for emergency calls initially established via CS access. Session Transfer of emergency sessions initially established via CS access is not recommended for specification in Rel-9 as further studies are required to resolve outstanding key issues.
8.4
Anchoring of IMS Emergency Calls
IMS Emergency Calls are anchored by the E-CSCF invoking an E-SCC AS.  If the E-CSCF is aware that a UE is not Emergency-VCC capable then it will not invoke the E-SCC AS. 
8.5
Support for Unauthorized UEs
VCC of emergency calls for UEs without credentials shall be supported on MSC servers enhanced for VCC of emergency calls.  The UE is identified by the IMEI.  On PS-CS access transfer, the enhanced MSC server passes the IMEI to IMS either using IN (e.g., CAMEL network dialled services (N-CSI)) or SIP. 
8.6
Location Continuity

Location continuity after PS-CS access transfer shall be supported on MSC servers enhanced for VCC of emergency calls.  On PS-CS access transfer, the LRF will be updated with the new access network information.  On PS-CS access transfer, the enhanced MSC server passes the access network information to IMS either using IN (e.g., CAMEL network dialled services (N-CSI)) or SIP. If the LRF receives a location update request from the PSAP after a PS-CS access transfer, the LRF can obtain updated position information from the new access network.
8.7 Capability Exchange in IMS Network

If supported by Stage 3, the UE will indicate its ability to support VCC for emergency calls.  If this is not possible then the E-CSCF will invoke the E-SCC AS to anchor all IMS emergency calls (see section 6.1.1.6.2.2). If IMS supports VCC for emergency calls and the call was successfully anchored, an STN will be sent to the UE. 
End Change 1
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