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Discussion:

An MSC server enhanced to support VCC emergency calls can be enhanced to invoke network initiated CAMEL (N-CSI).  When a UE transfers from PS to CS, using CAMEL based on a dialled number (i.e., the emergency STN), the UE's IMEI and access network information can be passed to the E-SCC AS.  If necessary, the E-SCC AS can allocate a unique STN which will allow the CS leg of the call to be correlated to the emergency call session in IMS.
It is proposed that extensions as proposed below be supported for Alternative 1 to allow support for unauthorized emergency calls.
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6
Architecture Alternatives


6.1
VCC in the Visited Network - Alternative 1

6.1.1
Architectural Details

6.1.1.1

General

This clause presents an architectural alternative for enablement of Domain Transfers for Emergency calls between CS domain and IMS, which may be invoked multiple times in either direction while the user is engaged in an Emergency call. The solution is applicable to Emergency Calls made by authorized users.

Editors Note:
Applicability to CS originated Emergency calls and domain transfers to legacy MSCs made by unauthorized users is FFS.

The solution extends the VCC architecture specified in TS 23.206 using the following architectural principles:

-
Standard IMS Emergency call setup procedures are used for establishment of Emergency Calls using IMS and Domain Transfers to IMS.

-
The CS network is used as a bare bones access network when establishing an Emergency Call via CS domain. CS Emergency Calls are redirected to the serving IMS for application of IMS Emergency Call procedures.

-
An Emergency Remote User Agent (E-RUA) function, similar to the RUA of ICCF being defined as part of ICS in TR 23.892, in the serving IMS presents an Emergency Call established via CS domain as an IMS Emergency Call to the E-CSCF.

-
The call control signaling for CS and IMS Emergency Call is anchored at the DTF (Domain Transfer Function) in a local IMS network designated to perform VCC functions of call/session anchoring and Domain Transfers in a particular geographical region. The DTF may be optionally co-located with the E-CSCF and is invoked as a visited network option for Emergency Calls established using a VCC capable terminal.

-
Domain Transfers are executed by the DTF which switches the Access Leg from the transferring-out domain to the transferring-in domain, updating the Remote Leg toward the PSAP with the Access Leg info and Location Key associated with the transferring-in domain.
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6.1.1.5
Enhancements to Initial Call Establishment and Domain Transfers

6.1.1.5.1
General

This clause explores simplifications that are possible with use of logical signalling channel and/or the use of an ICS enhanced MSC server (as defined in TS 23.292 [10]) along with MSC enhancements for VCC emergency call support..

The VMSC shown in Figures 6.1.1.3.2-1, 6.1.1.3.2-2 and 6.1.1.3.2-3 could either be a standard MSC Server, an MSC server enhanced for VCC emergency call support or an MSC Server enhanced for ICS.

The Signalling/Bearer paths shown in Figure 6.1.1.3.2-1 are used to request domain transfer from IMS to CS when the logical signalling control channel is established over the PS domain.

The Signalling/Bearer paths shown in Figure 6.1.1.3.2-3 are used to request domain transfer from IMS to CS when the logical signalling control channel is not available.

The UE uses different procedures to establish the circuit bearer for IMS emergency sessions depending on the availability of the logical signalling channel and the type of MSC Server it is attached to.

1.
When it is possible to establish a logical signalling channel over the PS domain simultaneously with the setup of the CS bearer session:

-
The logical signalling channel is used to establish a standard IMS emergency session indicating use of CS bearer for the session; standard CS origination, i.e. TS 24.008 [12] Setup message addressing the E-RUA PSI DN is used to set up the circuit bearer. The E-RUA PSI DN is used at the MSC Server for routing of the call to IMS using standard MSC procedures. Standard PS location services procedures as defined in 23.167 are used for location retrieval and conveyance over the logical signalling channel.

NOTE 1:
The priority for CS bearer resource allocation and retention may be indicated by the UE through standard means; e.g. use of eMLPP priority level 0 which is normally used for TS12, or a higher level.

-
This procedure is used for both CS originations and for Access Transfer from PS to CS, and is applicable when the UE is attached to a standard MSC Server or an MSC Server enhanced for ICS.
2.
When it is not possible to establish a logical signalling channel over the PS domain simultaneously with the setup of the CS bearer session:

a)
When the UE is attached to an MSC server enhanced for VCC emergency call support:

-
Standard CS emergency call with use of TS 24.008 [12] Emergency Setup is used to set up the circuit bearer. The MSC Server uses the CS domain procedures for location retrieval/conveyance and provides the necessary routing of the emergency call towards the visited IMS network.

-
This procedure is used for both CS originations and Access Transfer from PS to CS.
-
For PS to CS Access Transfers, a VCC enhanced MSC server also has the ability to invoke network based CAMEL services based on the dialled number (i.e., E-RUA DN) to pass CS access network location information and the UE identity (e.g., IMEI for unauthorized UEs) towards IMS and optionally, to obtain a unique E-RUA DN (e.g., for unauthorized UEs). An MSC server that is also enhanced for ICS can include the UE equipment identity of unauthorized UEs in the SIP INVITE instead of invoking IN services.
b)
When the UE is attached to a standard MSC Server:

i)
For calls originating in the CS access: Standard CS emergency call is established with use of TS 24.008 [12] Emergency Setup; standard CS emergency call procedures are used at the MSC Server.

ii)
For PS to CS Access Transfers: Standard CS setup procedures, i.e. TS 24.008 [12] Setup message addressing the E-RUA is used to set up the circuit bearer. The E-RUA PSI DN, not being recognized at the MSC as being associated with an emergency call, is used at the MSC Server for routing of the call to IMS using standard MSC procedures. 
iii) For PS to CS Access Transfers, network initiated CAMEL triggers may be invoked based on the dialled number (i.e., E-RUA DN).  In this case, the UE identity and network access information (e.g., MSCid and cellid) can be passed to IMS to support location continuity.
NOTE 2:
The priority for CS bearer resource allocation and retention may be indicated by the UE through standard means; e.g. use of eMLPP priority level 0 which is normally used for TS12, or a higher level.

Editor's Note:
 Mechanisms for indicating priority for the CS bearer setup are FFS. One possible solution is use of eMLPP level 0 which is normally used for TS12, or a higher level. It needs to be determined whether this makes it a requirement to deploy eMLPP.
Editor's Note:
Mechanisms for capability exchange between the UE and network are FFS.

6.1.1.5.2
Alternative message flows

The message flows that illustrate the new principles discussed in this section are referenced below.

Section 6.1.4.1.2.2 illustrates alternative flows for CS origination when simultaneous CS and PS access is available.

Section 6.1.4.1.2.4 illustrates flows for CS origination when simultaneous CS and PS access is not available.

Section 6.1.4.2.2 illustrates flows for PS-CS access transfer when simultaneous CS and PS access is available.

Section 6.1.4.2.1, 6.1.4.2.3 and 6.1.4.2.4 illustrates flows for PS-CS access transfer when simultaneous CS and PS access is not available.

For PS origination in section 6.1.4.1.1, the STN allocated by the E-RUA/DTF is the E-RUA PSI DN (i.e. there is no need for a separate STN and a separate E-RUA PSI DN to be allocated).
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6.1.1.6.2 Capability Exchange in the IMS Network

6.1.1.6.2.1
Alternatives for Capability Exchange in the IMS Network
When the VCC UE makes an IMS Emergency Call, capability information about the UE's capability to support VCC for IMS Emergency can be placed within the INVITE. If the visited IMS network supports VCC for IMS Emergency, then the E-CSCF will act on this capability information and send the INVITE to the E-RUA/DTF to anchor the session.

Alternatively, as described in Alternative 2, section 6.2.2.1 in TR 23.826, either:

-
The E-CSCF may assume that all UEs are VCC capable and send all sessions to the E-RUA/DTF; or,

-
The E-CSCF in the visited network could be configured with identities of roaming users from other networks where it should be assumed that all sessions are sent to the E-RUA/DTF.
6.1.1.6.2.2
Recommendation for Capability Exchange in the IMS Network
In the first alternative, this at first appears to be wasteful on resources as all emergency calls have to be sent to the E-RUA/DTF and anchored even though the UE may not be VCC-capable.  This may have minimal impact, especially if the E-RUA/DTF is integrated with the E-CSCF and if the STN is a single number used for all emergency domain transfers.  Additionally, the number of emergency calls compared to other IMS sessions is minimal.
In the second alternative, this requires configuration in the visited network, and is an option if there is a desire to avoid changes to the SIP signalling.  Configuring the E-CSCF per UE is undesirable especially if roamer UE identities have to be configured.  This alternative could never be extended to support unauthorized UEs.
Therefore, the recommendation is to include an Emergency VCC capability indicator in the SIP INVITE.  If this is not deemed feasible in Stage 3, then it is recommended that all IMS emergency calls are anchored.
Start of Change 4

6.1.2
Impact

See the evaluation of alternative 1 in section 7.
6.1.3
Assessment

Section 6.1.1.5 provides an overview of the current solution for Alternative 1.

The following simplifications to the solution in Section 6.1.1.5 are proposed for Release 9:

-
Capability Exchange between the UE and the visited IMS occurs on IMS emergency origination. It may consist of the UE inserting its VCC capability within the INVITE towards the visited IMS, or anchoring all IMS emergency calls. If the E-SCC AS is successful in anchoring the call, it returns an STN to the UE for usage in PS to CS domain transfer. The STN enables the CS network to re-route the domain transfer request to the visited IMS network. A non-VCC capable UE ignores the STN returned to it.  Either an indication in the INVITE or anchoring all IMS emergency calls is recommended per section 6.1.1.6.2.2.
-
Support for only IMS emergency call anchoring (see procedures in 6.1.4.1.1).
-
Support for only PS to CS Session Transfer. The UE will always send a standard TS 24.008 [12] SETUP towards the MSC addressing the STN (see procedures in 6.1.4.2):

-
When the Gm reference point is available in the target network:

-
If UE is attached to a standard legacy MSC server, no priority is supported for the emergency call. Standard PS or CS location services can be used for location continuity. Network initiated triggers based on the dialled number (i.e., STN) can be used to pass CS network access information towards IMS to support location continuity while on CS access.
-
If the UE is attached to a VCC enhanced MSC server, the MSC will detect the STN as an emergency call and use standard emergency call procedures for priority of the CS bearers. Network initiated triggers based on the dialled number (i.e., STN) can be used to pass CS network access information towards IMS.  Location information can be obtained by both the PS domain and CS domain in this scenario and the E-SCC-AS chooses one of these methods to update the location reference in the LRF.
-
If the UE is attached to an ICS and VCC enhanced MSC server, the MSC will detect the STN as an emergency call and use standard emergency call procedures for priority of the CS bearers.  CS network access information in included in the SIP INVITE towards IMS. Location information can be obtained by both the PS domain and CS domain in this scenario and the E-SCC-AS chooses one of these methods to update the location reference in the LRF.
Editor's note: See outstanding issues regarding Gm reference point in section 6.1.4.2.2.
-
When the Gm reference point is NOT available in the target network:

-
If UE is attached to a standard legacy MSC server, no priority or is supported for the domain transfer request. Network initiated triggers based on the dialled number (i.e., STN) can be used to pass CS network access information towards IMS.  Location information can be obtained by the CS domain in this scenario.  
-
If the UE is attached to a VCC enhanced MSC server, the MSC will detect the STN as an emergency call and use standard emergency call procedures for priority of the CS bearers. Location information will be obtained by the CS domain only in this scenario. Network initiated CAMEL services may also be invoked to pass UE and network information towards IMS and for the enhanced MSC server to obtain a unique STN from IMS if needed.  A unique STN will allow the E-SCC AS to correlate the CS access leg with the IMS session of unauthorized UEs that only have an IMEI as the UE identity.
-
If the UE is attached to an ICS and VCC enhanced MSC server, the MSC will detect the STN as an emergency call and use standard emergency call procedures for priority of the CS bearers.  Location information will be obtained by the CS domain only in this scenario.  CS network access information in included in the SIP INVITE towards IMS. 
-

The following aspects of the solution are for further study:

-
Anchoring of calls established in the CS domain and support for CS to PS session transfer.
-
For emergency calls originated in the PS domain, hand-back from the CS domain to the PS domain. 
-
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6.1.4
Procedures

6.1.4.1

Call Initiation

6.1.4.1.1
Calls established in IMS

Figure 6.1.4.1.1-1 provides an example flow for an emergency session established in IMS, illustrating how the emergency session is anchored and how the session transfer identifiers are transported back to the UE.
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Figure 6.1.4.1.1-1: VCC UE initiating an emergency session in IMS
NOTE 1:
A pre-requisite for authorized UEs is for the VCC UE to be IMS Emergency Registered if located in a VPLMN or located in the HPLMN and not already IMS Registered.  If the UE is unauthorized, the UE accesses IMS anonymously and includes its equipment identity (e.g., IMEI).
1.
The VCC UE generates a SIP INVITE containing the UE's location information or reference (if available).

2.
The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.

3.
The E-CSCF sends the INVITE to the DTF.

NOTE 2:
The trigger for routing the INVITE from the E-CSCF to the DTF could be supported by configuring the VCC user in the E-CSCF with the address of the DTF located in a local IMS network designated to perform the functions of call/session anchoring and domain transfers in a particular geographical region.  Another option is for the UE to include a VCC for emergency call support indicator.
4.
The DTF (acting as a routing B2BUA) anchors the emergency session, i.e. the DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
5.
The DTF creates an INVITE and sends it back to E-CSCF.

6.
The E-CSCF sends the INVITE to the LRF

7.
The LRF obtains the UE's location (if not provided in the INVITE), selects the most appropriate PSAP based on the UE's location, allocates the necessary correlation information for the record stored in the LRF (e.g. ESQK) and allocates routing information for the call (e.g. ESRN).

8.
The LRF returns the location information, PSAP address, correlation information (e.g. ESQK) and routing information (e.g. ESRN) to the E-CSCF.

9.
The E-CSCF uses the PSAP address or routing information (e.g. the ESRN) to format an INVITE message, and it sends it to the MGCF.

10.
The MGCF performs the necessary interworking of the INVITE and formulates an IAM containing the correlation information (e.g. ESQK) and sends it to the PSAP.

11.
The MGCF initiates 183 Session Progress through the IMS core back to the UE

12.
Call set-up continues with the PSAP sending ACM/ANM back to the MGCF which is interworked into a 200OK and sent through the IMS Core Network.

13.
The DTF receives the 200 OK from the E-CSCF and allocates a Session Transfer Number (STN) that is used by the UE to initiate domain transfer requests.

NOTE 3
The protocol details related to the transfer of the STN in the 200 OK is a matter for Stage 3. It could be possible to utilise the mechanism defined by RFC 4483 [6].

14.
The DTF sends the 200 OK to the E-CSCF

15.
The E-CSCF sends the 200 OK to the P-CSCF

16.
The P-CSCF sends the 200 OK to the UE

17.
The UE stores the STN.
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6.1.4.2

Domain Transfer from IMS to CS
6.1.4.2.1
Alternative 1 – VCC enhanced MSC
The following scenario provides an example flow for domain transfer of an emergency session from IMS towards the CS domain with a MSC enhanced to support VCC for emergency calls.
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Figure 6.1.4.2.1-1: VCC UE performing domain transfer from IMS to CS domain

1.
The UE detects the necessary conditions and determines the need for domain transfer.

2.
The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up a call in the CS domain towards the Session Transfer Number (STN) downloaded as part of the original PS emergency establishment or by using the PSI DN that was obtained on CS attach.  

NOTE: CS attach is not applicable in Release 9.
3.
The serving network (i.e. VMSC) recognises the STN as a request to make a Session Transfer for CS emergency call and performs CS VCC emergency call procedures. The VMSC skips initiating RAN interim location procedures and skips sending a MAP Subscriber Location Report (SLR) request to the GMLC.  The MSC will treat the call with emergency priority, allow unauthorized UEs to domain transfer, and inhibit supplementary services. .
4.
The serving network (i.e. VMSC) recognises the STN as a request to make a Session Transfer for CS emergency call and invokes network initiated IN services (e.g., CAMEL N-CSI) towards the E-RUA/DTF.  The VMSC passes the UE identity (e.g., MDN, IMSI, IMEI), STN, and any available location information (e.g., MSCid, serving cell).  
5.
Based on the received information, the E-RUA/DTF correlates the incoming request with the call record, , stores the received location information, if required, assigns a unique STN, and sends the response to the VMSC.
6.
When the VMSC receives the IN response, it is still running the call context for the VCC CS Emergency call. The VMSC routes the call to the MGCF based upon the routing configuration for the STN at the VMSC.


7.
The MGCF initiates an INVITE towards an I-CSCF in the visited network by inter-working the PSI DN to a PSI Tel-URI and setting it as the Request-URI. The INVITE contains the identity of the UE (e.g. MSISDN Tel-URI as P-Asserted-Identity) and the location reference.

8.
The I-CSCF may contact the HSS (not shown) to retrieve the E-RUA address associated with the PSI Tel-URI. Once the I-CSCF has obtained the address, it sends the INVITE to the E-RUA/DTF.

9.
The DTF identifies the anchored call/session from the user identity and then completes the establishment of the Access Leg via the CS domain.

NOTE 2:
A new emergency session request received at the E-RUA/DTF while there's already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.

NOTE 3:
In the case where the E-RUA receives a Domain Transfer request at a different E-RUA from the one that anchored the call, this may result in possible re-anchoring and being connected to a new PSAP operator. This issue shall not occur based upon the recommendation that VCC for Emergency should only occur if the visited-IMS and CS core network operators are the same. Additionally, it is assumed that all the MSCs in the CS core network are configured with the appropriate translations to route the Domain Transfer request to the same E-RUA based upon the STN.

10.
The E-RUA/DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information (stored from the IN request).

11.
The E-CSCF sends a Location Update request to the LRF that is associated with the geographical region to update the LRF with the new location information for the UE due to the domain transfer. This request minimally includes the UE identification (contents of the P-Asserted-Identity) and the location-reference (e.g. contents of PIDF-LO and/or the P-Access-Network-Info), etc.
12.
The LRF finds the emergency call instance using the information supplied in the Re-INVITE and updates the location reference stored against the emergency call instance.

13.
The LRF sends an acknowledgment back to the E-CSCF to allow the E-CSCF to forward the Re-INVITE to the currently allocated PSAP.

14.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end).

15.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 4:
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.

6.1.4.2.2
Alternative 2 – Use of Gm interface
Editor's note: How the UE determines if the visited network supports Gm for IMS emergency call support is FFS.
6.1.4.2.2.1 
Alternative 2a – VCC enhanced MSC and Use of Gm interface
The following scenario provides an alternative flow for domain transfer of an emergency session from IMS towards the CS domain, using the Gm reference point.
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Figure 6.1.4.2.2.1-1: VCC UE performing domain transfer from IMS to CS domain with use of Gm reference point and a VCC Enhanced MSC (Alternative 2a)

NOTE 1:
Steps 2-4 and 5-8 may occur in sequence or in parallel.
Editor's note: If the E-RUA/DTF receives step 4 prior to step 8, it is FFS on how to determine if the UE is using Gm or not and how long the E-RUA/DTF needs to wait prior to continuing the domain transfer.
1.
The UE detects the necessary conditions and determines the need for domain transfer

NOTE 2:
If the UE is a valid subscriber, the UE performs an IMS emergency registration for the same IMPI/IMPU in the new PS access. The S‑CSCF will need to support multiple simultaneous emergency registrations for the same IMPI/IMPU.
Editor's note: It is FFS to determine if a PS access network attach and IMS emergency registration can be done quickly enough after domain transfer detection has occurred.
2.
The UE sends a request for domain transfer from IMS to CS by setting up an IMS originated Emergency session (towards the P-CSCF). This establishes the transfer leg of the emergency call (i.e. the new access leg via CS). The INVITE includes the PS network access information and may also include updated location information for the UE.

3.
The P-CSCF routes the INVITE to the E-CSCF.

NOTE 3:
The P-CSCF may instigate a procedure (as described in TS 23.167) to obtain the location reference from the IP-CAN.


4.
The E-CSCF sends the INVITE to the E-RUA/DTF.

5.
The UE sends a normal Setup message (as defined in TS 24.008 [12]) to the VMSC using the E-RUA PSI DN that was originally downloaded to UE when the call was originally established in PS access, as shown in Steps 14-17 of Figure 6.1.4.1.1-1.

Not shown, optionally, if the VMSC needs to pass UE or network information to IMS or a unique STN is needed, the VMSC will invoke a network initiated IN trigger to the E-RUA/DTF (see 6.1.4.2, steps 3 and 4).
6.
The VMSC routes the call towards IMS by sending an IAM to the MGCF containing the E-RUA PSI DN
7.
The MGCF initiates an INVITE towards an I-CSCF in the visited network by inter-working the E-RUA PSI DN to a PSI Tel-URI and setting it as the Request-URI. The INVITE contains the identity of the UE (e.g. MSISDN Tel-URI as P-Asserted-Identity).
8.
The I-CSCF may contact the HSS (not shown) to retrieve the E-RUA address associated with the PSI Tel-URI. Once the I-CSCF has obtained the address, it sends the INVITE to the E-RUA/DTF.

9.
The DTF identifies the anchored call/session from the user identity received when the call was established, in step 4 and in step 8, and then completes the establishment of the Access Leg via the CS domain.  
NOTE 4:
A new emergency session request received at the E-RUA/DTF while there's already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.

NOTE 5:
In the case where the E-RUA receives a Domain Transfer request at a different E-RUA from the one that anchored the call, this may result in possible re-anchoring and being connected to a new PSAP operator. This issue shall not occur based upon the recommendation that VCC for Emergency should only occur if the visited-IMS and CS core network operators are the same. Additionally, it is assumed that all the MSCs in the CS core network are configured with the appropriate translations to route the Domain Transfer request to the same E-RUA based upon the STN.

10.
The E-RUA/DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.  If the network is configured to use PS location of the Gm link, the PS network access and location information will included.  If the network is configured to use CS location from the CS voice bearer path, the CS network access and location information received via IN in step 5.
11.
The E-CSCF sends a location update request to the LRF containing the location reference for the new access network. The request also contains information that enables the LRF to identify the existing emergency call instance.

12.
The LRF updates the existing location reference in the emergency call instance with the one provided in the location update request.

13.
The LRF sends an Acknowledgement back to the E-CSCF.

14.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end).

15.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 6:
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
6.1.4.2.2.2 Alternative 2b – ICS and VCC enhanced MSC and Use of Gm interface
In addition to the Gm scenario in Alternative 2a, this scenario uses an MSC Server Enhanced for ICS which allows UE identity and network access information to be included in the SIP INVITE sent from the MSC server in Step 8.
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Figure 6.1.4.2.2.2-1: VCC UE performing domain transfer from IMS to CS domain with use of Gm reference point and an ICS and VCC Enabled MSC (Alternative 2b)

6.1.4.2.3
Alternative 3 – ICS and VCC Enhanced MSC
The following scenario provides an alternative flow for domain transfer of an emergency session from IMS towards the CS domain, when the Gm reference point is not available and when the UE is attached to a MSC server enhanced for ICS and VCC emergency call support.
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Figure 6.1.4.2.3-1: VCC UE performing domain transfer from IMS to CS domain of an ICS and VCC Enabled MSC (Alternative 3)
****Editor: The figure is corrupt and can not be edited.  Step 2 should show "Setup( STN)".  The box in step 3 should be changed to "Detect VCC for Emergency Call Request". Steps 4 and 5 deleted and remaining steps renumbered.
1.
The UE detects the necessary conditions and determines the need for domain transfer.

2.
The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up an emergency call in the CS domain.
3.
The serving network (i.e. MSC server) recognises the STN as a request to make a Session Transfer for CS emergency call and performs CS VCC emergency call procedures. The MSC skips initiating RAN interim location procedures and skips sending a MAP Subscriber Location Report (SLR) request to the GMLC.  The MSC will treat the call with emergency priority, allow unauthorized UEs to domain transfer, and inhibit supplementary services. 


4.
The MSC Server is configured to route the call towards an I-CSCF in the visited IMS network using an E-RUA PSI DN.  The MSC Server includes the UE identity (e.g., MSISDN, IMEI) and any available CS network access or location information (e.g., MSCid, serving cell id).

Steps 5-12 in Figure 6.1.4.2.3-1 are the same as steps 8-15 in Figure 6.1.4.2.1-1.
6.1.4.2.4
Alternative 4 – Legacy MSC with no VCC enhancements
The following scenario provides a similar flow to that of Figure 6.1.4.2.1-1 but uses a legacy MSC Server that is not enhanced for VCC or ICS therefore the MSC does not associate the STN with an emergency call.  This scenario does not support unauthorized UEs.
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Figure 6.1.4.2.4-1: VCC UE performing domain transfer from IMS to CS domain of a legacy MSC (Alternative 4)

1.
The UE detects the necessary conditions and determines the need for domain transfer.

2.
The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up a call in the CS domain using the STN. Not shown, a network initiated trigger based on the dialled number (i.e., STN) may be invoked towards the E-RUA/DTF to pass UE identity and network access information (MSCid, cellid).  See 6.1.4..2.1 steps 3 and 4 for details.
3.
The MSC Server not enhanced for ICS is configured to route the call to an MGCF in the visited-IMS network.

4.
The MGCF initiates an INVITE towards an I-CSCF in the visited network by interworking the STN (i.e., PSI DN) to a PSI Tel-URI and setting it as the Request-URI. The INVITE contains the identity of the UE (e.g. MSISDN Tel-URI as P-Asserted-Identity).

5.
The I-CSCF may contact the HSS (not shown) to retrieve the E-RUA address associated with the PSI Tel-URI. Once the I-CSCF has obtained the address, it sends the INVITE to the E-RUA/DTF.

6.
The DTF identifies the anchored call/session from the user identity and then completes the establishment of the Access Leg via the CS domain.
NOTE 1:
A new emergency session request received at the E-RUA/DTF while there's already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.

NOTE 2:
In the case where the E-RUA receives a Domain Transfer request at a different E-RUA from the one that anchored the call, this may result in possible re-anchoring and being connected to a new PSAP operator. This issue shall not occur based upon the recommendation that VCC for Emergency should only occur if the visited-IMS and CS core network operators are the same. Additionally, it is assumed that all the MSCs in the CS core network are configured with the appropriate translations to route the Domain Transfer request to the same E-RUA based upon the STN.
7
The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF.  If IN was used in step 2, the CS access network information will be included..

8.
The E-CSCF sends a Location Update request to the LRF that is associated with the call to update the LRF with the new CS access network information due to the domain transfer. .

9.
The LRF finds the emergency call instance and updates the location reference and then sends a response to the E-CSCF..
10.
The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end).

11.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 3:
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.

6.1.4.3

Domain Transfer from CS to IMS

Figure 6.1.4.3-1 provides an example flow for domain transfer of an emergency session from the CS domain towards IMS.
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Figure 6.1.4.3-1: VCC UE performing domain transfer from CS domain to IMS
1.
The UE detects the necessary conditions and determines the need for domain transfer.

NOTE 1:
The UE performs an IMS emergency registration in the new visited IMS network if the UE is not already IMS emergency registered (e.g. the UE may already be IMS emergency registered in the case the UE is doing a domain transfer back to IMS). When the UE is located in the home network and is already IMS registered there is no need to perform an IMS emergency registration.

2.
The UE sends a request for domain transfer from CS to IMS by setting up an IMS originated Emergency session (towards the P-CSCF). This establishes the transfer leg of the emergency call (i.e. the new access leg via IMS). The INVITE may also include updated location information for the UE.

NOTE 2:
A new emergency session request received at the DTF while there's already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.

3.
The P-CSCF routes the INVITE to the E-CSCF.

NOTE 3:
The P-CSCF may instigate a procedure (as described in TS 23.167) to obtain the location reference from the IP-CAN.

4.
The E-CSCF routes the INVITE to the DTF (as it is configured to send all requests for the VCC user to the DTF).

5.
The DTF identifies the anchored call/session from the Request-URI and then completes the establishment of the Access Leg via IMS

NOTE 4:
In the case where the E-RUA receives a Domain Transfer request at a different E-RUA from the one that anchored the call, this may result in possible re-anchoring and being connected to a new PSAP operator. This issue shall not occur based upon the recommendation that VCC for Emergency should only occur if the visited-IMS and CS core network operators are the same.
6.
The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.

7.
The E-CSCF sends a location update request to the LRF containing the location reference for the new access network. The request also contains information that enables the LRF to identify the existing emergency call instance.

8.
The LRF overwrites the existing location reference in the emergency call instance with the one provided in the location update request. The LRF finds the most appropriate location server and positioning method for the current access network and stores this information against the currently allocated emergency call instance.

9.
The LRF sends an Acknowledgement back to the E-CSCF

10.
If the PSAP is located in the IP network, the Re-INVITE sent out by the E-CSCF is extended all the way to the PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end). If the PSAP is located in the PSTN, the E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP.

11.
When session modification procedures complete, the source access leg (i.e. the access leg previously established over CS) is released.

NOTE 5:
Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
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P-CSCF



5. INVITE (...)



PSAP



3. INVITE (…) 



4. Anchor Emergency Call




8. Return UE Location, PSAP-addr, correlation info, etc



12. Continue with Call Set-up



LRF



VoIP



CS Voice



2. Set-up (STN)



10. Update UE Location



E-CSCF



E-RUA



I-CSCF



CS MGW



VMSC



3. IAM (STN, updated location ref)



6. INVITE (...)



CS MGCF



5. INVITE (...)



PSAP MGCF



4. INVITE (STN,...) 



9. ReINVITE (updated loc ref)



VCC UE



DTF



PSAP MGW



PSAP



1. Determine need for DT to CS



7. INVITE (...)



8. Perform Access Leg Update 



CS Voice



12. Acknowledgement



13. ReINVITE (…)



15. Source access leg release



VoIP



CS Voice



11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).



LRF



VoIP



CS Voice



2. Set-up (STN)



10. Update UE Location



E-CSCF



E-RUA



I-CSCF



CS MGW



VMSC



11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).



3. IAM (STN, updated location ref)



6. INVITE (...)



12. Acknowledgement



15. Source access leg release



CS MGCF



5. INVITE (...)



4. INVITE (STN,...) 



1. Determine need for DT to CS



9. ReINVITE (updated loc ref)



13. ReINVITE (updated loc info)



VCC UE



DTF



PSAP



7. INVITE (...)



VoIP



8. Perform Access Leg Update 



MGW



VoIP



CS Voice



3. INVITE (…) 



MGCF



LRF



DTF



E-CSCF



VCC UE



2. INVITE (STN, updated UE location info)



7. Update UE Location



P-CSCF



6. ReINVITE (updated loc info)



PSAP



4. INVITE (…) 



1. Determine need for DT to IMS



5. Perform Access Leg Update 



8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).



9. Acknowledgement



10. ReINVITE (…)



12. Source access leg release



VoIP



3. INVITE (…) 



LRF



DTF



E-CSCF



VCC UE



2. INVITE (STN, updated UE location info)



7. Update UE Location



P-CSCF



6. ReINVITE (updated loc info)



PSAP



4. INVITE (…) 



1. Determine need for DT to IMS



8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).



9. Acknowledgement 



10. ReINVITE (updated loc info)



5. Perform Access Leg Update 



11. Source access leg release






