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6.3
VCC in the Visited Network - Alternative 3

6.3.1
Architectural Details

Figure 6.3.1-1 combines the IMS Service Centralization and Continuity Reference Architecture from TS 23.292 [10] and session transfer functionality from TS 23.237 [x] with the additional functional entities from the IMS Emergency Sessions reference architecture from figure 5.1 of TS 23.167 [4]. All the functional entities reside in the local/serving network. The clear boxes are based on the MSC Server session establishment procedures in section 7.1.2 of the IMS Centralized Services architecture in TS 23.292 and the shaded boxes are from the IMS Emergency Sessions architecture in TS 23.167 [4].

The Emergency-Service Centralization and Continuity Application Server (E-SCC AS) varies from the SCC AS in TS 23.237 in that it resides in the visited/serving network.  In addition, the  CS Access Adaptation (CAA) functionality is extended to support the Lg' interface so that the Location messages from the MSC can provide similar functionality as the CAMEL operations in TS 23.237 to obtain IMRNs. The S‑CSCF from the reference architecture TS 23.292 is replaced with an E‑CSCF from the IMS Emergency Session reference architecture TS 23.167 [4].
This alternative, supports full VCC for emergency call functionality, including: CS and IMS emergency call anchoring and domain transfers in both the IMS to CS direction and CS to IMS direction.  This alternative also supports unauthorized emergency callers.
For this alternative, to support CS to IMS VCC, the UE must be configured with CS network identities that support VCC for emergency calls.  When the UE originates an emergency call in IMS, SIP signalling can indicate to the UE that the network supports VCC and/or the emergency call has been anchored.  The UE and network do not need to support local emergency VDIs and VDNs since the UE addresses the network with the emergency number or SIP URN.
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Figure 6.3.1-1: IMS Emergency Session with VCC Reference Architecture

6.3.2
Impact

See Alternative 3 in Table 7.1-1 of the Evaluation section. 
6.3.3
Assessment
This alternative has the following benefits:

-
No MSC upgrades required.
-
No CS signalling enhancements required.
-
Provides a total solution for CS and IMS emergency call anchoring and domain transfers in both the IMS to CS direction and CS to IMS direction.

-
Supports unauthorized emergency callers.
-
Has the ability to centralize emergency call handling, including routing all emergency calls out of the IM CN (allows CS calls to be routed to IP PSAPs) and invoking geolocation from the LRF/GMLC in the IM CN.
-
UE does not need to obtain a local emergency VDI or VDN.
-
Can be provided as a solution for UEs in their home network or while roaming.
This alternative has the following disadvantages:

-
Due to invoking the E-SCC AS for every CS emergency call origination to determine if the call should be anchored or not, there will be at least one additional entity invoked for every UE, including those that do not have VCC capabilities.
-
The beauty of not using emergency VDIs and VDNs may also be of concern since the local emergency number or SIP URN will be used for the domain transfers as well as the emergency call origination.  Not detecting the emergency domain transfer request, especially on the CS domain, may result in a second emergency call origination.
This alternative has the following system requirements:

-
Emergency call handling is centralized in IMS.  This can be beneficial for operators that want this cenralized.  However, some operators may be concerned with the additional signalling required to central emergency call handling, especially for UEs without VCC capabilities.  If centralization in not desired, at a minimum, all CS emergency call originations invoke the E-SCC-AS to determine if they are anchored or not.  If not, the E-SCC AS forwards the SLR to the GMLC and once the SLR is complete, the MSC continues routing per normal CS emergency call origination.
-
The MSC is configured so that it does not initiate interim geolocation procedures.

-
The MSC is configured to use a "GMLC" during emergency call routing (this provides the "hook" into IMS).  The GMLC address is then configured to route to the E-SCC AS
-
The E-CSCF, LRF and UE must be upgraded to support VCC for emergency calls. 
-
The IM CN must add E-SCC AS functionality. 
Due to Release 9 requirements of only anchoring IMS emergency calls and only supporting IMS to CS domain transfers, this alternative is not recommended.  To meet these requirements, MSC functionality is needed to distinguish a CS emergency call origination from a domain transfer.  The needed upgrades are similar to those described in alternative 1.  Therefore, see Alternative 1 for Release 9.
6.3.4
Procedures

6.3.4.1

IMS Emergency Call Origination
This procedure is similar to that in clause 6.2.4.1.
Emergency call origination could occur as defined in TS 23.167 but with some changes to add negotiated usage of VCC. In particular, in order to preserve continuity of location support as well as continuity of the voice call following any domain transfer, the E-CSCF in the visited network would need to send the SIP INVITE (for the IMS emergency call) to the E-SCC-AS before invoking the LRF to obtain or verify location and select the destination PSAP. The E-SCC AS would then anchor the incoming call leg and originate a new outgoing call leg through the E-CSCF towards the PSAP. On receiving the SIP INVITE from the E-SCC AS, the E-CSCF would perform normal location and routing as defined in TS 23.167 and transfer the call to the PSAP either via IP or through an MGCF and the PSTN. This will result in the E-CSCF being part of the outgoing call leg from the E-SCC AS which means the LRF can remain associated with the outgoing call leg following any domain transfer and will thus be able to provide continuing support of location provided it is updated with new information regarding changes to the access network following any change of domain. Figure 6.3.4.1-1 illustrates the ensuing call origination procedure.
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Figure 6.3.4.1-1: IMS Emergency Call Origination with VCC support

1.
The user initiates an emergency call.

2.
If the UE is roaming or if the UE is not roaming and not yet IMS registered, the UE performs an emergency registration procedure with the visited network P-CSCF and home network S-CSCF (not shown) as described in TS 23.167 if it contains the necessary credentials.

3.
The UE sends an INVITE with an emergency indication to the visited network P-CSCF. The INVITE may contain any location objects that the UE has. The INVITE should contain identification information for the UE – e.g. public user SIP URI and Tel URI. The INVITE may indicate that the UE supports VCC and may indicate that this is a call origination as opposed to a request for domain transfer.

4.
The P-CSCF forwards the SIP INVITE to an E-CSCF.

5.
The E-CSCF based on assumption or knowledge of VCC support by the UE, or based on an indication of VCC support in the INVITE, forwards the SIP INVITE to the E-SCC AS.

6.
The E-SCC AS anchors the incoming call leg then sends the INVITE back to the E-CSCF. The INVITE still carries an emergency indication.

7.
The E-CSCF performs normal treatment for emergency call setup as defined in 3GPP TS 23.167. If the location object provided in the INVITE is insufficient to determine the correct PSAP or if the IMS core requires the assistance of an RDF, of if the IMS core is required to verify the location object, a retrieve location request is sent to the LRF performing the location retrieval functionality. The retrieve location request shall include information identifying the UE (e.g. public user Tel UEI and SIP URI), the IP-CAN and may include means to access the UE (e.g. UE IP address). The retrieve location request may also include any location objects provided in the INVITE in step 3.

8.
The LRF may obtain an interim location estimate as described in TS 23.167. The LRF may invoke an RDF to convert the interim location or any location object received in step 6 into the address of a PSAP. The LRF may record the information received in step 6.

9.
The location information and/or the PSAP address obtained in step 7 are returned to the E-CSCF. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 7. For the remainder of the call, the LRF serves as the anchor LRF.

10.
The E-CSCF uses the PSAP address provided in step 8 or selects an emergency centre or PSAP based on location information provided in step 8 and sends the request including the location information and any correlation information to the emergency centre or PSAP.  The INVITE is sent towards the far end (e.g., an MGCF or IP PSAP),

11.
The MGCF or IP PSAP returns a 200 OK to the E-CSCF.

12.
The E-CSCF returns the 200 OK to the E-SCC AS.

13.
The E-SCC AS returns a 200 OK to the E-CSCF. The E-SCC AS inserts an indication that the call has been anchored into the 200 OK to support domain transfer procedures.

14.
The E-CSCF returns the 200 OK to the UE via the P-CSCF with the call anchor indication.

6.3.4.2
CS Emergency Call Origination

The following figure is based on  TS 23.292 Figure 7.1.2-1 "Session signalling and bearer path using CS call control"to support emergency calls in the visited/serving network.  The serving IMS system is now labelled "Visited IMS", the S-CSCF is replaced with the E-CSCF, the SCC AS is replaced with the E-SCC AS, and the signalling path for location is shown.
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Figure 6.3.4.2-1: Session signalling and bearer path using CS call control for CS Emergency Call Origination

The following call flow is similar to the previous CS Emergency Call Origination scenario in section 6.2.4.2 except the MAP Subscriber Location Report (SLR) is sent to an E-SCC AS instead of a GMLC for IMRN assignment.  To the VMSC, the E-SCC AS interface is the same as that of a GMLC.  Like the CAMEL interface in a non-emergency CS origination, the SLR is used to assign an IMRN so the call can be routed to and anchored in the IM CN.  Once the call is received in the IM CN, the LRF, as in 23.167, is invoked to perform the necessary location and routing functionality for the emergency call.  This architecture has the potential of minimizing impact to the legacy VMSC and GMLC entities, where most of the new functionality is provided by the E-SCC AS and E-CSCF.
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Figure 6.3.4.2-2: CS Emergency Call Origination

1.
The user initiates an emergency call.

2.
The UE originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in TS 24.008 [12]).  The VMSC is configured so that it does not initiate an interim location estimate.



3.
Based on normal handling for all CS emergency calls (e.g. as described in TS 23.271 [11]) the VMSC sends a MAP Subscriber Location Report (SLR) to an E-SCC AS.  To the VMSC, the E-SCC AS interface is the same as a GMLC.  The MAP Subscriber Location Report carries the IMSI, MSISDN, IMEI, VMSC address and serving cell identity or SAI for the UE. In regions where the VMSC and not the GMLC normally determines the PSAP (e.g. the EU), the message may carry the address of the intended destination PSAP. For a SIM-less UE, the IMEI is sent along with a MSISDN set to a non-dialable callback number per TS 23.271 [11].
Note: Emergency call handling is centralized in IMS.  The MSC is not aware of VCC capable UEs.



4.
The E-SCC AS determines the UE supports VCC.  The E-SCC AS stores a call record for the UE including all the information received in step 3. The E-SCC AS assigns an IP Multimedia Routing Number (IMRN) to the call. Minimally, the IMRN enables call routing to the E-SCC AS in steps 5 and 6. The E-SCC AS returns a MAP Subscriber Location Report Ack to the VMSC carrying the IMRN in the NA-ESRD or NA-ESRK.
The E-SCC AS can determine if a UE is VCC capable via the HLR/HSS and only anchor those that are VCC capable.  For unauthorized UEs, the E-SCC AS will anchor all UEs. 
The IMRN can be static for authorized UEs.  For unauthorized UEs, the E-SCC AS allocates a unique IMRN since there is no MSISDN for these UEs.

For UEs that are not anchored, the E-SCC AS will transit the SLR to the LRF/GMLC for legacy GMLC handling without anchoring the call. The E-SCC AS then transits the SLR Ack returned from the GMLC to the VMSC where the VMSC routes the call to the PSAP.  The E-RUA remains in the call for transiting SLR/SLRA operations.  If the operator desires all emergency calls to be centralized and routed out of the IM CN, the UE can be anchored in IMS like VCC capable UEs.  In this case, the E-SCC AS would not have to determine which UEs are VCC capable.
.


5.
The VMSC routes the call based on the IMRN received in step 4. Since the IMRN is conveyed using the existing NA-ESRK or NA-ESRD parameter, the call routing procedure in the VMSC can be the same as that used for normal emergency call origination in TS 23.271 [11] (i.e. the IMRN appears like an ESRK or ESRD to the VMSC). Based on IMRN routing, the VMSC routes the call to an MGCF in the visited network.

6.
The MGCF initiates an INVITE to the E-SCC AS via the I-CSCF (not shown) in the visited IMS The INVITE contains the identity of the UE (e.g. MSISDN Tel URI as Contact address). The I-CSCF, based on the IMRN, instigates PSI based application server termination to the E-SCC AS.  The E-SCC AS retrieves the stored CS call information received in Step 3.  This includes available location information received (e.g., MSC/cell id is passed in SIP P-Access-Network-Info header, Location information passed in PIDF-LO).

7.
The E-SCC AS anchors the incoming call leg and originates an outgoing leg by sending the INVITE to the E-CSCF. The INVITE carries information identifying an emergency call, including any location info received in Step 3. The location information would be passed in the PIDF-LO and/or P-Access-Network-Information header. The IMRN is released.

8.
The E-CSCF sends a retrieve location request to an LRF containing the UE identification received in step 7 – e.g. an MSISDN Tel URI, PIDF-LO, P-Access-Network-Info.

9.
Based on any UE identification received in step 8 (e.g. MSISDN), the LRF interacts with the GMLC per [7] to retrieve additional location information if necessary. The LRF then interacts with an RDF if necessary to obtain emergency routing information.  The LRF returns a PSAP address, optionally location information, and depending on local regulation an ESRK to the E-CSCF. The LRF will provide the anchor point for further support of location.

10.
The E-CSCF uses the PSAP address provided in step 9 and sends on the call request including the location information and any correlation information to the emergency centre or PSAP. The call request is either sent via an MGCF/MGW into the PSTN (not shown) or is sent directly as a SIP INVITE towards an IP capable emergency centre or PSAP.

11.
The rest of the call establishment procedure occurs between the UE, VMSC, VCC DTF, E-CSCF and PSAP based on the VCC CS origination procedure described in TS 23.206 [3].

The above procedure preserves support for existing PSAP routing options (e.g. using cell ID or an interim location estimate), except for configuration, this solution does not require any new impacts to MSCs and supports accurate location retrieval by the PSAP in the manner currently defined in TS 23.271 [11]. It also enables CS originated emergency calls to be sent to IP capable PSAPs.

6.3.4.3
Domain Transfer IMS to CS

The following procedure describes domain transfer for an IMS emergency call from the IMS domain to the CS domain when the UE moves out of IMS coverage and into CS coverage.  This callflow is similar to the the IMS to CS Domain Transfer scenario in section 6.2.4.3 except the MAP Subscriber Location Report (SLR) is sent to an E-RUA instead of a GMLC for IMRN assignment.  To the VMSC, the E-RUA interface is the same as that of a GMLC on an emergency call origination.  Like the CAMEL interface in a non-emergency CS origination, the SLR is used to assign an IMRN so the call can be routed to the IM CN for Domain Transfer.  Once the Domain Transfer request is received in the IM CN, the LRF is invoked to update the LRF with the serving system location information.
As in procedure 6.2.4.4, this procedure can be applicable to a UE whether or not it has sufficient credentials to register in the new visited network and enables continuity of location support without limitation.  However, it may have to be restricted to domain transfer between networks belonging to the same operator (e.g. networks sharing the same MCC and MNC). The procedure requires a new variant of VCC domain transfer in the UE in which knowledge of a VDN is not needed.
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Figure 6.3.4.3-1: IMS to CS domain transfer

1.
If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE may perform a CS Attach if it contains the necessary credentials. It subsequently originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in TS 24.008 [12]).

2.
Based on normal handling for all CS emergency calls (e.g. as described in TS 23.271 [11]) the VMSC sends a MAP Subscriber Location Report to the E-SCC AS.  The MAP Subscriber Location Report carries the same information as that which would be sent for a normal emergency call origination (e.g. as in step 3 in Figure 6.3.4.2-1) including the IMSI, MSISDN, IMEI, VMSC address and serving cell identity or SAI.

NOTE:
The VMSC is configured to so it does not initiate location determination during emergency call originations. Location determination is centralized in IMS.

3.
The E-SCC AS stores the UE information received in the SLR in the call record for the UE that was originally established when the call was anchored.  The E-SCC AS may use the IMSI, MSISDN and/or IMEI received in step 2 to identify the correct call record. Note that in the case of an unauthenticated emergency call, the IMEI would have to be used to identify the call record. If no call record is found, the E-SCC AS handles this as a new emergency call and proceeds as in Figure 6.3.4.2-1. Otherwise, if the call record is found, the E-SCC AS returns a MAP Subscriber Location Report Ack. to the VMSC carrying the IMRN needed to establish the new access leg. The IMRN could be carried by the existing NA-ESRK or existing NA-ESRD parameter in the MAP Subscriber Location Report Ack. The E-SCC AS also stores the information received from the VMSC in step 2.

4.
The VMSC routes the new leg based on the IMRN received in step 3. If the IMRN is conveyed using the existing NA-ESRK or NA-ESRD parameter then the call routing procedure can be the same as that used for normal emergency call origination (i.e. there would be no additional VMSC impact). Based on IMRN routing, the VMSC routes the call towards the original visited IMS network via an MGCF in the original visited network.

5.
The MGCF initiates an INVITE towards an I-CSCF in the original visited IMS (not shown) or possibly the MGCF routes directly to the E-RUA.

6.
The E-SCC AS interacts with the E-RUA to determine this is a domain transfer for an ongoing call.  The E-SCC AS updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. The E-SCC AS also includes any stored location information that was stored by the E-RUA from Step 3.  Access Leg update happens according to SIP session modification procedures in IETF RFC 3261. The E-SCC AS may also explicitly indicate CS domain transfer to the E-CSCF.

7.
The E-CSCF sends a Location Update or SIP re-INVITE or SIP UPDATE to the anchor LRF with the new location and SDP information. The E-CSCF may indicate to the LRF that there has been a CS domain transfer. The LRF will note the domain change and interact with the appropriate GMLC if necessary.  The LRF may not have to interact with a GMLC until the PSAP requests a location update. The LRF determines the appropriate GMLC based on the serving MSC identity received in step 3 and passed in the P-Access-Network-Info.

8.
The update continues towards the PSAP or MGCF.

9.
The new call leg in the transferring-in CS domain is established between the VCC DTF, E-CSCF or S-CSCF if present, I-CSCF if present, MGCF, VMSC and UE.

10.
The source Access Leg which is the Access leg previously established over IMS is released. The UE should de-register if possible in the visited network P-CSCF and home network S-CSCF.

Like the IMS to CS procedure in 6.2.4.4, besides possibly allowing domain transfer for unregistered UEs, this procedure also enables the anchor LRF to make use of the normal location procedure defined in TS 23.271 [11] (e.g. in clause 9.1.3) to locate a UE that has originated an emergency call. This is enabled due to steps 2 and 3 in Figure 6.3.4.4-1 in which the VMSC obtains and stores information concerning the E-SCC AS, and the LRF and GMLC obtain and store information concerning the VMSC. This then permits a CS-MT-LR without the need to query the UE's home HSS/HLR.

A further aspect of this procedure is that the call origination procedure at the VMSC can be identical to that for a normal emergency call as described in TS 23.271 [11] or identical that for VCC support for a CS originated emergency call as described in clause 6.3.4.2. From the perspective of the GMLC, the procedure is also almost identical to that for a normal emergency call with regard to the MAP signalling transaction with the VMSC.

A disadvantage of this procedure is that it depends on the E-SCC AS finding the original call record so that the domain transfer can be distinguished from a new emergency call origination. This seems to be possible provided the VMSC and E-RUA belong to the same operator and the UE is aware of VCC for Emergency Call support by that operator.

6.3.4.4
Domain Transfer CS to IMS

This procedure is similar to that in 6.2.4.6.
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Figure 6.3.4.4-1: Domain Transfer CS domain to IMS

1.
Prior to sending the INVITE, the UE executes an emergency registration in the new visited IMS network if it contains adequate credentials as defined in 3GPP TS 23.167 (i.e. a normal registration is not used). This will be needed to support call back to the UE (via the new visited network) and to authenticate the UE in the new visited IMS.

2.
The UE then sends an INVITE with an emergency indication to the visited network P-CSCF. The INVITE should contain identification information for the UE – e.g. MSISDN Tel URI. The INVITE may indicate that the UE supports VCC and may indicate that this is a request for domain transfer as opposed to a call origination. This indication may be conveyed in a modified VDI (see section 6.2.2.3) carried in the SIP To header field – in which case no separate emergency indication may be needed. A UE without credentials would include its IMEI as its identity.
3.
The P-CSCF forwards the SIP INVITE to an E-CSCF.

4.
The E-CSCF based on assumption or knowledge of VCC support (e.g., domain transfer indication in the INVITE), forwards the SIP INVITE to the E-SCC AS that has this call anchored.

5.
The E-SCC AS finds the original call record and updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. The E-SCC AS may also explicitly indicate domain transfer to the E-CSCF. If the E-SCC AS does not find the original call record and no indication was received in the INVITE that this was a request for domain transfer, it means that this is a new emergency call (not a domain transfer). However, if no call record is found and the INVITE does indicate a request for domain transfer, the E-SCC AS should reject the domain transfer request, in which case the UE must continue with the call in the CS domain or release the call if that is not possible.

6.
The E-CSCF updates the anchor LRF with the new SDP information – e.g. indicates that the UE is now using the IMS domain and provides the UE IP address.

7.
The update continues towards the PSAP or MGCF.

8.
The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in 3GPP draft TS 23.206. This includes releasing the previous incoming CS leg through the E-CSCF.

Continuing location support can be supported by using OMA SUPL with the UE IP address provided to the anchor LRF in step 5 or using the 3GPP PS-MT-LR procedure for location with GPRS access.

A disadvantage is that it depends on the E-SCC AS finding the original call record in step 4 which in turn requires that the P-CSCF or E-CSCF route the call to the correct E-SCC AS in step 3. This is likely to be possible only for domain transfer to the IMS of the original visited network operator.
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