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************** BEGIN 1st CHANGE *************************

4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be founf in Section 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.
-
Notify the other IMS entities (e.g. AS, S-CSCF) on the changes in the access network type and its capabilities, when the information is available from the PCC. 
NOTE 2:
For the 3GPP access network, the P‑CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [11] and in TS 29.214 [12].


-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management. For details see TS 23.203 [54].

************** END of 1st CHANGE *************************

************** BEGIN 2nd CHANGE *************************

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1.
The architecture shall allow for the Serving‑CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2.
The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator's network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3.
A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4.
It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5.
It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6.
The Serving‑CSCF is able to retrieve a service profile of the user who has IMS subscription. The S‑CSCF shall check the registration request against the filter information and if necessary inform Application Servers about the registration of the user; it shall be possible for the filter information to allow either just the initial registrations of the user or also subsequent re-registrations to be communicated to the Application Servers. The Serving‑CSCF knows how to reach the Proxy‑CSCF currently serving the user who is registered.

7.
The HSS shall support the possibility to bar a Public User Identity from being used for IMS non-registration procedures. The S‑CSCF shall enforce these barring rules for IMS. Examples of use for the barring function are as follows:

-
Currently it is required that at least one Public User Identity shall be stored in the ISIM application or, for UEs supporting only non-3GPP accesses, in the IMC, if IMC is present. In case the user/operator wants to prevent this Public User Identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application or IMC directly.

8.
The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.

9.
It shall be possible to register multiple public identities via single IMS registration procedure from the UE. See subclause 5.2.1a for details.

10.
It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses (at the same or via separate UEs) via IMS registration procedures. However, each registration and each de-registration process always relates to a particular contact address and a particular Private User Identity.


The number of allowed simultaneous registrations is defined by home operator policy.

10a.
It shall be possible for the UE to indicate to the network whether the registration adds a new contact to an existing registration from the same UE.

11.
Registration of a Public User Identity shall not affect the status of already registered Public User Identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.
12.
When multiple UEs share the same public identity (es), each UE shall be able to register its contact address(es) with IMS.
13.
The UE may indicate its capabilities and characteristics in terms of SIP User Agent capabilities and characteristics described in IETF RFC 3840 [38] during IMS registration. The UE may also update its capabilities by initiating a re-registration when the capabilities are changed on the UE.
14.
If a UE supports GRUU, the UE shall indicate its support for GRUUs and obtain a P‑GRUU and a T‑GRUU for each registered Public User Identity during IMS registration as described in draft-ietf-sip-gruu [49].

15.
The P‑CSCF may subscribe to notifications of the status of the IMS Signalling connectivity after successful initial user IMS Registration.

16.
When the access network type information is available from the access network, the P‑CSCF shall ensure that the IMS registration request received from the UE to the SIP server (e.g. S‑CSCF) contains the correct information. The P‑CSCF may subscribe to notification of changes in the type of access network. The P-CSCF may notify the other IMS entities (e.g. AS, S-CSCF) on the changes in the access network type and capabilities.
17.
The P‑CSCF shall cancel any active subscription e.g. to notifications of the status of the IMS Signalling connectivity and/or of the change of access network type when the user is de-Registered from the IM CN subsystem.

************** END of 2nd CHANGE *************************
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