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1. Introduction

In the LS response from SA1 on enhanced ANDSF (S1-084385) it is stated that ANDSF may be used by the HPLMN or the VPLMN to guide radio access technology selection within a PLMN. In a roaming scenario, the HPLMN may express preferences on the radio access technologies to be used, but the final decision belongs to the serving PLMN (i.e. VPLMN in this roaming scenario). 

Following these guidelines from SA1, and taking as a bases architecture alternatives presented in SA2-81433 at SA2#63, this contribution describes three roaming architectural alternatives for Rel-9 Enhanced ANDSF. It also explains some merits and demerits of each architecture alternative. Based on the merits and demerits, it recommends adopting alternative 2. 

1.2. Architecture Alternatives
This section explains three architecture alternatives for the roaming scenario. In these scenarios, the ANDSF located in HPLMN is named HANDSF and the ANDSF located in the VPLMN, is named VANDSF. 

1.2.1. Roaming Architecture Alternative 1 
When the visited network does not support ANDSF functionality, but the home network and the UE do, the UE may access the HANDSF to obtain policies about preferred radio access technologies by the home network and access network information about UE’s locally available networks (if available in the HANDSF).  

In this scenario shown in Figure-2, the ANDSF is located in the HPLMN and the Roaming UE accesses the ANDSF from VPLMN for obtaining:-

1. Access network information about available accesses networks in the visited domain, if available in the HPLMN

2. Network discovery and selection policies for preferred radio access technologies in the VPLMN.  
The home network may not have full information about the access network in the visited network domain; therefore it may not be possible for the HANDSF to provide information about locally available access networks. 
In case the UE is not able to gain access to the HANDSF, it applies the policies that were previously downloaded in the UE according to user preferences. 
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1.2.2. Roaming Architecture Alternative 2
This scenario is shown in Figure-3. In this scenario, both the home and the visited network support ANDSF functionality.. When roaming, the UE communicates directly with both the home and the visited ANDSF and may obtain:-

1. Network discovery and selection policies regarding preferred radio access technologies in a roaming scenario from the HANDSF

2. Access network information on available access networks in the visited domain from the VANDSF

3. Network discovery and selection policies in the visited domain from the VANDSF. 

In this architecture alternative, the desirable feature is that ANDSF in visited network (that has better information about available networks in its domain), provides the Access Networks information, however the shortcoming is that the home operator may not have control on VPLMN operator regarding information provisioning policies and strategies pertaining to access networks information delivery to the UE. 
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1.2.3. Roaming Architecture Alternative 3
This scenario is shown in Figure-4. In this scenario both, the visited and the home network support ANDSF functionality. In this architecture alternative, the UE communicates only with one of the ANDSFs 

a) In architecture alternative 3a, the UE communicates with the H-ANDSF and,

b) In architecture alternative 3b the UE communicates with the V-ANDSF. 

The H-ANDSF  and the V-ANDSF are interfaced through a new interface. Thus the home operator may influence the delivery of policy and network access information. 

In architecture alternative 3a) the UE accesses the H-ANDSF and obtains:

1. Network discovery and selection policies regarding preferred radio access technologies in a roaming scenario from the H-ANDSF

2. Access network information on available access networks in the visited domain available at the H-ANDSF. The H-ANDSF may obtain access network information local to the UE from the V-ANDSF through the new interface.

3. Network discovery and selection policies in the visited domain when available at the H-ANDSF. 

In architecture alternative 3b) the UE accesses and obtains the following information validated or influenced by the home operator:-

1. Network discovery and selection policies regarding preferred radio access technologies in a roaming scenario. The V-ANDSF may obtain such information from the H-ANDSF through the new interface.

2. Available access networks information in the visited domain.

3. Network discovery and selection policies in the visited domain. 

The merit of this scenario is that both the home and the visited network have control on policies and access network information to be delivered to the UE. In this case, a different degree of control over the type of polices and the amount of information on access network may be implemented. However, the HPLMN is made aware the policies and network topology of the VPLMN for architecture alternative 3a. In architecture alternative 3b, the VPLMN is made aware of the home operator policies. A new interface between the H-ANDSF and the V-ANDSF would need to be defined in order to support this architecture alternative.

2. Conclusion

We recommend adopting architecture alternative 2 as it requires less interfaces, HPLMN/VPLMN policies are not made available to the VPLMN/HPLMN and it is fully compliant with SA1 requirements. Architecture alternative 1 will be considered when ANDSF is not deployed in the VPLMN. 
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