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Abstract of the contribution: This document recommends a solution for location continuity uses location-by-reference to provide a seamless location continuity solution. This paper also describes how Gm can be used with location-by-reference to allow the LRF to find the new location server in the PS access when DT is performed in a network that supports simultaneous CS and PS.
Background:
The IETF document draft-ietf-sip-location-conveyance describes how a UA sends location information towards a location recipient. Location can be transmitted in two ways: by-value or by-reference. Both methods make use of the Geolocation header in the SIP request. 

When the location is passed by value, the Geolocation header contains a cid: (correlation id) which is a URI that points to a message body within the SIP-request which contains the location details. The location can be encoded in binary format or can be specified in the form of a location-object called a PIDF-LO (Presence Information Data Format – Location Object). The PIDF-LO is an XML scheme specifically for carrying the geographic location of a target and is specified in RFC4119 and uses a the Geography Markup Language (GML) to represent location information. Location information (binary or XML) can be specified as geodetic location (co-ordinate format) or as civic format (post office addresses).

When the location is passed by reference, the Geolocation header contains a SIP-URI that refers to a proxy server or UA. This can be dereferenced by a Location Recipient to obtain the actual location. The reference plays the role of a generalized identifier. It can be resolved to a location object many times and provides up-to-date location information. 

  INVITE sips:bob@biloxi.example.com SIP/2.0

   Via: SIP/2.0/TLS pc33.atlanta.example.com

     ;branch=z9hG4bK74bf9

   Max-Forwards: 70

   To: Bob <sips:bob@biloxi.example.com>

   From: Alice <sips:alice@atlanta.example.com>;tag=9fxced76sl

   Call-ID: 3848276298220188511@atlanta.example.com

   Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>

     ;inserted-by="bigbox3.atlanta.example.com"

   Supported: geolocation

   Accept: application/sdp, application/pidf+xml

   CSeq: 31862 INVITE

   Contact: <sips:alice@pc33.atlanta.example.com>

   (...SDP goes here as the only message body)

Note that location by-value and by-reference can also be provided using HTTP location delivery (HELD) as specified draft-ietf-geopriv-http-location-delivery.
The initial discovery of the location server by the UA (using DHCP) is documented in draft-ietf-geopriv-lis-discovery.
Discussion:

If we apply this model of location-by-reference model to IMS Emergency and VCC for IMS Emergency, we can see that the location-reference can be provided by the target UE and inserted in the SIP-INVITE and sent to the LRF. The LRF allocates an ESQK and stores the location reference against the emergency call instance allocated in the LRF. The ESQK is passed to the PSAP. 
Point of Note: TS 23.167 allows the UE to provide location information and this may be geographical information or a location identifier: If the UE has location information available, the UE shall include the location information in the request to establish an emergency session. The location information may consist of network location information, that is the Location Identifier, and/or the Geographical location information.
In a continuity scenario, the UE can obtain a new location reference from the target access. This location reference may refer to the same location server as in the old PS access (see Figure 1 below) or a different location server in the new PS access (see Figure 2 below). 
Point of Note: As documented in the definition of the LRF in TS 23.167 is that the location server is not necessarily co-located with the LRF and the LRF may interact with many types of location server to obtain location information:


Location Retrieval Function (LRF): This functional entity handles the retrieval of location information for the UE including, where required, interim location information, initial location information and updated location information. The LRF may interact with a separate RDF or contain an integrated RDF in order to obtain routing information. The LRF may interact with a separate Location Server or contain an integrated Location Server in order to obtain location information. The LRF may interact with or contain other types of location server functions in order to obtain location information.
The Gm reference point can be used to supply this new location reference to the LRF. This allows for a seamless update of the location information stored in the LRF for the existing emergency call instance (i.e. there is no need for the LRF to be aware of VCC, just that it is provided with a new reference that it needs to update the emergency call instance with).
Example 1: In PS (source) access, I used SUPL (or other user plane mechanism for obtaining location) for location. In the target access, SUPL is still available and the same location server is used. Gm provides reference to same location server. This location server may be implemented in the LRF itself.

Example 2: In PS (source) access, I used SUPL for obtaining location. In the target access, SUPL is still available, but the location server has changed. Gm provides the reference to this new location server towards the anchor LRF.
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Figure 1: Location Server shared between PS accesses. Location reference provided by UE
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Figure 2: Different Location Server in the new PS target access. Location reference provided by UE
For PS to CS when there is no Gm, the same logic of “location-by-reference” can be provided by using ESRK/ESRD allocated by the GMLC (see Figure 3 below). The Wireless E911 ESRK/ESRD is defined as a follows:
“A 10-digit number used for the purpose of routing an E911 call to the appropriate Public Service Answering Point (PSAP) when that call is originating from wireless equipment. The Emergency Services Routing Digit (ESRD) identifies the cell site and sector of the call origination in a wireless call scenario. The Emergency Services Routing Key (ESRK) uniquely identifies the call in a given cell site/sector and correlates data that is provided to a PSAP by different paths, such as the voice path and the Automatic Location Identification (ALI) data path. Both the ESRD and ESRK define a route to the proper PSAP. The ESRK alone, or the ESRD and/or Mobile Identification Number (MIN), is signaled to the PSAP where it can be used to retrieve from the ALI database, the mobile caller’s call-back number, position and the emergency service agencies (e.g., police, fire, medical, etc.) associated with the caller’s location. If a NANPA TN is used as an ESRD or ESRK, this number cannot be assigned to a customer.”

Currently in the North American Emergency standard J-STD-036, the ESRK or ESRD or both ESRK/ESRD (depending on the mode of routing emergency calls) are inserted into the IAM. The ESRK normally is inserted in the “Calling Party Number” and the ESRD is normally inserted in the “Generic Digits Parameter”. Depending on the emergency call solution, if the MSC is enhanced for VCC for Emergency, it can include the ESRK/ESRD directly into the SIP-INVITE as the location reference (i.e. in the Geolocation header). Note: if the MSC is not enhanced to send SIP, minor changes would be required at the MSC to ensure that the ESRK/ESRD were always placed into an appropriate ISUP parameter and the MGCF would need to then interwork the contents into the Geolocation header.
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     Figure 3: Gm reference point not available. Location reference provided by GMLC
Example 3: In PS (source) access, I used SUPL for location. In target access, I use a Control Plane location retrieval mechanism (e.g. interact with GMLC in CS domain). Gm cannot be used here, so ESRK/ESRD supplied to the LRF in appropriate SIP header (geolocation header of PIDF-LO).
Proposal:

The authors of this document ask SA2 to agree on the following points:

· Agree that the principle of “location-by-reference” may be used as a solution for location continuity in networks where simultaneous CS and PS is available and in networks where simultaneous CS and PS is not available.

· Agree that when simultaneous CS and PS is available, then the Gm reference point can optionally be used (chosen) to provide the location reference to the LRF when the user is in the target access.

· Agree that when the Gm reference point cannot be used, then the ESRK/ESRD can be used as the location reference for the LRF to locate the location server for domain transfer.

An accompanying P-CR S2-09xxxx documents these points as recommendations in TR 23.826.  
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