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1. Discussion
1.1 Emergency attach indication

The current description in TR 23.869 Annex D section 5.9.2.x1 Emergency Attach, seems to suggest the UE indicates the attach request is for emergency purposes just by signalling a well defined "Em APN". 
As visible from the figure below there are some signalling exchanges and  processing in MME before the MME can decide whether this attach request will be accepted or rejected when a special APN is indentifying the emergency purpose. The MME may need to remember that IMEI and authentication handling are pending as first with step 6 the MME will get the APN and can start emergency service specific processing. And if the UE in limited service mode has a valid IMSI the overall process may comprise also HSS interactions as first step 6 indicates that this is not needed. 
Indentifying the emergency attach at such a late stage creates a number of signalling options for UE and MME before it becomes clear to the MME that this is an emergency attach. The signalling steps in between are in uncertain status until the emergency purpose of the attach request is identified. This delays the emergency service setup and cause more error cases.
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Also earlier approaches to specify such functionality (during the studies for Rel-7) considered to identify the emergency purpose of UE requests as early as possible to reduce complexity, to speed up the process (to allow for trying another network) and also to reduce the network load, which becomes important in emergency situations of larger extent.
Following these considerations the emergency purpose should be signalled and detected as early as possible. According to the current discussion status the emergency attach is only used when the UE does not receive normal service from the selected PLMN. So the MME can decide already when receiving attach request whether to accept this request for limited service mode UEs or not. An identification of emergency purposes already with the attach request should be preferred.

Conclusion 1.1
The request type of the attach request should get a reserved value for “emergency attach”. An MME that is not configured to support limited service mode UEs can immediately reject the request. 
When configured to support such attach request the MME knows already for IMEI check or for authentication that this would become for only an emergency service and may accept that one or both checks fail when configurations allow it.

1.2 UE requested Emergency PDN connectivity

This procedure is performed when the UE is normally attached but has no local PDN connectivity for emergency service (Note: Emergency attached UE never use this procedure because the PDN connectivity for emergency service was established during emergency attach).   
The UE could indicate the emergency purpose by signalling a well defined "Em APN" or  the NAS message can use a specific request type "emergency".
The related RRC setup message need use cause "emergency" for proper handling of overload situations. Similar identification in the NAS message should be preferred e.g. using a specific "emergency" request type.
Conclusion 1.2

The PDN Connectivity Request message should get specific "emergency" request type.
1.3 Emergency subscription context
Because the IMS emergency calls support do not require a subscription, the parameters related to emergency PDN connection should not be stored as part of each subscribers profile in HSS. When support for unauthenticated UEs is required this is not even possible because no HSS can be identified for those UEs. 
The MMEs should be configured with an Emergency Subscription Context that is applied to all emergency bearer services. This contains parameters such as emAPN, QoS profile etc.
When the UE indicates Emergency Attach request and Emergency PDN connection request with specific "emergency type", the MME retrieves the APN to be used from the emergency subscription context.
Conclusion 1.3
MME Emergency Subscription Context should be defined. 
3. Proposal

Based on the discussion and conclusions above it is proposed to modify TR 23.869 v 0.5.0 as follows.

Start of first change
5.9.2 IMS Emergency Call Support

5.9.2.1 Introduction

The bearer services for IMS emergency call support are functionalities provided by the serving network of the UE and do not require a subscription.  However, subscription related restrictions such as roaming restrictions and bearer limits may apply to the emergency bearer services, depending on local regulation.  To provide IMS emergency services, the MME is configured with an emergency services subscription context that is applied to all emergency bearer services that are established on UE request. The emergency services subscription context contains an APN which is used to derive PDN GW.
5.9.2.2 EPC Capabilities to Support IMS Emergency Calls

5.9.2.2.1 Introduction

EPC functions and capabilities are provided per section 4 except as specified in the following sections.
5.9.2.2.2 Architecture Reference Model

Per section 4.2, the non-roaming architectures (Figure 4.2.1-1 and Figure 4.2.1-2) and roaming architecture with the visited operator's application function (Figure 4.2.2-3) apply.  The other roaming architectures with services provided by the home network do not apply.

5.9.2.2.3 Mobility Restrictions

When local regulation requires Emergency Calls to be provided regardless of mobility restrictions, the Mobility Restrictions per section 4.3.5.7, should not be applied to emergency connections.  When emergency bearers are created, the MME includes an indication to E-UTRAN. When in state ECM_CONNECTED, the source E-UTRAN considers this indication during handover evaluation.  If only restricted target cells are available, E-UTRAN can handover the emergency bearers and include non-emergency bearers in the "Bearers to be Released" list.

5.9.2.2.4 PDN GW selection function (3GPP accesses)

When a PDN GW is to be selected for IMS emergency call support, the PDN GW selection function described in section 4.3.8.1 for normal bearer services does not apply.  Instead the PDN GW selection function uses the information stored in the MME Emergency Subscription Context..
The PDN GW selection function shall derive a suitable PDN GW in the visited PLMN. The PDN GW address is derived from the APN and the protocol type on S5 (PMIP or GTP) by using the Domain Name Service function. 
If the Domain Name Service function provides a list of PDN GW addresses, one PDN GW address is selected from this list. If the selected PDN GW cannot be used, e.g. due to an error, then another PDN GW is selected from the list. The specific interaction between the MME and the Domain Name Service function may include functionality to allow for the retrieval or provision of additional information regarding the PDN GW capabilities (e.g. whether the PDN GW supports PMIP‑based or GTP-based S5/S8, or both).


If the MME Emergency Subscription Context contains the identity of a PDN GW, no further PDN GW selection functionality is performed. The PDN GW identity refers to a specific PDN GW. If the PDN GW identity includes the IP address of the PDN GW, that IP address shall be used as the PDN GW IP address; otherwise the PDN GW identity includes an FQDN which is used to derive the PDN GW IP address by using Domain Name Service function, taking into account the protocol type on S5/S8 (PMIP or GTP).
5.9.2.2.5 QoS

The default emergency services bearer is established on UE request (Emergency Attach or UE requested PDN connectivity, both with request type “emergency”). The default bearer establishment request sent from MME to the GWs indicates the QoS parameters from the emergency services subscription context, which is configured in the MME. The PDN GW or PCEF can change the value of these parameters. The default emergency services bearer has typically the QoS of a signalling bearer. There are routing restrictions for this default emergency services bearer; typically routing is limited towards P-CSCFs.

When a default emergency services bearer is not needed the already established signalling bearer is used to transfer signalling for emergency services.

When the emergency service setup a network initiated dedicated bearer it is setup as needed with QoS appropriate for the emergency service.


5.9.2.2.6 PCC

When connecting to a PDN GW for IMS emergency call support and dynamic policy is used, per section 4.7.5, the PCRF provides the PDN GW with the QoS parameters, including ARP for the emergency bearers to prioritize the bearers when performing admission control. Per section 4.7.5, local configuration of static policy functions is also allowed and not subject to standardization. The PDN GW can make the final decision on QoS parameters.

The PCRF also has the ability to ensure the emergency PDN GW connection is used only for IMS emergency sessions.  The PCRF can reject an IMS session established via the emergency PDN GW connection if the AF (i.e., P-CSCF) does not provide an emergency indication to the PCRF.

5.9.2.2.7 IP Address Allocation 

When an emergency session is established in the visited/serving network, and if the UE does not have an IP address, the UE is assigned a dynamic IP address in the visited/serving network. The PDN type value shall be according to UE capabilities and network preference (if preference is applicable for a UE).

5.9.2.2.8 Load re-balancing between MMEs

As per load re-balancing procedures in section 4.3.7.3, the MME is allowed to off-load ECM-CONNECTED mode UEs by initiating S1 Release procedures.  When a UE is in ECM-CONNECTED mode with an active emergency session, the MME should not release the UE.  The MME should wait until the UE initiates a TAU or becomes inactive. The MME may release the UE under critical conditions such as the need to perform an MME node restart. 

*****************End Change 23.401v830_S2-087299.1*****************

**************************Start of Change 23.401v830_S2-087045.2**************************

5.9.2.x1 Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service mode and the UE needs PDN connection for emergency services  The enhancements needed to support Emergency PDN connection are:

a) The Attach Request indicates request type "emergency".

b) If the UE has a valid IMSI it indicates it otherwise the UE indicates its IMEI in the emergency attach request.

c) Where local regulation requires support for unautheticated UEs, subscription and authorization procedures may be skipped or performed and failing is accepted.

The Attach Procedure Steps are modified as follows:


Step 1 (Attach Request): UE includes the emergency attach indication and IMSI or IMEI. If the UE has a valid IMSI then it indicates the IMSI when initiating Attach with request type "emergency". Otherwise the IMEI is indicated.  

Step 5a (Authentication): If the MME is configured to accept unauthenticated emergency services the MME skips the authentication procedure or accepts that authentication fails when the request type is “emergency”. 
Step 5b (Identity Request-ME Identity): The IMEI may have been included in Step 1.  If not, it may be requested.  If the MME is configured to accept unauthenticated emergency services the MME skips the IMEI check or accepts that it fails when the request type is “emergency”. 
Step 8 (Update Location Request): The location update is not performed for an unauthenticated UE. 
Step 12 (Create Default Bearer): For request type “emergency” the MME applies the emergency services subscription context, which is configured in the MME.    

Editor's Note: It is FFS whether default QoS values must be provided by the MME or indication of emergency is sufficient for the PDN GW to set the  QoS values.

Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 17 (Initial Context Setup Request/Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values.  

Step 25 (Notify Request): The Notify Request is not performed for an unauthenticated UE .
NOTE: 
The UE's that have a valid subscription are normal attached and do not perform emergency Attach.  

Editor's Note: It is FFS if handover to non-3PPP accesses is supported during an emergency call for UEs without a valid IMSI (i.e., no HSS entry).

*****************End Change 23.401v830_ S2-087045.2*****************

****************************Start of Change 23.401v830_S2-087046.1**************************

5.9.2.x2 Emergency Tracking Area Update 

This procedure is executed when the UE has an on-going emergency call when a tracking area update is triggered.  If the MME changes, the emergency connection information must be conveyed to the MME so that the appropriate service level can be maintained.   

Tracking area update during an emergency call is based on the procedures in section 5.3.3. The enhancements needed to support IMS Emergency Calls are:

d) If emergency calls are supported for UEs in a limited service mode, the tracking area update must succeed if the UE moves to a restricted area during the emergency call.  This includes continuing the procedure if security procedures fail or the location update fails or indicates the UE is now in a restricted area.

The Tracking Area Update procedure with Serving GW change Steps in section 5.3.3.1 are enhanced or used as follows:

Step 4, Step 6, Step 7 (Context Request/Authentication/Context Acknowledge): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the validation procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 5 (Context Response): Per section 5.3.3.1, the APN is included in the MME context information, thereby conveying the emergency call context when the APN is the Emergency APN.   

Step 12 (Update Location): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the location update procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 15 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.

The Tracking Area Update procedure without Serving GW change Steps in section 5.3.3.2 are enhanced or used as follows:

Step 4, Step 6, Step 8, Step 9 (Context Request(oMME)/Context Request(oSGSN), Authentication/Context Acknowledge): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the validation procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 5 (Context Response): Per section 5.3.3.1, the APN is included in the MME context information, thereby conveying the emergency call context when the APN is the Emergency APN.

Step 16 (Update Location): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the location update procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 21 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.

**************************End of Change 23.401v830_S2-087046.1**************************

****************************Start of Change 23.401v830_ S2-087123.1**************************

5.9.2.x3 Emergency PDN Connection 

This procedure is executed after the UE has successfully attached to the EPS. When the UE detects an emergency call, it establishes a PDN connection using the emergency APN so that emergency call handling can be provided by the local EPS per EPS configuration without subscription limitations.  

A UE request for emergency PDN connectivity is based on the UE request for PDN connectivity procedure in section 5.10.2. The enhancements needed to support IMS Emergency Calls are:

a) The PDN Connectivity Request indicates request type "emergency".

b) MME configured emergency subscription context is used to establish the default bearer.

The UE request for PDN connectivity procedure Steps are enhanced as follows:

Step 1 (PDN Connectivity Request): Request type "emergency" .

Step 2 (Create Default Bearer Request):    MME configured emergency subscription is used.  

Editor's Note: It is FFS whether default bearer attributes must be provided by the MME or indication of emergency is sufficient for the PDN GW to set the values.

Step 4 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritised when performing admission control. Otherwise, these rules are statically configured in the PDN GW. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 7 (Bearer Setup Request):  The MME determines the UE AMBR to be used by the eNB.  Either the existing UE AMBR value is reused or a new UE AMBR is determined based on MME configured values for the UE-AMBR and the updated set of APN-AMBRs in use. The MME includes an indication of the emergency bearers in the Session Management Request.

Step 15 (Notify Request): The Notify Request including the Emergency APN and PDN GW identity is sent to the HSS.

Next  change

5.9.2.xY MME Emergency Subscription context
Editor's Note: A new table to be added in 23.401 clause 5.7.2.  Parameters that need be included is FFS
Table 5.7.2-x: MME Emergency Subscription Context

	Field
	Description

	Emergency Access Point Name (em APN)
	A label according to DNS naming conventions describing the access point used for Emergency PDN connection (wild card not allowed).

	Emergency QoS profile
	The bearer level QoS parameter values for Emergency APN's default bearer (QCI and ARP).

	Emergency PDN GW identity
	The identity of the PDN GW used for emergency APN. The PDN GW identity may be either an FQDN or an IP address. The PDN GW identity refers to a specific PDN GW.
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