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Introduction

This contribution proposes to identify some of the architectural issues to be documented by the EHNB TR. 
The RAN architectures of HNB and HeNB are almost completed in RAN3 workgroup.
The HNB architectural baseline and assumption is captured from TS 25.467 v8.0.0.
The HeNB architectural baseline and assumption is captured from section 4.6 in TS 36.300 v8.7.0.
Proposal

The following changes are proposed to TR 23.830 v0.1.0.
Start of the change

4
Architectural baseline and assumptions from Rel-8

Editor’s Note: This section will provide an overview of the architectural work and architectural assumptions already made for Home NodeBs and Home eNodeBs by other working groups for Rel-8.

4.1
Home NodeB architectural baseline and assumptions

4.1.x
Architecture Model for Home NodeB access network
The reference model shown in Figure 4.1.x-1 below contains the network elements that make up the HNB access network. There is one-to-many relationship between HNB-GW and HNB(s).
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Figure 4.1.x-1 HNB Logical Architecture.

HNB:
The HNB provides the RAN connectivity using the Iuh interface, supports RNC like functions and also HNB registration and UE registration over Iuh.
HNB GW:
The HNB GW serves the purpose of a RNC presenting itself to the CN as a concentrator of HNB connections.
HMS:
HMS is the management system of HNB. HMS provides the functions of configuration, location verification and HNB GW discovery.
SeGW:
The Security Gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW. It shall establish secure tunnel between HNB and SeGW.
Reference points
Uu:
Standard Uu interface between the UE and the HNB.
Iuh:
Interface between the HNB and HNB GW. For the control plane, Iuh uses HNBAP protocol to provide HNB registration, UE registration and error handling functions. For the user plane, Iuh uses RUA protocol to provide transparent transferring of RANAP messages and error handling functions.
Iu:
Standard Iu interface between the HNB GW and the core network.

4.1.1
Architectural requirements
Editor’s note: The relevant Home NodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Rel 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home NodeB support

· architecture support for CSGs and allowed CSG list handling

· architecture support for discovery, security, authentication, and management processes related to Home NodeB

· architecture support for mobility and access control 

· HNB installation, identification and location requirements

· HNB backhaul efficiency

· Emergency service support
4.1.1.x
GW Discovery
-    The HNB shall perform HNB GW discovery procedure with the assistance of HMS when it is installed or the HNB GW which is previously discovered by the HNB can not serve the HNB any longer.
-    The HNB shall not connect to more than one HNB GW at the same time.
4.1.1.y
Security
-    The HNB shall connect to HNB GW and HMS securely. A security tunnel shall be established between the HNB and the SeGW.
4.1.1.z
Management and location verification
-    Configuration data shall be provided to the HNB by the HMS when HNB is installed. HMS shall provide updated configuration data to the HNB when needed.
-    Location verification shall be performed by the HMS based on information sent by the HNB when it is installed.
4.2
Home eNodeB architectural baseline and assumptions

4.2.x
Architecture Model for Home eNodeB access network
Figure 4.2.x-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.
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Figure 4.2.x-1. HeNB Logical Architecture.

HeNB:
The functions supported by the HeNB shall be the same as those supported by an eNB (with the possible exception of NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC.
HeNB GW:
HeNB GW is optional. If present, the HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used.

SeGW:
SeGW is a standalone entity or integrated into HeNB GW and/or HeMS and it shall establish secure tunnel between HeNB and SeGW.
HeMS:
The HeMS is the management system of HeNB. HeMS hosts the function of configuration, location verification and HeNB GW discovery.

Reference points
LTE-Uu:
Standard LTE-Uu interface between the UE and the HeNB.
S1-MME:
The S1-MME interface is defined between HeNB and MME. If HeNB GW is present, it shall use standard S1-MME interface towards both HeNB and MME.
S1-U:
The S1-U data plane is defined between the HeNB, HeNB GW and the Serving Gateway.
4.2.1
Architectural requirements
Editor’s note: The relevant Home eNodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Release 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home eNodeB support

· architecture support for CSGs and allowed CSG list handling

· architecture support for discovery, security, authentication, and management processes related to Home eNodeB

· architecture support for mobility and access control 

· Home eNodeB Installation, identification and location requirements

· Home eNodeB backhaul efficiency

· Emergency service support
4.2.1.x
 GW Discovery
-    If HeNB GW is deployed, the HeNB should perform HeNB GW discovery procedure with the assistance of HMS when it is installed or the HeNB GW which is previously discovered by the HeNB can not serve the HeNB any longer.

-    The HeNB shall not connect to more than one HeNB GW at the same time.
4.2.1.y
Security
-    The HeNB shall connect to HeNB GW and HeMS securely. A security tunnel shall be established between the HeNB and the SeGW.

4.1.1.z
Management and location verification

-    Configuration data shall be provided to the HeNB by the HeMS when HeNB is installed. HeMS shall provide updated configuration data to the HeNB when needed.

-    Location verification shall be performed by the HeMS based on information sent by the HeNB when it is installed.

End of the change
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