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Introduction

This contribution proposes the procedures for UE initiated MAPIM attach and IP flow mobility. The solutions are based on the content of TR 23.861 v0.0.0.

Proposal

The following new text is proposed to be added to the TR 23.861.

* * * First Change * * * *

7
Solutions for multi access PDN connectivity and IP flow mobility

Editor’s Note: This subclause will describe the proposed solutions for the use cases identified in subclause 4.

7.1
MAPIM Attach Procedure
7.1.1 General
This section is related to the case that the UE initiates the attach procedure to the second access network when the UE has attached to the first access network. And the section includes the scenario of S2a for non-3GPP access and GTP-based S5/8 and PMIP-based S5/S8 for 3GPP access.

This section is based on that all the Attach procedures to the second access network are initiated by UE only. The network initiated attach scenario does not exist.

7.1.2 MAPIM E-UTRAN Attach with GTP-based S5 or S8 

The clause is to describe the MAPIM E-UTRAN attach to the EPS as a second access network when the UE has attached to a certain non-3GPP access network for the same PDN connection. As a result the UE is simultaneously connected via both accesses, a set of IP flows are routed through one access while the remaining IP flows are routed through the other access. The S5/S8 interface in the EPC is GTP-based.

The call flow is based on the E-UTRAN Attach procedure in TR23.401, and the changes and enhancements are showed in this clause.
Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. 
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Figure 7.1.2: MAPIM E-UTRAN Attach with GTP-based S5 or S8
1. The UE performs an attach procedure to the EPC using the specific non-3GPP access system procedure using PMIP-based S2a interface. The UE may start exchanging data through trusted non-3GPP access.
2. The UE initiates the Attach procedure by the transmission of an Attach Request message (PCO) to the eNodeB, together with RRC parameters. PCO are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. PCO here contains a MAPIM indicator, which is used to inform that the P-GW should establish new GTP tunnel with S-GW while maintaining the previous tunnel (PMIP or DSMIPv6) with non-3GPP access. 
The other parameters in this message and the function of the parameters can be referred to 3GPP TS 23.401, section 5.3.2 [x]. 

The eNodeB forwards the Attach Request message to the MME.
3. This step can be referred Steps 3-11 of E-UTRAN Initial Attach as defined in TS 23.401, section 5.3.2.1

4. The MME selects a Serving GW and allocates an EPS Bearer Identity for the Default Bearer associated with the UE. Then it sends a Create Default Bearer Request (Protocol Configuration Options) message to the selected Serving GW.

The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

5. The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Protocol Configuration Options) message to the PDN GW indicated by the PDN GW address received in the previous step.
The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

6. The P-GW sends an IP-CAN session modification request to the PCRF. In this request, additional to those parameters provided in Rel 8, the PDN GW shall also include the information of access network, and an indication of Multi Access. 
Editor’s Notes: what is the information of access network and how the Multi Access is indicated to the PCRF is FFS.
7. Because the P-GW has received the MAPIM indicator from the PCO , The P‑GW creates a new entry in its EPS bearer context table while update the former binding information with the non-3GPP access network. The new entry allows the P‑GW to route corresponding user plane PDUs between the S‑GW and the packet data network, and to start charging, and the updated former entry allows the P-GW to route corresponding user plane PDUs between non-3GPP access and the PDN.
The PDN GW returns a Create Default Bearer Response (message to the Serving GW.
When the MAPIM Indication is present, the PDN GW does not allocate a new IP address to the UE, it will set the PDN address to the one that is allocated to the UE in the non-3GPP access network in the Create Default Bearer Response.

The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

8. The Serving GW returns a Create Default Bearer Response message to the new MME.
The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

9. This step can be referred to Steps 17-26 of E-UTRAN Initial Attach as defined in TS 23.401, section 5.3.2.1
10. Based on the IP-CAN session modification, the PCRF may provision to the BBERF in the non 3GPP access with modified QoS rules. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [x]. 
7.1.3 MAPIM E-UTRAN Attach with PMIP-based S5 or S8 

The clause is to describe the MAPIM E-UTRAN attach to the EPS as a second access network when the UE has attached to a certain non-3GPP access network for the same PDN connection. As a result the UE is simultaneously connected via both accesses and a set of IP flows are routed through one access while the remaining IP flows are routed through the other access. The S5/S8 interface in the EPC is PMIP-based.

The call flow is based on the E-UTRAN Attach procedure in TR23.401 and TR23.402, and the changes and enhancements are showed in this clause.

Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC. 
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Figure 7.1.3: MAPIM E-UTRAN Attach with PMIP-based S5 or S8
11. The UE performs an attach procedure to the EPC using the specific non-3GPP access system procedure using PMIP-based S2a interface. The UE may start exchanging data through trusted non-3GPP access.
12. The UE initiates the Attach procedure by the transmission of an Attach Request message (PCO) to the eNodeB, together with RRC parameters. PCO are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. PCO here contains a MAPIM indicator, which is used to inform that the P-GW should establish new PMIP tunnel with S-GW while maintaining the previous tunnel (PMIP or DSMIPv6) with non-3GPP access. 
The other parameters in this message and the function of the parameters can be referred to 3GPP TS 23.401, section 5.3.2 [x]. 

The eNodeB forwards the Attach Request message to the MME.

13. This step can be referred Steps 3-11 of E-UTRAN Initial Attach as defined in TS 23.401, section 5.3.2.1

14. The MME selects a Serving GW and allocates an EPS Bearer Identity for the Default Bearer associated with the UE. Then it sends a Create Default Bearer Request (Protocol Configuration Options) message to the selected Serving GW.

The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

4a. The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [x]. The S‑GW provides the information to the PCRF to correctly associate it with the IP‑CAN session to be established in step 6.
15. The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Protocol Configuration Options) message to the PDN GW indicated by the PDN GW address received in the previous step.
The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

16. The P-GW sends an IP-CAN session modification request to the PCRF. In this request, additional to those parameters provided in Rel 8, the PDN GW shall also include the information of access network. 
Editor’s Notes: what is the information of access network is FFS.
17. Because the P-GW has received the MAPIM indicator from the PCO , The P‑GW creates a BCE and while update the former binding information with the non-3GPP access network. The new entry allows the P‑GW to route corresponding user plane PDUs between the S‑GW and the packet data network, and to start charging, and the updated former entry allows the P-GW to route corresponding user plane PDUs between non-3GPP access and the PDN
The PDN GW returns a PBA message to the Serving GW.
When the MAPIM Indication is present, the PDN GW does not allocate a new IP address to the UE, it will set the PDN address to the one that is allocated to the UE in the non-3GPP access network in PBA.

The details of this step can be referred to 3GPP TS 23.402, section 5.2 [x].

7a.  In case the QoS rules have changed, the PCRF updates the QoS rules at the S-GW by initiating the GW Control Session Modification Procedure, as specified in TS 23.203 [x].
18. The Serving GW returns a Create Default Bearer Response message to the new MME.
The details of this step can be referred to 3GPP TS 23.401, section 5.3.2 [x].

19. This step can be referred to Steps 17-26 of E-UTRAN Initial Attach as defined in TS 23.401, section 5.3.2.1.
20. Based on the IP-CAN session modification, the PCRF may provision to the BBERF in the non 3GPP access with modified QoS rules. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [x].
7.1.4 MAPIM Trusted non-3GPP Attach with PMIP-based S2a 

The clause is to describe the MAPIM Trusted non-3GPP attach to the EPC as a second access network when the UE has attached to E-UTRAN network for the same PDN connection. As a result the UE is simultaneously connected via both accesses and a set of IP flows are routed through one access while the remaining IP flows are routed through the other access. The S5/S8 interface in the EPC is PMIP-based and the S2a is PMIP-based.
The call flow is based on the “Initial Attach Procedure with PMIPv6 on S2a and Anchoring in PDN GW” procedure in TR23.402, section 6.2.1, and the changes and enhancements are showed in this clause.

Non-roaming, home routed roaming and Local Breakout cases are supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local Breakout. In non-roaming scenarios, the AAA proxy and vPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC.
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Figure 7.1.4: MAPIM Trusted non-3GPP Attach with PMIP-based S2a
21. Refer to 23.402, section 5.2.
22. The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP.
23. The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server.
The details of this step can be referred to 3GPP TS 23.402, section 6. 2.1[x].

24. After successful authentication and authorization, the non-3GPP access specific L3 attach procedure is triggered. And the parameter PCO containing the MAPIM indicator sent to P-GW is transported in these messages. PCO here contains a MAPIM indicator, which is used to inform that the P-GW should establish new PMIP tunnel with non-3GPP access GW while maintaining the previous tunnel (PMIP or DSMIPv6) with S-GW. 
4a. The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [x]. The S‑GW provides the information to the PCRF to correctly associate it with the IP‑CAN session to be established in step 6.
25. The MAG function of Trusted Non-3GPP IP Access sends a Proxy Binding Update (PCO) message to PDN GW. 
26. The P-GW sends an IP-CAN session modification request to the PCRF. In this request, additional to those parameters provided in Rel 8, the PDN GW shall also include the information of access network. 
Editor’s Notes: what is the information of access network is FFS.
27. Because the P-GW has received the MAPIM indicator from the PCO , so The P-GW creates a new PMIP tunnel with the non-3GPP access GW while update the former binding information with the 3GPP access network. The new tunnel allows the P-GW to route corresponding user plane PDUs between the non-3GPP access GW and the packet data network, and the updated former entry allows the P-GW to route corresponding between the user plane PDUs non-3GPP access and the PDN.
The PDN GW returns a PBA message to the Serving GW.
When the MAPIM Indication is present, the PDN GW does not allocate a new IP address to the UE, it will set the PDN address to the one that is allocated to the UE in the non-3GPP access network in the PBA.

The details of this step can be referred to 3GPP TS 23.402, section 6.2.1[x].

7a.  In case the QoS rules have changed, the PCRF updates the QoS rules at the S-GW by initiating the GW Control Session Modification Procedure, as specified in TS 23.203 [x].
28. L3 attach procedure is completed via non-3GPP access specific trigger. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions. At this step the IP address information is provided to the UE.

29. Based on the IP-CAN session modification, the PCRF may provision to the BBERF in the S-GW with modified QoS rules. This is done by a GW control session and QoS rules provision procedure as specified in 3GPP TS 23.203 [x]. 
7.2
UE-initiated IP flow mobility
7.2.1
General

For flow mobility initiated by the UE, the UE first request for resource allocation in target system, and then the resource in source system can be released by P-GW or PCRF or UE. This can be done by Rel 8 procedures as in section 6.7.1 in TS 23.402, with enhancements of PGW and PCRF.

Here list three scenarios for the IP Flow mobility:

Scenario 1: IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with GTP based S5/8.

For this scenario, firstly, the UE initiates the dedicated bearer request procedure which can be referred to section 5.4.5 in TS 23.401, after that the hPCRF will initiate the resource release procedure which can be referred to section 6.6.1 in TS23.402. Also resource release procedure in the trusted non-3GPP access can be initiated by UE, which can be referred to section 6.7.1 in TS23.402.

Scenario 2: IP flow mobility from trusted non-3GPP access with PMIP based S2a to 3GPP access with PMIP based S5/8.

For this scenario, firstly, the UE initiates the dedicated bearer request procedure which can be referred to section 5.5 in TS 23.402, after that the hPCRF will initiate the resource release procedure which can be referred to section 6.6.1 in TS23.402. Also resource release procedure in the trusted non-3GPP access can be initiated by UE, which can be referred to section 6.7.1 in TS23.402.
Scenario 3: IP flow mobility from 3GPP access to non-3GPP access with PMIP based S2a.

For this scenario, firstly, the UE initiates the dedicated bearer request procedure which can be referred to section 6.7.1 in TS 23.402, after that the P-GW(GTP) or the hPCRF(PMIP) will initiate the resource release procedure which can be referred to section 5.4.3 in TS23.401 and section 5.4.5.1 in TS23.402. Also resource release procedure in the 3GPP access can be initiated by UE, which can be referred to section 5.4.5 in TS23.401(GTP) and section 5.5 in TS23.402(PMIP).
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