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Discussion

The sections 6.1 and 6.2 in TR 23.868 provide alternative solutions for emergency call routing, when the user is roaming and accessing the voice services in the H-PLMN. In that case, the serving VSP can direct the call to a more suitable local VSP without requiring the UE to perform a new search.

In the architecture solution in section 6.2, the home IMS forwards the emergency service request to the IMS network which supports emergency service for the current location of the UE.
The current procedure in section 6.2 does not define how the address of the IMS Core 2 can be resolved. This contribution adds alternatives to section 6.2, how the home IMS is able to find the local IMS Core 2.

Proposal

The following changes are proposed to TR 23.868.

**** begin 1st change ****
2
References

…
[x]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[y]
IETF RFC 5222: "LoST: A Location-to-Service Translation Protocol".

**** end 1st change ****
**** begin 2nd change ****

6.2.4
Evaluation

The procedure described in clause 6.2.3 is optional and, if supported, adds impacts to IMS Core 1, However, the procedure is transparent to the UE, to the PSAP and can be transparent to IMS Core 2 provided IMS Core 2 is configured to receive IMS emergency calls from IMS Core 1 (e.g. by maintaining secure IP connections between the communicating entities at all times or by allowing such secure connections to be established as needed dynamically). Impacts to IMS Core 1 could be restricted to just the P-CSCF or to just the E-CSCF depending on whether the P-CSCF or the E-CSCF forwards the call to IMS Core 2 in Figure 6.2.3-1. To avoid impact to a P-CSCF, it may be preferred to retain only the E-CSCF to IMS Core 2 interface alternative and not allow the alternative of forwarding from a P-CSCF. As the UE will only be registered via IMS Core 1, a trust relationship should exist between IMS Core 1 and IMS core 2 such that IMS Core 2 can assume that any UE identity and call back URI provided by IMS Core 1 in step 5 or step 7 of Figure 6.2.3-1 is already authenticated. The impacts should be backward compatible with Release 7 since only IMS Core Network 1 is impacted.

Besides enabling support of IMS emergency calls outside the normal coverage area of a network (IMS Core 1 in Figure 6.2.3-1), the procedure also enables an IMS Core Network to support IMS Emergency Calls for its users when it does not possess all the necessary entities (e.g. if there is no E-CSCF and LRF) – by forwarding all IMS Emergency calls from the P-CSCF to one E-CSCF or to several alternative E-CSCFs in other networks.

The procedure defined here is applicable to a UE that has not recognized an emergency call since the forwarding can be transparent to the UE.

The procedure defined here is not applicable internationally – i.e. in the case that IMS Core 1 and IMS Core 2 belong to 2 different countries – except if agreements exist. This may be due to regulatory constraints (e.g. on forwarding an emergency call to another country) and/or due to technical restrictions related to forwarding between SIP proxies in different countries. Forwarding of emergency calls may also not be possible due to (legal) liability uncertainties between the operators involved. The extent of this restriction and its possible resolution are FFS.

6.2.4.1
Local network address resolution 

The procedure described in clause 6.2 requires that the IMS Core 1 is able to resolve the address to the serving network (IMS Core 2), which is local for the current UE location.

Following alternatives can be used to resolve the address:

1. P-CSCF or E-CSCF in home IMS Core use the MCC and MNC of the access network to determine the I-CSCF or E-CSCF of the IMS Core 2. MCC and MNC are sent by the UE in the P-access-network-info header.

2. The UE obtains the FQDN of the access network from the DHCP server. UE attaches the FQDN to the emergency session request. The FQDN refers to the entry point of the IMS Core network, i.e. the I-CSCF. The I-CSCF then determines the session is for emergency service, and routes the call to the local E-CSCF. 

This alternative assumes the UE has obtained the IP address from the local access network. This is not always the case, the IP anchoring point (e.g. PDG in TS 23.401) may be also in the home network, when the UE is roaming. 

3. When the home E-CSCF uses the home LRF to obtain the location of the UE, the home LRF uses the Lr reference point as described in TS 23.271 [x]  to obtain the location of the UE from the visited LRF. The visited LRF returns the address of the network serving the current location of the UE. The address is returned to the home E-CSCF, which then is used to route the emergency session to this address. 

4. UE is aware of its location, and obtains the Service URL to the serving network as described in LoST in RFC 5222 [y]. UE sends the address in the emergency service request to the home E-CSCF. Home E-CSCF routes the session request to this address. 

**** end 2nd change ****
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