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Introduction
Alternative 1 (Evolved MSC) in TR 28.879 has several drawbacks, in particular the fact that there are impacts to installed MSC's. It is proposed to include a new alternative which consists in avoiding the modification of the MSC's. 

This alternative consists in a kind of "GAN" architecture, i.e. with an IWF between the EPS and the MSC that carries CS NAS messages transparently between UE and MSC, but with many simplifications due to the fact that:
· the UE is camping on a trusted Access Network (the EPS) in contrary to legacy GAN where the UE is under an untrusted Access Network; this allow to avoid the IPsec tunnel, and therefore costly Security Gateways;

· the UE is dual mode but single radio unlike in GAN where the UE is dual mode dual radio and parallel procedures can be used; with single radio terminals, ths duration of these procedures is to be solved;
Overview of the proposed alternative

An Interworking Function (IWF) is included as a new logical entity in the CS over PS  architecture between the MSC and the Evolved Packet System (EPS). 

It is interfaced to the MSC(s) through standard Iu/A interface.

It is interfaced to the EPS 

· through Rx interface to the PCRF for EPS bearer establishment /modification release;

· through an evolved Sv interface to the MME used for securing UE binding, for handover procedures, for location reporting procedures, etc;

· through SGi interface to the P-GW for carrying the CS Domain NAS signalling between the UE and the MSC, and some specific UE-IWF messages for the establishment/release of a transport reliable UE-IWF Session and for Paging. 
It is interfaced to the UE through a new simple Z1 interface, carried over the EPS. 
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Figure 5.1.1.1-1: Non-roaming architecture

Like TR 23.879  CSoPS alternative 1, it leverages the fact that the UE is already known and managed by the EPS network:

· The IWF is a trustable equipment that is connected to MME, PDN-GW, PCRF through secure interfaces (e.g. IPsec aggregate), so that there is no need to cipher the control plane nor the user plane in addition to that. 

· The UE being registered at EPS before communicating with the IWF and MSC, the MME is aware of the UE location thanks to the TAI and that location is trusta
ble. Therefore, the MME is able to derive a LAI for the UE, and can select an IWF connected to a MSC that handles that LAI. The advantage is that the selection of the IWF and the MSC is under operator's control, and not under UE's control.
· The LAI and IWF IP Address are provided to the UE at EPS Attach and EPS Tracking Area Update.

· The location provided by the EPS can be reused for location reporting procedures in the CS domain.

IWF is mainly in charge of:

-
Relaying NAS signalling between P-GW and MSC between SGi and Iu interface

-
Acting as a RNC for the MSC

-
Translating RANAP RAB Assignment procedures to/from Establishment/Modifications/Releases of EPS bearers to PCRF through Rx 

-
Relaying handover preparation and execution signalling messages between MME and MSC via Sv and Iu/A interface

-
Selecting the MSC. May support Iu Flex if necessary

-
Managing the "UE-IWF Session"
IWF and MSC redundancy

· The IWF can be connected to several MSC pools and can support Iu Flex, which makes the redundancy better.

· A mechanism for selecting a new IWF in case of IWF or MSC failure is introduced. It consists in the retry of TAU by the UE with a specific flag indicating that another (LAI + IWF IP address) couple should be provided to the UE.
MME, in addition to Rel-8 standard behaviour, is responsible for:

-
Selecting an IWF, and allocating an LAI to the UE

-
the signalling exchange with the IWF for CS domain handover preparation and execution through Sv interface. 

-
the signalling with IWF for UE-Binding checks (see further)

-
the signalling with IWF for CS domain Location Reporting procedures 

-
Signalling a change of MME to the IWF via Sv interface; at MME change, the source MME shall also provides the IWF IP address, the LAI and the UE IP address  to the target MME in the MM context (or outside) in order to keep the same IWF.
-
Location reporting control procedures via Sv interface. The location provided to the MSC is therefore trusted as it comes from the MME.
-
Receiving the UE CSoPS capability, and sending the UE+Network global CSoPS capability (called "SRVCC operation possible indication") to the E-UTRAN at call setup e.g. in the S1-AP Initial Context Setup request message.
-
Splitting the CS bearer from the non-CS bearers and coordinating the CS and PS handovers.
E-UTRAN (eNB) is in charge of: 

-
Taking the decision of CSoPS handover or PS handover depending on the "SRVCC operation possible indication" and the target cell type: if the cell is a LTE cell, it is a PS Handover; if the cell is 2G-3G and supports CS voice only, the handover is a CSoPS handover. 

-
Similar mechanism as the one used for SR-VCC is proposed. 
UE Binding

-
After EPS Attach or TA Update, the MME sends the UE IP address, the IMSI or TMSI and the LAI to the IWF to allow UE binding verification by the IWF, through Sv interface. The LAI would be used for Location Reporting procedures with the MSC.

-
The IWF verifies the UE binding by checking whether the Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI) received in UE-IWF messages corresponding to the UE IP address matches with the Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI) provided by the MME in the UE-Binding message. 

Advantages summary
· It leverages the fact that the UE is already known and managed by the EPS network, so it simplifies the security mechanisms and does not require Security Gateways to protect the CS over PS access to the IWF/MSC.

· It simplifies the allocation of the IWF as it is done by the MME, and thus controled by the operator.

· It allows Iu-Flex as the MSC is allocated by the IWF.

· The location provided by the EPS can be reused for location reporting procedures in the CS domain. This provide trustability of the location. 

· The IWF supports a transparent relay of NAS CS Domain messages and procedures with a simple Z1 container protocol without RRC-like procedures, that makes it as simple as possible.

· MME change is supported without the need to change IWF.

· IWF or MSC connectivity failure is supported as the UE will re-attach or make a TAU to get new IWF IP address and new LAI.

· It may be possible to reuse the SR-VCC mechanisms and therefore to avoid changes in the E-UTRAN and UE.

Proposed changes to TR 23.879

The changes consist in adding a new section 5.6 to TR 23.879
5.6
Alternative 6 - External IWF between EPS and MSC

5.6.1

Reference architecture

5.6.1.1
Non-roaming architecture
In this alternative, the operator chooses to reuse existing MSC's without modifications, and to introduce a new IWF that will control establishment of voice calls and handling of SMS under E-UTRAN coverage. From the EPS point of view, the IWF is perceived as an Application Server. Thus the functionality of Z1 interface can be compared to that of Gm reference point. From MSC point of view, the IWF is perceived as a RNC. 
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Figure 5.1.1.1-1: Non-roaming architecture

5.1.1.2
Roaming architecture
If the Visited PLMN supports "CS domain services over evolved PS access" (CSoPS), the following architecture shall apply where the PDN GW and the IWF are both located in the VPLMN. In order to allow operators to limit user-plane traffic through the PDN-GW in the VPLMN to user-plane traffic related to CSoPS service, it shall be possible to have a separate APN for CSoPS.
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Figure 5.1.1.2-1: Roaming architecture with PDN GW and eMSC in VPLMN

If the Visited PLMN does not support "CS domain services over evolved PS access", the subscriber will not have access to CS domain voice calls over EPS.

5.6.1.3
Required functionality in network elements

IWF
Contains following functionality:

-
Relaying NAS signalling between P-GW and MSC between SGi and Iu interface

-
Acting as a RNC for the MSC

-
Translating RANAP RAB Assignment procedures to/from Establishment/Modifications/Releases of EPS bearers to PCRF through Rx 
-
Relaying handover preparation and execution signalling messages between MME and MSC via Sv and Iu/A interface

-
Verifying the UE binding i.e. checking whether the Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI) received in UE-IWF messages corresponding to the UE IP address matches with the Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI) provided by the MME in the UE-Binding message.
· Selecting the MSC. May support Iu Flex if necessary
· Managing the "UE-IWF Session"
MME
Additional to Rel-8 standard behaviour:

· Selecting an IWF, and allocating an LAI to the UE

· Signalling exchange with the IWF for CS domain handover preparation and execution through Sv interface. 

· Signalling to the IWF to allow UE binding verification by the IWF via Sv interface

· Signalling a change of MME to the IWF via Sv interface
· At MME change, the source MME shall send the IWF IP address to the target MME
· Location reporting control procedures via Sv interface
· Combining the "CSoPS" (CS over PS) UE capability received from the UE with the Network CSoPS capability and sending a "SRVCC operation possible indication" to the E-UTRAN at call setup.
· Initiating a CS handover through Sv interface by relaying the HO Required to IWF. 

· Splitting the CS bearer from the non-CS bearers and coordinating the CS and PS handovers 
UE
Additional to Rel-8 standard behaviour:

-
NAS CS domain signalling, including Mobility Management, Call Control and SMS, over reliable IP transport

· Encapsulation of NAS CS domain signalling messages in container that is intended to carry e.g. IWF IP address and MSC identifier.

· Transferring CSoPS UE capability to the MME at EPS Attach
E-UTRAN (eNB)

· Decision of CSoPS handover or PS handover depending on the "SRVCC operation possible indication" received from the MME and on the target cell type

· Similar mechanism as the one used for SR-VCC; indicating un HO Required to the MME that the handover is a CSoPS handover or not.
5.6.1.4
Reference points

Z1
Reference point between UE and IWF.

Sv
Reference point between MME and IWF.

5.1.1.5
Protocol Stacks

The protocol stack for control plane over Z1 is illustrated in figure 5.1.1.5-1.
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Figure 5.1.1.5-1: Protocol stack for control plane over Z1

Editor's Note:
The final choice about whether the "UE-IWF Session" layer  is SCTP or TCP or another retransmission protocol can be left open for stage 3 discussions and decision. This layer should be selected in order to avoid terminal battery drain.

Editor's Note:
The details of "Container" protocol is a stage 3 discussions and decision. "Container" protocol is intended to encapsulate the 24.008/24.011 NAS CS domain messages into IP packets containing UE IP address, IWF IP address, LAI, and to extend Paging from the MSC up to the UE.
Editor's Note:
Iu over IP Transport is proposed as the only mandatory interface, but Iu over ATM, A over PCM or A over IP transport may be used as options.
The protocol stack for user plane over Z1 is illustrated in figure 5.1.1.5-2.
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Figure 5.1.1.5-2: Protocol stack for user plane over Z1

Editor's Note:
The usage of Iu UP protocol in IWF and necessary related mechanisms between IWF and UE are FFS.

AMR-RTP Framing protocol is defined in IETF RFC 4867 [x]
5.6.2
Procedures

5.6.2.1
Registration

After having attached to the EPS network, the UE shall attach and register to the CS Domain to enable CS Domain services.
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Figure 5.1.2.1-1: Registration procedure

1)
The UE registers to the network according to the Attach procedure as specified in TS 23.401 [3] with additional parameter CSoPS UE capability. The Default Bearer can be used to carry 24.008 signalling messages. A dedicated bearer may also be setup for this purpose if needed for better QoS. The MME gets the subscriber's IMSI from the EPS authentication procedure and the IP address allocated by the P-GW during Attach procedure. If the UE is CSoPS capable, the MME selects the IWF from the TAI and allocates a LAI (which could be e.g. equal to TAI), then returns IWF IP address and LAI to the UE with Attach Accept. 
2)
The MME sends UE Binding (Temporary User Identity (e.g. GUTI) or Permanent User Identity (e.g. IMSI), UE IP address, LAI) to the IWF. The IWF stores these information and selects the MSC in the pool of MSC's that manage the LAI. This avoids the IWF to be obliged to extract the NAS messages sent by the UE to know the LAI.

Editor's note: it is FFS whether the UE Binding is sent after Attach procedure or during the Attach procedure. It may be required that it is an exchange between MME and IWF during the Attach procedure to avoid the UE to send an LAU Request before the IWF is aware of the binding. It should be possible to send UE Binding after the Attach procedure if the IWF waits for it if it receives the LAU Request from the UE before. 

3a)
The UE establishes a "UE-IWF session" (e.g. TCP connection) with the IWF. If the LAI is changed or not known by the UE, the UE initiates the registration procedure by sending Location Updating Request  message per TS 24.008 to the IWF. This message is packed into IP packets including UE IP address and IWF IP address.
If the LAI is unchanged compared to the LAI stored in the UE, the UE is not mandated to initiate LA Update procedure. 

3b)
IWF stores the UE IP address and the IWF IP address from the "container" and checks whether these information match to the information sent by the MME in the UE Binding message from MME, if already received. If the UE Binding message is not received yet, the IWF waits for it. If the binding check is successful, the IWF establishes a SCCP connection with the MSC selected by the MME. Then  it encapsulate the 24.008 message into a RANAP Initial UE Message and sends it to the MSC.  
4)
Per TS 24.008, the MSC/VLR obtains the IMSI and authentication data about the UE from the old VLR if the UE identifies itself with TMSI and VLR changes since last deregistration. If the UE identifies itself with TMSI and the TMSI is unknown in both the old and new VLR, the new VLR get the IMSI from the UE. The NAS messages over the MSC/IWF interface are encapsulated in RANAP Direct Transfer messages per TS 25.413. 
5)
The MSC may perform the security procedure between the MSC and the UE per 24.008.
6)
The MSC/VLR registers itself to the HSS by sending a Location Update request (IMSI, MSC Address, VLR number etc) message.

7)
HSS initiates the cancel location procedure to the old VLR.

8)
The MSC/VLR obtains the subscription data from HSS. The MME address is included in the Subscription Data.
9)
HSS responds with Location Update Acknowledge to the MSC/VLR.
10)
The MSC/VLR sends the Location Update Accept (new LAI, new TMSI) to the UE through the IWF by encapsulating the NAS message in a RANAP Direct Transfer message. The UE is now "CS over PS" attached in the IWF.
Editor's Note:
The way how the UE IP address and the IWF IP address is transmitted is FFS. A new container protocol, known by the UE, could carry this new field with no impact on 24.008 signalling.
11)
The UE sends the TMSI Reallocation Complete message to indicate the network that the reallocation of TMSI is accepted.
NOTE:
The MSC will, according to operator policy, allow an emergency registration with an IMEI as UE identification, and subsequently not perform authentication procedure

5.6.2.2
Location Update

The UE performs periodic location updates as specified in TS 23.012 [4].

The UE initiates LA Update procedure if the LAI provided in the TAU Accept is different from the LAI stored in the UE. 

Up to now no reason has been identified which would require changing MSC when changing TA as long as IWF and MSC are available. 

In case of IWF or MSC failure or in case of no connectivity to IWF or MSC with the UE, following mechanism can be used: If there is no answer to LA Update Request or if the "UE-IWF Session"  has been released, the UE performs an Attach or a TAU to the EPS. The MME will allocate a new IWF IP address and a new LAI to the UE. A specific flag or parameter could be added to the 23.401 Attach and TAU messages to indicate to the MME that it should allocate a new IWF IP address and a new LAI. 

In case e.g. the IWF wants to change the MSC allocated to the UE, the IWF can release the "UE-IWF Session". The UE can react to that by performing an Attach or a TAU to the EPS with the above mentioned flag set, and the above mechanism applies i.e. the MME will allocate a new IWF IP address and a new LAI to the UE. 
5.6.2.3
EPS Detach procedure 
When the UE is detached (whatever the reason) from EPS, the MME releases the Sv connection with the IWF, allowing the IWF to release the associated resources: 

· EPS resources via Rx

· SCCP connection to the MSC

· UE-IWF-session with the UE

· Internal resources.

5.6.2.4
Providing the cell-Id to the MSC on the interface between the IWF and the MSC

For all Uplink signalling sent towards the MSC over the UE-IWF-session, the UE adds the cell-identifier (corresponding to the LTE coverage). The IWF maps this information to a relevant Cell-Id to be passed to the MSC (and to be used by the MSC e.g. to determine an emergency centre, ….)

In case the MME and the IWF are co-located, the IWF can check that the information provided from the UE is accurate at the cell-Id level.

In case the MME and the IWF are not co-located, the IWF checks the validity of the information at the level of the Tracking Area list. 

5.6.2.5
Impacts to 23.401 related to Mobility Management

In both idle and connected modes, a change of serving MME will be signalled from the new MME to the IWF via Sv interface. At MME change, even in idle mode, the couple (IWF IP address and LAI) shall be transferred by the old MME to the new MME in the MM context. 

5.6.2.6
MO and MT Call Setup
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Figure 5.1.2.5-1: Call Setup procedure
1)
The call setup takes place as specified in TS 23.018 [6] (with the exception of CS channel allocation that is described in step 2) and is transported over the UE-IWF Session. Ciphering is performed at eNB-UE level and is not required at MSC level. However, the IWF should accept the Ciphering Mode Command from the MSC and just answering positively without any other processing.


In this procedure, and after the establishment of the EPC bearer, the UE obtains the MGW IP address.


For MT call setup, when the IWF receives the Paging message from the MSC, it sends a specific "CS Paging" message to the UE. The UE will respond with a NAS 24.008 Paging Response message. 

Editor's Note:
The way how the IP address of the MGW is transmitted is FFS. The impacted messages could be  "Alerting" for MO calls and "Call setup" for MT calls. A new container protocol, known by the UE, could carry this new field with no impact on TS 24.008 signalling.

2)
Upon receipt of RANAP RAB Assignment Request from the MSC, the IWF initiates the EPC bearer for the voice stream according to 'IP-CAN Session Modification; PCRF initiated' procedure as specified in TS 23.203 [5].

5.6.2.7
MO and MT SMS
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Figure 5.1.2.6-1: SMS procedure
1)
MO and MT SMS signalling takes place as specified in TS 23.040 [13]

5.6.2.8
HO from E-UTRAN to GSM/UMTS CS
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Figure 5.1.2.7-1: HO from E-UTRAN to GSM/UMTS CS procedure

General: Similarly as in the SR-VCC mechanism where the UE sends the SR-VCC UE capability to the MME, and where the MME sends the "SRVCC operation possible" indication to the E-UTRAN inside the S1-AP Initial Context Setup Request message meaning that both UE and MME are SRVCC-capable, the E-UTRAN can be informed in the same way of the "CS over PS operation possible" (possibly with the same indicators as those used in SR-VCC). It allows the E-UTRAN to know whether the handover is a CS over PS handover (e.g. the target cell is a CS cell) or a PS handover (e.g. if the target cell is E-UTRAN cell). 


0) A measurement report from the UE triggers the eNodeB to send a HO Required to the MME with an indication that this is an CS over PS handover operation. The MME forwards the HO Required to the IWF through Sv interface.

NOTE 1:
The handover of other established non-voice bearers is handled by the MME according to the procedures for E-UTRAN to UMTS/GPRS Inter RAT handover as specified in TS 23.401 [3].

1-8) Upon receiving the HO Required from the MME the IWF initiates a legacy handover towards the serving MSC. An inter-MSC handover may be performed if the target cell is under control of another MSC.

NOTE 2:
If the currently serving MSC is also serving MSC of the target cell then no inter-MSC handover is needed and steps 2) ), 5) and 6) are skipped.

7)
The IWF initiates the release of the EPC bearers, which is done according to 'IP-CAN Session Modification; PCRF initiated' procedure as specified in TS 23.203 [5].
5.6.3
Co-existence with IMS based services

It is expected that there will be UEs supporting both, CS domain services over PS access as well as IMS based services.

Operators may offer voice services over CS domain as well as over IMS in their network. For one specific user voice services can be provided in the CS Domain or in IMS, or in both. This would be part of the user's subscription information in the HSS, and operator controlled configured in the UE.

Concurrent access to CS Domain voice services and IMS non-voice services is possible. It is possible to combine CS and IP Multimedia Subsystem (IMS) services as specified in TS 23.279 [2] when they are both accessed over EPS. The UE decides based on the operator controlled configuration in the UE about the preferred domain for voice services when adding a voice call to an ongoing IMS session.

VCC (as specified in TS 23.206 [10]) and ICS (as studied in TR 23.892 [11]) architectures and the here proposed architecture for CS Domain services over evolved PS access are mutually exclusive but can co-exist in operators' networks; it is not expected that any functionality can be shared or re-used.

SR VCC (as studied in TR 23.882 [12]) may have overlapping functionality, depending on the selected architecture. The currently identified possible overlapping functionality is identifying and marking of voice bearers in EPS so that a later radio handover triggers an inter-MSC HO.

Editor's Note:
It is FFS if this functionality will be specified in a way so that it can be shared between SR VCC and CS Domain services over evolved PS access.

5.6.4
Roaming aspects

5.6.4.1
IWF support in the VPLMN
In this case voice calls are fully controlled by the VPLMN where PDN GW and IWF are located. This is the preferred roaming architecture for CS Domain services over evolved PS access. It allows full re-use of CS domain roaming agreements and existing inter-operator accounting mechanisms (TAP records exchange) for CS Domain voice services over evolved PS access. In case of a handover between E-UTRAN and GSM/UMTS CS the user experience will be comparable to the one in non-roaming case as the handover is performed solely in the VPLMN, which optimizes the user plane routing.

5.6.4.2
No IWF support in the VPLMN
In this case, depending on the operator's choice, the subscriber will either:

· not have access to CS domain voice calls over EPS; 

· or have access to CS domain voice over EPS, but the handovers to UTRAN/GERAN cells will not be allowed as the IWF and serving MSC are located in the Home PLMN whilst the target MSC is located in the Visited PLMN.

5.6.5
Security aspects

The EPS provides IP connectivity with integrity protection and ciphering, and an authenticated sender IP address.

At time of registration most operators will require that the MSC performs an Authentication Procedure to authenticate the (T)IMSI and the IWF to create a secure binding with the sender IP address by verifying that it matches the IP address provided by the MME.
At EPS Attach and at TAU, the MME selects a couple (IWF IP address, LAI) which identifies the MSC pool unambiguously. It sends a UE Binding message to the IWF through Sv interface with the TMSI/IMSI and the UE IP address. The binding verification is performed when the UE sends a CS Domain NAS message to the IWF, the NAS messages being encapsulated in IP packets that include UE IP address and TMSI/IMSI.  

5.6.6
Charging aspects

Charging shall be done in the MSC, using the standardized CS Domain interfaces and functions as specified in TS 32.250 [7], TS 32.240 [8], TS 32.299 [9]. In case of loss of transmission on the allocated EPC bearer for the voice stream the IWF will be triggered by the PCEF via Rx, and according to operator preference either stop charging, or terminate the call.

Charging in the EPS is done with the PCC architecture as specified in TS 23.203 [5]. It is expected that operators would zero-rate all signalling traffic to the IWF, as well as the EPC bearers transporting the voice traffic.

5.6.7
Legal requirements aspects

5.6.7.1
Emergency calls

Following procedure describes an Emergency calls without UICC or without relevant roaming rights for an UE with CSoPS support.

The establishment of the UE-IWF-session between the UE and the IWF works as for the generic case but for following precisions:

1.
 The UE requests an “EPS emergency attach” (similar to the one that will be defined for support of IMS emergency calls without  UICC or without relevant roaming rights). As part of this process, a default bearer is established via a relevant S-GW and P-GW

2.
The MME (for an UE with CSoPS support), as part of this “EPS emergency attach” procedure, allocates an IWF (per CSoPS procedure for a normal attach), opens a connection with this IWF and indicates that this is for emergency service, sending to the IWF the identity of the mobile (e.g. the IMEI) received as part of the “EPS emergency attach” (instead of the temporary and permanent UE Identity in case of a normal attach).

3.
When the UE establishes the UE-IWF-session, the UE provides its identity (e.g. the IMEI) sent as part of the  “EPS emergency attach”. The IWF checks the mapping of this identity with the IP @ of the UE received from the MME.

4.
Afterwards the UE uses the services of the IWF to exchange signalling with the MSC per normal CSoPS procedure but the IWF checks that only 24.008 requests allowed by emergency services are transferred. 

5.
Furthermore when a dedicated bearer for emergency service is to be establishes, an emergency indication is provided over Rx to the PCRF in order to establish an EPS bearer with the relevant QoS.
5.6.7.2
Lawful interception

-
For the non-roaming and roaming architecture with local break-out the lawful interception architecture and mechanisms specified for the CS domain are sufficient.


A radio handover triggering a domain change has no impact on lawful interception of an ongoing call.
-
For the roaming architecture with home-routed traffic (see Figure 5.1.1.2-2) lawful interception needs further investigations, but would be done similar to IMS voice services with home-routed traffic.
5.6.8
Assessment

This alternative is a full solution according to the scope this study, i.e. it is fulfilling all identified overall and architectural requirements.

The main design-principles of this solution are:

-
Minimization of impact on EPS entities: there is no impact on E-UTRAN, and minor impact on MME, limited to additions of parameters in the Attach and TAU procedures, a new set of messages to allow the IWF to check UE binding, and an interaction needed for seamless service continuity of a voice call at radio HO between E-UTRAN and legacy GERAN/UTRAN access.

-
Maximal re-use of CS Domain mechanisms thus securing operators' investments in legacy CS Domain and radio access equipment and services.

This alternative allows operators to offer legacy CS domain services fully leveraging the already deployed evolved access coverage, and should be understood as cost-efficient gap-filler until MTSI can be offered with sufficient VoIP-capable PS coverage.

In roaming, CSoPS service is offered if IWF is supported by the VPLMN. So, while roaming in a VPLMN without IWF, a CSoPS subscriber will experience voice calls over legacy CS radio access.
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