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Consideration of an Emergency APN and LBO APN
Discussion

During SA2 #68, discussion document S2-086700 introduced consideration for using a Local Breakout (LBO) APN instead of defining an independent emergency APN.  Although there can be optimizations that can be gained if a LBO APN can be reused to support emergency services, the discussion document also addressed other scenarios where there weren't as many benefits.   From discussion during SA2 #68, it appears as if the EPC procedures and messages would have to be marked with an emergency identifier when using an LBO APN, effectively making the LBO APN an Emergency APN.
Another comparison during the SA2 #68 discussion was CS emergency calls.  It was stated that there weren't different call origination requirements for an emergency call.   While it is true that the regular Setup message can be used, there is also an ES_Setup message that is to be used to originate an emergency call and should be used by the UE if it recognizes the emergency call.  This allows the call to be handled with priority immediately when received by the network.  If the Setup message is used, priority won't be given by the RAN and it will take the MSC longer to determine the emergency call (i.e., after digit analysis) and invoke emergency call handling.
Similar handling occurs in IMS.  TS 23.167 supports the ability for a UE in its home network to initiate an emergency call without first performing an IMS Emergency Registration.  However, there are known caveats with this (and have been described in several discussion papers) so some operators may require their subscribers in their home network to perform an IMS emergency registration as well.  Some caveats include:  the UE may be registered with a public user identity that does not have a Tel URI associated with it so a callback number isn't available; the IMS registration may expire and the call terminated (Emergency registration procedures ensure the UE reregisters during an emergency call), or the UE may move to a restricted area and the call terminated.  To avoid these interactions, a service provider may require all emergency calls to be IMS emergency registered, including those in their home network.
Using an Emergency APN allows emergency call handling to be invoked immediately, like the ES_Setup in CS mode and IMS Emergency Registration.  It supports users in their home network and roamers, users in normal service mode and those in limited service mode.  The LBO APN alternative may provide some optimizations and could be considered as allowed where permitted by network operators.  Using a LBO APN and decorating it to provide the same handling as an Emergency APN should not be used.  When a LBO APN is used instead of an Emergency APN, there may be some caveats like in IMS when an IMS Emergency Registration is not performed (such as QoS may be the same as the users subscription, the user may move into a restricted area and have their session terminated).  

Recommendation
In order to provide a solution for Release 9 to meet the various emergency services requirements, the Emergency APN will be used.   Optimizations could be considered once a complete solution is defined for Release 9.
Start of Change 1 – Annex D
5.9.2.x Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service mode and is not able to attach to the local E-UTRAN network except local regulation requires support of emergency calls regardless of subscription.  If an Emergency Attach request is received in a network where local regulation does not have requirements beyond a UE’s subscription, the Emergency Attach is handled per normal attach procedures in section 5.3.2.1.   The enhancements needed to support IMS Emergency Calls are:

a) The Attach Request includes an emergency attach indication.

b) If the IMSI is not available or is not valid (e.g., UICCless, expired subscription), the mobile equipment identifier (IMEI) is included in messages and procedures that otherwise use the IMSI.  Where the IMSI is a mandatory IE in a message, a null IMSI is provided.  When optional, the IMSI is not included.  If the IMSI is valid but in limited service mode (e.g., in a restricted location), the IMSI is included in messages.

c) Where local regulation requires support for UEs in limited service mode, subscription and authorization procedures may be skipped or if performed and fail, continue with the attach procedure.

The Attach Procedure Steps are enhanced as follows:

If the IMSI has not been authenticated, only the mobile equipment identifier (IMEI) is included in messages and procedures that otherwise use the IMSI/MSISDN.  Where the IMSI are mandatory IE’s in a message, a null IMSI or MSISDN is provided.  When the IMSI and MSISDN are optional, they are not included when IMEI is used. If the IMSI has been authenticated but the UE is in limited service mode (e.g., in a restricted area), the IMSI is used in the messages and procedures.

Step 1 (Attach Request): UE includes the emergency attach indication and IMSI or IMEI.  

Step 5a (Authentication): Authentication and NAS security is not required for UEs in limited service mode where local regulation requires the support of emergency calls in limited service mode.  This step may be skipped or if performed and fails, the attach proceeds where required by local regulation.

Step 5b (Identity Request-ME Identity): The IMEI may have been included in Step 1.  If not, it may be requested.  The EIR check may be skipped, or if performed and fails, the attach proceeds where local regulation requires the support for emergency calls in limited service mode.

Step 8 (Update Location Request): The location update may be skipped where local regulation requires the support of emergency calls in limited service mode.  If performed and fails, the attach may still proceed where required by local regulation.

Step 12 (Create Default Bearer): Local configuration for the APN associated with IMS emergency calling overrides subscription values for establishing the default emergency bearer. The subscribed PDN GW is ignored and the MME uses existing static S-GW/P-GW selection functions as specified in section 4.3.8.  The default emergency bearer request contains bearer attributes for the support of the PDN connections related to an emergency APN, including the PDN GW address and Default Emergency Bearer QoS.    


Editor’s Note: It is FFS whether default QoS values must be provided by the MME or indication of emergency is sufficient for the PDN GW to set the  QoS values.

Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 17 (Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values.  

Step 25 (Notify Request): The Notify Request including the APN and PDN GW identity used for the emergency connection may be sent to the HSS for UEs that can be associated with an HSS (i.e., have a UICC and subscription).  

Editor’s Note: It is FFS if handover to non-3PPP accesses is supported during an emergency call for UEs without a valid IMSI (i.e., no HSS entry).
End of Change 1 – Annex D
Start of Change 2 – Annex D
5.9.2.x Emergency Tracking Area Update 

This procedure is executed when the UE has an on-going emergency call when a tracking area update is triggered.  If the MME changes, the emergency connection information must be conveyed to the MME so that the appropriate service level can be maintained.   

Tracking area update during an emergency call is based on the procedures in section 5.3.3. The enhancements needed to support IMS Emergency Calls are:

d) If emergency calls are supported for UEs in a limited service mode, the tracking area update must succeed if the UE moves to a restricted area during the emergency call.  This includes continuing the procedure if security procedures fail or the location update fails or indicates the UE is now in a restricted area.

The Tracking Area Update procedure with Serving GW change Steps in section 5.3.3.1 are enhanced or used as follows:

Step 4, Step 6, Step 7 (Context Request/Authentication/Context Acknowledge): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the validation procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 5 (Context Response): Per section 5.3.3.1, the APN is included in the MME context information, thereby conveying the emergency call context when the APN is the Emergency APN.   


Step 12 (Update Location): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the location update procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation. Step 15 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.

Step 18 (TAU Accept): The Handoff Restriction list may be modified so that restricted cells due to subscription are not included.

The Tracking Area Update procedure without Serving GW change Steps in section 5.3.3.2 are enhanced or used as follows:

Step 4, Step 6, Step 8, Step 9 (Context Request(oMME)/Context Request(oSGSN), Authentication/Context Acknowledge): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the validation procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 5 (Context Response): Per section 5.3.3.1, the APN is included in the MME context information, thereby conveying the emergency call context when the APN is the Emergency APN.


Step 16 (Update Location): For emergency calls in limited service mode and where the network supports emergency calls in limited service mode, the location update procedures may be skipped. If performed and fails, the TAU may proceed where required by local regulation.

Step 21 (Update Location Ack): The regional subscription restrictions and access restrictions are ignored where emergency access is required per local regulation.

Step 22 (TAU Accept): The Handoff Restriction list may be modified so that restricted cells due to subscription are not included.
End of Change 2 – Annex D
Start of Change 3 – Annex D
5.9.2.x Emergency PDN Connection 

This procedure is executed after the UE has successfully attached to the EPS. When the UE detects an emergency call, it establishes a PDN connection using the emergency APN so that emergency call handling can be provided by the local EPS per EPS configuration without subscription limitations.  

A UE request for emergency PDN connectivity is based on the UE request for PDN connectivity procedure in section 5.10.2. The enhancements needed to support IMS Emergency Calls are:

a) The PDN Connectivity Request includes the emergency APN.


b) Configuration parameters in the EPS nodes are used to over ride subscription limitations such as bearer QoS.

The UE request for PDN connectivity procedure Steps are enhanced as follows:

Step 1 (PDN Connectivity Request): The included APN is the emergency APN that the MME recognizes and therefore does not verify against the UE’s subscription.

Step 2 (Create Default Bearer Request):    Local configuration for the APN associated with IMS emergency calling is used for establishing the default emergency bearer.  The MME uses existing static S-GW/P-GW selection functions as specified in section 4.3.8 to select the S-GW/P-GW associated with the APN for IMS emergency calling. The default emergency bearer request contains bearer attributes that are MME configured for the emergency APN including the PDN GW address and Default Bearer QoS.  Editor’s Note: It is FFS to determine if there is an existing APN with IMS connection whether that connection can be used or a new PDN connection to a dedicated emergency APN is used.  It is assumed that a new PDN connection to an emergency APN is used. 

Editor’s Note: It is FFS whether default bearer attributes must be provided by the MME or indication of emergency is sufficient for the PDN GW to set the values.

Step 4 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritised when performing admission control. Otherwise, these rules are statically configured in the PDN GW. If dynamic PCC is not deployed, static rules are configured in the PDN GW.

Step 7 (Bearer Setup Request):  The MME determines the UE AMBR to be used by the eNB.  Either the existing UE AMBR value is reused or a new UE AMBR is determined based on MME configured values for the UE-AMBR and the updated set of APN-AMBRs in use.

Step 15 (Notify Request): The Notify Request including the Emergency APN and PDN GW identity is sent to the HSS.
End of Change 3 – Annex D
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