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Abstract of the contribution: This contribution proposes a number of clarifications and editorial changes to the IMS evolution TR. 

Introduction

A number of clarifications and editorial changes are proposed. In the most part these are intended to imporve the readability of the TR. However, there are some changes that may be seen as changes in meaning and so the reader should review these charefully.
Proposed Changes

**** Start of changes ****
1 Scope
The scope of the technical report is to capture the results of a study into the feasibility of enhancing IMS network architecture. This report intends to study the feasibility of enhancing IMS network architecture as follows,
· Investigating architectural improvements to reduce the complexity of signalling procedures by reducing the signalling hops, or the number of options and combinations (by looking at different groupings of combining existing entities) ;
· Investigating means to improve system-level load balancing and reliability;
· Investigating possibilities for reducing configuration workload to save OPEX. 
Backward compatibility with current IMS specifications shall be ensured.
Note: overlap with SA5 and CT4 work need to be monitored.
This report is intended to explore potential architecture improvements and also provide conclusions on the above aspects with respect to potential future normative specification work.

There are a number of functions involved in call session setup in IMS network. Interfaces and interactions between network elements may be a little complicated and not that efficient. It is deemed beneficial to review the current IMS architecture including aspects such as the possible optimization of interfaces/reference points (by looking at different groupings of combining existing entities), reducing options of solutions for the same issues, relevancy of certain functions etc. 
IMS network service availability largely relies on the reliability of network entities. If some network elements implementing critical functions (e.g. S-CSCF, HSS) fail, service availability may be impacted. Moreover network elements may not be fully utilized because network load may not be well distributed, e.g. some nodes may be overloaded due to a sudden traffic increase, while others may be under loaded to some extent. Though there are some element level approaches to solve these problems, system level solutions should be studied, for example, the method to distribute load between network elements in different geographical locations especially when a disaster happens, such as an earthquake.
Network expansion may require significant manual configurations, and the network maintenance and upgrade may be time-consuming and also may be costly for operators. Introducing self-organization features may improve the network intelligence and reduce the efforts of manual configuration. 
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3
Definitions, symbols and abbreviations


3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format

<ACRONYM>
<Explanation>
4
Analysis of IMS architecture  

· Editors Note: This section analyzes IMS architecture and identifies some problems from architectural level
4.1
Session setup efficiency
4.1.1
Problem description
· Editors Note: This section illustrates standard IMS session setup flows and identifies the complexity of P/I/S-CSCF interaction. 
4.1.2
Summary

4.2
Load balancing
4.2.1
Problem description
· Editors Note: This section analyzes IMS load balance mechanism (e.g.  P/S/I-CSCF/SLF/HSS) and identifies potential load balance problems (e.g. how to handle explosive traffic) under IMS architecture.
4.2.1.1
General

Load balance is an important mechanism in telecommunications network. In general, we can adopt DNS technology in IMS to achieve limited load balancing. However, current DNS cannot coordinate with IMS to achieve real-time and more dynamic load balancing. Specifically, it is difficult to handle explosive traffic growth when part of the IMS network is overloaded. This section analyzes IMS load balancing mechanisms (e.g.  P-CSCF/S-CSCF/I-CSCF/SLF/HSS) and identifies potential load balance problems (e.g. how to handle explosive traffic growth).
4.2.1.2 Analysis of P-CSCF load balancing 
Generally, there are three methods used by the UE to discover P-CSCF addresses:

1) The UE shall request the P‑CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P‑CSCF address(es) to the UE when accepting the PDP context activation. 

2) Use of DHCP to provide the UE with the domain name and/or IP address of a P‑CSCF and the address of a DNS that is capable of resolving the P‑CSCF name.

3) The UE may be configured to know the fully qualified domain name (FQDN) of the P-CSCF or its IP address.
As stated above, IMS does not provide load balancing among P-CSCFs to direct the  UE to access a lightly loaded P-CSCF. 3GPP specifications, such as TS 23.060 x], do not explicitly define how a GGSN obtains a P-CSCF address. Generally, a GGSN may be configured statically to obtain the address. It is similar to DHCP, where P-CSCF domain names are configured statically. 
Currently,  IMS may reject a registration request from a UE when it gets an overloaded P-CSCF address. This may not be sufficient in order to handle explosive traffic growth.
4.2.1.3 Analysis of S-CSCF load balancing 

When a UE registers in IMS, a S‑CSCF shall be assigned to serve the UE. S‑CSCF assignment is performed by the I‑CSCF, but the S-CSCF selection policy of the I-CSCF mainly depends on the capabilities, topological information and the availability of the S-CSCF (See TS 23.228 for details). The I-CSCF does not have load balancing information related to the S-CSCF’s and so the S-CSCF may encounter load imbalancing problems in real IMS network. 
4.2.1.4 Analysis of SLF load balancing 

The SLF supports HSS address queries for the I-CSCF or S-CSCF when there are multiple HSSs in an IMS network. In a large-scale network, the SLF may become a bottleneck of the system. 
4.2.1.5 Analysis of HSS load balancing 

HSS load balancing involves knowledge of the capacities of different HSS entities and data storage planning. Because different HSSs have different capacities an imbalance of user data storage may result and it is not easy to guarantee well-distributed traffic among HSSs.
4.2.1.6 Analysis of I-CSCF load balancing 
Load balancing between I-CSCF entities can be achieved by means of DNS, based on load balancing algorithms. This capability will not be further investigated. 
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