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Abstract of the contribution: This paper discusses how to use the STN-SR for SR-VCC EMC.
1. Discussion 
The STN-SR is defined in the TS23.237as following: 
Session Transfer Number for SR-VCC (STN-SR): A STN used for Single Radio VCC procedures as specified in TS 23.216 [10]. STN-SR is configured for the subscriber at the time of SR-VCC service provisioning.
Session Transfer Number (STN): A public telecommunication number, as defined by ITU-T Recommendation E.164 [6] used by the UE to request the SCC AS to perform Session Transfer from PS to CS access.
The STN-SR is a kind of STN which is used for session transfer in SRVCC scenario. And it is used as PSI in IMS because the subscriber is not registered in IMS by the MSC Server enhanced for SRVCC. PSI must be used for signalling routing to the SCC AS. In SRVCC Transfer procedure in step 4, subclause 6.2.2.1, TS23.216,:
The MME sends a Forward Relocation Request (STN-SR, MSISDN, Source to Target Transparent Container, MM Context) message to the MSC Server. The MSC server is selected based on the Target ID received in the Handover Required message. The MME received STN-SR and MSISDN from the HSS as part of the subscription profile downloaded during the E‑UTRAN attach procedure.
And in the step 4a, subclause 6.2.2.2:
Source MME initiates the PS-CS handover procedure for the voice bearer by sending a Forward Relocation Request (STN-SR, MSISDN, Source to Target Transparent Container, MM Context) message to the MSC Server. The MSC server is selected based on the Target ID received in the Handover Required message. The message includes information for the voice component only. MME received STN-SR and MSISDN from the HSS as part of the subscription profile downloaded during the E‑UTRAN attach procedure.
Both procedures above show that MME shall download the STN-SR, which points to the home SCC AS, from HSS in the E‑UTRAN attach procedure. However, when UE is roaming, the anchor point is not in the home network, but in the visited network as emergency service is handled in the local network. If the STN-SR is allocated by the home network, the session transfer will be redirected to the SCC AS in the home IMS, which would lead to Emergency session transfer failure. So in this case, the MME shall use the Emergency STN-SR allocated by the visited network.
In the TR23.826 section 6.2.2.1 bullet e), f), g), h), it describes how UE gets the emergency VDN in the visited network. 
(e) The UE discovers visited network VCC capability (and VDN and VDI) from system broadcast messages.


Editor’s Note: further details of this are FFS. 

(f) The UE discovers the visited network VCC capability and the VDN and VDI where needed using DHCP or using HTTP or HTTPS from a server in the visited network whose role is to provide information related to emergency calls (e.g. including also local emergency numbers).

Editor’s Note: adoption of this alternative implies some further architectural enhancement (e.g. a 

new server)  

(g) The home network downloads information to the UE, or to the UICC, concerning networks that are known to support VCC for emergency calls. For example, the home network could provide the UE with the MCC and MNC of all known networks that support VCC for emergency calls. Additional information, such as the VDNs and VDIs use by such networks, could also be provided.

Editor’s Note: further details of this are FFS.
(h) Use of SIP (e.g. UE Subscribe/Notify after call set up or use of 200 OK).

Editor’s Note: further details of this are FFS.
But these mechanisms can not apply in SRVCC Emergency scenario. It is MME or Enhanced MSC Server rather than UE in SRVCC EMC scenario has to know the Emergency STN-SR.
There are three possible alternative solutions for this scenario:

1) Local Emergency STN-SR is configured in the MME for the Emergency Service Continuity. This alternative requires provision in MME. The same STN-SR would be used for all subscribers.
2) Local Emergency STN-SR is configured in the Enhanced MSC for the Emergency Service Continuity. This alternative requires provision in MSC Server. The same STN-SR would be used for all subscribers.
3) MME or enhanced MSC Server gets the Local Emergency STN-SR from the UE or other Network Entity dynamically when UE attached to E-UTRAN or HSPA. This alternative is much more complex comparing to the previous two and requires further study.
In all solution, MME has to indicate SRVCC to be an Emergency Session transfer on Sv interface.
2. Proposal: 
According the above analysis, it is recommended that the STN-SR used for SRVCC Emergency can be configured in the MME or enhanced MSC Server.
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