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This contribution offers a gloss of current work on H(e)NB and outlook from SA2’s perspective.

Introduction

The 3G HNB and LTE HeNB holds the promise of improved radio access, including access in locations that would not be possible with a macro cell deployment. In addition, the H(e)NB offers potentially distinct business opportunities, including access to local networks from mobile devices (though these scenarios are not considered for release 8.) Ongoing effort in SA1, CT1, and RAN3 has brought progress to the 3G HNB.  System-wide service issues remain, potentially areas for SA2 to supply aspects of the overall solution.

There has been substantial progress on the 3G HNB in RAN3 and ongoing work in other WGs. Agreements captured in TS 36.300 [1] will increasingly offer a complete picture of LTE HeNB, while agreements on the 3G HNB are covered in TS 25.467 [4], TS 25.468 [5], TS 25.469 [6]  – work on the 3G HNB-arch WI [7] is expected to conclude by Dec. 2008.

We consider the effort needed to complete the 3G HNB and LTE HeNB topic for release 8 first and survey the expected work on the 3G HNB/LTE HeNB for release 9.

 The H(e)NB is primarily an entity that transparently extends the radio access network. In this capacity, the definition of the H(e)NB should be transparent to the core network. Issues exposed to the core network and end-to-end service delivery to the end user are the only areas that SA2 should become involved.

Discussion
The following figure depicts the 3G HNB architecture agreed in RAN3.
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Figure 1: 3G HNB architecture

From the perspective of a pre-release 8 SGSN, the HNB GW appears as an RNC. Likewise, to a pre-release 8 terminal, there is no distinction between a HNB controlled cell and a macro cell. The Iuh interface has been defined by RAN3. There are many security and operational considerations involved with Iuh, but these have been agreed in TS 22.220 [2] to be transparent to the core network. It is therefore assumed that pre-release 8 UE access and initial deployment considerations of the 3G HNB do not require work in SA2.

For release 8, an externally evident difference between the 3G Macro and HNB cell emerges. The release 8 terminal and the core network support the closed subscriber groups (CSG). According to SA1 requirements:

· The release 8 UE receives an allowed CSG list and uses this to determine whether to camp on or use a 3G HNB controlled cell. 

· The release 8 SGSN uses the Allowed CSG list to determine whether a subscriber is authorized to camp on or use a particular access HNB.

CT1 has agreed that the MSC/VLR, SGSN and MME perform access control of UTRAN CSG cells.

How the SGSN obtains the Allowed CSG list associated with the UE (subscription) has not been agreed by RAN3 or CT1. This question appears to be within SA2’s competence to determine. For example, this information may be associated with subscription data and provided over S6d to the release 8 SGSN. This would require only a simple modification of release 8 TS 23.401 and 23.060.

How to support reconfiguration of the list of CSG members associated with the HNB controlled cells. This is another system level interaction that has not yet been agreed upon.

“The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the member shall be obtained before being added to the subscriber group.”

The following open issue is related to this.

How the owner of the 3G HNB adjusts the list of CSG members, and how the operator ‘supervises’ this has not been defined. It may be advantageous to standardize this customer visible interface in order to ensure consistency of user experience independent of which HNB vendor equipment is installed on customer premises. This interface may also include other adjustable user visible behavior such as:

· the CSG Indication string 

· ‘temporary’ membership for CSG members (“guests”)

· Maximum number of UEs allowed to use a CSG

· Whether a given cell has “open”, “closed” or “hybrid” access control

To the extent that these configurations are not supported in release 8, they become topics for release 9. “Owner” reconfiguration of the H(e)NB with operator oversight differs from an O&M interface as it is presented to an end user / customer: arguably this is service delivery and could be considered by SA2.

These two issues arise for the LTE HeNB as well: How does the MME obtain the Allowed CSG list associated with the UE? How the owner of the LTE HeNB adjust the list of CSG members and other parameters?

The goal for SA2 discussion of 3G HNB and LTE HeNB topics should be to complete any issues that remain for release 8 as quickly as possible. The distribution of Allowed CSG list information and possibly HNB owner adjustment of configuration (with operator oversight) are the only topics foreseen that require SA2 input to complete the 3G HNB and LTE HeNB for release 8. Furthermore, it is worth re-emphasizing that distribution of Allowed CSG list information can be easily covered by a simple modification of release 8 TS 23.401 and TS 23.060.


So far, RAN3 has had limited time for discussion of the E-UTRAN HeNB. Though there has been some consideration of these topics in the RAN3 internal “Home (e)NodeB Network Aspects” technical report [3], very little has been agreed yet. The topics included below are those that are expected to not be elaborated in RAN3 as they better match the competence and topics assigned to SA2.
The implications for Emergency Services in the H(e)NB environment must be considered. The principal challenge is to allow non-authorized access with “limited service” to UEs for the purpose of accessing emergency services. This may be a simple matter of extending this capability as defined for E-UTRAN for use by the H(e)NB. Emergency service support for the 3G HNB has been discussed and agreed in RAN3.

UE access to the home network by means of the H(e)NB is another aspect of release 9.  
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Figure 2: “Local Break In” to the home network

In Figure 2, two scenarios are shown: 

· in orange, the “local IP access in the home based network” as described in clause 5.6 of [2]. The user is able to access a local printer to get a hard copy of an image she just captured.

· in yellow, “Managed remote access to home based network” as described in clause 5.7 of [2]. The UE is able to access a PC the home network via the H(e)NB to download music or other files.

For both scenarios, access control is quite important. The owner of the H(e)NB (who is also the operator of the local IP network “Home Network” in Figure 2) will want to restrict access. There are many issues that arise for the “managed remote access” scenario, among them - how do UE requests get routed to the H(e)NB by the EPC? How does the UE locate services in the Home Network? What sort of security configuration is needed in the H(e)NB to protect against attack from any host in the Internet? How does charging work for this scenario? How is the CSG related to authorization for remote access?

Neither of these requirements are equivalent to “local break out” in which the terminal obtains access to a PDN by means of the H(e)NB. This scenario would look more like the following:
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Figure 3: “Local Break Out” from the H(e)NB

In Figure 3, the ‘service’ on the Internet can be accessed by means of the EPC (using SGi) by following the green arc. Since the H(e)NB accesses the EPC by means of the Internet it the H(e)NB could conceivably also allow direct access to services on the Internet. This would require that the H(e)NB serves as a router and not merely as an access device. This scenario is currently not captured in 22.220 and is introduced here primarily to draw attention to the distinction between “local break in” and “local break out.” Scenarios of this kind are being discussed as part of the multiple access IP mobility work item (MAPIM).

Hand over from the macro cell to the H(e)NB remains undefined. Thus far, only hand over from the HNB to the macro cell has been considered. This handover scenario requires more study; it may be more appropriate for this to be pursued in RAN3 than SA2. 
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