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********************* 1st Change ********************

6.2.1.3.2
V-PCRF and Home Routed Access

The V-PCRF provides functions to proxy Gxx interactions between the BBERF and the H-PCRF as follows:

-
Gateway Control Session establishment and termination;

-
Gateway Control and QoS Policy Rules Provision;

-
Gateway Control and QoS Rule Request.

The V-PCRF provides functions to enforce visited operator policies regarding QoS authorization requested by the home operator as indicated by the roaming agreements. The V-PCRF informs the H-PCRF when a request has been denied and may provide the acceptable QoS Information.

Within an IP-CAN session, a different V-PCRF may be selected when a new Gateway Control Session is established.

********************* 2nd  Change ********************

6.2.1.3.3
V-PCRF and Visited Access (local breakout)

The V-PCRF provides functions to:

-
Enforce visited operator policies regarding QoS authorization requested by the home operator for a certain service as indicated by the roaming agreements. The V-PCRF informs the H-PCRF when a request has been denied and may provide the acceptable QoS Information for the service.

‑
When Gxx interaction is terminated locally at the V-PCRF, extract QoS rules (defined in clause 6.5) from PCC rules (defined in clause 6.3) provided by the H‑PCRF over the S9 reference point. The V‑PCRF provides updated PCC rules to the PCEF and QoS rules to the BBERF, if appropriate. 

‑
For the case of AF in the VPLMN:

‑
Proxy Rx authorizations over the S9 reference point to the H‑PCRF;

‑
Relay event subscriptions and notifications between the H‑PCRF and V‑AF 

Editor's note:
It is FFS whether the V-PCRF should provide functionality to add local (pre-configured) PCC rules to an IP-CAN session and/or QoS rules to a Gateway Control Session.

When Gx interactions are proxied between the PCEF and the H-PCRF, the V-PCRF proxies:

-
Indication of IP-CAN Session Establishment and Termination;

-
Policy and Charging Rule Provisioning;

-
Request Policy and Charging Rules.

If a Gateway Control Session is used and if during the IP-CAN Session Establishment the Gateway Control Session Establishment procedure was proxied to the H‑PCRF (according to the logic in clause 6.2.1.3.1), then the V‑PCRF shall also proxy  the Gateway Control Session Termination procedure to the H‑PCRF. In addition, the V-PCRF proxies:

-
QoS Rules Provisioning;

-
Request for QoS Rules.

If the Gateway Control Session was not proxied to the H‑PCRF then the V‑PCRF shall handle all Gateway Control Session procedures locally and not proxy them to the H‑PCRF. This has the following implications:

‑
An IP‑CAN Session modification may trigger the V‑PCRF to update the Gateway Control Session if required in order to maintain the alignment of PCC and QoS Rules.

‑
An IP‑CAN Session termination procedure may trigger the V‑PCRF to terminate the Gateway Control Session if the Gateway Control Session was established for the purpose of a single IP‑CAN session. Otherwise a Gateway Control and QoS Rules Provision procedure may be initiated to remove the QoS Rules associated with the IP‑CAN session.

‑
A Gateway Control and QoS Rules Request procedure may trigger an IP‑CAN Session modification.

NOTE:
For this case the V‑PCRF would initiate a Policy and Charging Rules Request over S9 to the H‑PCRF. The PCC Rules in the Acknowledge IP‑CAN Session Modification message received in response from the H‑PCRF would be used to form QoS Rules for the Gateway Control session. The PCC Rules would be communicated to the PCEF by means of a (V‑)PCRF initiated IP‑CAN Session modification procedure.

When Rx components are proxied between an AF in the VPLMN and the H‑PCRF, the V‑PCRF shall proxy service session information between the AF and the H‑PCRF.

The V‑PCRF shall install event triggers in the PCEF and in the BBERF so that they agree with the event triggers provided for the IP‑CAN session by the H‑PCRF over S9. If a Gateway Control Session is used then the V‑PCRF may install additional event triggers in the BBERF that are relevant only to the V‑PCRF. Event reports over Gxx that are relevant only to the V‑PCRF shall not trigger an IP‑CAN session modification over S9.

Within an IP-CAN session the same V-PCRF remains for the whole lifetime of the IP-CAN session.

********************* 3rd  Change ********************

7.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment and IP address assignment to the UE. The AF is not involved.
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Figure 7.2-1: IP-CAN Session Establishment

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control Session Establishment information between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

For the Local Breakout scenario (Figure 5.1.3) the V-PCRF shall proxy the Indication and Acknowledge of IP-CAN Session Establishment over S9 between the PCEF in the VPLMN and the H-PCRF

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The BBERF initiates a Gateway Control Session Establishment procedure as defined in clause 7.7.1 (applicable for cases 2a and 2b, as defined in clause 7.1).

2.
The GW(PCEF) receives a request for IP-CAN Bearer establishment. The GW(PCEF) accepts the request and assigns an IP address for the user.

3.
The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF includes the following information: UE Identity (e.g. MN NAI), a PDN identifier (e.g. APN), the IP‑CAN type and the IP address(es) and, if available, the default charging method and the IP‑CAN bearer establishment modes supported. The PDN identifier, IP address(es) and UE identity enables identification of the IP‑CAN session. The IP‑CAN Type identifies the type of access from which the IP‑CAN session is established. If the service data flow is tunnelled at the BBERF, the PCEF shall provide information about the mobility protocol tunnelling encapsulation header .

4.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and, if applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscription information.
5.
The PCRF stores the subscription related information containing the information about the allowed service(s) and PCC Rules information.

6.
The PCRF makes the authorization and policy decision.

7.
The PCRF sends the decision(s) , including the chosen IP-CAN bearer establishment mode, to the PCEF. The GW(PCEF) enforces the decision. The PCRF may provide the default charging method and may include the following information: the PCC Rules to activate and the Event Triggers to report. The Policy and Charging Rules allow the enforcement of policy associated with the IP‑CAN session. The Event Triggers indicate to the PCEF what events must be reported to the PCRF.

8.
If online charging is applicable, and at least one PCC rule was activated, the PCEF shall activate the online charging session, and provide relevant input information for the OCS decision. Depending on operator configuration PCEF may request credit from OCS for each charging key of the activated PCC rules.

9.
If online charging is applicable the OCS provides the possible credit information to the PCEF and may provide re-authorisation triggers for each of the credits. 

10.
If network control applies the GW may initiate the establishment of additional IP-CAN bearers. See Annex A and Annex D for details.


Step 10, which establishes dedicated bearers, does not apply when step 12 is performed.

11.
If at least one PCC rule was successfully activated and if online charging is applicable credit was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request. 

********************* 4th  Change ********************

7.3.1
UE initiated IP-CAN Session termination


[image: image2.wmf] 

GW(BBERF)

 

(H

-

)PCRF

 

AF

 

OCS

 

SPR

 

GW(PCEF)

 

V

-

PCRF

 

3

. Indication of IP

-

CAN 

Session Termination

 

4

. 

Identify what 

Policy 

and Charging Rules 

are affected.

 

5

. 

Remove all 

Policy and 

Charging Rules

 

6

. Notify loss of 

transmission

.

 

7

. 

Notification

 

respo

nse.

 

9

. 

Remove

 IP

-

CAN 

Session

 

R

esponse

 

11

. Credit Final Report

 

12

. 

Credit Acknowledge

 

13

. 

Cancel Subscribed Notification Request

 

 

14

. 

Cancel Subscribed Notification Response

 

8. Acknowledge IP

-

CAN 

Session Termination

 

2

.

 GW(BBERF)

-

initiated Gateway Control Session Termination (case 2b)

 

1

0

.

 Gateway Control and QoS Rules Provision 

(case 2a)

 

or

 

 

PCRF

-

initiated Gateway Control Session Termination 

(case 2a)

 

1. Remove IP

-

CAN Session R

equest

 


Figure 7.3.1: IP-CAN Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access is used (figure 5.1.2) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1.3), the V‑PCRF should proxy the GW(BBERF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules Provision between the BBERF in the VPLMN and the H‑PCRF. For those cases it is also the H-PCRF that initiates the PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision procedure and proxy the information over S9 to the BBERF through the V‑PCRF.

For the Local breakout scenario (figure 5.1.3) the V-PCRF shall proxy Indication and Acknowledge of IP‑CAN Session Termination over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF resides in the VPLMN, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V-PCRF may respond to/initiate the Gateway Control Session procedures locally without notifying the H‑PCRF.

In the non-roaming case (figure 5.1.1) the V‑PCRF is not involved at all.

1.
If case 2b applies, the GW(BBERF) receives a request to remove the IP-CAN session. In case 2a, the request goes transparently through the GW(BBERF). In all cases, the GW(PCEF) receives a request to remove the IP-CAN session. 

2.
If case 2b applies, the GW(BBERF)-initiated GW Control Session Termination procedure as defined in clause 7.7.2.1 is initiated.

3.
The GW(PCEF) indicates that the IP-CAN Session is being removed and provides relevant information to the PCRF.

NOTE 2:
The GW(PCEF) may proceed to step 9 in parallel with the indication of IP-CAN Session termination.

4.
The PCRF finds the PCC Rules that require an AF to be notified and removes PCC Rules for the IP-CAN session. 

5.
The GW(PCEF) removes all PCC Rules associated with the IP-CAN session.

6.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

7.
The AF acknowledges the notification of the loss of transmission resources.

8.
The PCRF removes the information related to the terminated IP-CAN Session (subscription information etc.), and acknowledges to the GW(PCEF) that the PCRF handling of the IP-CAN session has terminated. This interaction is the response to the GW(PCEF) request in step 3.

9.
The GW(PCEF) continues the IP‑CAN Session removal procedure.

10.
If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be initiated to remove the QoS rules associated with the IP‑CAN session being terminated. This applies e.g. in case the Gateway Control Session shall remain to serve other IP‑CAN sessions.


Alternatively, if case 2a applies and the PCRF determines that all QoS rules are to be removed and the Gateway Control Session shall be terminated, the PCRF-initiated GW Control Session Termination procedure as defined in clause 7.7.2.2 is initiated. This applies e.g. in case the UE is detached and the CoA acquired by the UE is not used for any other IP‑CAN session.

11.
If online charging is applicable, the PCEF issues final reports and returns the remaining credit to the OCS.

NOTE 3:
Step 11 may be initiated any time after step 8.

12.
If online charging is applicable the OCS acknowledges that credit report and terminates the online charging session.

13.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification.

NOTE 4:
Step 13 may be initiated any time after step 8.

14.
The SPR sends a response to the PCRF.

NOTE 5:
The IP-CAN Session removal procedure may proceed in parallel with the indication of IP-CAN Session termination.

********************* 5th  Change ********************

7.3.2
GW(PCEF) initiated IP-CAN Session termination
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Figure 7.3.2: GW(PCEF) Initiated IP-CAN Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access is used (figure 5.1.2) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1.3), the V‑PCRF should proxy the GW(BBERF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules Provision between the BBERF in the VPLMN and the H‑PCRF. For those cases it is also the H-PCRF that initiates the PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision procedure and proxy the information over S9 to the BBERF through the V‑PCRF. 

For the Local breakout scenario (figure 5.1.3) the V-PCRF shall proxy Indication and Acknowledge of IP‑CAN Session Termination over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF relies in the VPLMN, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V‑PCRF may respond to/initiate the Gateway Control Session procedures locally without notifying the H‑PCRF.

In the non-roaming case (figure 5.1.1) the V‑PCRF is not involved at all.

1.
The GW(PCEF) detects that IP-CAN Session termination is required.

2.
The GW(PCEF) sends a request to remove the IP-CAN session.

3.
If case 2b applies, the GW(BBERF)-initiated GW Control Session Termination procedure as defined in clause 7.7.2.1 is initiated.

4.
The GW(PCEF) receives the response for the IP-CAN session removal.

5.
The GW(PCEF) indicates the IP-CAN Session termination and provides the relevant information to the PCRF.

6.
The PCRF finds the PCC Rules that require an AF to be notified.

7.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

8.
The AF acknowledges the notification on the loss of transmission resources.

9.
The GW(PCEF) removes all the PCC Rules associated with the IP-CAN session.

10.
The PCRF removes the information related to the terminated IP-CAN Session (subscription information etc.), and acknowledges the IP-CAN Session termination.

11.
If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be initiated to remove the QoS rules associated with the IP‑CAN session being terminated. This applies e.g. in case the Gateway Control Session shall remain to serve other IP‑CAN sessions.


Alternatively, if case 2a applies and the PCRF determines that the Gateway Control session shall be terminated, the PCRF-initiated GW Control Session Termination procedure as defined in clause 7.7.2.2 is initiated. This applies e.g. in case the UE is detached and the CoA acquired by the UE is not used for any other IP‑CAN session.

12.
If online charging is applicable, the GW issues final reports and returns the remaining credit to the OCS.

NOTE 2:
Step 12 may be initiated any time after step 10.

13.
If online charging is applicable the OCS acknowledges the credit report and terminates the online charging session.

14.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification.

NOTE 3:
Step 14 may be initiated any time after step 8.

15.
The SPR sends a response to the PCRF.

********************* 6th  Change ********************

7.4.1
IP-CAN Session Modification; GW(PCEF) initiated

This sub-clause describes the signalling flow for the IP-CAN Session modification initiated by the GW(PCEF). These modifications include IP-CAN bearer establishment and termination as well as modification if the triggering conditions given to the PCEF are fulfilled.

The AF may be involved. An example of the scenario is authorization of a session-based service for which an IP-CAN Session is also modified. 
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Figure 7.4: IP-CAN Session Modification; GW(PCEF) initiated

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access applies (figure 5.1.2) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1.3), when a Gateway Control Session is used, the H‑PCRF may initiate a Gateway Control and QoS Rules Provisioning procedure towards the BBERF and proxy the informationthrough the V‑PCRF over S9.

For case 2b in the Local Breakout scenario (figure 5.1.3) and if the Gateway Control Session is terminated locally at the V‑PCRF, the V‑PCRF shall initiate the Gateway Control and QoS Rules Provisioning procedure locally without notifying the H‑PCRF. For this case the V-PCRF shall proxy the Indication and Acknowledge of IP‑CAN Session Modification over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF is located in the VPLMN for this scenario, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not shown in the figure.

In the non-roaming case (figure 5.1.1) the V‑PCRF is not involved at all.

1.
Optionally, the AF provides/revokes service information to the PCRF due to AF session signalling. The AF may subscribe at this point to notification of bearer level events related to the service information.

NOTE 2:
For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to the corresponding PCC rules. Such events are not shown in this sequence diagram.

2.
The PCRF stores the service information and responds with the Acknowledgement to the AF.

3.
The GW(PCEF) either makes an internal decision or receives a request for IP-CAN Session modification (applicable for case 1, as defined in clause 7.1).

4.
The GW(PCEF) determines that the PCC interaction is required and sends an Indication of IP‑CAN Session modification (Event Report, affected PCC Rules) to the PCRF and, if changed, the new IP-CAN bearer establishment modes supported. If there is a limitation or termination of the transmission resources for a PCC Rule, the GW(PCEF) reports this to the PCRF.

5.
The PCRF correlates the request for PCC Rules with the IP-CAN session and service information available at the GW(PCEF).

6.
The PCRF may need to report to the AF an event related to the transmission resources if the AF requested it at initial authorisation.

7.
The AF acknowledges the event report and/or responds with the requested information.

8.
The PCRF makes the authorization and policy decision.

9.
The PCRF sends an Acknowledge of IP-CAN Session modification (PCC Rules, Event Triggers and, if changed, the chosen IP-CAN bearer establishment mode) to the GW(PCEF). The GW(PCEF) enforces the decision.

10.
If online charging is applicable, the GW(PCEF) may request credit for new charging keys from and/or shall issue final reports and return remaining credit for charging keys no longer active to the OCS.

11. If OCS was contacted, the OCS provides the credit information to the GW(PCEF), and/or acknowledges the credit report. 

12
The GW(PCEF) acknowledges or rejects any IP-CAN Session signalling received in step 3
(applicable for case 1).


An IP-CAN bearer establishment or modification is accepted if at least one PCC rule is active for the IP-CAN bearer and in case of online charging credit was not denied by the OCS. Otherwise, the IP-CAN bearer establishment or modification is rejected.


An IP-CAN bearer termination is always acknowledged by the GW(PCEF).


An IP‑CAN bearer modification not upgrading the QoS and not providing traffic mapping information is always acknowledged by the GW(PCEF).


In case of a GW(PCEF) internal decision the GW(PCEF) initiates any additional IP-CAN Session signalling required for completion of the IP-CAN Session modification (applicable for case 1).

13.
The GW(PCEF) receives the response for the IP‑CAN Session signalling request (applicable for case 1).

14.
The GW(PCEF) sends a Provision Ack (accept or reject of the PCC rule operation(s)) to inform the PCRF about the outcome of the GW(PCEF) actions related to the decision(s) received in step 9 (applicable for case 1).

15.
The PCRF initiates a Gateway Control and QoS Rules provision procedure as defined in clause 7.7.4, if required to keep the PCC and QoS rules aligned (applicable for case 2a and 2b, as defined in clause 7.1). 

16.
If the AF requested it, the PCRF notifies the AF of related bearer level events (e.g. transmission resources are established/released/lost).

NOTE 3:
Based on the outcome reported in this step the AF performs the appropriate action, e.g. starting charging or terminating the AF session.

17.
The AF acknowledges the notification from the PCRF.

********************* 7th  Change ********************

7.4.2
IP-CAN Session Modification; PCRF initiated

This clause describes the signalling flow for the IP-CAN Session modification initiated by the PCRF. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP-CAN Session is modified. IP-CAN Session handling and handling of PCC rules for non-session based services, and also general handling of PCC rules that are not subject to AF-interaction is also applicable here.
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Figure 7.5: IP-CAN Session Modification; PCRF initiated

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access applies (figure 5.1.2) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1.3), when a Gateway Control Session is used, the V‑PCRF shall proxy Gateway Control and QoS Rules Request between the BBERF in the VPLMN and the H‑PCRF over S9. For this case the H‑PCRF may also initiate a Gateway Control and QoS Rules Provisioning procedure towards the BBERF in the VPLMN and proxy the information via the V‑PCRF over S9.

For case 2b in the Local Breakout scenario (figure 5.1.3) and if the Gateway Control Session is terminated locally at the V‑PCRF, the V-PCRF shall reply to/initiate Gateway Control Session and QoS Rules Request/Provisioning procedures locally without notifying the H‑PCRF. For this case the V‑PCRF shall proxy the Policy and Charging Rules Provisioning and Acknowledge over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF is located in the VPLMN for this scenario, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

In the non-roaming case (figure 5.1.1) the V‑PCRF is not involved at all.

1.
Optionally, the AF provides/revokes service information to the PCRF due to AF session signalling. The AF may subscribe at this point to notification of bearer level events related to the service information.

NOTE 2:
For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to the corresponding PCC rules. Such events are not shown in this sequence diagram.

2.
The PCRF stores the service information if available and responds with the Acknowledgement to the AF.

NOTE 3:
Without AF interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the PCEF, e.g. change to configured policy.

NOTE 4:
This procedure could also be triggered by the Gateway Control and QoS Rules Request procedure as described in clause 7.7.3.

3.
The PCRF makes the authorization and policy decision.

4.
If there is no Gateway Control and QoS Rules Reply pending and there is a need to provision QoS rules, the PCRF initiates a Gateway Control and QoS Rules Provision Procedure as defined in 7.7.4 (applicable for cases 2a and 2b, as defined in clause 7.1).

NOTE 5:
If there is a Gateway Control and QoS Rules Reply pending, e.g. this procedure was invoked from the Gateway Control and QoS Rules Request procedure as defined in clause 7.7.3, the PCRF shall use that opportunity for provisioning the applicable QoS rules.

5.
The PCRF sends the Policy and Charging Rules Provision (PCC Rules, Event Trigger, Event Report) to the PCEF. 

6.
The PCEF enforces the decision. 

7.
If online charging is applicable, the PCEF may request credit for new charging keys from and/or shall return the remaining credit for charging keys no longer active to the OCS.

8.
If OCS was involved, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report

9.
The GW(PCEF) may send an IP-CAN Bearer establishment, modification or termination request (applicable for case 1, as defined in clause 7.1).


An IP-CAN bearer modification is sent by the GW(PCEF) if the QoS of the IP-CAN bearer exceeds the authorized QoS provided by the PCRF in step 3.


An IP-CAN bearer termination request is sent by the GW(PCEF) if all PCC rules for an IP-CAN bearer have been removed.

10.
The GW(PCEF) receives the response for the IP-CAN Bearer modification or termination request (applicable for case 1).

11.
The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule operation(s)) to the PCRF.

12.
If the AF requested it, the PCRF notifies the AF related bearer level events (e.g. transmission resources are established/released/lost).

13.
The AF acknowledges the notification from the PCRF.

********************* 8th  Change ********************

7.7.1.1
Gateway Control Session Establishment during Attach
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Figure 7.7.1.1-1: Gateway Control Session Establishment during Attach

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control Session Establishment between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The GW(BBERF) receives an indication that it must establish a Gateway Control Session.

2.
The GW(BBERF) sends the PCRF a Gateway Control Session Establishment. The BBERF includes the following information: IP‑CAN Type, UE Identity, PDN Identifier (if known), IP address(es) (if known) and, if available, the IP-CAN bearer establishment modes supported. The IP‑CAN Type identifies the type of access used by the UE. The UE's identity and PDN Identifier requested are used to identify the subscriber and in PCRF selection to locate the PCRF function with the corresponding IP‑CAN session established by the PDN GW. Further information is supplied on an access specific basis, as described in the IP‑CAN specific Annexes.

3.
If the PCRF is required to interact with the GW(PCEF), the PCRF waits until it gets informed about the establishment of the corresponding IP-CAN session (step 7 of the IP-CAN session establishment procedure) and performs a PCRF initiated IP-CAN session modification procedure with the GW(PCEF).

4.
The PCRF sends an Acknowledge Gateway Control Session Establishment to the GW(BBERF). The PCRF may include the following information: the chosen IP-CAN bearer establishment mode, QoS Rules and Event Triggers. The QoS policy rules are employed by the GW(BBERF) to perform Bearer Binding. The Event Triggers indicate events that require the GW(BBERF) to report to the PCRF.

5.
The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. This step may trigger IP‑CAN bearer establishment procedures. The details of bearer establishment are IP‑CAN specific.

6.
An indication of Gateway Control Session Established is sent to the entity that triggered the initiation of the session.

********************* 9th  Change ********************

7.7.1.2
Gateway Control Session Establishment during BBERF Relocation
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Figure 7.7.1.2-1: Gateway Control Session Establishment during BBERF Relocation

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control Session Establishment between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The target GW(BBERF) receives an indication that it must establish a Gateway Control Session.

2.
The target GW(BBERF) sends the PCRF a Gateway Control Session Establishment. The BBERF includes the following information: IP-CAN Type, UE Identity, PDN Identifier (if known), IP address(es) (if known). The IP-CAN Type identifies the type of access used by the UE. The UE's identity and PDN Identifier requested are used to identify the subscriber and in PCRF selection to locate the PCRF function with the corresponding IP-CAN session established by the PDN GW. Further information is supplied on an access specific basis, as described in the IP-CAN specific Annexes.

3.
The PCRF correlates the Gateway Control Session with the IP-CAN session and sends an Acknowledge Gateway Control Session Establishment to the target GW(BBERF). The PCRF may include the following information: QoS Rules and Event Triggers. The QoS policy rules are employed by the GW(BBERF) to perform Bearer Binding. The Event Triggers indicate events that require the GW(BBERF) to report to the PCRF.

4.
The QoS Rules and Event Triggers received by the target GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. This step may trigger IP-CAN bearer establishment procedures. The details of bearer establishment are IP-CAN specific.

5.
An indication of Gateway Control Session Established is sent to the entity that triggered the initiation of the session.

6.
The target GW(BBERF) initiates the IP-CAN Bearer signalling if required for the QoS Rules and Event Triggers deployed in step 6.

7.
The target GW(BBERF) receives the response for the IP-CAN Bearer signalling.

8.
The target GW(BBERF) sends the result of the QoS rule activation to the PCRF, indicating whether the resources requested have been successfully allocated. 

9.
If case 2b applies the source GW(BBERF) initiates the Gateway Control Session Termination procedure as defined in clause 7.7.2.1, if appropriate.

10.
If case 2a applies the PCRF initiates a Gateway Control and QoS Rules Provision procedure towards the source GW(BBERF) as defined in clause 7.7.4, if appropriate, in order to remove any QoS Rules affected by the GW(BBERF) re-location. If there is no other IP-CAN session established at the source GW(BBERF), the PCRF instead initiates the Gateway Control Session Termination procedure as defined in clause 7.7.2.2.

11.
If the PCC rules previously provided to the GW(PCEF) need to be removed due to the result of the QoS rule activation as received in step 8, the PCRF updates the GW(PCEF). The PCRF first waits for the PCEF initiated IP-CAN session modification procedure to provide the updates. If the IP-CAN session modification procedure already occurred, the PCRF performs an IP-CAN session modification procedure with the GW(PCEF).

********************* 10th  Change ********************

7.7.2.1
GW(BBERF)-Initiated Gateway Control Session Termination

[image: image8.emf] 

GW(BBERF)  

V - PCRF  

H - PCRF  

4.   Remove QoS Rules    and Event Triggers  

5.  Remove  Gateway Control Session  Reply  

1 .  Remove  Gateway Control Session  Request  

2 . Gateway Control Session  Termination  

3 .  Ack  Gateway Control Session  Termination  


Figure 7.7.2-1: BBERF-Initiated Gateway Control Session Termination

1.
The GW(BBERF) is requested to terminate its Gateway Control Session.

2.
The GW(BBERF) initiates a Gateway Control Session Termination towards the H-PCRF. If the GW(BBERF) is deployed in a visited network, this procedure is initiated by the GW(BBERF) to the V-PCRF. The V-PCRF forwards the information to the H-PCRF.

Editor's Note:
As a result of step 2, in the case where relocation is not being performed, there will be an IP-CAN session termination procedure at this point.

3.
The H-PCRF replies to the GW(BBERF) with an Ack Gateway Control Session Termination. If the GW(BBERF) is deployed in a visited network, this information is sent by the H-PCRF to the V-PCRF. The V-PCRF forwards the information to the GW(BBERF).

Editor's Note:
It is FFS whether the V-PCRF may release information or other resources associated with Gateway Control Session.

4.
The GW(BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW(BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

5.
The GW(BBERF) has completed terminating the session and can continue with the activity that prompted this procedure.

********************* 11th  Change ********************

7.7.2.2
PCRF-Initiated Gateway Control Session Termination
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Figure 7.7.2-2: PCRF-Initiated Gateway Control Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control Session Termination between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The PCRF is requested to terminate its Gateway Control Session.

2.
The PCRF sends a PCRF-Initiated Gateway Control Session Termination to the GW(BBERF).

Editor's Note:
It is FFS whether the V-PCRF may release information or other resources associated with Gateway Control Session.

3.
The GW(BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW(BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

4.
If the bearer(s) corresponding to the removed QoS rules are still established, the GW(BBERF) initiates an IP‑CAN specific bearer removal procedure.

5.
The GW(BBERF) receives the response for the IP-CAN specific bearer removal procedure.

6.
The GW(BBERF) replies to the PCRF with an PCRF-Initiated Gateway Control Session Termination acknowledgement.

********************* 12th  Change ********************

7.7.3
Gateway Control and QoS Rules Request

There are two cases considered for a Gateway Control and QoS Rules Request depending on the parameters the GW(BBERF) receives:

Case A:
In case the GW(BBERF) action does not depend on the subsequent IP-CAN session modification, the GW(BBERF) can acknowledge the request after interacting with the PCRF.

NOTE 1:
If QoS rules have to be updated due to the event reporting, the PCRF shall use the Gateway Control and QoS Rules Provision procedure.

Case B:
The GW(BBERF) is requested to obtain QoS rules for a Gateway Control Session or to deliver IP-CAN-specific parameters or both.
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Figure 7.7.3-1: Gateway Control and QoS Rules Request

NOTE 2:
If QoS rules have to be updated for case A, the PCRF shall use the Gateway Control and QoS Rules Provision procedure (clause 7.7.4).

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control and QoS Rules Request between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The GW(BBERF) is requested to either report an event or obtain QoS rules or both for a Gateway Control Session.

2.
The GW(BBERF) sends a Gateway Control and QoS Rules Request to the PCRF and includes the new IP‑CAN bearer establishment modes if changed. The information sent by the GW(BBERF) to the PCRF includes: a request for resources and/or a report corresponding to a deployed Event Trigger.

3.
If the GW(BBERF) is only requested to report an event, the GW(BBERF) acknowledges the step 1 by sending a result to the entity that triggered this procedure.

4.
The PCRF initiated IP-CAN Session Modification Procedure may occur as the result of the Gateway Control and QoS Rules Request procedure, either to forward an Event Report to the GW(PCEF) or to issue new or revised PCC Rules and Event Triggers, or both an Event Report and a PCC Rules and Event Triggers provision.

5.
If the GW(BBERF) asked for new QoS rules or IP-CAN-specific parameters need to be delivered back to the GW(BBERF) or both, the PCRF sends a Gateway Control and QoS Rules Reply to the GW(BBERF). This interactionmay include QoS Rules and Event Triggers.

6.
The QoS Rules and Event Triggers, if any, received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. This may result in the binding of additional SDFs or a change in the binding of previously bound SDFs. Subsequent events corresponding to the Event Triggers will cause an Event Report to be delivered to the PCRF by means of a Gateway Control and QoS Rules Request procedure.

7.
The GW(BBERF) initiates the IP-CAN Bearer signalling if required for the QoS Rules and Event Triggers deployed in step 6.

8.
The GW(BBERF) receives the response for the IP-CAN Bearer signalling.

9.
If the step 5 contained new and/or modified QoS Rules, the result of the QoS rule activation is returned to the PCRF, indicating whether the resources requested have been successfully allocated.

********************* 13th  Change ********************

7.7.4
Gateway Control and QoS Rules Provision
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Figure 7.7.4-1: Gateway Control and QoS Rules Provision

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when a Gateway Control Session is used, the V-PCRF should proxy the Gateway Control and QoS Rules Provision s between the BBERF in the VPLMN and the H-PCRF over S9 based on PDN-Id and roaming agreements.

In the non-roaming case (Figure 5.1.1) the V-PCRF is not involved.

1.
The PCRF is requested to update the QoS Rules and Event triggers for a Gateway Control Session.

2.
The PCRF sends a Gateway Control and QoS Rules Provision to the GW(BBERF). Itwill include QoS Rules and Event Triggers. If the service data flow is tunnelled at the BBERF, the information about the mobility protocol tunnelling encapsulation header may be included . It is also possible that this interaction includes an Event Report originating from the GW(PCEF) and relayed by the PCRF to the BBERF. This Event Report enables a GW(PCEF)-originating interaction to be sent by way of the PCC infrastructure to the BBERF in situations that communication is needed between the GW(PCEF) and the GW(BBERF) and no interface exists between the GWs.

3.
The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This may result in bearer binding being performed, according to the rules. Subsequent events corresponding to the Event Triggers will cause an Event Report to be delivered to the PCRF by means of a Gateway Control and QoS Rules Request procedure.

4.
The GW(BBERF) initiates the IP-CAN Bearer signalling if required for the QoS Rules and Event Triggers deployed in step 3.

5.
The GW(BBERF) receives the response for the IP-CAN Bearer signalling.

6.
The GW(BBERF) sends a Gateway Control and QoS Rules Provision Ack (Result) to the PCRF. The Result information element indicates whether the indicated QoS Rules could be implemented.

7.
The PCRF has completed updating the session and can continue with the activity that prompted this procedure.

********************* End of changes ********************

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" �Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" �3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" �� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" �http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" �http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm" �21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1284376169.doc


14. Provision Ack (case 1)







13. IP-CAN Session signaling (case 1)







8. Policy Decision







15. Gateway Control and QoS Rules provision (case 2a and 2b )







5. Correlate application/service  information with IP-CAN session







OCS







AF







H-PCRF







V-PCRF







GW (PCEF)







12. IP-CAN Session signaling (case 1)







11. Credit Response







10. Credit Request







9. Acknowledge IP-CAN Session modification







4. Indication of IP-CAN Session modification 







3. IP-CAN Session signalling (case 1)







Roaming Scenarios







GW (BBERF)







17. Ack 







16. Notification of Bearer Level Event



      Level Events







7. Ack and new �Application/Service info







6. Event report







1. Application/service info







2. Ack












_1284376171.doc

[image: image1]

































Deploy QoS Rules and Event Triggers







5







Session Modification Procedure







. 







 







3. PCRF initiated IP-CAN 







 







PCRF







-







H















































Gateway Control Session Establishment







. 







2







 







Establish Gateway Control Session Request 







. 







1



















4. Acknowledge Gateway Control Establishment















6. Establish Gateway Control Session Reply







 







GW(PCEF)







 







PCRF







-







V







 







GW(BBERF)







 




















_1284376173.doc

[image: image1]





























1. Decision to Remove  



    Gateway Control  



    Session











5. IP-CAN Bearer Removal Reply







6. PCRF Initiated Gateway Control Session Termination Ack















2. PCRF Initiated Gateway Control Session Termination



















3. Remove QoS  Rules    



    and Event Triggers  















H-PCRF



















V-PCRF



















GW(BBERF)











4. IP-CAN Bearer Removal Request












_1284376174.doc

[image: image1]





















9. Gateway Control and QoS Rules Ack (case B)



















Deploy QoS Rules and Event Triggers







6







Session Modification Procedure







. 







 







4. PCRF initiated IP-CAN 







 







PCRF







-







H































 







Request







 







and QoS Rules







Gateway Control 







. 







2







 







Gateway Request or Report







. 







1



















5. Gateway Control and QoS Rules Reply (case B)







Result (case A)







. 







3







 







GW(PCEF)







 







PCRF







-







V







 







GW(BBERF)







 







8. IP-CAN Bearer Signaling (case B)







7. IP-CAN Bearer Signaling (case B)












_1284376175.doc

[image: image1]





7. Result



























1. Decision to send an Event 



    Trigger or QoS Rules update











5. IP-CAN Bearer Signaling







6. Gateway Control and QoS Rules Provision Ack















2. Gateway Control and QoS Rules Provision



















3. Deploy QoS Rules  



    and Event Triggers  















PCRF







-







H











PCRF







-







V











GW(BBERF)







 







4. IP-CAN Bearer Signaling












_1284376172.doc

[image: image1]





















8. Gateway Control and QoS Rules Ack 



















Deploy QoS Rules and Event Triggers







4







      Modification Procedure







. 







 







11. IP-CAN Session







 







PCRF







-







H











































Target GW(BBERF)







Gateway Control Session Establishment







. 







2







 







Establish Gateway Control Session Request 







. 







1



















3. Acknowledge Gateway Control Establishment







Source GW(BBERF)







9. BBERF initiated Gateway Control Session Termination (case 2b)







5. Establish Gateway Control Session Reply







 







GW(PCEF)







 







PCRF







-







V







10. Gateway Control and QoS Rules provision (case 2a) 



			or



       PCRF initiated Gateway Control Session Termination (case 2a)















 







7. IP-CAN Bearer Signaling 







6. IP-CAN Bearer Signaling 












_1284376170.doc


2. Ack







1. Application/Service Info







13. Ack







12. Notification of Bearer Level Event 







GW (BBERF)







4. Gateway Control and QoS Rules Provision (case 2a and 2b)







10. IP CAN Bearer Signaling (case 1)







6. Policy Enforcement







OCS







8. Credit Response







7. Credit Request







11. Ack 







5. Policy and Charging Rules Provision 







3. Policy Decision







Roaming Scenarios







AF







H-PCRF







V-PCRF







GW (PCEF)







9. IP CAN Bearer Signaling (case 1)












_1284376166.doc

[image: image1]

























































6. Notify loss of transmission.































































































































































































AF











(H-)PCRF



























2. GW(BBERF)-initiated Gateway Control Session Termination (case 2b)







































1. Remove IP-CAN Session Request







10. Gateway Control and QoS Rules Provision (case 2a)



or















GW(BBERF)







9. Remove IP-CAN Session Response







3. Indication of IP-CAN Session Termination







V-PCRF







GW(PCEF)







SPR







12. Credit Acknowledge







8. Acknowledge IP-CAN Session Termination







4. Identify what Policy and Charging Rules are affected.







5. Remove all Policy and Charging Rules







 PCRF-initiated Gateway Control Session Termination (case 2a)







14. Cancel Subscribed Notification Response







13. Cancel Subscribed Notification Request











7. Notification response.







11. Credit Final Report







OCS




















_1284376168.doc

[image: image1]

























































7 Notify loss of transmission.































































































































































































AF







3. GW(BBERF)-initiated Gateway Control Session Termination (case 2b)







(H-)PCRF







































 PCRF-initiated Gateway Control Session Termination (case 2a)































11. Gateway Control and QoS Rules Provision (case 2a)



or















GW(BBERF)











5. Indication of IP-CAN Session Termination







V-PCRF







GW(PCEF)







SPR







13 Credit Acknowledge







10. Acknowledge IP-CAN Session Termination







6. Identify what Policy and Charging Rules are affected.







9. Remove all Policy and Charging Rules







1. Detection what IP-CAN Sessions shall terminate.







15. Cancel Subscribed Notification Response







14. Cancel Subscribed Notification Request











8. Notification response.







12. Credit Final Report







OCS







4. Remove IP-CAN Session Response







2. Remove IP-CAN Session Request












_1284376165.doc

[image: image1]

 







10. IP CAN Bearer Signaling







 







Response







CAN Bearer 







-







Establish IP







11. 







 







9. Credit Response







 







8. Credit Request







 







ession establishment







s







CAN Bearer 







-







 IP







7. Acknowledge







 







5. Profile Response







 







4. Profile Request







 







session establishment







CAN Bearer 







-







 IP







3. Indication of







 







CAN Bearer Request







-







Establish IP







2. 







 







6. Policy Decision























 







ablishment (case 2a and 2b)







 Gateway Control Session Est







1.







 







Roaming Scenarios







 







OCS







 







SPR







 







PCRF







-







H







 







PCRF







-







V







 







GW (PCEF)







 







GW (BBERF)







 












