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Process: This P-CR is being submitted as an annex to TR 23.869 as a CR holding spot for Rel.9 CRs for TS 23.401.  Once Rel.9 CRs are allowed, moving the text into TS 23.401, the associated CR will be for administrative purposes since the technical review was performed at the time of P-CR submission.
Technical: This change adds support for emergency Attach procedures based on solutions described in TR 23.869.  Enhancements and use of the Attach procedures to support IMS Emergency Services, specifically an emergency attach for UEs in limited service mode are described.  
Start of Change TR 23.869 x.1

Note to Rapporteur:  All of Change 1 is new text for TR 23.869.  However, it is presented as it needs to be brought in as a CR against TS 23.401 with only the new text to 23.401 shown as new text.

Annex X: TS 23.401 Rel.9 Changes
****************************Start of Change 23.401_x.1**************************

5.3.2.1
E-UTRAN Initial Attach

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing a default EPS bearer during Network Attachment. The PCC rules applied to the default EPS bearer may be predefined in the PDN GW and activated in the attachment by the PDN GW itself. The Attach procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE. During the attach procedure, the UE may request for an IP address allocation. Terminals utilising only IETF based mechanisms for IP address allocation are also supported.

During the Initial Attach procedure the Mobile Equipment Identity is obtained from the UE. The MME operator may check the ME Identity with an EIR. At least in roaming situations, the MME should pass the ME Identity to the HSS, and, if a PDN-GW outside of the VPLMN, should pass the ME Identity to the PDN-GW.
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Figure 5.3.2.1-1: Attach procedure

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A), (B), and (C) are defined in TS 23.402 [2]. Steps 7, 10, 14, 15 and 16 concern GTP based S5/S8.

NOTE 2:
The Serving GWs and PDN GWs involved in steps 7 and/or 10 may be to different to those in steps 13‑17.

NOTE 3:
The steps in (D) are executed only upon handover from non-3GPP access.
NOTE 4:
The use of the Attach procedure to support IMS Emergency Services is described in section 5.9.2.x.
**********Note to MCC:  The remainder of section 5.3.2.1 is unchanged and not included for brevity*****

**************************End of Change 23.401_x.1**************************
**************************Start of Change 23.401_x.2**************************
5.9.2.x Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service state and is not able to attach to the local E-UTRAN network except local regulation requires support of emergency calls regardless of subscription.  If an Emergency Attach request is received in a network where local regulation does not have requirements beyond a UE’s subscription, the Emergency Attach is handled per normal attach procedures in section 5.3.2.1.   The enhancements needed to support IMS Emergency Calls are:

a) The Attach Request includes an emergency attach indication.
b) If the IMSI or MSISDN is not available or is not valid (e.g., UICCless, expired subscription), the mobile equipment identifier (e.g., IMEI) is included in messages and procedures that otherwise use the IMSI/MSISDN.  Where the IMSI and MSISDN are mandatory IE’s in a message, a null IMSI or MSISDN is provided.  When they are optional, they are not included.
c) Where local regulation requires support for UEs in limited service mode, subscription and authorization procedures may be skipped or if performed and fail, continue with the attach procedure.
The Attach Procedure Steps are enhanced as follows:
Precondition: The EPS has indicated previously in an Attach Reject message to the UE that IMS Emergency Calls are supported. 
If the IMSI or MSISDN has not been authenticated, only the mobile equipment identifier (e.g., IMEI) is included in messages and procedures that otherwise use the IMSI/MSISDN.  Where the IMSI and MSISDN are mandatory IE’s in a message, a null IMSI or MSISDN is provided.  When the IMSI and MSISDN are optional, they are not included.
Step 1 (Attach Request): UE includes the emergency attach indication and IMEI.  
Step 5a (Authentication): Authentication and NAS security is not required for UEs in limited service mode.  This step may be skipped or if performed and fails, the attach proceeds.

Step 5b (Identity Request-ME Identity): The IMEI should have been included in Step 1.  If not, it may be requested.  The EIR check may be skipped, or if performed and fails, the attach proceeds.
Step 8 (Update Location Request): The location update may be skipped.  If performed and fails, the attach may still proceed where required by local regulation.

Step 12 (Create Default Bearer): Local configuration for the emergency APN overrides subscription values for establishing the default emergency bearer. The subscribed PDN GW is ignored and one of the PDN GWs which are configured in the MME to support the emergency APN is used instead.  The default emergency bearer request contains bearer attributes based on MME configuration for the support of the PDN connections related to an emergency APN, including the PDN GW address and Default Emergency Bearer QoS. 

Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control.

Step 17 (Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values.  

Step 25 (Notify Request): The Notify Request including the Emergency APN and PDN GW identity is sent to the HSS for UEs that can be associated with an HSS (i.e., have a UICC and subscription).  
*****************End Change 23.401_x.2*****************
End of Change TR 23.869 x.1
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