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Abstract of the contribution: This contribution proposes some text for section, “load balance” of TR 23.8bc, “Feasibility Study on IMS Evolution”.
4.2
Load balance
4.2.1
Problems description
4.2.1.1
General

Load balance is an important mechanism in telecommunications network. In general, we can adopt DNS technology in IMS to achieve limited load balance, however, current DNS cannot coordinate with IMS to make a real time and more dynamic load balance network. Specifically, it is difficult to handle explosive traffic when part of IMS network is overloaded. This section analyzes IMS load balance mechanism (e.g.  P-CSCF/S-CSCF/I-CSCF/SLF/HSS) and identifies potential load balance problems (e.g. how to handle explosive traffic).
4.2.1.2 Analysis of P-CSCF load balance 

Generally, there are three methods used by UE to discover P-CSCF address, which are as follows:

1) The UE shall request the P‑CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P‑CSCF address(es) to the UE when accepting the PDP context activation. 

2) Use of DHCP to provide the UE with the domain name and/or IP address of a P‑CSCF and the address of a DNS that is capable of resolving the P‑CSCF name.

3) The UE may be configured to know the fully qualified domain name (FQDN) of the P-CSCF or its IP address.
As stated above, IMS does not involve proper load balance among P-CSCFs to make UE access light load P-CSCF. According to the standards of 3GPP, such as TS 23.060, which are not explicitly defining GGSN how to get P-CSCF address. Generally, GGSN may be configured statically to get the address. It is similar to DHCP, which is configured P-CSCF domain name statically. 
Also, there is not a good mechanism in IMS to handover between P-CSCFs in order to handle explosive traffic. IMS may reject the registration request of UE when it gets an overloaded P-CSCF address. 

4.2.1.3 Analysis of S-CSCF load balance 

When a UE registers in the IMS, a S‑CSCF shall be assigned to serve the UE. S‑CSCF assignment is performed by I‑CSCF, but S-CSCF selection policy of I-CSCF mainly depends on the capabilities, the topological information and the availability of S-CSCF (See TS 23.228 for details). But the information transferred between I-CSCF and HSS does not contain load balance parameters of S-CSCF. So the S-CSCF may encounter the load imbalance problem in real IMS network. Especially, when some S-CSCFs are in overload state, while others are idle, which is not expected by carrier who operates large scale network. 

4.2.1.4 Analysis of SLF load balance 

SLF supports HSS address query for I-CSCF or S-CSCF when there are multiple HSSs in IMS network. In a large-scale network, the SLF may become the bottleneck of the system. 
4.2.1.5 Analysis of HSS load balance 

HSS load balance involves the capacities of different HSS entities and data storage planning. Because different HSSs have different capacities, it makes the imbalance of user data storage. However, due to different access frequencies of different user data, if we don't make a good data planning, it might make the HSSs access imbalanced. But it is not easy to guarantee the well-distributed traffic among the HSSs in IMS network.
4.2.1.6 Analysis of I-CSCF load balance 

The load balance of I-CSCF can be reached by means of DNS, based on load balance algorithm. This part will not be considered specifically. 
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