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Abstract of the contribution: At SA2#67, there was a proposal in S2-085663 and S2-085669 to solve an issue related to the potential failure of session transfer when the SR-VCC MSC Server is using an ISUP interface, by downloading CAMEL to the MME. However, there was no support for this proposal. This paper discusses some alternatives for standardization in Release 8.  
Discussion:
TS 23.216 clause 6.2.2.1, Step 9 documents the following normative text related to how the MSC Server initiates a Session Transfer (similar text is documented in clauses 6.2.2.2, 6.3.2.1 and 6.3.2.2):

9.
The MSC Server initiates the Session Transfer by using the STN-SR e.g. by sending an ISUP IAM (STN-SR) message towards the IMS. Standard IMS Service Continuity procedures are applied for execution of the Session Transfer, see TS 23.292 [13] and TS 23.237 [14]. During the execution of the Session Transfer procedure the remote end is updated with the SDP of the CS access leg. The downlink flow of VoIP packets is switched towards the CS access leg at this point.

Also, a note follows this normative text to give clarification to the procedures at the MSC when the MSC only supports an ISUP interface for initiating the session transfer towards IMS (the note is also documented in clauses 6.2.2.2, 6.3.2.1 and 6.3.2.2):
NOTE 1:
If the MSC Server is using an ISUP interface, then the initiation of the session transfer may fail if the subscriber profile including CAMEL triggers is not available prior handover (see clause 7.3.2.1 in TS 23.292 [13]).

The reason for this note is that ISUP may not carry the Calling Party number in some networks, which is required by the SCC AS to identify the subject UE. Ideally, CAMEL triggers would be used at the MSC to communicate the Calling Party Number to the gsmSCF and SCC AS by way of a CAMEL initialDP trigger prior to the Session Transfer initiation. 

The issue (as indicated by the NOTE) is that the subscriber profile may not be available prior to handover and thus the CAMEL triggers won’t be available at the MSC Server prior to initiation of the Session Transfer.

At SA2#67, contributions S2-085663 and S2-085669 suggested that the HSS could provide the CAMEL trigger information for the UE to the MME during E-UTRAN attach (in addition to the STN-SR and MSISDN) and that the MME provide this CAMEL information (in addition to the STN-SR and MSISDN) to the MSC during the SRVCC procedure. However, report S2-086217 clearly documents that these papers were noted. This was because:
1. There appeared to be no support from operators or vendors to solve this rare case of routing of the CS domain call from an MSC server with ISUP interface and with Calling Party number dropped on a roaming boundary.
2. Downloading MSC CAMEL information to the MME just to proxy it onto the MSC-Server was viewed “too much pain for little gain” (just to solve this rare case). 
From the above statements, unless there is another solution that can be achieved in the Release 8 time-frame that allows for the MSC to receive CAMEL (and is not viewed as “too much pain for little gain”), it would appear that use of CAMEL with ISUP are ruled out for use in the SR-VCC procedure.

Consequently, it would appear that the solution for the use of ISUP without CAMEL is not complete. Unless we can find a solution to solve this rare case that does not use CAMEL in Release 8, it means we have to live with this gap in standards or we easily close this gap by mandating that the SR-VCC MSC is SIP-enabled for the initiation of Session Transfer.

It is also worth noting that mandating SIP on the SRVCC enhanced MSC would help to solve another issue that is not directly related to the CAMEL issue discussed so far. Namely, at SA2#67, a number of proposals were put forward for solving the issue of “shared-IMPU”. This is the issue where one public user identity is shared by multiple devices in the user’s IMS subscription. If two separate sessions are initiated in IMS using the same public identity from different terminals, then both sessions will be anchored on the P-Asserted-Identity in the SCC AS. When it comes to performing the SR-VCC procedure via the SR-VCC enabled MSC, when the SCC AS receives the session transfer request, it is unable to work out which anchored session to transfer. 

One of the proposals was to use GRUU, but concerns were expressed of how the Instance-Id can be sent to the SCC AS when the MSC only supports the ISUP interface (having ruled out that the MSISDN cannot be used as an Instance-Id). A solution was proposed to use some other identifier, e.g. IMEI, but it was deemed that the MSC-Server would have to support some CAMEL Phase 4 functionality to allow the IMEI to be delivered to the SCC AS.
If SIP is mandated on the SR-VCC MSC for session transfer, this removes the need to solve how the Instance-Id is sent to the SCC AS when using an ISUP enabled MSC, and allows a solution to be standardized in Release 8 for “shared-IMPU”.

Therefore, if we cannot agree to mandate SIP on the SR-VCC enabled MSC then:

1. There is no full solution for the support of the SR-VCC procedure when the MSC supports ISUP (as the calling party number could be dropped across a roaming boundary).
2. It will be difficult to agree on a solution for “shared-IMPU” in Release 8.

3. We can live with these limitations in 1) and 2) above, but understand that in some circumstances, the SR-VCC procedure may fail.

Proposal:
We ask SA2 for feedback on this proposal and to agree to mandate SIP on the SR-VCC enabled MSC for the initiation of the session transfer procedure towards IMS. 
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